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Important Notice

The version 8.1 only supports the following GV video capture cards:

e GV-250 All Series

e GV-600(S) V3.20 and later
e GV-650(S) V3.30 and later
e GV-800(S) V3.30 and later
e GV-1120 All Series

e (GV-1240 All Series

e GV-1480 All Series

e GV800-4A V3.10 and later
e GV-2004

e GV-2008

For more information on the upgrade, please visit our website at

http://www.geovision.com.tw/english/5_0.asp, or contact your dealer.
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Chapter 1: Configuring Main System

The system prompts you for a Supervisor ID and Password when starting the system for the first time,

shown as below:
First Execution Digital-Surveillance Sy x|

\ You execute Digital-Surveillance system at
first time.
___-| Flease enter Supervizor ID,Password.

0

Fassword

|
|
Password Canfirmation : |
Hint : |

[~ Auto Login:

To memarize this ID and password and to login
wwhen you execute Digital-Sureillance system
evertime.

[~ Allow removing password system

@ (0] 4 I Cancel

Figure 1-1

Enter a name you wish to be the Supervisor ID in the ID field. Finish the setup by entering Password,
Password Confirmation, and a Hint (optional) that would remind you of the password. Messages

entered at the Hint field will only pop up when passwords are entered incorrectly.

B Auto Login: Allows auto login as the current user every time when the system is launched. For
security purposes, this feature is only recommended for single-user systems.
B Allow removing password System: For this setting, see Setting Up Password later in this

chapter.

[ ] @: Click to open the onscreen keyboard and enter the login information.

After setting up the Supervisor ID and Password, launch the program to enter the Main System.
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Chapter 1: Configuring Main System

ANINERR

Figure 1-2

The controls in the main screen:

No. Name

Description

1

Camera Number

Indicates the camera number matching the port number in the GV video
capture card.

2  Camera Name Indicates the given camera name.

3  Date/Time Displays the current date and time.

4  Storage Space Indicates the remaining disk space.

5 Connection Indicates the connection status of remote applications.

6 PTZ Control Displays the PTZ control panel.

7  1/O Control Displays the I/O control panel.

8 TV-Out Displays the TV Quad control panel.

9  User-Defined Accesses other applications.

10 Location Name Indicates the GV-System’s name, usually named by its geographical location.

11 Network Enables the connection to remote applications.

12 Camera Scan Rotates through the screen divisions.

13 ViewlLog Brings up these options: Video/Audio Log, System Log, Search POS Data,
POS Live View, Live Object Index, Search Object Index and E-Map.

14 Configure Accesses System settings.

15 Schedule Sets up recording schedule.

16 Monitor Starts monitoring.

17 Camera Select Selects the desired camera number for main division view.

18 Screen Division  Selects screen divisions.

19 Exit Brings up these options: Login/Change User, Logout, Minimize, Restart

Multicam and Exit.
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Chapter 1: Configuring Main System

Press [F7] on the keyboard, or click the Monitor button to start recording. By default, every camera
records with the following settings:

® |n Motion Detection mode

® With the 320 x 240 resolution

® With Geo Mpeg4 codec

When working with the system, you will undoubtedly want to change the settings as you go along.
The buttons provide quick access to several popular Main System settings. Click any button to see

the menus to these settings. Let's start with the Configure button.

System Configuration

Click the Configure button and select System Configure. You may configure cameras and global
recording parameters in this dialog box. Changes made to the General Setting tab would apply to all
available cameras attached to the system, while changes made to each camera tab apply only to the
individual camera. In I/O Device tab you could add and configure I/O devices. HotLine/Network tab is

used to configure the system for connection to network or mobile.
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Chapter 1: Configuring Main System

System Configure T Xl

Camera 10 I Camera 11 I Camera 12 l Camera 13 i Camera 14| Camera 15| Eamera'IEI |40 Devicel HatLine ¢ Metwark
General Setting |Camera1 I Camera 2 I Camera 3 I Camera 4 I Camera b I Camera B I Camera 7 | Camera SI Camera 9

— Startup - Location Mame———— — PTZ Contral
[~ Start Monitor: I|Pc.1 ™ PTZ Device Setup:
: Al ¥ Zin /L i
|Hnn-|tor Al J Viden Lag Storage |F'T¢ 140 J
I Multicast Server Available: 1.61 GB -~ Manitor Option
[~ TCRAR Server Recycle Log: [~ Start Dielay: = Sec.
[ WwiehCam Server 1019420001 4:44
B s [~ Post-Fec Motion: |3 Sec.
" Connect to WSk [ 3] ™ Pre-Rec Mation:
i Kes, -
[~ Twin Server [ | Dayg: Ir Il el [~ Send Event Alerts @
" Connect to Centery2
I~ | Erable Directdraw Oveday. () | Caption T EVB””_-DQ Siz_e
v Enable De-interlace Render C Mo D & |D+Name Max Video Clip: |5 Kin 'l
[ Startup Aute Login ~Gend Alertts Approach——— ~CameraSean————————————————
I Panel Resclution: E-Mail/Hotine /53 Scan Delay: [35ec =]
I 102458 j —ExitOption——————— " ¥ideoRecord
gg-:;g::% Lc:kton @ [~ Auto Restart Windows [ Use Digital W atermark Protection

(u]8 | Cancel |

Figure 1-3

Configuring Global Recording Parameters

Let's start with the options in the General Setting tab:

[Startup] The Startup options instruct the system to enable selected features at Main System startup.
B Start Monitor: Select one of the following monitor control modes at startup:
Monitor All: Allows you to monitor all cameras and /O (if available) at startup. It is the same as
to manually click Monitor button and select Start All Monitoring. (For details, see Start/Stop
Monitoring later in this chapter).
Schedule Monitor: Allows you to monitor cameras by schedule. Alternatively you may click
Schedule button, Schedule Start. Refer to Recording Schedule later in this chapter.
I/O Monitor: Allows you to monitor all I/O devices. Alternatively you may click the Monitor button,

and then select I/O Monitoring.

Note: By adjusting Monitor Control, you may record or invoke alert methods of each camera with
individual settings. See Adjusting Individual Camera later in this chapter to set up your Monitor
Control.

B Multicast Server: Allows connection to IP Multicast (one of the remote application) at startup.

(Or click the Network button and select Multicast Server.)

Page 7



Chapter 1: Configuring Main System

B TCP Server: Allows connection to Remote View (another remote application) by TCP. (Or click
the Network button and select TCP Server.)

B WebCam Server: Allows connection to WebCam Server at startup. (Or click the Network
button and select WebCam Server.)

B Modem Server: Allows connection to Remote View by a modem. (Or click the Network button
and select Modem Server.)

B Connect to VSM: Allows connection to VSM Server (Or click the Network button and select
Connect to VSM.)

B Twin Server: Allows connection to Twin Server at startup. (Or click the Network button and
select Twin Server). Twin Server is discussed in Chapter 11.

B Connect to CenterV2: Allows connection to CenterV2. (Or click the Network button and select
Connect to CenterV2.)

B Enable Directdraw Overlay: Enables full-screen at startup. (For the related applications, see
Switching to Full-Screen View later in this chapter).

B Enable De-interlace Render: Avoids interlace of the odd and even video lines. This feature
affects only single view mode with the resolution of 640 x 480 and 720 x 480. After enabling the
feature, you must restart the GV-System to apply it.

Note:

1. The Enable Directdraw Overlay and De-interlace Render features can greatly enhance image
quality. If your VGA card supports DirectX9, enable both settings.

2. You may see a warning message “Directdraw Create Overlay Failed” when trying to use

WebCam Remote Control to connect to a server. The message indicates the server has the
Enable Directdraw Overlay feature enabled. It only means the remote side will not see the

images with DirectDraw applied. It is safe to press YES to continue the connection.

Tip: To check the version of your DirectX, search for the file name dxdiag. Open the file and find the

related information. DirectX 9.0C is also included in the Surveillance System Software CD.

Startup Auto Login: Select and press the Arrow button to assign an ID used at system auto
startup. After the setup, the system will automatically login using this ID at next startup, without
asking for ID and Password. For related settings, see Launching GV-System from System Tray
later in this chapter.

Panel Resolution: Select the resolution from the drop-down list that best fits your computer

monitor screen.
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Chapter 1: Configuring Main System

Mini-View for Remote Desktop: Squeezes all video channels into a single 320x240 view.
Since you may use Microsoft Remote Desktop (a feature that comes with Windows XP
Professional Edition) to set up the Main System through network, it is important to get smallest

size possible data to transfer over network.

1. Click the Configure button, and then select System Configure.

2. Inthe System Configure dialog box, select Mini-View for Remote Desktop in the Startup
section, and then click OK to apply the setting.
Restart the Main System.

4. To switch between the mini and normal view, click the Configure button and select Mini-

View Switch.

GV-900 172345678 910111213141516 _
® B= ® B ES

Figure 1-4 Mini View

[Location Name] The given name (maximum 14 characters) is displayed in main screen as the

name of the server.

[Log Storage] Selects storage type (recycle or not recycle) and location.

Available: Shows remaining hard disk space.

Recycle Log: Indicates the recording date of the next video file to be erased.

Set Location...: Press Set Location to select location to save video files to.

Recycle: When this option is selected, it will cause the oldest files to be deleted when the
system requires storage space for new surveillance videos. If it is not selected, the system will
stop recording when disk space is full.

Keep Days: Set to keep the files in storage for a set number of days. Users may specify to
recycle at 1 to 999 days. If designated storage space is not big enough to keep all video files for

the defined days, Recycle setting then overrides the Keep Days setting.
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Note: For storage space, GV-250 or above requires 800MB; GV-900 requires 1GB; GV-1000, GV-
1120, GV-1240 and GV-1480 require 1.2GB at least. When one patrtition fell short than minimum,
video files will automatically be saved to next available hard disk; when total available storage space

is lower than minimum, the system will stop recording and show a Disk Space Low! Message.

7 Multicam Surveillance Syste x|

Disk Space Lowl
Fleaze check Log Locatian.

Figure 1-5

To solve the space shortage problem, you may add more hard disk space to the system, or to
delete/backup your video files for more storage space. To correctly delete or back up video files, see

Chapter 5 for more details.

[Caption] Enters heading to have it displayed on the upper left-hand corner of the camera screen.
You may choose No for no heading; ID to show only camera ID, or ID+Name to show both camera 1D

+ Name.

[Send Alerts Approach] Click the arrow button to choose whether to be notified by E-mail,
telephone or SMS when alert conditions occur under the surveillance area.

For the telephone setup, see Configuring Hotline/Network Notification later in this chapter.
For the E-mail setup, see Sending Alerts thru E-Mail Accounts later in this chapter.

For the SMS setup, see Short Message Service in Chapter later in this chapter.

[Exit Option] Check the box to enable the feature. Press the blue Arrow button to switch between
Select Auto Shutdown and Auto Restart Windows. Auto Shutdown closes Windows OS after

exiting GV-System. Auto Restart Windows restarts Windows OS after exiting a GV-System.

[PTZ Control] Adds PTZ cameras to the system. See the later section of PTZ Control Panel for

operation details.

[Monitor Option]
B Start Delay: Starts monitoring after x second(s) when the system is activated.

B Post-Rec Motion: Keeps on recording for a set period of time (1-10 seconds) after motion stops.
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B Pre-Rec Motion: Records video for a set period of time before motion starts. This feature allows
you to choose RAM or HDD as a pre-recording buffer. The difference between the two is that
RAM can save smaller pre-record from 1 second to 1.5 minutes, while the hard disk can save

larger one from 1 minute to 45 minutes.

1. Enable the Pre-Rec Motion option.

2. Click the Arrow button beside. This dialog box appears.

Pre-Record Setup x|

—% Pre_Recording using RANE
Pre-Recard Performance

" Good ¥ Better " Best " Extra Default |

Pre-Recaord Option (pet camera)

Tatal Frames: I E _I: hdax. 30 @

Framesrzec
Lirmitation:

~{" Pre-Recording using HOD

1.

Weep Pre-Recaord Files Wideo Clips @

To uze RAM az pre-record cache buffer Current uzed frames iz 6 frame rate limit
= 1 . Availshle pre-recording time is (6 £ 1) Sec.

Ok I Cancel

Figure 1-6

[Pre-Record Performance] The amount of physical memory of the computer that the
system is running on determines the pre-recording performance. Some options are grayed

out if the computer does not have enough memory for the selections.

This table shows the maximum pre-recording frame rate and the physical memory

requirements of each setup:

Good Better Best Extra
Maximum pre-recording frames per camera (fps) 15 fps 30 fps 60 fps 90 fps
RAM required 128 MB 256 MB 512 MB 768 MB

Note: The recording frame rate is based on a 320x240 recording size.

[Pre-Record Option (per camera)] Determines the number of pre-record frames.

B Total Frames: Specify the maximum pre-recording frames of the system.
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B Frame/Sec Limitation: Specify the maximum pre-recording frame rate (fps) of a

camera.
Dividing the Total Frames by Frames/Sec Limitation, you will get the pre-recording

duration of each camera. For example:

Pre-recording duration = Total Frames = 30 = 5 seconds
Frame/Sec 6
Limitation

[Pre-Recording using HDD] Use the hard disk as a pre-recording buffer. This method
gives you much longer pre-recording time.
B Keep Pre-Record Files: Specify the number of video clips for pre-record. The maximum
number of video clips you can specify is 9, and the time range of one video clip is from 1 minute
to 5 minutes. So the pre-recording time can be from 1 minute to 45 minutes. For the video clip,

see the [EventLog Size] below.

B Send Event Alerts: Allows you to send out the assigned E-Mail/Hotline/SMS notification when

the selected alert conditions occur. To enable the function, follow the steps below.

1. Check the Send Event Alerts option, and click the Arrow button beside to display this

dialog box.

Alert Events Setup x|

—E-Mail Hotline iSMS Alerts when

¥ “ideo Lost

¥ Recard Errar

[V Disk Ful

¥ 1D Error

¥ Intrucler Evert

¥ Missing Object Evert

¥ Unattended Okject Event
[V POS Loss Prevention Event

¥ Scene Change Event

Cancel |
Figure 1-7

2. Select the desired alert events to send out the assigned notification, and then click OK for

the application.

The alert events of Intruder Event, Missing Object, Unattended Object, and POS Loss
Prevention Event are only available when the alarm settings are activated in Counter Application,

Object Monitor, and POS Application separately.

Note: To select the type of notification, see [Send Alerts Approach] earlier in this chapter.
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[EventLog Size] Determines the amount of time (from 1 to 5 minutes) of each event file. If you
select 5 Min, a 30-minute event will be chopped into six 5-minute event files; if you select 1 Min, a 30-
minute event will be chopped into thirty 1-minute event files. To decide what to set up here, consider
how often you back up your event files, and how intensive the activity is in your surveillance area.

Smaller file size makes backup process faster.

[Camera Scan] Select to rotate through screen divisions. Click the drop-down list and specify the
amount of time that elapses before switching to the next screen division group. Press the Arrow

button to select the mode of screen divisions.

[Video Record] Click to watermark all recorded videos. Watermark is a way to verify the authenticity

of video streams, and to ensure that they have not been tampered with or modified in any way.

Adjusting Individual Camera

Select any camera tab to make change only to the selected camera. Choose the Configure button,

System Configure, Camera XX (XX represents camera number) to display this dialog box:

System Configure - |

Camera 15 | Camera 16 | I/ 0 Device I HaotLing & Mebwork
Camera & I Camera 3 I Camera 10 | Camera 11 I Camera 12 I Camera 13 I Camera 14
General Setting I Camera 1 | Camera & Camera 3 | Camera 4 I Camera b I Camera b | Camera 7
— Camera Mame Yideo Fezolution : 320240
Camera 3 Brightnesz, ———4FH—— E
~Rec Control (¢34 E::L::::;n: _: % Dretault |
Recording Quality. 4 - : — Hue: —— [

Frames/Sec: [~ Smat  |High =l
— Motion Detect F}
Maotian S ensitiviby: 9

tazk Filter: = |,| Eﬂm

— Maritor Cortral [

W Fec Video: IMu:utiu:un Detect j

[ &pply &dvanced CDdecISetting...

[ Invoke Alam: [[i]'l)j INDtif_',' 'I

I Invoke ta Send &lerts ; Low J_
[T Dutput Module: IM.;..j_ 1 j|F'ir‘|. 1 j

[~ Beaister Motion Event

(] | Cancel

Figure 1-8 Camera Settings
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Several settings could be configured here:
[Camera Name] The name entered here will appear in the upper-left hand corner of the camera

screen.

[Rec Control] The Rec Control section allows you to set each camera’s recording quality. The
camera'’s recording quality is based on its resolution and compression rate. Higher quality picture will

require more storage space.

Apply to all cameras Adjust recording quality
|

Rec Contral (g3

Recording Quality: 4 J— ."— Resolution button

Frames/Sec: |‘ Smart IH.g;r i [BF— Frame rate button

Smart recording option Se/ecf high/low frame rate

Figure 1-9

B Recording Quality: Allows you to adjust the video quality in 5 levels. Higher value means lower

compression rate.

B Resolution Button: This button is only available after you change the default video resolution

(see Choosing Video Source later in this chapter). Click to select recording resolutions.

B Frame/Sec: Allows you to adjust camera’s recording frame rate. There are three options

available: Smart, High, and Low.

Smart: The system will distribute as many frame rates as possible to the camera where motion

Ooccurs.

High: The system will distribute high percentage of frames (not a definite frame number) to the
selected camera while the other cameras will share rest of the frame rates. Assuming that all
cameras are in action, selecting High ensures this camera always receive higher frame rate than

the rest of the cameras. Effect can be seen in live mode.

Low: The system will distribute low percentage of frame rates to the selected camera.
Assuming that all cameras are in action, certain cameras are of least importance. The system

can be set Low in order to allow frame rate to go to more important cameras.

B Frame Rate Button: Allows you to set the maximum recording frame of this camera so as to

save storage space.
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Rec. Frame Rate Setting il

—Limit “ideo Frame Rate
[ Mz, Frame Rate Rec of Motion

Framesfzec: |10 =

fax. Frame Rate Rec of Mon-Motion,
for Econaomic Round-the-Clock

I

Framesfzec: |10 = @

O I Cancel |

Figure 1-10 Frame Rate Settings

® Max. Frame Rate Rec of Motion: Set the maximum frame rate on motion detection. For
example, if you set 10 Frames/sec in the field, the maximum frame this camera will record is
10 frames/second. This setting does not mean it always records at 10 frames/second
because the actual recording frame rate is also affected by other settings in the system and
CPU loading.

® Max. Frame Rate Rec of Non-Motion for Economic Round-the-Clock: This option
provides a space-saving solution for the round-the-clock recording. Set the maximum frame

rate for non-motion periods so as to save as much storage space as possible.

[Motion Detect]

B Motion Sensitivity: There are 10 levels of sensitivity for motion detection. The higher the value,
the more sensitive the system is to the motion.

B Mask Filter: Mask instructs the system to ignore movement within the masked area. Mask
could be applied to repetitive motion that should be ignored within the surveillance area, such as

street trees. Buttons used to modify the masked area are as below:

Apply to all camera Adjust Sensitivity

|
- b ation D etect F*:

botion Sensitivity: 3

td azk, Filker: B |_| - | Cloar mask
Set mask color — Cut mask
Add mask
Figure 1-11
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[Monitor Control]

Apply to all camera Recording Codec

~Monitor Contral (]
IV RecVideo: [MotionDetect ¥| 4=d[BH— Day-Night Recording Mode

v fpply Advanced Codec Setting. . @}— Advanced Codec Setup
¥ Invoke Alarm: IIi]'ﬂj IN-:utif_l,l AT Alarm Type
¥ lrevoke to Send Alerts ; Low E—— Delay Time Setup

v Output Module: [Mod 1 *][Fin 1 =] [BH— Delay Time Setup
v Hegister Motion Event

Figure 1-12 Monitor Control Setup

B Rec Video: Enable the recording function. Use the drop-down list to select the desired
recording mode: Motion Detect, Round-the-Clock or Day/Night.
Recording Codec: Select the method of recording compression for your video: Wavelet, Mpeg4,
Geo Mpeg4, Geo Mpeg4 (ASP) or Geo H264.
If your video resolution is set to 720 x 480 (720 x 576) or above, the only choices here are Geo
Mpeg4, Geo Mpeg4 (ASP) and Geo H264.
For details on video resolution, see Choosing Video Source later in this chapter.
For details on Geo Mpeg4 (ASP), see Geo Mpeg4 (ASP) Advanced Settings later in this chapter.

Arrow button: Click to bring up the Day-Night Recording Mode setup dialog box (Figure 1-13).
B Apply Advanced Codec Setting: See Geo Mpeg4 (ASP) Advanced Settings later in this

chapter.

B Invoke Alarm: Sends computer alarm (.wav sound file) on motion detection.

B Invoke to Send Alerts: Sends an assigned alert (E-Mail/Hotline/SMS) when motion occurs.
Use the slider bar to specify the motion duration to invoke the alert. The choices include High
(0.5 seconds), Normal (1 second), and Low (1.5 seconds). For example, suppose you choose
High. When motion remains for 0.5 seconds, the alert will be sent out.
Right Arrow button: Click to set the delay time to activate assigned alerts.
Output Module: Triggers the specified output pin on motion detection. Use the drop-down list to
select an output pin to perform this function.

B Right Arrow button: Click to set the delay time to activate the assigned output module.
B Register Motion Event: Records motion events to System Log.
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Note: The delay time functions in Invoke to Send Alerts and Output Module allow you time to
deactivate prior alert and output settings. To deactivate these settings, you may stop monitoring or
enable the assigned input module set at “Deactivate notification when selected pin ON" in Figure
2-9, in Chapter 2.

[Video Resolution] Allows you to adjust video characteristics such as brightness, contrast,

saturation, and hue.

Setting Up Day - Night Recording Mode

Day-Night Recording allows you to set up different recording modes for different time frames of the

day. Each day can be divided to 4 time frames, each represented by 1 Span (up to 4 Spans).

Click the Day-Night Recording Mode button in Figure 1-12, and this dialog box appears.

Day-Night Rec Mode Setup x|

~Tirne Span Setup

M spant: faonon = ~ [Fiamozoo = [MotionDetect ]
¥ Span2 [aos00 =~ [Viam 1030 = [Roundthecock ¥
¥ Spand [pmizo0 =~ [ViPmigon < [wotion Detet |
I Spand:  [Pm2000 = < [¥PM21:00 - [Round-the-clock |

I Weekend Apply.  [Round-the-clock =] 1)
f* Sunday & Saturday = Sunday Only Cancel |

Figure 1-13

1. Enable Spanl and specify the Start time in the first time field; click the check box in the second
time field and specify the End time.

2. Use the drop-down list to select recording mode for the Span 1.

3. Repeat above steps to set up multiple spans if required.

4. If you do not wish to apply your settings to the weekends, enable the Weekend Apply option and
select recording mode for the weekend. Use the radio button at the bottom to define whether
your weekend includes Sunday and Saturday or Sunday only.

5. Click OK to apply the settings.

Note: If the End time field is disabled, the span will run to the start of the next span.
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Geo Mpeg4 (ASP) Advanced Settings

The Geo Mpeg4 (ASP) codec supports a number of advanced settings that allow experienced users

to fine tune the encoding process.

In Figure 1-12, check the Apply Advanced Codec Setting option, and then click the @l button

beside. This window appears.

GED-MPEG4 ASP advanced setting i[
-

Compression
m—— 1 7

Source
e

—Setting —Evaluation Video
(2] Subpixel precision (2) quantizer: 4 S oile s PtzDome |
IHaprier j o Size:
() Inter-frarme threshold: 2 [2) :nzaa{ kevfrare irterval; Encode speed Frames per second:

=1 i
Setting |User—deﬂned | Slely

Ok Cancel
Figure 1-14
[Setting]

B Setting: Click the drop-down list to select High speed, Recommend, or High compression

rate for default configurations. Or, select User-defined to define encoding settings yourself.

B Subpixel precision: Click the drop-down list to select Full, Half or Quarter pixel.

Full pixel: Fastest compression speed, medium compression rate, and normal image quality.

Half pixel: Fast compression speed, high compression rate, and better image quality.

Quarter pixel: Slow compression speed, highest compression rate, and better image quality.

B Quantizer: Raising the value will improve compression speed and dramatically increase

compression rate, but reduce image quality.

B Inter-frame threshold: Raising the value will improve compression speed and rate, but

reduce image quality slightly.
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B Max. keyframe interval: Raising the value will extend the duration between key frames

and increase compression rate, but reduce image quality slightly. Compression speed remains

the same.

[Evaluation]

B Encode size: Click to calculate the encoding size based on your encoding settings (see

[Setting] above) and assigned video clip (select PTZ dome or street from the drop-down list).

Click the Stop tab to stop the evaluation.

B Encode speed: Click to calculate the frame rate based on the encoding settings (see [Setting]

above) and assigned video clip (select PTZ dome or street from the drop-down list).

Configuring Hotline/Network Notification

¥ Addto Haotline &lerts List

' Attach Text Message

|911,911,911,911 Default |

= Attach Audio Message

| =
[[:]'J)) Play I Rec... I Brnwse...l
“Format: PCh 8.000Hz 8Bit, mono™

Bind IP: |1 92.168.0.108
— Port: W Default I
v &ssign IP: IHeaIlek RTLE133 Family F'E;I
— HatLine Option
[:I@_3| HotLine &lerts Interval: Iﬂ Min
—HotLine Attach Audio Message
Audio Meszage Play Repeat: |1 0 3: Times

m Wwhen Received HotLine Alerts,
Pleaze Frezz ' ™ ' before Hang-up the Call.

i
Camera 8 I Carnera 3 I Camera 10 I Carnera 11 I Camera 12 I Camnera 13 I Camera 14
General Setting I Carmera 1 I Camera 2 I Carnera 3 I Camera 4 I Carmera 5 | Camera B | Camera 7
Carmnera 15 I Carmnera 16 I | /0 Device Hotling / Nebwark

r— todem Setup — TCP Server
Modem Device: IFE!-‘-.S FPPaE Line0000 LI Bind IP: |1 92.168.0.108
Com Port: I vI Detect... | Fort |355D Default I
IV Assign IP: [Realek RTLA133 Family PC |
—HotLine Alert 1  Multicast Server

Figure 1-15

[Modem Configure] If you have installed modem in this PC, select the corresponding device and

port, then press Detect button to test your modem.

Note: Internal modems (PCI or ISA) are not recommended.
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[HotLine Notice x] The event can be set to trigger phone calls or pagers, up to three (3) units. A

text message may be sent to the pager.

A W NP

Enter the text message I _l
w

Enter the telephone number

— HotLine Alert 1

¥ fidd to HotLine Alerts List:

21| 7

' Attach Text Message —

{311.911.911.911 Default | telephone icons
 Attach Audio Message ]

1
ﬂ:]']:':l Play I Rec... I Elru:uw&e...l
*Format: PCk 8,000Hz,8Bit, mono™

Figure 1-16

Click a telephone icon.
Enable the Add to Pager/Tel hotline Notice List option.
Type the telephone or the pager number in the field.

Enable Attach Text Message and type the text messages to be sent to a pager.

The system allows you to send a custom sound file to telephone. Your computer must have

microphones connected to the MIC input of GV-System for this operation. To record a sound file,

follow these steps:

Click the Rec button to bring up the following dialog box:

«}-Sound - Sound Recorder M= B
Fil= Edit Effectz Help

Pogition: Length:

0.00 gec. 0.00 gec.
1

_

e L [ R

Figure 1-17

Click the Record button to start recording. Speak the message script clearly to the microphone.
Click Stop button when it is done.
Click the Play button to listen to the recording. To save this sound file, click File, select Save as,

and then click the Change button. This brings up the Sound Selection dialog box, shown as:
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Sound Selection 2| x| I
Marme:
I[untilled] j i Eemove |
Format: IF'I:M j
Aftributss:  [8,000 Hz. 8 Bit, Mano akBs 7|
OK | Cancel |
Figure 1-18

4. Select PCM 8,000 Hz, 8-bit Mono, the only format supported for this feature, and then click OK.

To find a sound file, click the Browse button to locate the file. Add the path of the file to the field, and

the file will be sent with the telephone calls.

[TCP Server] Allows you to setup TCP server. Enable Assign IP to enable the drop-down list.
Select the network card from drop-down list and your IP address will be displayed in Bind IP. The
default port number for TCP server is 3550; you may assign different port by entering the port number
in the Port field.

[Multicast Server] Allows you to setup the Multicast server; its operation is similar to the TCP server

setup described above. The default port number for Multicast server is 3650.

Note: GV-System automatically checks the dynamic IP of your PC every one minute. This ensures
connection of remote applications, including Remote View, IP Multicast, WebCam, and Remote

Playback.

[HotLine Option] If motion persists, decides how often, specified in minutes, the system should send
a notification to you before the motion ends.
[HotLine Attach Audio Message] Specifies how many times to repeat the audio message when a

telephone call is made to you.

Selecting Screen Layout

This feature gives you the option of screen layout for the 8, 12 and 16 screen divisions.

1. Click the Configure button, and then select System Configure. The System Configure window
appears.
2. Inthe Startup section, click the Arrow button next to the Panel Resolution item to call up the

following window. The left mode is the default layout; the right is the enhanced layout.
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Quad enhanced x|
v iictivate Guad Enhanced:
b L | [ ]|
8 Ch I: -
e 2 - Smm
(T T 1] [ [
L] ENEN
12 Channel: === = = =
([ T 1] ([T 1]
T 1] (TTTT]
16 Channel, mmmm - JEENS
AN H H
([ T 1] T
O, I Cancel | @
Figure 1-19

3. For the enhanced layout, click the Activate Quad Enhanced option, and click OK.

4. Restart the GV-System to apply it.

Note:

1. When the enhanced screen layout is applied, the camera 1 view will show on the central screen;
when the popup feature is enabled, the pop-up view will show on the central; when the camera
scan feature is enabled, the scanned view will show on the central.

2. If you are using the DSP card, GV-System won't support the enhanced screen layout.

Launching GV-System from System Tray

The feature lets GV-System appear in the system tray when you launch Windows, instead of

displaying the system login window. To enable the feature, follow these steps:

1. Click the Configure button, and then select System Configure. The System Configure window
appears.
2. Inthe Startup section, click the Arrow button next to the Startup Auto Login item to display the

following window.

Startup Auto Login Setup 1 ﬂ
=
=

: 1.:-‘. I \,

—Startup Auto Login User

ID: |

FPassword |

[T Auto Cogin in Fullscreen Mode

[v Startup Silently Hide into Systern StatusBar

Cancel |

Figure 1-20
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3.
window.
4,

|m@g%g 11:13 AM

The GV-system icon

Figure 1-21

Camera/ Audio Install

Check the Startup Silently Hide into System Status Bar option, and then click OK to close the

Restart the GV-System. You will see the following icon shown on the system tray.

Click the Configure button and select Camera / Audio Install to bring up the following dialog box:

—Camera

—Wyave-In Device

Camera / Audio Install

X

Activate | Aucdio : |Audi01 j v Wizve Out
— Startup Mnn'rt!:-.r. _ T &% ¥ Rec Audio
Detaultt Screen B Senzivity: J
Division E b
Gain 3 M b A
W LinitPort [ 15 =] Control — —— st
Figure 1-22

[Camera] Click the Activate button and specify the cameras to be viewed by default. Cameras

deselected from viewing do not affect the cameras being recording.

[Startup] Configure the startup camera screens and screen divisions.

click the right arrow button.

numbers. This function will execute at next system startup.

Default Screen Division: To select the desired screen divisions at startup, check the item and

Limit Port: To restrict camera screens at startup, check the item and select desired port

[Wave-in Device] Adjust audio devices to record and listen to live sound. Please note this feature is
only available for the resolution of 320x240, 640x240, 640x480 De-interlace, 720x240 (only NTSC)
720x480 De-interlace (only NTSC), 720x288 (only PAL), and 720x576 De-interlace (only PAL).

the more sensitive it is to the surrounding sound.

Audio: Choose to set up an audio channel from the drop-down list.

Monitor Sensitivity: Adjusts sensitivity of the audio that will be detected. The higher the value,

Gain Control: Increases or decreases the gain of the microphone.

Wave Out: Select to listen to live audio at the server PC.

Rec Audio: Enable to activate the audio recording function.
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Setting Up Auto Reboot

The Auto Reboot feature restarts your Windows at a scheduled time. Click the Configure button, and

then select Auto Reboot Setup from the menu to bring up this dialog box.

Auto Reboot Setup |

¥ Auto Reboot System

Dray Interval: I 1 _I:

Rekoat Time : 15506 PM = Cancel

i

L2

{+ Restore Last Status
" Apply Startup Settings

v Delay for Cancel Reboct: I 30 Sec.

v WatchDog Reset it Reboot System Suspend and Fail

Figure 1-23

[Auto Reboot System]

Enables the setup for reboot time. Specify how often (from 1 to 14 days) at the Day Interval selection

field, and when the Windows should reboot at the Reboot Time.

B Restore Last Status: The system will resume the last operation after rebooting, e.g. camera
recording.

B Apply Startup Settings: The system will apply your Startup settings in the System Configure

window after rebooting.

[Delay for Cancel Reboot] When the item is checked, a warning message will appear and count
down your specified time before the reboot schedule begins. Clicking the Cancel button on the

prompt will cancel the rebooting.

[WatchDog Reset if Reboot System Suspend and Fail]

Prior to Reboot Time, if GV-System finds any abnormal Windows operation that may hinder the Auto
Reboot, GV-System will instruct a hardware reboot of Windows. The feature is available only in GV-
600, GV-650, GV-800, GV-900, GV-1000, GV-1120, GV-1240 and GV-1480.

Note: GV-System must already be added to Windows Startup menu; only so will the Windows
automatically restart GV-System after a reboot. Also, make sure you've correctly connected a GV

video capture card to your motherboard for the hardware watchdog feature.
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Logging System Activities into System Log

GV-System can monitor security events by recording the login and logout of system resources. No
events will be recorded to the System Log until you activate the desired event logs. To activate the
log, click the Configure button, and then select System Log Setting to display the following dialog

box.

Activate System Log x|

v General Event v LoginfLogout Event
v Monitor Event ¥ POS Event

[+ Counter Event

Interval of Motion Event : | G0 Sec.

Irterval of Input Evert : I B0 Sec.

—Default Video Player

Monitor Takle I"-.-"iewLu::g j
POS Takile: |quick search = |
Import Previous Days of Ii
; ) 7
Live Log Brovwser:

Available: 1.03 GB

v Keep Days: I

v Recycle ﬁ
w

Figure 1-24

AI

M=

General Event: Record system startup/exit, network server start/stop, and recording start/stop.
Login/Logout Event: Record local user login/logout GV-System and WebCam Server.

Monitor Event: Record motion-triggered and I/O-triggered events. For this feature, you must
also enable Register Motion Event in Figure 1-12 and Register Input Event in Figure 2-1 in
Chapter 2.

POS Event: Record POS transaction data.

Counter Event: Record counting results.

Interval of Motion Event: Specify the log interval between motion-triggered events. This setting
could prevent the System Log growing too big when trying to log all events under a motion-
intensive surveillance area.

B Interval of Input Event: Specify the log interval between I/O-triggered events.
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[Default Video Player]
B Monitor Table: Specify the playback software for playing back monitor events. For the details of
each playback application, see Chapter 4.

B POS Table: Specify the playback software for playing back POS events.

[Import Previous Days of Live Log Browser] Specify how many days of data to be loaded to the
System Log.
B Set Location: Click the Set Location button to specify a storage path. The available free space
will be displayed in left hand side.
Keep Days: Set the number of days to keep log files.
Recycle: Enable the system to delete old log files to make space for new files when HDD free

space is below 500MB.

To view and learn more about System Log, see System Log later in this chapter.

Popping Up a Camera Window on Motion Detection

Using this feature, you may view the pop-up camera at the moment when event occurs. To set up,
click the Configure button, and then select Camera Popup Setting. This brings up the following

Camera Popup Setting dialog box.

Camera Popup Setting =|
Drwvell Time: I 5 Sec.
I 1

Irterrupt Interyval: Sec.

—Cameta Mation Invoke
Wi [T 5 [ 8 |«i3
2 W& W10 [ 14
3 W7 W11 [ 15
W4 [ 8 [ 12 |« 18

Check Al | Clear All |

— Mot 1 el cearan |
[ Infout 1 A —

v Inpt Invoke: ICamera1 'I
Ok, I Cancel |

Figure 1-25

Dwell Time: Specify the amount of time a pop-up camera window to remain in the foreground.
Interrupt Interval: This feature is useful when more than one camera is set for pop-up
notification. If cameras are all activated at the same time, specify the interrupt interval here

would allow you to set the amount of time between camera pop-ups.
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B Camera Motion Invoke: Choose which camera you wish to have auto pop-up on motion-
triggered event. (Use the Mask Filter function in camera settings (Figure 1-8) to adjust the
area of activation).

B Input Invoke: Use this function to have an 1/O device trigger the auto pop-up.

Different Text Alignment for Each Channel

You can align text overlay, photo overlay and camera/time stamps to different positions for each
channel. In addition, you can even change the alignment of text and photograph while the monitoring

of POS or access control keeps on.

To access this feature, click the Configure button, select Text Overlay Setting to display the Text

Overlay Setting dialog box, and click one Camera tab to define various alignments.

For details on the text overlay settings, see Superimposing POS Data onto Camera Screen in

Chapter 3.

Text Overlay Setting E|
Camera 1 I Camera 2 ] Camera 3 I Camera 4 ] Camera b I Camera & ] Camera ¥ I Camera 8 ]
Camera 3 I Camera10 Camera 11 l Camera 12 I Camera 13 I Camera 14 I Camera 15 I Camera 15]

FOS Mwieigand Dwerlay Dbiect Camera/Time Text g5
Te:-tt Photograph . -
) 7| v Print on viden file

Frint text on video file
¥ ar on soreen with

WV
v P

phatograph Alignment
v Print on POS Live View W Erint on POS Live Yiew i IE E[ i
Alighment Alighment

‘EElc || -E=- || “EEr
alENElEs PIEEP

~ IE E ~ Set Font @

[¥ &pply Stereo Font

[¥ Enahle Clean time

Clean tirme |_5 ZEC. EI

Tranzaction end dwell time |_5 6L, @

ak. | Cancel

Figure 1-26
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Configuring Object Counting

Object counting in GV-System provides bi-directional counting of objects under the surveillance area.

When defined, it could count any objects, such as people, vehicles, animals, etc.

1. Click the Configure button, and then select Counter Application Setting. This brings up the
following dialog box.

Camera Applied as Counter x|

—Chooze Camera [ max. 41

W4 5 9 [ 13
[ 2 W& [ 10 14 Clear All

s Mii [ 11 [ 15 O

[ 4 [ &5 12 18

Configure. ..

Cancel

¥ Updste the Log every: I B i,

v Showe Object H]

Figure 1-27

2. Select the desired cameras for the counter application.

3. Click the Show Object item in the lower of the window to put a rectangle around the object being
tracked.

4. Click the Configure tab to open the Counter Application Setting dialog box, shown as follows.

This is where you define the counter to count target objects.

Counter Application Setting

—Choose Camers
ICamera 10 j
— Definition

% Define Detection Zones IE

™ Define Ohjsct Size

—Sensitivity

3 ' . i ' '

— Setting
¥ Enable Courting
1 Wimy Courting

% 2%yay Courting i)

—Test Court—————————— —Counting Result
¥ 1 -=2 &larm . T
v 221 A IDoor Demo vl Test '
vz = Ot : 1]
Ciption
= A Bounding Box Around Moving Objsct [¥ Invoke Alarm |
¥ Bounding Boxes On Moving Object V' Cutput Madule : IMDd-1 - I IPin.1 'I
¥ Enable Mask : @
e |

Figure 1-28

5. Inthe Choose Camera section, select a camera from the drop-down list for setup.
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10.

In the Definition section, there are two options:

B Set Detection Zones: Use the mouse to outline detection regions on the video image.
Number 1 is for region 1; number 2 for region 2. Defining multiple regions 1 and 2 is
practicable. Clicking the delete (blue X icon) button will clear all defined regions.

B Define Object Sizes: Use the mouse to outline a region matching the normal size of the
targeted object. If the video is playing, first click the Snapshot button to freeze the image

before defining.

In the Setting section, the three options represent:

B Enable Counting:
1 Way Counting: When an object appears in region 1 and then enters into region 2, it will be
counted as 1 in.
2 Way Counting: When an object appears in region 1 and then enters into region 2, it will
be counted as 1 in, and when an object appears in region 2 and then enters region 1 it will
be counted as 1 out.

B 152 Alarm: When an object enters from region 1 to region 2, the event will be recorded as
“Intruder” in System Log for later retrieval.

B 21 Alarm: When an object enters from the defined region 2 to region 1, the event will be

recorded as “Intruder” in System Log for later retrieval.

In the Option section, select how you want to highlight the detected object. If Enable Mask is

enabled, masks will be displayed on the detection regions.

If the alarm settings in step 7 are selected, the following options will be enabled:

B Invoke Alarm: Activate the computer noise alarm when an object enters a defined region.
Click the button next to the item to assign a wav sound file.

B Output Module: Enable an installed output device when an object enters a defined region.
Assign the output module and pin number.

B Never Recycle: When the item is checked, the alarm-triggered events won't be recycled

even when disk space is full.

To test your settings of counting, select Live from the drop-down list, and then click the Test
button. Notice how the number changes in the Counting Result section when objects pass
through the detection regions. There are three options in the drop-down list. Live tests your
current settings; Door Demo and Traffic Demo are pre-recorded events, showing how the

application counts objects in two actual DVR examples.
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Mapping PTZ Cameras
This option assigns a PTZ camera to its corresponding camera channel for either the local or the

remote applications.

For local applications, see Auto Switching PTZ Control Panels later in this chapter.

For remote applications, this option will let you control PTZ cameras through the WebCam or

Center V2 server.

1. Click the Configure button and select Camera Mapping PTZ Dome. This dialog box appears.

Camera Mapping Setup il
| Camers 2 | Camers 3 | 1 | "l

Mame: I Camera 1
Device: [peico (Spectra i) |
Acdress: I.&ddr n j
— ¥ PTZ Inactivity
ldle aver: |30 | sec.
¥ Auto I.ﬂ«utu:u Scan j
i~ Preset IF'reset 1 j
£~ Multi Position Tour Setting |
K Cancel |

Figure 1-29 Camera Mapping Setup

2. Select a camera channel by using the camera tabs in the upper part.
Select the PTZ camera connected to the selected channel from the Device drop down list.

4. If you have two identical PTZ cameras set in the system, you may use the Address drop down list
to choose the one with the correct address.

5. Click OK to apply the settings.

PTZ Idle Protection

When the PTZ remains stationary for a certain time, the camera can automatically activate the auto

mode, move to the designated preset point or start the preset tour.

1. Click the Configure button, and select Camera Mapping PTZ Dome. The Camera Mapping
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Setup dialog box (Figure 1-29) appears.

2. Select the desired camera from the Device drop-down list, and check PTZ Inactivity.

Set the idle time after which to start the protection mode.

4. Select Auto, Preset or Multi Position Tour as protection mode.

Setting Multi Position Tour

You can create a PTZ tour with up to 16 preset points

1. Select Multi Position Tour on the Camera Mapping Setup dialog box (see Figure 1-29), and

click the Setting button. This dialog box appears.

User define Multiple Preset Tour X

Tour Setting
Preset : Ok
Ll Time: | 5 _|::| cancel

Acdd | |

M. | Preset Mo. | Dl Time

1 1 a

2 2 5

3 3 5

4 q 5

5 5 5

[=4 [=3 [

£ b

Figure 1-30

2. Select a Preset as a start point.

3. Set the Dwell Time that the PTZ will remain in a preset.

4. Click Add and repeat Steps 2-3 to build more points in the tour.

Setting Up Password

The password setup allows you to assign permission and rights to users. You can create up to 1,000

passwords. The system will control and restrict access to system resources based on the permission

and rights associated with each user account. Only Supervisor account level is pre-set with the

access to the Password Setup function. Click the Configure button, point to Password Setup and

select Local Account Edit to display the following window.
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(X

Password Setup

Guest [~ Accountis disabled [~ Expirein dayis)
+ User
= Paowerlser D z
2 Passward :
- . Supervisor Hint :
‘ ! Level : FPowerlser

[~ Usercannot change password

[~ Force Password change at next logon

[~ Disahle userifdo not login aftter day (g)
[~ Expartthiz D for IR Remate Contral (Gy-Keyhoard)

[+ W otitor Start Camera [Live)

v b anitor Stop HE O

v Metwark Start 1 5F 9 13

[+ Nebwork Stop

v Schedule Start M 2 BI04

v Schedule Stop W 3 7 110+ 15

[+ |rput State W 4w 8 12 16

[+ Dutput Cantral

ggTz - fwdio [Live)

v System Setting

v Wideo Attribute gd

[+ Dbject Tracking W10 51 al”

I Edit Pazsword[Supervizar Only) WM 2 6T 10

¥ Minimize or Logout

v FullScreen Enter gsdrdns

v FullScreen Exit Al el 12l

[V Snapshat

Multican | Multicast ] Wiewlog ] Femote View ] webcam
Cantrol Center ] Privacy Mask I Other

Mewy | Remave | Search | Femate Plaphack ] Fast Backup & Restore I
[ Allowy removing password system QK | Cancel |
Figure 1-31

Adding a new user:

1. Click the New button at the lower-left hand corner to bring up the New Account dialog box.

NewAccount 2

1D

Password

Hint :

|
|
Fassward Canfirmatian |
|
|

J=ser j
[o]24 I Cancel |

Figure 1-32

Lewvel :

2. Enter the user’'s ID name and password. Re-enter the same password in the Password
Confirmation field.

3. Give a Hint (optional) that would remind you of the password.

Page 32



Chapter 1: Configuring Main System

4,

Select the user’s authorization level: Supervisor, PowerUser, User or Guest. By default, users
belonging to the Supervisor level have full rights over GV-System settings. PowerUsers have the
same permission and rights as Supervisors, except that they cannot edit user information and
delete the password system (described later). Users belonging to the User level are restricted to
all system settings, and have only limited access to certain functions. Users in the Guest level
can only view videos.

Click OK to add the user.

Editing an exiting user: (Only supervisors are allowed to do it.)

1.

Select a user from the user list to display its properties. Or, right click on any of the user levels
(User, PowerUser, Supervisor), and then select Find Specific Account for quick search. A valid
password is required to edit a supervisor.

Edit the properties as required. Check the Account Is Disabled item if you wish to disable this

user.

These options you may also find in this dialog box:

Expire in xx day(s): The account will expire and be disabled automatically after a set number of
days. The number you set will count down automatically. Specify the number between 1 and
9999.

User cannot change password: The user is not allowed to change the set password.

Force Password change at the first logon: The user must change the password when logging
in first time.

Disable user if do not login after xx day (s): When the user does not log in the system after a
set number of days, its account will be disabled automatically.

Export this ID for Remote Control: This option allows the export of users IDs for the remote
control. When it is checked, you can see the designated ID in the drop-down menu of login.
(Note: For the operation of remote control, the password should be restricted for digits.)

Allow removing password System: This option lets users remove the ID and password
database from GV-System. To do this, select this option (only Supervisor level users can make
the selection), and then find PassUnlInStall in the system folder. Click the application, and a
message prompts to you for confirmation. Click Yes to remove the entire ID and password from
GV-System.

Note: If the Allow Removing Password System option is not checked, the loss of passwords will

require the reinstallation of Windows and the reset of passwords.
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Changing password when logging in the GV-System
1. When you log in the GV-System, click the Change Password button in the Login dialog box. The

Change Password dialog box appears.

Change Password E|
o taipei
Password :
=
ki \.‘ W Mew Password
|| J Mew Pagsward
0 -
Confirmation :
Passward
i [V Mew Hint
Forgot Password
@ area code
| Change Password ]
cancel i e

Figure 1-33

2. Type the new password information, and click OK to save the changes.

Note: If the user is not given the right to change password, the message Change Password (Hint)

False appears.

Sending Alerts thru E-mail Accounts

You can send E-mail alerts with attached images when events occur. The events triggering the E-mail
alerts include: Motion Detection, I/O Trigger, Scene Change, Intruder Event, Missing Object,

Unattended Object, POS Loss Prevention and etc.

You may first set up your server to handle the sending of alerts. Follow these steps to set up an E-

mail account:

1. Click the Configure button, and then select E-Mail Setup. This brings up the following dialog

box:
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Evail x|

—Mail Zetup
SMTP Server: I geavision.com tw Tewxt Content: 'E;f
E-Mail From: I geo@aenvizion.com b test
E-tdail To: I geotaipei@oeoyision.com b
Charset: IWestern European (Window j
Subject: I Motice from TEST101 ? Test Mail Account |
—&ttach Image Setup E-Mail Alerts Setup
v aAttach: [ Pic. E-Mail Alerts | Min.
v g =] f160x120 =] |1 |V Interval !
— Option
Auto Modem dial-up when not connect Disconnect I in.
v o internet r Delay:
v SMTP Wil Server reguires authentication —=MTP Server
SMTP Paort: I 25
Accourt: I geovision
—Domain name from DOMNS
Pazsword: I PV r I @
0124 Cancel |
Figure 1-34

In the Mail Setup section, set up following fields:

SMTP Sever: Enter your mail server name.

E-Mail From: Enter the reply E-mail address (optional).

E-Mail To: Enter the E-mail address you want to send alerts to.

Charset: Select the character-set to be used when sending mail via the system.

Subject: Enter a subject that would come with the alert message.

You have the option to attach an image with the alert when sending mail. Click to enable the

option. Select image format from the drop-down list, and the image size.

In the Pic. Field, enter how many snapshots (max. 6) you wish to receive in an event.

Press the Arrow button if you wish to tag the snapshot with Time/Date, Camera number, and

Location name. Select Transparent makes the tag background transparent, and Color Box is

for you to choose your text color.

Click the Test Mail Account button to test if E-mail function is working correctly. You may click

OK here or go on to set up with following options:
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[Email-Alerts Setup] The GV-System can continuously sends E-mails to you when events occur.
You may specify the interval between E-mails. The default interval is 5 minutes (configurable from 0
to 60 minutes); therefore if motion lasts for more than 15 minutes it means you will receive 3 E-mails.

If motion lasts for less than 5 minutes, then you will receive only one E-mail.

[Option] Select Auto Modem dial-up to dial-up automatically when the system is instructed to send
E-mail alerts. The Disconnect Delay disconnects the system from Internet after the set number of

minute(s) (from 0 to 30 minutes).

[SMTP Mail Server requires authentication] If the SMTP mail server needs authentication, select

this item and enter your account name and password.

For related settings, see Send Alert Approach and Send Event Alerts earlier this chapter.

Choosing Video Source

Video Source sets the video standard of your system: NTSC or PAL. Click the Configure button, and

then select Video Source to display the following dialog box.
[Video Setup] Determines a video standard for your system.

Video Standard: Select a video standard used in your country.

Video Resolution: Consider your priority in image quality or CPU usage before making a

selection.

® For NTSC, the image quality and CPU usage from the highest to the lowest is: 720x480,
720x480 De-interlace, 720x240, 640x480, 640x480 De-interlace, 640x240, 320x240.

® For PAL, the image quality and CPU usage from the highest to the lowest is: 720x576,
720x576 De-interlace, 720x288, 640x480, 640x480 De-interlace, 640x240, 320x240.

x

YWideo Setup

Yideo Standard: INTSC_M j

Yideo Resolution:

Figure 1-35
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Optimizing System Performance

Click the Configure button and select Performance from menu. This function is only available to

GV-650, GV-750, GV-800, GV-900, and GV-1000.

B Preview Master: The display speed increases because the system resource will focus on the
monitoring after click Preview Master.

B Both Master: Both display and recording speed is at the average because the system resource
is allocated equally.

B Record Master: The recording speed increases because the system resource will focus on the

recording after select the Record Master.

Adjusting Video Attributes

This feature lets you adjust video attributes to get the best picture. Click the Configure button and

select Video Attributes to have two selections: Standard and Advanced.

Standard Video Attributes
Adjust image quality by moving the slide bars to the desired values. Click Default to apply default
values. Click the left and right arrow buttons to select a desired camera for setup. Or, click the

finger button to apply the displayed settings to all cameras.

standard ¥ideo Attributes |

—Camera 1

Brightness: ——4+—— |12
Cortrast: =———F—— |21
Saturation: =———)—— |128
Hue: —_—— 128

fa Default

e[

Figure 1-36

LIRRN

Cancel

AGC (Auto Gain Control): Adjusting AGC help boost weak video signals or reduce strong video
signals, and gives optimized image quality. The adjustment could be done manually or automatically.
When a video signal is weak, for example, due to distance, adjusting the brightness or contrast of the
video source will NOT help the situation. Adjust AGC and see the difference. (Depending on the

model purchased, this feature may or may not be available.)
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In the Auto Gain Control window, click Auto for auto adjustment, click Default to apply default values,
or click Apply to apply the displayed settings. The default value is set to 1.15V (115), but you may
move the slider bar to adjust between 0.3V (30) or 2.5V (250).

Advanced Video Attributes

This feature lets you know the image size after quality and image adjustment.

[Mulitcam]
Advanced Yideo Attributes |
Mutticam [\ebCam I Certer'y2 I Cortrol Center I
Camera 1 hd EI Codec Selection : IGeo hdpegd (2 vl F:

Original Image Compressed Image r

Brightness : —t+— [12: i Recording Quality : 4 —_—

Cortrast : —F— |1z Image Size
Saturation : —— [1zs m Keyirame Frame
Hue : —_— | 128 I 15846 Khytes I 1343 Khytes

HOC Calculatar |

| Ok I Cancel |

Figure 1-37

Camera drop-down list: Select a camera channel for the application.
Codec Selection: Select a desired type of compression.
Image Adjustment (Brightness, Contrast, Saturation, Hue): Move the slide bars to adjust
image attributes. Click the finger button to apply the displayed values to all cameras.

B Recording Quality: Move the slide bar to increase or decrease the picture quality. Click the
finger button to apply the selected quality to all cameras.

B Image Size: Keyframe indicates the compressed file size while Frame shows the partly

compressed file size after quality and image adjustment.

Note: The smaller image size means higher video compression and smaller file size, thus extending

the recording capacity.
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[WebCam, Center V2, Control Center]

Advanced ¥ideo Attributes

Muticam | ebCam | Genteriv2 ~Control Certer |

FCamera 1 Codec Selection IGeo pegd = l

Compressed Image

Giuality Guantizer : 4 Bit= per Second

IMedium vl —— @ Default | I 204 333 Hhizec

| Ok I Cancel I

Figure 1-38

Quantizer: The bigger the Quantizer, the poor the image quality.

Quality: The default Quantizer for High is 2, for Medium is 4 and for Low is 6. The adjustment
rules between Quantizer and Quality is: Quantizer for High < Quantizer for Medium < Quanitzer
for Low.

B Bits per second: Indicates the data transmission speed after quality adjustment.

Switching to Full-Screen View

For full-screen display, first select the Enable Directdraw Overlay option (Figure 1-3). Click the
Configure button, and then select Full Screen to switch to full screen. Right-click on the full screen
and select Toggle Full Screen to switch back to normal view screen. Alternatively, press [F] on the

keyboard to toggle between full-screen view and normal screen view.

Listening to Live Audio

Choose the Configure button, point to Wave-out, and then select the audio channel you wish to

listen to.
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Stopping Video Lost Watchdog

When the video signal is weak, the software watchdog will try to recover the lost video by restarting
the system and even rebooting the computer. If the video lost watchdog feature is not required, you
have the option to disable it.

To disable this feature, click the Configure button, point to Video Signal Diagnostic, and select
Disable Video Signal Weak Watchdog.

Note: This option is only available for GV-600, 650, and 800 Cards.

Deactivating Video Lost Beep

To stop a beep noise when any of videos lost, click the Configure button, point to Video Signal

Diagnostic, and select Disable Video Lost Beep.

Start/Stop Monitoring

Select the Monitor button and select to start or stop all or individual camera monitoring. Camera
Name at the upper left corner of the view screen changes from yellow to red color when motion
detected. (Blinking represents the camera is detecting motion). [F7] is the shortcut key of this

operation.

Tip: To take a snapshot of the current frame, position your cursor over on the Camera Name. When
the Hand button appears, click to open the Save As dialog box, shown as below. Save and tag the
frame with Time/Date, Camera number, and Location name. Select Transparent will make the tag

background transparent, and Color Box is for you to choose your text color.
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savens 21|
Savein | GY-SRT-0104 | « @ ek

CommRes
FTPWebHTML

tables

template
ViewlLog500_CommRes
webTemp

Specify file name ——— Filename: | Save

Save as type: | dox File [*.dex) R Cancel |

Select file type

Click to tag time/date ——— [ Time/Date

Click to tag camera number——— [ Camera

Click to tag location name ™ Location

Transparent Text Background——— [ Transparent
] |
Color Box i
A
Figure 1-39

Playing Back Video Files

The ViewLog button is used for playing back video and audio files. This function is discussed in
Chapter 4.

Instant Playback

You can instantly open ViewlLog to trace the event(s) of a certain time length without interrupting the

morning.

To instantly play back the event(s) of one single channel, click on the Camera Name, and then
select the time length.
To instantly play back the events of all channels, click on the ViewLog button, select Instant

Play, and then select the time length.

Time length choices include 10 seconds, 30 seconds, 1 minute and 5 minutes.
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System Log

System Log displays detailed information about the GV-System and remote operation. This
information is being saved in a database Access format for this can be a useful tool to Supervisor. To
view the System Log, Click the ViewLog button, and then select System Log from the menu. This
brings up the Live Log Brower viewer as shown below. The Log Browser viewer displays five types of
event information. Use the control tab to switch between them. Click the [...] icon on the upper right

corner to bring up Advanced Log Browser screen.

[Monitor] Displays information pertaining to motion and I/O events. Double click on the log list will
allow you to view related video in ViewLog or Quick Search (depending on the video player you

selected in the Activate System Log dialog box. See Figure 1-24).

Live Log Browser - Recycle Log: 7/29,/2000 16:48 ﬂﬁl
Monitor | System | Login | Counter| Pog 1| Pos 2| POS 3| POS 4]
D | Time | Device | Infarmation | Event ;I
100 F30/2000 23802 PM Camera 3 (B Mation
1m F3042000 2:38:02 P Camera 4 (B Mation
102 TA3042000 2:38:02 P Camera b [ Motion
103 FAA042000 23802 P Camera b [ Motion
104 FA30/2000 23812 PM Camera 1 (B Mation
105 F3042000 2:38:12 P Camera 2 (B Mation
106 FA3042000 2:38:12 PR Camera 3 [ Motion
a7 FAA042000 23812 P Camera 4 [ Motion
108 FA30/2000 23812 PM Camera b (B Mation
109 FA3042000 23812 PM Camera b (B Mation _|
110 FA3042000 2:38:12 PR Camera 7 (B totion
111 F30/2000 23812 PM Carmera 8 (B Mation -
1| | v
Figure 1-40

ID: This column shows the event ID number generated by the system.

Time: This column shows the time when a motion or I/O monitor event occurs.

Device: This column shows camera ID or I/O device associated with the event.

Information: This column shows the 1/O module number

Event: These event messages mean:

B Motion: Appear if motion occurs in the associated camera.

B Monitor Video Lost: Appears if video lost occurs in the associated camera.

B Monitor Video Resume: Appears if video resume in the associated camera.

B Signal On: Appears if one of the input device connected to the associated I/O module are
activated.

B Signal Off: Appears if one of the input device connected to the associated 1/O module are
terminated.
I/O error: Appears if associated 1/0O module failed.

I/O resume: Appears if associated 1/0 module resume to action.

Page 42



Chapter 1: Configuring Main System

Missing Object: Appears if objects miss from a defined camera view.
Unattended Object: Appears if unattended objects show up within a defined camera view.
Intruder: Appears if there are objects entering a defined region.

Disk Full: Appears if storage space is full.

[System] This function shows which functions are being enabled or disabled in the GV-System.

8y
Monitar |} | Login | counter| Poso1 | Posaz | Posoz | Posos |
1D | Time | Event | Device | Mode =
1 12/18/2003 3:25:07 PM System Exit Local
2 12/18/2003 33515 PM System Startup Local
3 12/18/2003 3:36:55 PM System Exit Local
4 121842003 9:37:32 PM Spztem Startup Lacal
5 121842003 9:38:52 PM Syztem Exit Lacal
E 121842003 9:39:20 PM Spztem Startup Lacal
7 12/18/2003 9:41:09 PM Start anitor &l Lacal
1 121972003 10:43:54 AM Stop Monitar Al Lacal
2 12/19/2003 10:47:09 AM Start anitor &l Lacal —
3 121572003 10:47:193 Ak Stop Monitor A1l Local
4 12/19/2003 10:47:21 AM Start b anitor Al Local
5 1241372003 10:52:43 Ak Stop Monitor A1l Local :I
Figure 1-41

ID: Displays the event ID number

Time: This column shows the time when system event occurs.

Event:

This column shows the following messages when associated actions are taken.

Schedule Start /Stop: Appears when a user starts or stops the monitoring schedule.

Auto Reboot: Appears when the system performs auto rebooting function.

System Start / Exit: Appears when a user starts or stops GV-System.

Start / Stop Monitor All: Appears when a user starts or stops all cameras’ monitoring
functions.

Start / Stop Monitor: Appears when a user starts or stops the individual camera’s
monitoring function. The camera number will appear in Device column.

IO Monitor Start / Stop: Appears when a user starts or stops the individual I/O module’s
monitoring function. The 1/0O module number will appear in the Device column.

Modem Svr Start / Stop: Appears when a user starts or stops GV-System’s Modem Server.
TCP Svr Start / Stop: Appears when a user starts or stops GV-System’s TCP Server.
Multicast Svr Start / Stop: Appears when a user starts or stops Multicast Server.

WebCam Svr Start / Stop: Appears when a user starts or stops WebCam Server.

Connect to Center Start/ Stop: Appears when GV-System connects or disconnects with
the Security Center.

Twin Svr Start / Stop: Appears when a user starts or stops Twin Server.

Connect to Center V2 Start / Stop: Appears when GV-System logs in or out Center V2.
Connect to VSM Start/Stop/Net Down/ Net Resume: Appears when GV-System logs in or

out VSM; when the connection of both fails or resumes.
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B Connect to SMS Start/Stop/Net Down/Net Resume: Appears when GV-System logs in or
out the SMS server; when the connection of both fails or resumes.
B Send Email Alert: Appears when an e-mail alert is sent out.
B Send SMS Alert: Appears when an SMS alert is sent out.
Device: This column shows the individual camera number.

Mode: This column shows whether actions are being taken in local side or remote side.

[Login] This function shows whom and when has logged in and out from the GV-System and

WebCam server.

&=
Manitor | System | Login | counter | Pos01 | Pos02 | POS03| POSD4 |
o} | Time | UserLogin | User Logout | Status | Mode | Mate | 1=
1 121872003 3:35:15 P 1 Succeszs  Local
2 12/18/2003 3.37:.32 P 1 Success  Local
3 12/18/2003 3:35:20 P 1 Success  Local
1 12/9/2003 105531 A guest Success  Local
2 12/19/2003 10:55:33 AM guest Success  Local
K] 1219/2003 108536 AM 1 Succesz  Local
4 12M19/2002 105553 A guest Success  Local
] 12/19/2003 10:55:56 Ak guest Succeszs  Local b
g 12/19/2003 106568 4 1 Success  Local
7 12/19/2003 10:56:01 Ak 1 Succeszs  Local
a 1213/2003 105600 4 1 Success  Local
9 12/19/2003 10:56:09 Ak guest Success  Local ;l
Figure 1-42

ID: Shows the event ID number
Time: This column shows the time when Login event occurs.
User Login: This column shows the ID of the login user.
User Logout: This column shows the ID of the logout user.
Status: This column shows whether login or logout attempts were successful or failed.
Mode: This column shows the following two messages:
B Local: Appears if a user login to or logout from the Main System.
B WebCam (Mpeg4): Appears if a remote client login to or logout from the WebCam server.

Note: This column shows the IP address of the client server.

[Counter] This function shows the information and result of GV-System’s counter function.
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ID: This column shows the event ID number

Start Time: This column shows the time when GV-System'’s counter function is activated.

&
Monitor | System | Login | | Posat | Posoz | Poso3 | Pos0d |
o} | Start Time | End Time | Device [ In | Ot ;I
5 12/19/2003 104709 8 12A19/2002 1047184 Camera 1 i 0
E 12/19/2003 104709 A 12/19/2003 104718 AWM Camera 2 1 0
7 12/19/2003 104709 8 12A19/2003 104718 AW Camera 3 i 1
B 12A19/2003 104709 A 1249/2003 104718 AWM Camera 4 i 8
g 12/19/200310:47-21 AM  12A19/200310:52:43 40  Camera 1 70 197
10 12A9/200310:47-21 AM 12492003 10:52:43 AW Camera 2 a0 115
11 12/19/2003 104721 AM 12/19/2002 10:52:434M  Camera 2 41 220
12 12/19/2003 104721 A 12719/2002 1052:43 AW Camera 4 =) 163
13 12/19/2003 105247 AM  12/19/2003 10:54:28 A Camera 1 18 103
14 12/19/2003 105247 A 12719/2002 10:54:28 AW Camera 2 28 40
15 12/19/2003 105247 AM  12/19/2003 10:54:28 AW Camera 3 10 E7 -
16 12/19/2003 105247 A 12A19/2003 10:54:28 AW Camera 4 10 43 |
Figure 1-43

End Time: This column shows the time when GV-System’s counter function is terminated.

Device: This column shows the camera that performs counter function.

In: This column shows the “In” result of GV-System’s counter function.

Out: This column shows the “Out” result of GV-System’s counter function.

[POS] This function shows the POS event information. Double click on the log list will allow you to

view related video in ViewLog or Quick Search (depending on the video player you selected in the

Activate System Log dialog box. See Figurel-24).

| Content

Live Log Browser

Monitor | Systern | Login | Counter 1| Pos02 | PosS03 | POS04 |

&

ID: This column shows the event ID number.

Time: This column shows the time when POS event occurs.

Content: This column shows the action taken in the POS device.

Event: This column shows the following messages.

B Start Transaction: Appears when sales transaction starts.

B Stop Transaction: Appears when sales transaction ends.

In} | Time | Event | Device | Camera | Nate |£I
1 12/18/2003 9:36: 36 PM 20031218 21:36 Shop: 01 POSA Camera 1
2 12/18/2003 3:36:36 PM 2003.12.18 21:36 Shop:01 Start Tranzaction  POS 1 Carmera 1
3 12/18/2003 9:36: 36 PM 1-000000  [208)Page POSA Camera 1
4 12/18/2003 3:36:36 P farmerjobn hotdog $3.49T FOS 1 Carmera 1
] 12/18/2003 9:36:37 PM knzpy-donutz  $0.49T POS 1 Camera 1
g 12/18/2003 3:36:37 P treetop juice  $2.99T P05 1 Camera 1
7 12/18/2003 3:36:38 PM kraft cheese  $1.99T FOS 1 Carmera 1
a 12/18/2003 9:36:39 PM kelogg's cereal $2.99T7 FOS 1 Camera 1
| 12/18/2003 3:36:39 P campel zoup  $1.99T FOS 1 Carmera 1
10 12/18/2003 3:36:40 PM quaker oatmeal  $1.50T POS 1 Carmera 1
1 12/18/2003 3:36:41 PM oreo cookie  $2.49T POSA Camera 1
12 12/18/2003 9:36:41 PM minute maid — $1.79T POSA Camera 1 ;l
Figure 1-44

B Void Transaction: Appears if an item is being void from the sales transaction.
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B Cash Drawer Open: Appears if the cash drawer is opened.

B Filter 1-15: Appears if the sales transaction matches the defined condition 1 to 15.

Note: This column is currently not being used.

Importing / Exporting Filter Configurations
You can import and export the Filter configurations in the Advanced Log Browser.

1. Click the Advanced Log Browser button on the right corner (see Figure 1-40) to open the

database.
2. Onthe toolbar, select the desired type of log table (Monitor, System, Login, Counter, POS), and

click the Filter button. This dialog box appears.

Monitor Filter 3]

v Device v Information v Ewert

|Camera 1 j |M0dule 1 j |Mc|ti0n j
[v Time
©Date ¢ Time (< Both
| senoos v |onooon <~ | oieions v ||23sa50 = conel
Acle] Mewy Command | ‘ Import ‘ Export ‘
Time Device | Information | Evert |
QILE2006 ~ Q2602006 11:99:59 PM Camers 1 Mociule 1 Motion

Mote: all commands are operated by "OR'

Figure 1-45

3. Click the Import or Export button to start the file transfer.

Note: This feature is only available in version 8.1 or later. If you want to export the configurations to

the older version, it is not applicable.
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POS Filter Setup
You can use the POS Filter function in the Advanced Log Browser to locate the desired transaction

data.

B Filter the conditions in below to the selected POS table: Apply the filter configurations to the
selected POS devices.
B Period between: Setthe employee IDs or names for filtering.

B Import / Export: Import or export the POS Filter configurations.

(" Dste 1 Time  Both

j2008m925 < |ooono0 <~ |o00emey v ||2msmss p—

Pos Filter 3]

IV Filter the condictions in below to the selected POS table
F1 Mz s T4 s e "7 & Sotby D T
Fa o1 1213 14 15 16 Cearsl | selectan |

v Contert

| [v Period between: | ~ |

[ Ewent v Mote
| EN

[v Time

Ackvance Search

| | = ENEE

Add Mew Command ‘ ‘ Import ‘ Ex:port

Time Cartent | Event | mote
H/SSA0E ~ 572008 1115559 BN

L] ]

Mote: all commands are operated by "OR!

Figure 1-46
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Recording Schedule

You can program recording, I/0 devices, and Center V2 services to turn on and off at specific time

each day. Click the Schedule button and select Schedule Edit to display the following window.

Note: It's necessary to edit Center V2 schedule once you activate other schedule settings; otherwise,

the connection to Center V2 will be stopped automatically after 15 minutes.

The window has three major tabs:
B Video Schedule: A schedule starts the surveillance system automatically.
B |/O Schedule: A schedule starts I/O surveillance automatically.

B Center V2 Schedule: A schedule starts the connection to Center V2 services automatically.

CenterV2 Schedule

lfe} Sche?ule
Setup Sichedule - Add period time schedule x|
Video Schedule | .. |14 | w |
—Time——— ~Monitor Invoke Camera
Weekly Schedule —
— [ Rec Round-the-clack M1 V4
. Start : IPM13:DD = :
Special Day Schedule —] — || ¥ PagerE-Mail I Output cer
v
End: [emoson = | Remets
¥ ey s Oe
—Week Days Enable Scheduls Start
SN IMON | TUE IWED | THU | FRI  SAT ’]— 110 Maritor Add Scheduls
—— | Time Period | Apply Day(s) | Operationl=) | Camer. ..
Phd 13:00 - AW 05100 Mon, Tue W Thu Fri REC PagerE-MsilR... 1234
Ahd 0300 - Ph 2000 Sat,Sun REC PagerE-MailR... 1234

Schedule List
Window

EEEE

| I | l—l
=Record =Pager/E-Mal =Remote Wiew =|/C Monitor =Centervy2 ok Gemee

Camera Tabs

Figure 1-47
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Video Schedule

1.

3.

Set your surveillance preferences:

[Time] Enter the starting and ending time of the schedule.

[Monitor Invoke] Sets alert methods on motion detection.

B Rec: Records while monitoring. From the drop-down list, select to record video by Motion
Detect or Round-the-Clock.
Pager/E-Mail: Sends pager or e-mail alerts on motion detection.
Output: Triggers the corresponding I/O devices on motion detection. To set up I/O devices,
see Adjusting Individual Camera earlier in this chapter.

[Remote] Sends the triggered images to the remote applications (WebCam, MultiView or

RemoteView).

[Week Days Enable Schedule] Select days for the schedule.

[Start] Only enabled in I/O Schedule.

[Camera] Applies the settings to selected cameras.

Click the Add Schedule tab to apply above settings. The set schedule will display on the
Schedule List Window.

Repeat above steps to set up more schedules.

Clicking separate Camera tabs, you will see the set schedule is displayed in different color bars:

Red: Recording enabled

Green: Pager/E-mail notification enabled
Blue: System will send videos to Remote View
Jade: I/O monitor enabled

Purple: Center V2 schedule enabled.

To modify a schedule, highlight the desired schedule in the Schedule List window, and then press the

Modify Schedule button to make changes.

To delete a schedule, highlight the desired schedule in the Schedule List window, and the press the

Delete key on the keyboard.
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Special Days Schedule
1. Click the Special Day Schedule tab.
2. All settings are the same as those in Video Schedule, except the following section. Click the

drop-down list and select a date from the pop-up calendar. Click Apply to add the date to the

schedule.
frome ] [ F
Figure 1-48
I/O Schedule

Set up a schedule to activate the monitoring of I/O devices automatically. All settings are the same as
those in Video Schedule, except the following section. After setting up scheduled time and dates,

select the 1/0 Monitor option to activate the schedule.

— Start

[+ 2 Moritar

Figure 1-49

Center V2 Schedule
Set up a schedule to connect to Center V2 services automatically. All settings are the same as those
in Video Schedule, except the following section. After setting up scheduled time and dates, select the

Center V2 option to activate the schedule. For details on Center V2, see Chapter 9.

Start
’]7 Centery'?

Figure 1-50
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PTZ Control Panel

PTZ control panel is used to control PTZ camera operations, camera presets, and magnification
functions. This control panel will not appear, unless at least one PTZ camera is connected to the

system. Follow these steps to add PTZ cameras to the system:

1. Click Configure button, and select System Configure.

2. Inthe PTZ Control section, select PTZ Device Setup to enable the camera drop-down list.

3. Select the make and model from the list, and press the PTZ Control button to bring out the
camera setup dialog box (slightly different for other camera models).

4. Inthe dialog box, select Activate. This is important! Without this step the PTZ camera will not
be added to system.

5. Click OK and then go back to main screen. Now you should see PTZ Control button on main

screen. Click the button to bring out the on-screen control panel, shown as follows:

PTZ Switch

IEIZI III%— Close
e

—— Zoom Control

—— Focus Control

E'E= ~——— Option

Im— Address Select

[=1— Preset Switch Panel

Figure 1-51

PTZ Switch: Changes the PTZ device to be controlled.

Close: Closes the control panel.

Pan/Tilt Control: Allows camera to pan back and forth continually among preset points.
Zoom Control: Allows camera to zoom in or out.

Focus Control: Adjusts the camera focus.

Option: Functions included in the Option may be different in terms of various PTZ devices.
Consult the manual of the connected PTZ device.

Address Select: Specify the address of the PTZ.

Preset Switch Panel: Moves the PTZ to the preset positions by clicking on the preset

number.
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Note: Each dome will need to be addressed correctly. Refer to the dome manufacturers’

documentation for details.

Auto Switching PTZ Control Panels

The function allows the corresponding PTZ control panels to be called up automatically when you

switch to different PTZ camera screens. To enable the function, follow the steps below:

1. Click the Configure button, and then select System Configure to display the System Configure
window.
2. Inthe PTZ Control section, click the Arrow button, point to PTZ Panel Switch and click Auto.

I
PTZ/I0 Panel

PTZ Panel Switch  »

— FT.Z Contral
¥ PTZ Device Setup: @l |_|—-

ISensnlmatic[UItla ]

Figure 1-52

3. When the Camera Mapping Setup window (Figure 1-29) appears, specify the brand name and

hardware address of each PTZ camera. Then click OK for the application.
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PTZ Automation

Other than the PTZ control panel, you can display a Visual PTZ Control Panel on the image.

Visual PTZ Control Panel

Figure 1-53

1. To control the PTZ, you must map one channel to the PTZ camera first. For this, click the
Configure button and select Camera Mapping PTZ Dome. For details, see Steps 1-4 in PTZ
Control Panel earlier in the chapter.

2. To access the new control panel, click on the desired Camera Name on the top left corner of
every channel, and select PTZ Automation. A separate PTZ control window will appear.

3. To change the panel settings, click the green PTZ button on the top left corner of the PTZ control
window to have these options:

[PTZ Control Type]

m  Type 1: In this mode when you place the mouse arrow on the four directions, ex. north,
south, east, west, the speed indicator of five levels will appear. Click and hold on the
required level of movement and the camera will move as per the specific speed.

m Type 2: In this mode with the mouse click, the PTZ control panel will appear. The movement
of the camera will depend on the speed of the mouse movement.

[Configure]

m  Set Color: Changes the color of the panel. Three kinds of colors are available: Red, Green
and Blue.

m  Transparent Degree: Adjusts the transparency level of the panel. Ten levels range from

10% (fully transparent) to 100% (fully opaque).
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Touch Screen Support

The GV-System offers three types of control panels with touch screen support: PTZ Control Panel, I/O

Control Panel and Touch Screen Panel.

PTZ and I/O Control Panel

This feature gives you the option of a large PTZ and 1/O control panel with touch screen support. To

open the panel, follow the steps below.

1. Click the Configure button and select System Configure to display the System Configure

window.

2. Inthe PTZ Control section, click the Arrow button, point to PTZ/IO Panel, and check Large.

—PT<Z Control |
v PTZ Device Setup: /=10
o evice Setup: (=To| [B) PTZMIOPanel ¥
|SensolmatiC[Ultra [+] T PTZPanel Switch b o Large

Figure 1-54
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Touch Screen Panel

The touch screen panel allows you to switch to ViewLog and full screen by the touch of a finger. To

open the panel, follow the steps below:

1. Click the Configure button, select Tool Kit, point to Touch Screen Panel and then select Panel

Setup to display the following window.

Touch Screen Panel Setup x|

v activate
% Activate when enter Full-Screen Maode only g
{7 Always Active
Layaout
’7 {* “erically ™ Horizortally
Cil Cancel |
Figure 1-55
[Activate]

m  Activate when enter Full-Screen Mode only: Launches automatically the panel when the

full screen view is applied.
m  Always Active: Always displays the panel on the screen.

[Layout] Choose a vertical or horizontal panel.

2. Click OK for the above settings.

3. Click the Configure button, select Tool Kit, point to Touch Screen Panel and then select Panel
Activate to open the panel.

4. Aninformation window indicating date, time, and storage space will appear at the upper left

corner of the screen. Right click it to open the touch panel as shown below.

Switch to ViewLog Close the panel
s AUG 4 : ’
TR g0ad ke | g

1.00GE |

| |
AnInformation  g\vitch to a full screen
window

Figure 1-56

Note: You can move the touch screen panel anywhere on the screen by dragging it.
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Retrieving Images Using Object Index

The feature allows you to view the very first frame of a continuous movement in a video stream. With
Live Object Index, you may view the most recent 50 frames captured. With Object Index Search, you

may easily locate a desired event and instantly play it back by double-clicking on the image frame.

Object Index Setup

You can select up to 4 cameras to view live video frames.

1. Click the Configure button, and then select Object Index/Monitor Setup. The Camera Applied
Object Index/Monitor dialog box appears.
2. Check the desired cameras for the application.

3. Click the Configure button to display the Video Object Setup window.

Video Object Setup

Object Index | opject Monitor |
V' Camera

Mask Filter:

| [NpER=EET

Starage
Ayailable: 4.38GB

Set Location |

v Recycle W Keep Days 30

Yideo Player
Gwick Search j

Setup
" Object Index

* Face Detection @

™ Show Ohject

Ok | Cancel

Figure 1-57 Video Object Setup for Object Index

4. Select one camera from the drop-down list and enable Camera for the following setup.
B Mask Filter: Use the mouse to outline a mask area where motion will be ignored.
B Set Location: Click the button to assign a path to save the file.

B Keep Days: Check the item and specify the days to store the files, from 1 day to 999 days.
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B Recycle: When both Keep Days and Recycle are selected, the system applies whichever

condition comes first. For example, if storage space is lower than that is required to hold the

days of data specified in Keep Days, recycle comes first.

Video Player: Select one of these player for playback function: ViewLog or Quick Search.

Show Object: When motion is detected, it will be outlined with a blue frame.

5. Inthe Setup section, select Object Index.
6. Click OK to apply the settings.

Note: The minimum storage space required for Object Index is 500MB.

Live Object Index

After configuring Object Index, you can start to view the most recent frames captured, with 50 frames

at most.

1. Start camera monitoring.

2. Click the ViewLog button, and then select Live Object Index to display the Live Viewer window.

Camera 1
16:0913

Camerals
160917

Camera 1
16:09:25

Camera 1
16:09:31

{
%

Camera 1
16:09:35

Object Index Live Yiewer

Camera 1
16:09:14

Camera 15
16:03:21 ...

Camera 1
16:09:27

Camera 1
16:09:32

¥y
e

Camera 1
16:09:35

Camera 4
16:09:16

Camera 4
16:09:21

Camera 15
160927 ...

Camera 13
160916

Camera 3
16:09:23 ..

Camera 1
16:09:29

Camera 1 Camera s
16:09:31 16:09:33 ..
Camera 1 Camera 1
16:09:35 16:09:35
Figure 1-58

Lock

Camera 4
16:03:16

— =y

Camera 15
160323 ..

Time ending without “...

Camera 15
16:09:30 ...

Camera 3
160334 ..

Camera 3
16:09:36 ...

[ ]

Time ending with “..”
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The controls in the Live Viewer window:

B The Lock button: Click to pause the updating process.

B Time ending without “...”: This means the file is a complete one and can be played back with
the ViewLog or Quick Search player. Double click the file to play it back.

B Time ending with “...”: This means the video can’t be played back since the recording is still in

process.

Object Index Search

You can locate frames within selected cameras and a specific time frame.

1. Click the ViewLog button, and then select Search Object Index to display the following search

window.

From | 2 /2002 j ||:|5:3u:53 j
To | 271 B/2002 j ||:|?:3c|:53 j

Camera 5 9 13

S T

7 1 15

4 ) 1z 16

Ok I Cancel

Figure 1-59 The Search Window

2. Specify a time frame and cameras, and then click OK to start searching. The following window

will be called up.

Page 58



Chapter 1: Configuring Main System

1000314703

10:02:47.750

Cam04 7,/15/2004 10:00-10:30 (1) i =]
—Maving Ohject List -1 711142004 |
=-[1 7n2jzoo4
[:l 11312004
[:l 11452004
=23 TH5/2004
100026 453 1000027 140 100104140 100105640 1002733 B&T &) 03:00
- 05:00
(& 08:00
- {&p 08:30
- 09:30
[ 10:00
(& 10:30
& 11:00
10:0316671  10:0447.015 100448515 100512796 10:0520.703 - 12:00 e
—Ep12:30
- [h 13:00
--(p 13:30
&1 -l

-(Ep 01:00
- {&p 09:00
[ 11:30

i

10:06:23.531 10:06:41 263 10:06:42406  10:06:45250  10:07:11.359

f 1 __ = I

<5

10:07:27 785 10:07:37.343  10:03:46.093  10:05:46.406  10:05:47 750

Search I Exit |

Figure 1-60 The Moving Object List Window (left) and the Record List (right)

[The Record List] The list contains the search results. Double click a camera folder to display
all found files. Click one time-segment file (e.g. 10:00) to open its included frames in the Moving

Object List window.

[The Moving Object List window]

B Frames: Double click any frame in the window to play back its video file with the Viewlog or
Quick Search player.
=1 Click the Next Page button for the next page.
Search: Click the button to launch the search window.

Exit: Click the button to close the window.

Note: Every time segment is a 30-minute interval, as shown in Record list in Figure 1-60.
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Face Detection

The Face Detection enables the GV-System to identify and record human faces. This feature
captures human faces only, ignoring other body parts, objects or background views. Moreover, it can

capture each face separately when a group of people comes in the view together.

1. Onthe main screen, click the Configure button, and select Object Index/Monitor Setup. The
Camera Applied Object Index/Monitor dialog box appears.

2. Select the desired cameras for setup, and then click the Configure tab. The Video Object Setup
dialog box (Figure 1-57) appears.

3. Inthe Object Index tab, select the desired camera from the drop-down list and enable Camera
for setup.

4. Inthe Setup section, check Face Detection, and click OK to save the configurations.
Start the monitoring of configured camera(s).

6. On the main screen, click the ViewLog button and select Live Object Index.

When the faces are detected, the thumbnail images will appear on the Object Index Live Viewer.

Object Index Live Yiewer E E
L -ﬁ « ! i
Camera 1 Camera 1
17:57.08 17:58:25
Camera 1 Camera 1
17:68:29 175844
B

Camera 1 Camera 1
17:49:08 17:6913

Figure 1-61

6. Double-clicking one of images can play back its related video.

For details on the settings in the Video Object Setup dialog box, see Object Index Setup earlier in this

chapter.
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Note:
1. Only faces tilting within the range of 15° vertically and 30° ~ 45° horizontally can be detected.
2. The face to be detected must cover at least 1/10 of the screen.

3. Only full-face images can be detected.

Detecting Unattended and Missing Objects

The Object Monitor program can detect any unattended and/or missing object within the camera view

by highlighting its location.

Detecting Unattended Objects

To detect any unattended objects within the camera view, follow the steps below:

1. Click the Configure button, and then select Object Index/Monitor Setup to display the Camera
Applied Object Index/Monitor window.

2. Check the desired cameras for the application (The checked cameras will also be applied for the
settings of Object Index).

3. Click the Configure button to display the Video Object Setup window (see Object Index, Figure
1-57.)

4. Click the Object Monitor tab in the upper part to display the following window.
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Yideo Object Setup =l
Ohject Indesx ObjectMonitorl

—iCamera
ICamera 1 j
Mask Filter:
- [EE]x
—Setup
IUnattended Ohject j ¥ Accept
Define Object | @
Save Reference Image |
[~ Mever Recycle ()

I Embed alarm region into recorded

viden |
Demo Show Reference Image

¥ Live disahle alarm region |

Luminance change T
M detection : 3 +
Sensitivity : 3 —] =
Delay Time(sec)
|9 [
Trigger output
¥ Output Module IMod,1 vI IPin.1 vI

OK I Cancel I

Figure 1-62 Object Monitor

In the Camera field, select a desired camera for setup.

Select Unattended Object from the drop-down list.

Click the Accept check box to make other options available.

Use the Mask Filter function to ignore any motion detection within a certain area if necessary.
Click the Define Object button.

10. Use the mouse to outline the max and min detection regions separately on the screen. Every

© © N o O

time when finishing an outlining, you will be prompted to select Maximum Size or Minimum Size.

See the illustration below.

Minimum Size |
Cancel |

Figure 1-63 Defining the min. and max. detection size
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11. Click the items of Show Max and Show Min in the lower of the window one by one to check your
defined sizes.

12. Click the Done button to finish the defining.

13. Click the Save Reference Image button to save the image as a reference view.

14. To set up other options, see Other controls in the Video Object Setup window later in this chapter.

15. Click tbenefithe OK button to apply the settings and close the window.

16. Start camera monitoring for the application.

When an unattended object appears and remains stationary for 9 seconds, its location will be
highlighted, the selected alarm and output will be activated, and the event will be recorded in System

Log for later retrieval.

Detecting Missing Objects

To detect any object missing from the camera view, follow the steps below:

1. Follow the step 1 to 4 in the above Detecting Unattended Objects section to display the Video
Object Setup window (Figure 1-62).

In the Camera field, select a desired camera for configuration.

Select Missing Object from the drop-down list.

Click the Accept check box to make other options available.

Click the Define Object button.

Use the mouse to outline regions on the object(s) you want to detect. It is recommended to

o 0 A~ w0

outline several regions within the object(s) to increase detection sensitivity. Notice that the
outlined regions should not be larger than the object(s). Every time when finishing an outlining,

you will be prompted to select Add Region. See the illustration below.

y A

Add Region |
Delete Region |

Cancel

Figure 1-64 Outlining regions on objects

7. Click the Done button to finish the defining.

8. Click the Save Reference Image button to save the image as a reference view.

Page 63



Chapter 1: Configuring Main System

9.

To set up other options, see Other controls in the Video Object Setup window below.

10. Click the OK button to apply the settings and close the window.

11. Start camera monitoring for the application.

When any object, which you have outlined the regions for, disappears from the camera view for 3

seconds, its location will be highlighted, the selected alarm and output will be activated, and the event

will be recorded in System Log for later retrieval.

Other controls in the Video Object Setup window:

Show Reference Image: Click to view the saved reference image.

Never Recycle: When the item is checked, the events of unattended and missing objects won'’t
be recycled by the system.

Embed Alarm Region into Recorded Video: This option will contain the flashing alert boxes in
the recorded files so you can easily find out suspicious events during playback. Note that if you
are used to searching suspicious events with Object Search, do not enable this option. These
flashing boxes can cause false alarms.

Live Disable Alarm Region: When an unattended or a missing object is detected, this option

allows you to close the flashing alert box automatically or manually.

Click the [...] button beside to display the Object Index Live Viewer window (Figure 1-58). Select
to close the flashing box automatically or manually. Under Delay Time(s), specify the duration of
an unattended or a missing object to invoke a warning message (Figure 1-59). The range of

delay time is from 1 to 99999 seconds.

Closing the flashing box will disable object detection and alarm settings no matter automatically or

manually. To reactive, please restart monitoring.

Mote: Closing the Flashing Alert
Region will disable ohject detection. Ta

reactivate, please restat monitaring.

Disable alarm region

" Auta v Unattended Ohject

' Manual T Mizeing Object

Delay Time(s)

|5 Cancel | i Mo

Figure 1-65 Figure 1-66

B Luminance Change Detection: This option may suspend object detection when the lighting

condition is poor so as to avoid false detection. Use the slide bar to adjust the level of detection
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from 1 to 5. The higher the level is, the more sensitive the system is to luminance change. When
luminance change reaches the level you set, the system will stop object detection.

Sensitivity: Use the slide bar to increase or decrease detection sensitivity if necessary.

Delay Time: This option allows you to specify the duration of an object missing or unattended to
invoke the detection.

Unattended Object: The duration is from 3 to 1800 seconds, with 3 seconds as default.

For example, suppose you choose 12 seconds. When an unattended object appears in the
camera view for 12 seconds, its location will be highlighted.

Missing Object: The duration is from 3 to 1800 seconds, with 3 seconds as default. For
example, suppose you choose 9 seconds. When a defined object disappears from the camera

view for 9 seconds, its location will be highlighted.
Invoke Alarm: Enables the computer alarm when any unattended and/or missing objects are

detected. Click the [...] button next to the item to assign a .wav sound file.

Output Module: Activates the output device when any unattended and/or missing object is
detected. Click the [...] button next to the item to assign an installed output module and a pin
number.

Demo: Click to see the demonstration from actual DVR applications.
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Object Tracking and Zooming

Object Tracking provides you the real-time tracking and automatic magnification of a single moving
object by the combination of one PTZ camera and one stationary camera. If only one PTZ camera is
available, it can be applied for Object Zooming, letting you configure four critical views for real-time
zooming. The Object Tracking and Object Zooming functions can be combined together by
completing both settings.

Object Tracking

For the tracking function, you need one PTZ camera applied for tracking and one stationary camera
set for a fixed view. Currently, GV- System only supports Sensormatic, PelcoSpetra and Messoa PTZ.
Install the PTZ camera and the stationary camera in the best possible closing position, so the focus of

both could be similar.

PTZ Setup
Before configuring the Object Tracking function, first configure the PTZ device.

1. Click the Configure button, and then select System Configure to display the System Configure
window.
2. Inthe PTZ Control section, click PTZ Device Setup and select Sensormatic (Ultra IV),

PelcoSpetra 3 or Messoa (SDS600 series). Here we use Sensormatic as example.

PTZ Control
v PTZ Device Setup: |
ISenSDrmatiu:[Llltra ') j

Figure 1-67

3. Click to display the Sensormatic Setup window.

Sensormatic Setup x|

—Setup

Com Port: |COM1 = I
Baud Rate: I4300 vl
PT Speed: |1 ot l
— St Menu
Showy, | (i}
|j —|| [#] |
Hidle (E} ENTER:

¥ activate -

Figure 1-68
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4. Enter Com Port, Baud Rate and PT Speed of the PTZ camera.
5. Check the Activate item and select Object Tracking Only.
6. Click OK to apply the settings.

Object Tracking Setup
After the above PTZ setup, go back to the menu bar. Click the Configure button, point to Object
Tracking Application, and click Object Tracking Setup to display the following window. The left

screen is the PTZ camera view and the right screen is the stationary camera view.

Object Tracking Config

Object Tracking |Zoom In Objectl

FTZ Selection | ICamera : v| Fixed Carmnera Selection |Camera 1 vi

~ Setup ~ Selection
Pan 473 ] i i & Object Tracking Track Timeisec)
Tiit 789 4 I | ¢ Zoom In Object | 10
Zoom 280 <] [ | i
Test I
Sensitivity 3 — | _ | ‘B ®
IDeﬂne Detect Re iv! =l (¥
: o : [~ Enahble Mask
QK I Cancel |
Figure 1-69

[PTZ Selection]

m = Click to set up the PTZ.
B Camera: Click the drop-down menu to choose the corresponding camera screen of the PTZ.

[Fixed Camera Selection] Click the drop-down menu to choose the corresponding camera screen of

the stationary camera.

[Setup]
B Pan, Tilt and Zoom: Use the slide bars to adjust the PTZ camera view.
B Sensitivity: Use the slide bar to adjust the detection sensitivity.

B The drop-down menu: Click the drop-down menu to define detection region and object size.
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[Selection]
B Object Tracking: Click to specify the tracking time.

B Zoom in Object: Click to specify the idle time.
[Live Tuning] Adjust directions and the desired level of zooming.

[Enable Mask] Click to display the mask on the defined detection region.

1. Click to display the following window, select the PTZ brand and the hardware address, and
click OK to apply the settings.

PT2Z Selection x|

Device ISensarmatic(UItra ') j

Addr

Cancel

__cancel |

Figure 1-70

2. Choose the corresponding camera screens of the PTZ and stationary camera. For this
example, the images of the PTZ camera show in the camera 2 screen while the images of the
stationary camera display in the camera 1 screen.

3. Adjust the screen view of the PTZ camera with the slide bars of Pan, Tilt and Zoom. Let the
PTZ camera view similar to the stationary camera view.

Click the Save button to save the both views as image references.
Adjust Sensitivity or keep it as default.
Select Define Detect Region from the drop-down menu. Use the mouse to outline a detection

region in the right screen; you will be prompted to enter Detect Region. See Figure 1-71.

Page 68



Chapter 1: Configuring Main System

Define
|- Selection

+ Ohject Tracking Y1 DetectRegion |

 Zoom In Ohject

e Delete Detect
—Live tuning—————— Shion
. | % st |
H_ET1
m BT

[¥ Enable Magk

EEA

Cancel

Figure 1-71

Select Define Object Size from the drop-down menu. Use the mouse to outline the max and min
object sizes for tracking separately. Every time when finishing the outlining, you will be prompted

to enter Maximum Object Size or Minimum Object Size. See the illustration below.

e —
_
Define |§| L __1_:
) =
Maximurm Object =
Size

Minimum Chject P e—

I-Selection e

% Ohject Tracking

" Zoom In Ohject
[

‘] L’__ ‘i" Test I

= > H o
¥ Enable Mask
Figure 1-72

Click the Object Tracking item and specify Track Time (sec). Track Time (sec) indicates the
tracking duration in seconds.

- Selection
&+ Chject Tracking Track Tirme(sec)

¢ Zoom In Object I1|j

Figure 1-73
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10.

11.

When the PTZ is tracking, you can still control it to zoom in a desired area. Click the Zoom in
Object item and specify Idle Time (sec). Idle Time (sec) indicates the zooming duration in
seconds. If a target appears after the specified idle time, the PTZ will start tracking. If not, the

PTZ will remain on the zoomed place.

Selection
™ Ohject Tracking ldle Time(sec)
f« Zoom In Object 10

Figure 1-74

Click the Test button to check your settings. There are two major settings you have to observe in
the testing. 1) Tracking: Observe if the target showing in the defined detection region is being
tracked with a highlighted mask, and magnified automatically in the left screen. If not, increase
the sensitivity degree. 2) Zooming: Use the mouse to outline an object in the right screen, and
observe if it is magnified in the left screen clearly. If not, use the Live Tuning buttons to adjust
directions and the desired level of zooming.

Click OK in the lower of the window to save your settings of the tracking time, the idle time for

zooming in objects and the testing results.

Starting Object Tracking

After the above settings, you can start the object tracking application. Click the Configure button,

point to Object Tracking Application, and then click Object Tracking Start to start the function.

Zooming in Objects

While the PTZ is being applied for tracking, you can still control it to zoom in any desired area by

launching the Zoom in Dialog window.

Click the Configure button, point to Object Tracking Application, and then click Object
Tracking View to launch the Zoom in Dialog window, overlapping in the main screen, as shown

below.

Note: The Zoom In Dialog window is for the stationary camera view and the main screen is for
the PTZ view.
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Zoom In Type Camera

Zaem In Dialsg E ) B -:m
Selaction i ks |

Fed Camera  v|

GV-800 13456 7 8 910 111213141516 _
® W A (el RS s

Figure 1-75 The outlined area in the Dialog window is magnified in the main screen

2. Inthe Zoom In Type field, select Fixed Camera.
In the Camera field, select the assigned camera screen for the stationary camera.
Use the mouse to outline a desired area in the Dialog window. It will be magnified in the main

screen.

When the specified idle time of zooming is up, PTZ will go back for tracking. If you want to stop the
zooming function before the specified idle time, click the Back to Tracking button in the lower of the

Dialog window. Then PTZ will go back tracking instantly.

Object Zooming
If only one PTZ camera is available, without the stationary camera, you can simply apply it for the
object zooming function. The feature allows you to configure up to 4 critical views for instant

monitoring and zooming.

PTZ Setup
Before configuring the Object Tracking function, first configure the PTZ device. Refer to the PTZ

Setup of Object Tracking.

Object Zooming Setup
After the above PTZ setup, go back to the menu bar.
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1. Click the Configure button, point to Object Tracking Application, and select Object Tracking
Setup to display the Object Tracking Config window. Then click the Zoom in Object tab in the

upper part to display the following window.

Note: No images will show in the right screen until you complete the settings below.

Dbject Tracking Config

Ohject Tracking  Zoorm In Object |

PTZ Selection | ;Camera 2 vl

~Selection
|dle Mode |dle Time(sec)
|Tracking _:J |1D [z)

v Show Screen Mo,
Test i

iViEW4 vi Add l Remn\rel Remave All i

Ok I Cancel |
Figure 1-76

Click for the PTZ setup. Refer to step 1 in the section of Object Tracking Setup.
Choose the camera screen of the PTZ. For this example, the images of the PTZ camera show in
the camera 2 screen.

4. Use the slide bars of Pan, Tilt and Zoom to set up the View 1 as shown below. Then click the

Add button to apply the settings. The View 1 will show in the upper-left corner of the right screen.

- Setup

Pan 0 ] 2
Tit o ] |
Zoom 0 ;Ll _’l

Iview1 vI Add | Remuuel Rermuaove All |

Figure 1-77

5. Click the drop-down menu to set up View 2,3, and 4, one at a time. Refer to step 4 for the View 1.
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6. Specify Idle Time (sec), indicating the zooming duration in seconds.

Selection
Idle Mode ldle Time{sec)
[ view 1 = o @)

Figure 1-78

7. Click the drop-down menu of the Idle Mode item. The seven options included inside are: None,
View 1, View 2, View 3, View 4, Tracking and Refresh View.
B None: After zooming, the PTZ camera will remain on the same view until the next zooming
command.
B Tracking: After the idle time, the PTZ camera will start tracking if it is also being applied for
the tracking function.
B View 1,2,3,4: After the idle time, the PTZ camera will go back to the preset View 1, 2, 3, or 4.

Refresh View: After the idle time, the 4 views will be refreshed.

8. Click Test to check your settings. Use the mouse to outline a desired area in one of the four
views. The area will be magnified in the left screen.

9. Click OK to apply the displayed selections and close the window.

Starting Object Zooming

After the above settings, you can start the object zooming application.

1. Click the Configure button, point to Object Tracking Application, and click Object Tracking
View to open the Zoom in Dialog window, overlapping on the main screen (Figure 1-75).

2. Inthe Zoom In Type field, select Quad View.

3. Inthe Camera field, select the assigned PTZ camera screen. Then the four views you set up

before will show in the Dialog window as illustrated below.
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Zoom In Dialog E“:,@
Selection
Zoom In Type Carnera
|Quad view ~| |Carmera 2 ~|

Goto ldle Mode

Figure 1-79

4. Use the mouse to outline a desired area in one of the four views. The area will be magnified in
the main screen.

5. When you click the Go to Idle Mode button in the lower part, your setting in step 7 of Object
Zooming Setup will be applied. For example, suppose you choose View 3. When you click the

button, the PTZ camera will go to the preset View 3.

Configuring Hybrid Cameras

If your system is installed with the Hybrid DVR card, follow these steps to configure your cameras.
One Hybrid DVR card supports 4 camera channels and you may install up to 4 Hybrid DVR cards to

one GV-System, so that you may configure 16 cameras at most.

For details on the Hybrid DVR card, see Installation Guide.

1. Click the Configure button, point to Camera/Audio Install, and then select Hybrid Camera
Install. The Hybrid Video Source dialog box appears.

2. Select the Hybrid DVR channels for setup.

3. Click Configure. The Hybrid Camera Configure dialog box appears.
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Hybrid Camera Configure x|

—Select Hybrid Camera

ICamera 1 j

—¥ideo Attribute (3
Brightness: — W
Contrast: — IF
Saturationl: '_J— IF Defaurtl
Saturation®; = ———— f——— W

Hue: —_—— IF
—Record Gualty (gl ~ Video Resolution ——
3 L I?ZDx4BD vI
WD DD

Ok I Cancel

Figure 1-80

[Select Hybrid Camera] Select a camera for setup. You can see the Hybrid DVR card image of
the selected camera in the right window.

[Video Attribute] Modify video attributes if necessary. To apply the changes to all cameras,
click the Finger button.

[Record Quality] Select recording quality up to five levels. The recording quality is directly
proportional to file size. To apply the change to all cameras, click the Finger button.

[Video Resolution] Displays the NTSC or PAL resolution for the Hybrid DVR card images.
4. Click OK for above settings.

Note: The Hybrid DVR card only affects recording quality; all live views are still provided by your

capture card.

Privacy Mask Protection

The Privacy Mask can block out sensitive areas from view, covering the areas with black boxes in
both live view and recorded clips. This feature is ideal for locations with displays, keyboard sequences

(e.g. passwords), and for anywhere else you don’t want sensitive information visible.

You can also choose to retrieve the block-out areas during playback. The retrievable areas will be

protected by password.
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Setting Up a Privacy Mask

1. Click the Configure button, and then select Privacy Mask Setup. The Privacy Mask Setup
dialog box appears.

2. Select the desired cameras for setup, and then click the Configure tab. This dialog box appears.

Privacy Mask Setup
¥ Enahle

ICamera 1

i Recoverable

Ok Cancel

Figure 1-81 Privacy Mask Setup

Select a camera from the drop-down list, and then check Enable.

4. Select Un-recoverable and/or Recoverable.
B Un-recoverable: You cannot retrieve the block-out area(s) in the recorded clips.
B  Recoverable: The block-out area(s) is retrievable with password protection.

5. Drag the area(s) where you want to block out on the image. You will be prompted to click Add to
save the setting. The Un-recoverable region is marked in red, while the recoverable region is
shown in green.

6. Click OK on the right bottom to save the settings.

Granting Access Privileges to Recoverable Areas

The user must be granted access privileges to see the block-out areas when launching ViewLog for

playback.

1. Click the Configure button, point to Password Setup, and select Local Account Edit.
The Password Setup dialog box appears.
2. Select one account, click the Privacy Mask tab, and check Restore Recoverable Video to grant

the privilege.
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Password Setup x|

ausst [ Accountis disakled [ | Expireif &
L]
Liser
Powerlser 1o !
Supervisar Password : |~
-1 Hint : 3
Level : Supervisor

[~ Usercannot change password

I~ Force Password change at next logon

I~ Disahle userifdo notlogin after ’_ a2y (5]
[~ Expaortthis ID for IR Remote Control (GY-Keyhoard)

[~ Login this ID automatically (Single user mode)

| [¥ Restore Recoverable Yideo Eamera [Eventlog]

20 2=
&V 10 12
7 ¥ i 15
8 12 1B

QA

1
2
3
4

QA

Cantrol Center | Privacy ki ask I Other

Mulicam | Multicast | Wiewlog | Remoteiew | ‘Wehcam
NEWl Remn\rel Searchl Remate Playback | Fast Backup & Restore

v Allow remaoving password system Ok I Cancel |

Figure 1-82

Note: If you open the event files (*.avi) directly from local disks, the valid ID and password are also
required to access the block-out areas. For more information on retrieving the block-out areas in the

exported files, see Exporting Privacy Mask in Chapter 4.
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Scene Change Detection

The Scene Change Detection can detect when a camera has been tampered physically. This feature
can generate an alert whenever someone or something has covered the lens of the camera, or when

the camera has been moved, or when it is out of focus.

1. Click the Configure button, and then select Scene Change Detection Setup. The Scene
Change Detection Setup dialog box appears.

2. Select the desired cameras for setup, and then click the Configure tab. This dialog box appears.

Scene Change Detection Setup

Camera

ICamera1 j

Mask region |

¥ Focus change ()
¥ Wiew change (2]
Sensitivity: 3 ——
Delay Timealseas)

e

V¥ Invoke Alarm

v Output Module

[+ Live disable alarm

[~ Mever Recycle

o L L LT

Derma

IFDcus change j Play |

Figure 1-83 Scene Change Detection Setup

Cancel |

Camera: Select the camera for setup.
Mask region: Masks off the areas where motion will be ignored.

Focus change: Sends an alert when the camera is out of focus.

View change: Sends an alert when the camera has been moved, or the lens of the camera
has been covered.

Sensitivity: Adjusts detection sensitivity. The default value is 3.

Delay Time(s): Sets the duration of Scene Change to record to System Log.

Invoke Alarm: Activates the computer alarm when Scene Change is detected. Click the

[...] button beside to assign a .wav sound file.
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Output Module: Activates the output device when Scene Change is detected. Click the [...]
button beside to assign the output module and pin number.
Live disable alarm: Choose whether to invoke the warning message when Scene Change

is detected. Click the [...] button beside to display Figure 1-84.

 Auto After confirmation, the scene change
detection will use the new/current
& Marual scenaria.

Delay Times)

5 Cancel fes Mo |
Figure 1-84 Figure 1-85

If you select Auto, there is no warning message; if you select Manual, the warning message,
Figure 1-85, will appear when Scene Change is detected. Under Delay Time(s), you can
define the duration of Scene Change to invoke the message. The range of delay time is from
1 to 99999 seconds.

Never Recycle: When the item is checked, the Scene Change events will not be recycled
by the system.
Demo: See three examples of Focus Change and View Change. Click the Play button to

see the demonstration.

Note: When the event of Focus Change or View Change has been detected, it will be recorded as

Scene Change in System Log for later retrieval.

Live Log Browser - Recycle Log: 7,/25/2000 18:53 ==
Monitor | system | Login | Counter | POS 1| POS 3|

0] | Time | Device | Information | Event ;I
32 8/3/2000 7:40:54 P Carnera 1 [ Motion

33 8/9/2000 7:40.57 P Camera 1 [ bdebian

34 £/9/2000 7-40:58 PM Camera 1

35 8/9/2000 74103 P Camera 1 LT e

Figure 1-86 System Log
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Advanced Motion Detection

To avoid false motion detection, the Advanced Motion Detection feature provides three solutions:

® Create up to 5 levels of motion detection sensitivity in one region

® Mask off unwanted areas for monitoring, such as cloud and tree movement

® Ignore motion when the lighting condition is poor

1. Click the Configure button, and then select Advanced Motion Detection Setup.

The Advanced Motion Detection Setup dialog box appears.

2. Select the desired cameras for setup, and then click the Configure tab. This dialog box appears.
zl

¥ Enable E |
[camerat =]
Sensitivity: 1
.
" Setregion @
@ Mask region @
@ jamnancecrnoe

Default |

Figure 1-87 Advanced Motion Detection Setup
Select the desired camera from the drop-down list, and then check Enable.

4. To set detection sensitivity in a specific area, select a sensitivity level by moving the slide bar,
and then drag an area on the image. You will be prompted to click Add to save the setting.
This setup has sensitivity levels from 1 to 5, with 4 as default.

5. To create several areas with different sensitivity levels, repeat Step 4.

6. If you want to ignore motion in a certain area, click Mask Region, and then drag an area on the
image.

7. If you want to ignore motion when the lighting condition is poor, check Luminance Change
Detection.

8. Click OK to save your settings.

Note:

1. This feature must work with the recording mode of Motion Detection: click the Configure button,
point to System Configure, click the Camera tab, check Rec Video, and then select Motion
Detect (Figure 1-8).

2. If you have set up Motion Sensitivity and Mask Filter in the System Configure settings (Figure

1-8), note that the configurations of Advanced Motion Detection have priority over these settings.
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Hard Disk Calculator

Before actual recording, the Hard Disk Calculator allows you to know the required hard disk space

and frame size for different types of codecs and quality.

1. Click the Configure button, point to Video Attributes, and then click Advanced. The Advanced

Video Attributes dialog box appears.

2. Click the HDD Calculator tab at the right bottom. The HDD Calculator dialog box appears.

HDD Calculator

—Reqguired Storage Analysis

s Select Camera |

2. Select Video Compression Codec:
[ wiavelt [ Mpegd | Geolpegd [ GeoMpegd (&5P) [ Geo H.264
[T GeohMpead (ASF) Advanced Setting

3. 2elect Recording Guality

i m: H: mC W

4. Set Test Time : Total Test Time
| 0 Hour(z) I 1 Mirute(s) = 0 Houris) 1 Minutets)
—Set Expected Recording Time :
[ 0 Dasmr | 0 Houws) 1 Minute(s) Calculte | 1
E:xit
Figure 1-88

Select Camera: Select cameras to be used for recording.

Select Video Compression Codec: Check the desired codec(s) to be used for recording.

You can choose more than one codec to compare their performance.

B Select Recording Quality: Check the desired quality value(s) for recording. You can

choose more than one quality value for comparison.

B Set Test Time: The system will process a real-time test recording based on the time you set.

For example, if you enter 24 hours here, it will take more than one day to do the test

recording. So avoid entering the longer test time to save you time.

B Set Expected Recording Time: Enter the time you wish for recording.

3. Click the Calculate tab to see the result.

Note: A calculation difference by + 5 % from actual disk usage is expected.
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DSP Spot Monitor Controller

The Controller integrates the GV-DSP Card with spot monitor (TV monitor) applications. It allows

screen divisions on the spot monitor differently from the main screen.

With the Controller, you can also define the channel sequence of the display screen and adjust video

images on the spot monitor.

Note: The GV-DSP-100 Card doesn'’t support this feature.

Spot Monitor Controller

To open the Spot Monitor Controller, follow these steps:

1. Click the Configure button, point to DSP Spot Monitor, and then select Spot Monitor Setup.

This dialog box appears.

Spot Monitor Setup il

[¥ Use DSP as Spot Monitar st nest Startup.

ik I Cancel | @

Figure 1-89

2. Check Use DSP as Spot Monitor at next Startup, and click OK.
3. Restart the GV-System.
4. Click the Configure button, point to DSP Spot Monitor, and then select Spot Monitor

Controller. The Spot Monitor Control window appears.

Note: When the DSP Spot Monitor Control feature is enabled, DSP Overlay will be disabled in the

Main System.
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[Advanced Layout]

]
Advanced Layout I Video Setting |
D1 — CDW4 —— — 7 DWE — — [ DWE  —
1 1 2 1 2 1 |2
3 B
3 4 4
5 |5 4 5
CODMS O DWI0 T O DIv2
1 2 3 1 2 1 3 1 |2 |3 |4
- - - 5 5 5 [7 |8
B E |7 ] 3 o 11 [12
7 & 3 10 0 [11 [z |o 13 [14 [15 [16

Figure 1-90 Spot Monitor Controller

B DIV 1-16: Screen division option. You can modify the channel sequence by typing the number
directly on each division. Click Apply or OK to apply your settings.

B Right Arrow button: Sets the channel sequence of each scanned page (see Scan Setting on
Figure 1-92). Click the button to display this dialog box.

X
—Page | —————————— = I = I

m_ 4 3 4 Default I

3 |6 v g

Empty page I

9 10 (11 |12 ITI
13 |14 |15 |16
Cancel |

Figure 1-91 Page Setting

© Screen Division: Displays the channel sequence. You can modify the sequence by typing
the number directly on each division.
® < >buttons: Navigate pages.

® Empty page: Clears up the channel sequence of the open page.
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[Video Setting]

=
fdvanced Layout  Videao Setting |
—ideo Attribute —%ideo Enable [min. 1]
Camnera 1 =] v Cam0l W Cam05 W Cam03 ¥ Cami3
v Camd2 v Caml6 [ Camid [ Camid
Brightness ; It |1|:||:| v Cam03 ¥ Cam07 W Camll [ Caml5
Coarfiiesd - 1 W IV CamD4 W CamD8 [ CamlZ2 [ Camlf
& turation — Selectdll | Clardl |
Hue : 1 |1 a0 — Szan Setting
Interseal; |-||:|— Sec.
Apply to Al Default | Seanby:  [Harms =]
] I Cancel
Figure 1-92

[Video Attribute] Select a desired camera from the drop-down list to adjust image attributes, such as
Brightness, Contrast, Hue and Saturation.

[Video Enable] Check the desired cameras for display on the spot monitor.

[Scan Setting] Enter the interval between the scanned pages. Select Auto if you want to

automatically scan the cameras or Manual to scan at your own speed.
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Spot Monitor Panel

Click the Configure button, point to DSP Spot Monitor, and then select Spot Monitor Panel.

This panel appears.

2 314
56 7 8
9 10 11 12
13 14 15 16 1@

Figure 1-93

The controls on the DSP Spot Monitor Panel:

No. Name Description

1 Scan Automatically or manually rotates channels and stops rotation.

2 Previous Page Goes to the pervious page of the scanned pages.

3 Next Page Goes to the next page of the scanned pages.

4 Exit Closes the DSP Spot Monitor Panel.

5 Switch Opens or closes the channel menu.

6 Channel Menu Displays the desired channel for single view.

7 Screen Division Sets screen divisions to 1, 4, 6, 8, 9, 10, 12 and 16.

8 Zoom Esc After single view, click this button to restore the first scanned page, but to

the last channel when the screen division is set to 1.

Quad Spot Monitors Controller

The Controller integrates the GV-Multi Quad Card with TV monitor (spot monitor) applications. It
features:
® Upto 5 TV monitors can be controlled.
® TV Monitor 1 supports up to 16 screen divisions, and TV Monitor 2 to TV Monitor 5 support 1 and
4 divisions.
Different screen divisions can be set up on each monitor.

The channel sequence of screen divisions is user-defined.

Note: The Controller does not support the videos from GV-Video Server.
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Setting up the Controller
On the main screen, click the Configure button, and select Quad Spot Monitors Setup. This window

appears.

X

T¥ Quad Setting

At P vz e B ve | B vs]

ideo Enable " DIV A1 " DIV 4 " DvE " DIv B
W1 vs W3 W3

V2 VE W10 v 14 _ SeectAl ‘

W3 W7 1115 Clear Al
v 4 v i3 |12 v 16
Soan Setting “idea Format ’— ’— I— I_ ’_ |_ |_

Irteryal: 10 Sec. % NTSC
" Diva DIV 10 Ok 12 o+ DIy 16

=

Sican by m " paL
Seting FF | FEER
R O O = = 2
Camera Popup: Setting @ I_ ’_ |_ |_ ’_ |_ |_ I_ IEI_ ’H W E
T Setting: Setting r’i’i I_’_|_|_ |_|_|_|_ EFEE
CK ‘ Cancel ‘ |
Figure 1-94

[Video Enable] Check or uncheck the desired channels displayed on monitor screen.

[Scan Setting]
B Interval: Enter the interval between the scanned pages (see Figure 1-97 for the scanned page).

Set the time between 1 and 999 seconds.

B Scan by: Select Auto to scan the channels automatically or Manual to scan at your speed.

[Video Format] Select NTSC or PAL. The video standard may vary from country to country. Check

the video standard in your country first.

[Setting]
B Video Attribute: Click the Setting button to display this dialog box.
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X

Video Setting

Wideo Attribute

Brigttress — — [1m
Contrast : —— |4an
Saturation : — = |2

Hue : —_— W

Apply to Al | Default ‘
Ok | Cancel |
Figure 1-95

Select a desired camera from the drop-down list to adjust image attributes, such as Brightness,

Contrast, Hue and Saturation. Use the slide bar to make adjustments.

B Camera Popup: See Setting Pop-up Camera Windows below.

B TV Setting: Click the Setting button to display this dialog box.

TV Setting E|
T 1 |
Adjust TV
|
L
|
Default

05D Setting

[v Show Camera humber

Color: w - @
QI I Cancel |
Figure 1-96

Use the drop-down list to select the TV monitor, and press the 4 direction buttons (U, L, R and D)
to adjust the positions of the divisions on the monitor screen.

To display the camera number on the TV monitor, select the desired TV monitor, and check the
Show Camera Number option. To display the camera numbers on all connected TV monitors,
check the Show Camera Number option, and then click the finger button.

To change the color of the camera number indicator on the TV monitor, use the Color drop-down

list to select the desired color.

[DIV 1-16] In the TV Quad Setting window (see Figure 1-94), there are screen division options. You
can modify the channel sequence by typing the number directly on each division. Click OK or Apply

Current TV Setting to apply your configurations.

Page 87



Chapter 1: Configuring Main System

H  Right Arrow Button: Sets the channel sequence of each scanned page. Click the arrow button

to display this dialog box.

Div 16 - Page setting E|
Page 1 =
IRERERL Defaut

|5 |E |_"r |B Empty page
'3 |10 |11 |1z ok |
113 |14 |15 |16 o

Figure 1-97

® Screen Division: Displays the channel sequence. You can modify the sequence by typing

the number directly on each division.
® < >Buttons: Navigates pages.

®© Empty page: Clears up the channel sequence on the open page.

Setting Pop-up Camera Windows

The pop-up camera windows on the screen notify users of the current event, whether it is motion or
I/O devices being triggered. You can decide to have pop-up cameras on computer screen, TV monitor

or both together.

Activating Pop-up Camera Windows
1. Click the Configure button, and select Camera Popup Settings. This dialog box appears.

Camera Popup Setting E|

Duvell Time: 1 Sec.
Iriterrupt Interwal: g Sec.

Camera Mation Invoke

v 1 W 5 w3 [ 13

W 2 W& w10 [ 14

W3 W7 W11 [ 15
4

v W & w12 [ 18

Check All | Clear Al |
hod. 1 ] Clear
Irgat 1 i

W InputInvoke:  |camera1 -
0.4 | Cancel |
Lacal Manitar Cnly
Spot Maonitar Onlky

v Apply to Both

Figure 1-98
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2. Check the cameras to be alarmed with pop-up windows when events occur.
3. Click the Arrow button in the bottom right corner, and select the method of displaying the pop-up
camera windows.
B Local Monitor Only: Camera windows pop up on the computer screen.
B Spot Monitor Only: Camera windows pop up on the TV monitor.
B Apply to Both: Camera windows pop up on both computer screen and TV monitor.

4. Click OK to apply the settings.

Setting Pop-up Camera Windows on TV Monitor
If you want the selected cameras to be alerted with pop-up windows on TV monitor, you need to set

up those cameras by following these steps.

1. Click the Configure button, and select Quad Spot Monitors Setup. The TV Quad Setting
window (see Figure 1-94) appears.

2. Click the Setting button of Camera Popup. This dialog box appears.

Camera Popup Setting &l

™1 |tve |vs [Tve |Tvs |
Time Setting
Drovell time: : 5 Sec. Irterrupt time: : 2 =Zec.

Imvioke Popup Camera

W 1 |motion only x| W8 [wetion only |
w2 |uoonl | ¥ 10 [wotion ony |
w3 | x| W 11 [wotion only |
W 4 |motion only | 12 |wmation only =l
W 5 |Motion Only | ¥ 13 [wotion anly |
W 5 |motion Only | ¥ 14 [wotion only |
W 7 |motion only x| ¥ 15 [wotion only |
W 8 |motion Only | ¥ 18 |wmation only =l
Select Al ‘ Clear &l |
OK | Cancel |
Figure 1-99

B TVtabs (TV1to TV5): Click the TV tab to select the TV monitor on which the selected
camera is alarmed with pop-up windows.

B Dwell Time: Specify how long a pop-up camera window remains on the monitor screen
when an event occurs. Set the time between 1 and 120 seconds.

B Interrupt Time: Specify the interval between pop-up camera windows when events occur.

Set the time interval between 1 and 60 seconds.
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B Invoke Popup Camera: Select the camera(s) to be alarmed with pop-up windows when
events occur, and use the drop-down list to select the type of alert events.
There are three types of alert events:
® Motion Only: Motion is detected during the monitoring.
® 1/O Only: 1/O devices are triggered.
® Both Invoke Popup: Alerts of motion and triggered 1/O devices.
3. Click OK to apply the settings.

4. Start monitoring so that camera windows pop up when events occur.

Tip: All cameras can be repetitively setup on different TV monitors. If one camera is selected on

more than one TV monitors, it can be set with different alert events.

Displaying TV Quad Panel on the Main System Screen

On the Main System, click the TV-Out button . This panel appears.

|5

,‘?

Eﬂ

s
ééééé

&

13[14/15[16

Figure 1-100

The controls on the TV Quad Panel:

No. Name Description
Monitor Selects the monitor to be controlled.
Scan Automatically or manually rotates channels, and stops rotation.
Screen Division Sets screen divisions. Only TV 1 can support screen divisions up to 16,
and TV 2 to TV 5 supports 1 or 4 screen divisions.
4 Channel Menu Displays the desired channel for single view.
5 Exit Closes the TV Quad Panel.
6 Previous Page Scans the previous page.
7 Next Page Scans the next page.
8 Settings Displays the TV Quad Setting window.
9 Switch Displays or hides the channel menu.
10 Zoom Esc After single view, click this button to return to the first scanned page or

return to the last channel when the screen division is set to 1.
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Note: If the DSP Spot Monitor function is enabled at the same time with the Quad Spot Monitors, the
TV-Out button has two options: Spot Monitor Panel and TV Quad Panel. Select the desired panel to

be displayed on the screen.

Running the Quad Spot Monitors Controller Alone

Without starting the Main System, Quad Spot Monitors Controller can be run independently. Find the
QuadTV.exe in the GV folder and double-click it. The TV Quad Panel (Figure 1-100) will appear.

System Idle Protection

The System Idle Protection allows the administrator to work on the system without the worry of logout

or leaving the system not recording anymore.

This feature can automatically logout the administrator, login a user with no access rights and/or start

recording.

Auto Logout Administrator

If the administrator does not press the mouse or press a key within a set period of time, the system

will automatically log him/her out.

1. Click the Configure button, and then select System Idle Protection Setting. This dialog box

appears.

System Idle Protection x|

—Systemn ldle Protection

Systern Idle over: I 30 Sec

[V #uto Logout ar Switch to Startup Login User if availakle:
|5upewisur j
v Auto Monitoring

|m1nniturm| j

[+ Auto Metwork Service of Startup Setting

] Cancel |

Figure 1-101
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2. Enable the Auto Logout or Switch to Startup Login User if available option, and then select
Supervisor or Supervisor, Poweruser from the drop-down list.
3. Inthe System Idle Over field, type the idle time from 10 to 300 seconds, after which Supervisor or

Poweruser will be logged out.

Auto Login User without Access Rights

When the system is started up after an idle time, a specified user with no access right will login. This
allows the user to see the system is on and working, but at the same time does nothing with the

system. The feature must work with the Startup Auto Login function.

1. Click the Configure button, and select System Configure.
2. Inthe Startup section, enable Startup Auto Login, and click the Arrow button beside (see Figure
1-3). The Startup Auto Login Setup dialog box appears.

3. Type ID and Password to set up a user for auto login, and click OK.

Startup Auto Login Setup 1 x|

EEN
dal 5

— Startup Auto Login User

o 2

Passward |°‘1

[~ Auto Login in Fullscreen Mode

[~ Startup and Hide into Systern Tray

]34 I Zancel

Figure 1-102

4. Inthe System Idle Protection dialog box (Figure 1-101), enable the Auto Logout or Switch to
Startup Login User if available option, and then select Surpervisor or Supervisor, Poweruser
from the drop-down list.

5. Inthe System Ildle Over field, type the idle time from 10 to 300 seconds, after which the specified

user will be logged in.

Auto Start Recording

If the administrator does not press the mouse or press a key within a set period of time, the system

will automatically start recording.
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1. Inthe System Idle Protection dialog box (Figure 1-101), enable the Auto Monitoring option, and
select Monitoring All, Schedule Monitoring or I/O Monitoring from the drop-down list.
2. Inthe System Idle Over field, enter the idle time from 10 to 300 seconds, after which the system

will start recording.

Note: The feature can monitor keystrokes or mouse clicks, even from IR Remote Control and GV-

Keyboard.

Version Information

To know which version of GV-System you have, click the Configure button, and then select Version

Information.

Creating Shortcuts

You can create up to 20 shortcuts on the main screen to a program or file.

1. Run Fast Backup & Restore Main System from the Windows Start menu. The Fast Backup &
Restore MulitCam System window appears.
2. Click the Select Skin Style button, select DVR, and then select User Define Setting. This dialog

box appears.

User define [‘5—<|

Application File Parameter

Add 0K Cancel

Figure 1-103
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3. Click the Add button. This dialog box appears.

X

Add New ltem
Application | Pairter
File | COMRDOWWSEystem 32 mspaint exe J
Parameter | Ta madify images
Ok | Cancel

Figure 1-104
B Application: Names the desired application to be pointed to.
B File: Assigns the path to the desired application.
B Parameter: Sets the command information for the application.

4. Click OK to save all the configurations.

5. Run the Main System. The shortcut button appears.
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Fast Key Lockup

If you wish not to use certain fast keys and do not want them to interfere with the keyboard use, you

can disable the fast key functions.

1. On the main screen, click the Configure button, point to Tool Kit, and then select Fast Key Lock

Setup. This dialog box appears.

x
¥ Lock Sensitive Fast ey

Lock | Fast Key -

F7

| Fg

Fg

O F11

Fiz

I

| M

| =

O T

W

O w

O X i

]

R -
q of”
QK I Cancel | Browze |

Figure 1-105

2. Check Lock Sensitive Fast Key, and check the fast keys you want to disable. To restore the
fast keys, uncheck them again.

3. Click OK to apply your settings.
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Fast Key Reference

This option lets you view the fast key windows of Main System and PTZ Control, giving you an instant
reference. Click the Configure button, point to Tool Kit, and then select Fast Key List to display the
fast key table of Main System. Click Close to display the table of PTZ Control.

Main System

Insert

Delete

Space Bar | «—
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Key

Function

Esc

Return to the default screen

Num 1-9, 0 and F1-F6 or
Alt+"01"~Alt+"16"

Switch the camera channel

F7 Start/Stop monitoring

F8 Start/Stop monitoring schedules

F9 Open the System Configure Setup dialog box
F10 Open ViewlLog

F11 Start/Stop the camera scan function
F12 Enable/Disable all network connections
A a Display the version information

R, r Restart by Last Settings

Ctrl+R Restart by Startup Settings

M, m Start/Stop modem connection

T, t Start/Stop TCP/IP connection

W, w Start/Stop WebCam connection

[, i Start/Stop IP Multicast connection
V, v Start/Stop connection to Center V2
S,s Start/Stop TwinServer

G, g Start/Stop connection to VSM

Cc Start/Stop CMS Server

F,f Start/Stop full screen view

L, I Login/Change the user

0,0 Logout from the current user

Q.q Switch the screen division

Ctrl+Q,W,E,A,S,D,Z,X

Switch to a specific screen division

Z,2

Minimize the Main System window

X, X Exit the Main System

K, k Display the Fast Key Reference table
Page Up Switch to the previous screen

Page Down Switch to the next screen

Ctrl+Num 1-9, 0 and F1~F6

Take a snapshot

+ -

Zoom in/out the single camera view
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PTZ Control

Esc| ‘F1[F2|F3|F4|F5|F6|F7|F3‘F9|F10‘F11‘F12‘ ‘ Print |Scroll‘Pause‘

-[1]2]s]s]s]efr afolo] - |- |coe| [insen

Page

Home| "5 Num|
| |w|E[r[T][y|u[1]o]rP|[[]]] Delete| End | P2 | | 7 [ 8
caps A[S[D[F[e[n[s[K[L]: ][] ener als|e|
Shm‘Z|X}C‘VlBINIM‘<‘>l‘?‘8hiﬂ|\ 1 il || 2 .
c| | At Space Bar (a| Jom| [« [ L[> 0
Key Function
~ Pan left
— Pan right
1 Tilt up
! Tilt down
Insert Focus in
Delete Focus out
Home Zoom in
End Zoom out

Num 1~9, 0 and F1~F6

Switch the camera channel
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PTZ Protocol and Model Support

This list is for you to view the PTZ protocols and models that GV-System supports. When you set up

PTZ control in the System Configure window, click the drop-down list to select the PTZ device.

PTZ Protocol and Model Support

Ademco (Jupiter)

Lilin PIH (PIH-7000 / 7600 / 7600PL / 7625)

BOSCH (TC 700 / 8560)

MESSOA (SDS600 Series)

Canon (VC-C3/VC-C4)

Mintron (54G2AHN/P)

CBC GANZ (ZC-S120 Series)

Minking (A01/ B0O1)

Chiper (VOKRP)

Panasonic (WV-CS850 / 854)

Direct Perception (PTU Series)

Pelco Dome

D-Max Dome

Pelco (Spectra 3)

DongYang (DOH-240)

PTZin I/O

DynaColor (D-7720/ 7722)

SAE (DR-E 588)

Dynacolor Dome

Samsung (SCC-641 / 643)

Elbex (Matrix / 1000)

Samsung (SPD-1600)

GKB (SPD-221)

Sensormatic (Ultra V)

JEC Dome

Sony (EVI-D100 / D100T)

JVC (TK-S576B / TK-S655)

TOA (CC551)

Kalatel Cyber Dome

VIDO Dome

Kampro Technology (K-ZC23)

YAAN Dome

Kenko (DMP23-H1)

Note: GV-System only supports original factory models. Other brands of cameras claiming of the

same protocol compatibility may not work properly with GV-System. GeoVision takes no

responsibility of such incompatibility.
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This chapter discusses how you can set up and control the 1/0O devices connected to GV-System.

applications include these features:

® Configure I/O devices

Move PTZ to a preset location on input trigger

Setting Up 1/O Devices

Devices necessary for I/0 applications are: GV-Net, GV-Net card, GV-NET/IO card, GV-IO and

Arm and disarm I/O devices without interfering the monitoring

GV-Relay. For details, see Chapter 2 in the Installation Guide.

To connect an I/O device to GV-System, you need to configure the settings.

Support access control systems of Momentary and Maintained modes

Centrally manage I/O devices across the wide area by the Advanced I/O Panel

I/0

On the main screen, click

the Configure button, point to System Configure, and then click the I1/O Device tab. This window

appears.

System Configure

x|

General Setting I Camera 1 I Camera 2 | Camera 3 | Camera 4 | Camera 5 | Camera 6 | Camera 7 | Camerasl Camera 3|

Camera 10 | Camera 11 | Camera 12 | Camera13 | Camera 14| Camera 15| Camera 16 140 Device | HotLine / Network

Select 10 Device

i Input 1 J r

B Iﬁ Format Addi | Narme Signal Type
O e | ﬁmwn ((-‘ no o Coe Tk
Address: I 1 - Rermove anitor Input
Pty IV Rec Video: IE— Sec |Cameral ¥
¥ Invake Alarm: |[:]-))) lm
Modue | Device [ Pot [ Address ¥ Invoke to Send Alerts
1 GY-MET/I0 Card - P Oupablodds [vor 1 [t =]

Iv' Heaister Inpit Everi

— Dutput 1 Jj

= For Pz

E!
’V Output 1 Force Output ‘

=]

Signal Type
’7(5' H/O € M/ Toogle

 WAD Pulse
 NCPuke 19 5EC

‘| jm M/ € M/C Toggle

Figure 2-1 /O Settings
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[Select I/O Device] Adds an I/O device to the system:

1.
2.

Select the device from the Device drop-down list, for example, GV-1O Card.

Click the Format Addr. button to assign an address to the device. The Format Address dialog
box appears.

Start your first device with New Address setto 1. Click the Write button to write the address to
the device. Click OK to apply the setting.

Click the Add button. You should see the device listed in the display window.

Note: Repeat above steps to add more devices once at atime. Each device should have its own

address; therefore, in step 3 you should assign a different address for the new device.

[Input X] Click the Arrow buttons to select an Input to set up. One GV-IO module provides up to 8

inputs.

Select Input Apply to all Inputs
= Ihput 1 e
—Namei Sighal Type =]
< Latch
Ilnput'l (r‘ 0 e Trigaer

~ Manitor Input (g

¥ BecVideo: - |5_ Sec |Eamera'| 'I
¥ lrvoke Alam; [[/I-]}:I |N|:utif_l,l *I

+ Take a snapshot on input trigger
¥ Invoke to Send &lerts ; @ @ Delay Time Setup

v Output Module: IM.;..j_ 1 j IF'in. 1 LI @ Delay Time Setup
¥ Fegister Input Event

Figure 2-2

Name: Specifies a name for each input device in the Name field. (Click the Arrow button to set
up next input).

Signhal Type: Select signal type for your input device. You may use the Finger button to apply
your selection to all input devices.

For details on Latch Trigger, see Latch Trigger later in this chapter.

[Monitor Input]

Rec Video: Check this option to use the input (sensors or detectors) to trigger recording. You
may select which camera to record in the Camera Select drop-down list and specify the recording
duration.

Invoke Alarm: Check this option to activate computer alarm when the input is triggered. You

may select the alarm type in the drop-down menu.
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B Invoke to Send Alerts: Check this option to send out an assigned alert (E-Mail/Hotline/SMS)
when the input is triggered.
1st Right Arrow button: Appears when E-Malil is the assigned alert. Click to select the
camera(s) to take a snapshot on input trigger. The snapshot will be sent out by E-Mail.
2nd Right Arrow button: Click to set the delay time to activate assigned alerts
(E-Mail/Hotline/SMS).

B Output Module: If the input is invoked, the system will automatically send a signal to an output
pin.
Right Arrow button: Click to set the delay time to activate the assigned output module.

Note: The delay functions in Invoke to Send Alerts and Output Module allow you time to
deactivate prior alert and output settings. To deactivate these settings, you may stop monitoring
or enable the assigned input module set at “Deactivate notification when selected pin ON" in

I/0 Application window (Figure 2-8).

B Register Input Event: This option logs the alarm events into System Log. Each eventis
labeled with ID, time, device nhame (camera or 1/O input), corresponding module of the device, and

event for later retrieval. For details on System Log, see Chapter 1.

[Output X] Click the Arrow buttons to select an output. One GV-IO module provides up to 16
outputs.

Select Output

| |
= Output 1 _LJ_JI
[T ForPIiE

— Mame

IDutput'I Force Output
L ]

—Signal Type E

& MO O MAD Toogle @ " WN/O Pulse II__—
™ NJC ™ N/C Toggle " N/C Pulse Be0

Apply to all Inputs

Keep Last Toggle Status
Figure 2-3

B For PTZ: This option opens the PTZ Control Panel, where to control movements of your PTZ
camera.
Name: Specifies a name for each output device in the Name field.

Force Output: Click to test signal to the selected device.
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m  Signal Type:
N/C (Normal Closed), N/C Toggle, and N/C Pulse.

There are six signal types available: N/O (Normal Open), N/O Toggle, N/O Pulse,

Choose the one that mostly suits the device

you're using. The N/O Toggle or N/C Toggle signal type is the output high mode that turns to

output low until the monitoring is stopped. You can also specify the pulse duration for pulse type

signals.

B Keep Last Toggle Status:

Note:

Latch Trigger

See Keeping Last Toggle Status later in this chapter.

PTZ camera and I/O devices cannot be assigned to the same port at the same time.

Instead of constant output alarm in N/O and N/C, the Latch Trigger option provides a momentary alarm,

and allows you to set the alarm duration.

Setting up Latch Trigger:

On the main screen, click the Configure button, point to System Configure, click the 1/0O Device tab,

and then check Latch Trigger. See the red square in this dialog box.

General Settingl Camera 1 I Camera 2| Camera 3| Camerad |/ 0 Device | HaotLine # Netwu:urkl
Select |/0 Device i Input 4 jﬂ
Device: [GVNET/AD Card || L0220 || - Hame Bl T o
ate
Port  [COMT [ “npum @ No O NE R
Address:; I'I j Rermowe baritar lnput
bl ity ¥ Recideo: 30 Sec ICamera1 ‘I
¥ Invoke Alam: Hj']:') |N,:,|:i|i_|r| vI
Module | Device [ Pot | Address ¥ Irnwoke to Send Alerts :
1 GV-METAD Card -
v Output Module: IM':":" 2 j IF'in. 7 j
¥ Register [nput Event
Cutput 1 J j
[© ForFiz
I arne
“Dutput 1 Forze Dutput |
Signal Type 3=
N/ C MO Toggle o+ &
ad G
4 | _,I € M O NAC Toggle " MAC Pulze
] I Cancel |
Figure 2-4
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Application Example:

In the above scenario, Input 4 is set to N/O and Latch Trigger as well. When Input 4 is triggered:

® Camera 1 starts recording for 30 seconds and stops itself until the next input trigger (see the Rec
Video option).
Computer Alarm sounds once (see the Invoke Alarm option).
The output (Module 3, Pin 7) is triggered simultaneously based on the Latch Trigger mode (see

the illustrations below).

Following illustrations can help you understand different output signals (see Purple Square in the

above dialog box) working with the Latch Trigger option.

1. N/O (Normal Open) + Latch Trigger

Once the input triggers the output, the output will be triggered for a short moment and then turn off

itself.
N/C N/C N/C N/C
Input
Output
N/O N/O N/O N/O N/O N/O

2. N/O Toggle + Latch Trigger

Once the input triggers the output, the output will keep triggering until a new input trigger.

N/C N/C N/C N/C
Input
Output
N/O N/O N/O N/O
1st Input Trigger 2nd Input Trigger
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3. N/O Pulse + Latch Trigger
Suppose you set the Pulse time to 60 second. Once the input triggers the output, the output will

remain ON for 60 seconds before turning off itself.

N/C N/C N/C N/C

60 60
sec sec

Input
Output

N/O N/O N/O N/O

Keeping Last Toggle Status
This feature can memorize the current output state when the monitoring is stopped or the system is
restarted. For example, suppose the output is lights. When remaining on the premises, you stop

monitoring but the triggered lights remain ON, not affected by the system state.

Setting up “Keep Last Toggle Status”:
In the System Configure dialog box (Figure 2-3), select N/O Toggle or N/C Toggle, click the Arrow
button beside to check Keep Last Toggle Status.

Signal Tupe
" N & NAD Toggle D " M0 Pulse .
© N/C C N/T Toggle =

v Keep Lask Toggle Status

Figure 2-5
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Application Example:
Following two illustrations help you understand how the input works with the output set to Keep Last

Toggle Status.

1. Input (N/C) + Output (N/O Toggle + Keep Last Toggle Status)

The triggered output remains ON even when you stop monitoring or restart the system.

N/C N/C N/C
Input
Output N/O N/O N/O
1st Input Trigger 2nd Input Trigger

Stop monitoring /
Restart the system

2. Input (N/C + Latch Trigger) + Output (N/O Toggle + Keep Last Toggle Status)
When “Latch Trigger” works with “Keep Last Toggle Status”, the output only has a momentary trigger
but also needs to remain ON even when you stop monitoring or restart the system. Therefore under

the two conditions, the output turns off until a new input trigger.

N/C N/C N/C
Input
Output N/O N/O N/O
1st Input Trigger 2nd Input Trigger

Stop monitoring /
Restart the system
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/0O Control Panel

I/O control panel is used to control I/O devices that are added to the system. This control panel will
not appear, unless at least one 1/0 device is connected to the system. To add and to configure a

device, see Setting Up I/O Devices earlier in this chapter.

I/O Input Control Panel

After a device is added to the system, click the I/O button on the main screen to bring out the on-screen
control panel for inputs and outputs (see Figure 2-6 and Figure 2-7). If only one I/O device is
connected to the system, click the I/O button and select Module 1 to bring up the control panel; if more
than one 1/0 modules are connected to the system, clicking the 1/0 button will list all I/O modules

connected to the system. Select one to bring out the control panel.

In | Ot =]
Piociube 1 —— Moduke Number

inpat 1 ]
Input 2
Inpat 3
input 4
Input 5
npat 6
Inpt 7
Inpatt &

— Ihpat Device

S i S0 o Yo o B e

Figure 2-6 Input control panel

The input panel displays status of current input sensors. The “walking man” icon indicates the sensor

is being triggered.

I/O Output Control Panel

Click the Out button to switch to the following output panel. Pressing an alarm icon will send an

output signal to the corresponding relay.

In_[[odt In ]
aclile’2 Mocule 2 — Module Number
Cutput 1 (@ Output 3 |@
Cutput 2 (@ Cutput 10 |@
Cutput 3 |@ Cutput 11 |@
Cutput 4 (@ Output 12 |@
Cutput 5 (@ Output 13 |@ Output Device
Cutput 6 (@ Output 14 |@
Cutput 7 @ Output 15 @
Qutput & @ Output 16 (@

Figure 2-7 Output Control Panel
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Moving PTZ Camerato a Preset Location upon Alarm Event

It is possible to direct a PTZ camera to a present location upon an alarm event. The setup determines
how the PTZ camera moves to respond to an I/O-triggered event. Click the Configure button, and

select I/O Application Setting from the menu to bring up the following dialog box.

1,0 Application i |
~ Module 1 A |l Clesr Al | —
— Input 4 T | 'I ¥ Deactivate notification when selected pin s Of

W Preset Go by 1D IMod. 1 vl Inpautt : |Pin. 1 vI
lvcca | Deactivate Netification ]

Aclelr: m Triciger by IMgtiDn ;I

Alarm O IPreset 1 vl Dieactivate Selected Motification:

Alarm Off: IPreset‘l vl WV Cutput [V Wiave Alarm

v Send Alert (TelEMailiShE)
Alarm On Erveell Time: I 10 Sec.

v Wideo Lost Trigaer 110

v Mever Recycling Input - Triggered

¥ Everts [mod 1 | output: [Fin1 x|
" Mamertary Mode + ?u1 de @
Start/Stop Pin
v Start/Stop Camera haonitor by 10 lMc.d_ 1 j lPin, il j
[V Start/Stop 10 Monitor by 1 lMod_ 1 = lF‘in. 1

Ok I Cancel |

Figure 2-8 /O Application

The options here allow you to specify how the PTZ camera, and the GV-System will respond to an

I/O-triggered event. Click the Arrow buttons, and select a module and its input to set up.

Preset Go by I/O: Enable the option and select your PTZ camera from the drop-down list.
Addr: Specify the address of the PTZ camera.
Alarm On: Turns the PTZ camera to a preset point when the input is triggered.

Alarm Off: Returns the PTZ camera to a preset point when the triggered input is off.

Alarm On Dwell Time: Specify the amount of time the PTZ camera stays at “Alarm On” preset

point, before returning to the “Alarm Off” preset point.

[Never Recycling Input-Triggered Events] When the item is checked, the files of input-triggered

events won't be recycled by the system when disk space is full.

[Video Lost Trigger I/O] Activates the specified output module if any camera loses its video signal.
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[Momentary Mode] Pushbutton switches that are normally open and stay closed only as long as the
button is pressed. Momentary switches allow turn-on or turn-off from multiple locations. For
example, certain premises have a designated entry/exit door. When the staff enters the entry door,

the system starts monitoring. When the staff leaves from the exit door, the system stops monitoring.

[Maintained Mode] Push-on/push off button switches that stay open until thrown, and then stay
closed until thrown again. Maintained switches are convenient for only one switch location.
For example, in the business hour when the door is opened, the system stops monitoring; in the

non-business hour when the door is closed, the system starts monitoring.

Deactivating Alarm and Alert Settings
The option lets you instantly deactivate all the prior alarm and alert settings (Output, Wave Alarm, Send
Alerts), when an assigned input module is triggered. Open the 1/O Application window (Figure 2-8),

and find the following section.

I Deactivate notification when selected pin iz QM

Ir-.-1|:|d.1 vI Irgawtt IF‘in.1 vI
—Deactivate Matification —E

Trigger by: Ir-.ﬂnticun =

Deactivate Selected Motification:

[v Cutput v Wave Alarm
v Send Alert (TelEnail/SMs)

Figure 2-9

[Deactivate notification when selected pin is ON] When an assigned input module is activated, all
designated alarms and alerts will be disabled. Assign an installed input module and a pin number for

the application.

[Deactivate Notification]

B Triggered by: Select an alert condition from the drop-down list for the application. For example,
if you choose Motion, all designated alarms and alerts upon motion detection will be deactivated
when an assigned input module is activated.

B Deactivate Selected Notification: Select the alarms and alerts you want to be deactivated,

such as Output, Wave Alarm and/or Send Alert, when the assigned input module is activated.
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Detecting Input State

This feature is designed to monitor all inputs for a change of state whenever you start /O monitoring.
A change from the defined state (N/O to N/C or N/C to N/O) can activate an alarm condition, e.g. a

warning light or buzzer.

1. On the main screen, click the 1/0O button, and then select Detect Input Status. This dialog box

appears.

E|
[v]2% Module 1
[¥l%= Input
[ @ Input 2
-[F)4= Input 3
-[F)4 Input 4

[ Force outputwhen one or more inputs are abnormal

hiod. 1 | Output: Fin. 1 <
AmnclnseannnrmalnntmyaﬁerI 5 Sec

Cancel |
Figure 2-10

2. Check the Input(s) you want to monitor.

3. For any state change, you can trigger an alarm output by checking Force Output when one or
more inputs are abnormal, and assigning the output module and pin humber.

4. When the state change is detected, a warning message will pop up on the screen. In the Auto
close abnormal notify after x sec field, you can define the duration of the message to close itself

automatically.

After settings, you can manually detect all input states by selecting Detect Input Status. Or, you can
just start I1/0 monitoring. When the system detects any change of input state, you may see this

warning message:

Detect Input Status

(N

—
LI Please verify the following abnormal inputs

wodule | Pin |
1 Input1

1 Input 2
1 Input 3
1 Input 4

Setup | Retry |

Figure 2-11
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I/O Enable Setting

You can manually arm or disarm any I/O devices without interrupting the monitoring. For example,
when an output alarm is triggered at the front door, you can turn off the specific output while the system

keeps on recording and 1/0O monitoring.

Arming / Disarming 1/O devices:
1. Onthe main screen, click the I/O button, and select I/O Enable Setting. This dialog box appears.

= TEST27

=[] Z& Module 1

TR nput Pin ( 4)
@ Output Pin (4)

Reget Output |
[o]34 I Cancell Apply |

Figure 2-12

2. Check the Input/Output to arm or uncheck the Input/Output to disarm the device(s). Then click
Apply to verify the changes.
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Advanced I/O Panel

The Advanced I/O Panel provides a centrally managing solution for I/O devices installed across a wide

area. It simplifies the process of configuring and managing many I/O devices. Its major features

are:

® Trigger I/O devices without starting 1/0O monitoring

® Group I/O devices for cascade triggers

® Monitor different 1/0O cascade configurations at different times of the day
® Quickly access triggered 1/O devices by a Quick Link window

The Advanced I/O Panel

To open the panel, click the I/O button on the main screen, and then select Advanced I/O Panel.

0060606 0

< Ij0 Central Panel - 1Ol =l
a_.} Mode  [Default
(s Miey Standard lOList | . '
=¥ TEST27 (1 Modules)
5405 Module 1

----- &= Input1

..... e Input 2

----- &= |nput 3

----- #= |nput 4

----- @ Outputi

----- @ Output 2

----- @ Output 3

----- @ Output 4

Figure 2-13

The controls on the Advanced I/O Panel:
No. Name Description
1 Configure Accesses Panel and Schedule settings.
2 Mode Schedule Starts/stops Mode Schedule.
3 Toggle Quick Link Displays the Quick Link window for quick access to triggered 1/O devices.
4 Advanced I/O List Style Displays the Advanced I/O List in various styles: View/Edit, Icon and Detail.
5 Expand Tree Row Expands tree branches.
6 Collapse Tree Row Collapses tree branches.
7 Mode Configures various cascade modes.
8 Standard I/O List Displays connected 1/0 modules.
9 Advanced I/O List Groups /O devices in cascade mode.
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Creating a Group for Cascade Triggers

You can group I/O devices by function or geography. Further, the group allows cascade triggers,

meaning that the trigger actions of one trigger can activate another trigger.

For example, you might have a group called “Entrance” that contains all I/0O devices installed at

entrances. The “Entrance” group might contain other sub groups, each of which contains just the

related I/O devices in various geographic locations:

——  Group containing all /0 devices installed at entrances
=] Inputz  ————— Input 2 installed at the front entrance

El@ Cutput 1 Output 1 sub group at the kitchen

@ output2

- @ Cutput 3 —— Output 3 sub group at the garage

Figure 2-14

When Input 2 is triggered, it will trigger the sub groups of Output 1 and Output 3, and Output 1 will
trigger Output 2 in a cascade series.

Creating a Group:

1. Right-click on Advanced I/O List, and then select Add A Group. This dialog box appears.

i
—Group Mame
“
IHUSH
Cancel |
— Group Matity Setting

[ Invoke Alarm Buzzer j <EJ-|

v Enahble advanced logical input in Multicarm

Figure 2-15

Group Name: Names the group.

Invoke Alarm: Invokes the computer alarm on I/O trigger. Select a sound from the
drop-down list.

B Enable advanced logical input in Multicam: See Setting Advanced Logical Input Status
later in this chapter.

2. Click Save to apply the settings, and return to the panel.

3. To create a cascading hierarchy, drag the desired inputs/outputs from the left Standard I/O List to
the group.

Note: Inthe cascading hierarchy, each input can only be used once while the same output can be
used repeatedly.
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Editing a Group:
To modify group settings, right-click a group, and select View/Edit. This dialog box appears.

Group Information

— Group Name

Save

I Entrance
Cancel

il

— Group Motify Setting

¥ Irvake Alarm Buzzer j il

¥ Enahble advanced logical input in Multicarm

— Current Pin Setting

Input 1
Input [ Level User-defined |

d-l ¥ Triguer Associated Outputs

Change [can |
Default Icon |

E-4* Entrance
=-#= Input 1

Figure 2-16

[Group Name] As described in Figure 2-15.
[Group Notify Setting] As described in Figure 2-15.
[Current Pin Setting] To enable this option, highlight an 1/0O device from the group list at the bottom.

B Trigger Associated Outputs: Triggers outputs in cascade mode. Click the Finger button to

apply the change to all I/O devices at the same group.
B Change lcon: To enable this option, select one of two displayed icons: Normal or Trigger. Click

the Change Icon button to change an icon. Click the Finger button to apply the change to all I/O

devices at the same group.
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Editing an I/O Device

In addition to editing groups, you can also edit the settings of individual I/O device.

device, and select Setting. This dialog box appears.

Pin Setting - Inpuk
—Display Setting

E

@ | Input 1

= Text Color f+ Background Color

Alarm Level | Level Undefined

— Tridoer Setting
[¥ Trigger Associated Outputs

Default 0]

Figure 2-17

[Display Setting] You can define the nature of /O devices by colors.

affects the Detail style of the Advanced I/O List (No. 4, Figure 2-13).

Right-click an 1/O

Note that the setting only

B Alarm Level: Click the Alarm Level drop-down list, and select one of the six default colors: Fire,

Smog, Vibration, Intruder, Motion and Emergency. For the Level Undefined option, select Text

Color or Background Color, and then click the Input/Output drop-down list to change its color.

[Trigger Setting]

B Trigger Associated Outputs: Triggers outputs in cascade mode (see Creating a Group for

Cascade Triggers above).
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Configuring the Advanced I/O Panel

On the panel toolbar, click the Configure button, and select Panel Setting. This dialog box appears.

Panel Configure x|

General I

— Startup
[ Show Guick Link

[ Start Manitoring Scheduls

— Layout
[~ Show Host Mame

v Use User-defined Text
fLevel 1 7| JLevel 1 -Fire

(1] I Cancel

Figure 2-18

[Startup]

B Show Quick Link: Opens the Quick Link window at panel startup.

W Start Schedule Monitoring: Starts Mode Schedule at panel startup. For details, see Setting
up Mode Schedule below.

[Layout]

B Show Host Name: Displays the host name of each I/O device on the Advanced I/O List.

B Use User-defined Text: Allows you to modify the text of Alarm Level (Figure 2-17).
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Setting Up Mode Schedule

The Mode Schedule allows you to monitor different I/O cascade configurations at different time. For
example, you may want I/O cascade triggers one way during business hours and another way for

non-business hours. Modes can be switched automatically at a scheduled time.

Creating a Mode:
1. Click the Mode drop-down list (No. 7, Figure 2-13), and select More Edit. This dialog box

appears.

Advanced 1/0 Modes

Advanced 10 Setings | Save

Meshdode 1

Cancel

il

Add

Delete

il

Rename

11100

Figure 2-19

2. Click Add, and name the created mode. You can create up to 100 modes.
Click Save to return to the panel.
4. Select the created mode from the Mode drop-down list, and create the groups in the Advanced I/O

List. For details, see Creating a Group for Cascade Triggers.
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Creating a Mode Schedule:
Define the times and days you like the panel to switch modes.

1. On the panel toolbar, click the Configure button, and select Schedule Setting. This dialog box

appears.

Add | Modify | Delete | Save I Cancel |

Mame | Made | Time

| Cays

Schedule 1

Monday,Wednesday Friday

2. Click Add to create a schedule.

Figure 2-20

Marme | Schedule 1
Mode  |Default |
Time  [omooon = - {23:00:00 =

Diays

Cancel

Figure 2-21

3. Click OK to apply the settings, and click Save to return to the panel.

This dialog box appears.

Name: Type a name for the schedule.
Mode: Select a mode from the drop-down list.
Time: Define a time period you want the mode to run.

Days: Check the day(s) you want the mode to run.

4. To start the mode schedule, click the Mode Schedule button (No. 4, Figure 2-13), and then select

Mode Schedule Start.
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Quick Link

The Quick Link provides a quick access to triggered I/O devices. Itis a separate window to display all
group icons. The group icon flashes when any included I/O device is triggered. Clicking the flashing
icon will bring you to the 1/O location in the Advanced I/O List.

» To open the Quick Link window, click the Toggle Quick Link button. (No. 3, Figure 2-13).
» To set the Quick Link window at panel startup, see the Show Quick Link option in Figure 2-18.

L=TE
R dlea-lac £
| Made [Default | @E”tra”w
_J Standard 10 List =10 Advanced l/O List é} Exit
- TEST2T (1 Modules) -4 Entrance
575 Module 1 . &-&s Inputi @Lobbv
| L@ Output1
o Euit
&= Input 3
@ Output 4
@ Output1 @ Output 2
@ Output 2 ; @ Output 3
@ Output3 2 Lobby
L Output 4 L= Input 2
@ output1
E-@ Output2
@ Output &
Figure 2-22

Forcing Output

To manually force an output, click one output, and select Force Output.

» Inthe Standard /O List, you can force the output individually.
» Inthe Advanced I/O List, considering cascade triggers, you can only manually force the output at
the top level, e.g. Figure 2-23. Other outputs at sub levels cannot be forced manually, e.g. Figure

2-24.

However, if the output is not in a cascading hierarchy, you can definitely force it manually, e.qg.
Figure 2-25.

- [§¥] Elevatars -4+ Entry -] Toilet
SR> Y Output 1| =) &= Input 2 @ output 1
—-|@ Output 2 —--|@ Output 1
--|@ Cutput 3 |@ Output 2 @ output 3
[@ Output 4 [@ Output 3 [@ Output 4
Figure 2-23 Figure 2-24 Figure 2-25
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Editing Background Image

With the Background Image feature, you can import a floor plan to lay out the locations of triggered I/O

devices. This feature works in the Icon style of the Advanced I/O List.

1. To switch to the Icon style, click the Advanced I/O List Style button (No. 4, Figure 2-13) and then
select Icon.

2. Select a group in the Advanced I/O List. The I/O icons of this group will be displayed.
Right-click on the right screen, and select Background Image to import a graphic file.

4. Right-click on the right screen, and uncheck Auto Arrange. Now you can freely drag the 1/0
icons to the desired locations on the imported map.

5. To add images to another group, repeat the steps 2 to 4.

+ 1/0 Central Panel (=]
e A R =
Mode |Default &
=-_J Advanced /O List v
=-§* Entrance @ &
=-#= Input1  — Input 3
-~ @ Output1 Qutput 2
oX 2
== Input 3
@ Output4 —
=@ Output2 @
~|@ Output3 Output 4
=-§* Lobhy l@ ‘
-4z Input 2
@ output Output 3
@ Cutput4 — —
Figure 2-26

Note: Highlighting Advanced /O List in the Advanced I/O List, you can import another image.

System-Wide Triggers

The System-Wide feature gives privileges to remote applications, such as Center V2 and VSM, to

force the outputs in the Main System for cascade triggers.

For this example, the System-Wide feature is enabled in Output 1. When the VSM operator manually
forces Output 1, Output 2, 3 and 4 will be triggered in a cascade series. If the System-Wide feature is

disabled, the operator can only force Output 1 without cascade triggers.

-4+ Elevators
-8 Output 1 (System-Wide)
--|@ Output 2
--|@ Cutput 3
[@ OQutput 4

Figure 2-27

To enable this feature, right-click an output at the top level, and then select System-Wide Output.
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The “Advanced Logical Input Status in Mutlicam” Option

If you already set a specific input to trigger a specific output in the Main System, you can decide

whether to apply the simple input-trigger-output setting in the Advanced I/0O Panel.

For example, you have set a simple access system in the Main System: Input 2 (card reader) triggers

Output 3 (the door opens).

Input 2 4|
Mame JJ Signal Type

iz | e wn oo kAR
b onitar Input

[~ RecVideo: ’_ Sec

W lrvoke Alarm: ﬂi]-]):] Muotify -

[ Invoke to Send Alerts |F|

v Bupithsdizl  [wed1 +|[Pn3 ~|[Bl|

| Register Input Event

Figure 2-28

But to tighten security, you may set a group “Garage” in the Advanced I/O Panel. Both Input 1 (power
switch) and Input 2 (card reader) should be activated together to trigger Output 1 (light), Output 2
(alarm) and Output 3 (the door opens) in a cascade series. Simply activating Input 2 (card reader)

shouldn’t cause any output triggers in the cascading hierarchy.

-4 Garage .
4 Inputy —————————— power switch
5.4 Inputz ——— card reader —-—---— Output 3 door opens
—-[@ output1——— light
=-|@ Output 2 alarm
|@ outputz —— door opens
Figure 2-29

So now you have the options:

» At default, the simple input-trigger-output setting is applied at the Advance I/O Panel when I/O
monitoring is activated. For this example, Input 2 will trigger Output 3.

» To only apply the cascade triggers set in the Advanced I/O Panel and ignore the simple
input-trigger-output setting, enable Use adv. Logical input result as input status from the I/O
icon on the main screen and Enable advanced logical input in Multicam from a certain group
(see Figure2- 16) together.

» To switch to the simple input-trigger-output setting, just disable Enable advanced logical input in

Multicam.
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Managing a Group of I/O Devices

With groups of I/0 devices set up on the I/O Advanced Panel, you can enable or disable these 1/10

devices by groups.

Enabling a Group
On the 1/0 Advanced Panel, right-click a desired group and select Start Monitoring. All input devices

of this group are now enabled. When inputs are triggered, outputs will be activated in cascade mode.

Disabling a Group
On the 1/0 Advanced Panel, right-click a desired group and select Stop Monitoring. All input devices

of this group are now disabled. No cascade triggers will occur.

Pausing the Triggered Inputs
This feature is designed for a group of outputs set to be Toggle mode. When inputs activate outputs in

cascade triggers, right-click this group and select Pause Monitoring. The inputs of the group will be

reset, but the outputs keep on alarming.

Note: With the System-Wide Output option (see System-Wide Triggers above) activated, you

cannot use these three options to manage a group of I/O devices.
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Visual Automation

The Visual Automation helps you automate any electronic device by triggering the connected output.

You can intuitively click on the image of the electronic device to change its current state, e.g. light ON.

Setting Up Visual Automation

1. Onthe main screen, click the Configure button, and select Visual Automation Setting. This

dialog box appears.

X

Visual Automation Setlip

[v¥ Enahle

|Camera1 j

Set Color |

Delete All Sets |

Show Style
M

Figure 2-30

2. Select the desired camera from the drop-down list, and check Enable.

3. Drag the region on the image of the desired device. This dialog box appears.

Moaduiet -
|Output 1 -

fote

—

Cancel|

Figure 2-31

4. Select the connected module and output device. In the Note field, type a note to help you manage
the device. Click OK to save the configurations.

5. To change the frame color of the set region, click the Set Color button.
To emboss the set region, check the Float Up option; or keep them flat by checking the Normal

option.
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Using Visual Automation

1. On the main screen, click the desired camera name, and select I/O Automation. This window
appears.

Yisual Automation Yiew - Camera 1

Figure 2-32

2. Click the set regions to force the connected output device.

3. To change the style of the set region, right-click the I/O icon to bring up these options:
B Show All: Displays all set regions.
B Rect Float: Embosses all set regions.

B Set Color: Changes the frame color of all set regions.
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Virtual 1/0O Control

The GV-System can work with the GV-Video Server and GV-Wiegand Capture, and the integration

allows the GV-System to control their connected 1/O devices respectively.

On the main screen, click the Configure button, select I/O Application, and then select Virtual I1/0
Setting. This dialog box appears. The I/O device settings are similar to those of the Main System.

For details, see Setting Up 1/0 Devices earlier in this chapter.

Virtual | / O Device Setting X
Select Virtual 10 Device ImpaLst 1 jj

Device: |G'\-" Yiden Server 110 j Mzime Sigral Type fea
Inaut 1 = (" [~
Retmnawve

Modify fonitor Input
—— || ¥ Rec Videx 5 Sec |Camerad -
Mociule: Device Description | 7 Invoke Alarm: [I:]']]Ij m
2 G NWideo Serve...  WI3-02(192163.0... ¥

v Invoke to Send Alerts
v Output Module: Mod.1 | [Pt v

v Register Input Evert

Output 4 j j

Mame

Output 1 Force Output

Signal Type (g3
o - -

c c c e
.

Figure 2-33

For details on the GV-Video Server and GV-Wiegand Capture, see their own User’s Manuals.
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A POS system may be integrated to a GV-System through the GV-Data Capture box. Through the
integration, you can investigate a transaction with transaction data overlaying on video footage, by

either live viewing or playing back.

POS System Connection

POS systems vary in different forms, with a receipt printer attached internally or externally (also called

cash register), and with the text or graphic mode.

For the information on attaching the text-mode POS system to GV-System, visit the related links below.

To access Visit

DB9 Interface POS System http://www.geovision.com.tw/english/faq/POSflowchart/text/DB9_POS.pdf

DB25 Interface POS System  http://www.geovision.com.tw/english/fag/POSflowchart/text/DB25_POS.pdf

DB9 Interface Cash Register  http://www.geovision.com.tw/english/faq/POSflowchart/text/DB9_cash.pdf

DB25 Interface Cash Register http://www.geovision.com.tw/english/fag/POSflowchart/text/DB25 cash.pdf

To attach the graphic-mode POS system to GV-System, first check if your POS system has these two
characteristics:
® \Windows operation system

® Serial port (COM port) for output

For the application of the graphic-mode POS system, you need:
® Additional USB dongle
® POS Data Sender program (included in the Software CD)

If you are not sure about the printing mode of your POS system, refer to The Printing Mode of POS
System/Cash Register at this link:

http://www.geovision.com.tw/english/fag/POSflowchart/The printing mode of POS system cash_register.pdf
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POS Data Sender

To attach the graphic-mode POS system with the Windows operation system and serial output to

GV-System, follow these steps:

1. Connect the POS system as illustrated below.

Windows-based and built-in serial-port
POS System

Cross-over RS232

GV-System + USB dongle

Printer

2. Insert the Surveillance System Software CD to the POS system. It will run automatically, and a
window appears.
Select the Install V 8.1.0.0 System.

4. Select the Software POS Driver (Only for Graphic mode POS System), and follow on-screen

instructions to complete the installation.
5. Goto Windows Start, point to Programs, select DVR-POS, and then click DVR POS Driver.

The following window appears.

—

[met conmected

Figure 3-1 POS Data Sender

6. Click Start Service, and then select the COM port to send graphic data to the GV-System.

Note: The GV-System must be configured and ready for this application. To set up the GV-System,
see Setting a POS System below.
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Chapter 3: Point-Of-Sale (POS) Application

Setting a POS System

To connect a POS system to GV-System, follow these steps:

1. Click the Configure button, point to POS Application Setting, and then select POS Device
Setup. The POS Sever Setup window appears.

X
New | modiy | welete | Text etup |
Dewice | Mapping Camera | COmM Port | Baud Rate | FOS Module
POSY Camera 1 COM 1 9600 Epsan
4] | >
O I Cancel

Figure 3-2 POS Server Setup

2. Click the New button in the upper part of the window. The following dialog box appears.

Printer Type : |Serial Fort j
Device : |p051 jEl
Mapping

Camera : ICamera1

[
P08 Module; IEpSDn j
[

COM Part |com 1
8E00 None, 3,1 |
v Cash Drawer open signal ————
’_rlrumduel 1 x| [rputt 7]
v Lse Codepage Mapping
437 (OEM - United Stato _|

[~ Trace mode @

Add Cancel |

Figure 3-3 POS system settings
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B Printer Type: Select Serial Port, Parallel Port or TCP/IP Port that the POS system belongs
to.

For TCP/IP Port applications, see GV-Data Capture V2E User’s Manual.

B Device: Assignthe POS system to a camera screen. POS 1 displays the images and data
on the Camera 1 screen; POS 2 on the Camera 2 screen, and so on. Click the [...] button
next to the item to rename the device.

B POS Module: Select the printer attached to the POS system. If it's not Epson, select
General for other brands. If the printing is in the graphic mode, choose GraphMode.

For Graphic mode applications, see the POS System Connection section above.

COM Port: Select the COM port that the POS system is connected to.

The parameter button: Click the button to configure Baud Rate, Data Bits, Parity, and/or
Stop Bits to match those of the POS system, or keep them as defaults.

B Cash Drawer Open Signal: This option is only available when an input module is
configured in the Main System. Assign the input module connected to the cash drawer.
Every time when the cash drawer is opened, a signal will be sent to the Main System and
recorded in System Log for later retrieval.

B Use Codepage Mapping: This feature is to support special characters and symbols display.
For details, see Codepage Mapping.

B Trace Mode: Check this item only after getting the recommendation from our technical
support staff.

3. After above settings, click Add to add the POS system to the Main System.

Superimposing POS Data onto Camera Screen

Follow these steps to set camera screens with POS text data:

1. Open the POS Device Setup window (Figure 3-2).
2. Click the Text Setup tab to set text font and position of the data.
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Text Dverlay Setting x|

Camera 8 | Camera 10 I Camera 11 I Camera 12 I Camera13 I Camera 14 I Camera 15 I Camera 16
Camera 1 | Camera 2 I Camera 3 I Camera 4 I Camera b I Camera B I Camera 7 I Camera 8

—P0OS /wieigand Owerlay Elbiect — Camera/Time TBHIE_

st E : [ Photograph E v Print on video file

Print text on video file

W Or on screen with

¥ Prirtt on screen photograph Alignment
V' Print on POS Live View | | [ Print on POS Live View « IIEI E «
—Alignment——————— —Alighment

‘Bl Bz | EEr
~ M@l izl ¢ FIEEG

f" I@E - Setantl m

v Apply Steren Fort

—¥ Enable Clean time

Cleat time |_5 ZEC. EI

Tranzaction end dwell ime | 5 sec @

Ok, I Cancel

Figure 3-4 Text Overlay Settings

[Text]

B Print on video file: Enable this option to display POS data on the recorded video file.

B Print on screen: Enable this option to display POS data on the transaction scene.

B Print on POS Live View: Enable this option to display POS data on the POS Live View
window.

B Alignment: Select to set the position of text overlay on the screen.

[Photograph]

B Print text on video file or on screen with photograph: Enable this option to overlay the
photos with access text onto the live video or recorded file.

B Printon POS Live View: Enable this option to display the photos on the separate POS Live
View window.

B Alignment: Select to set the position of photo overlay on the screen.

[Enable clean time]: When the option is enabled, after the specified time in seconds that if

GV-System hasn't received the transaction data from your POS system, the already-displayed

data will disappear from the camera screen, i.e. the cashier stops entering the transaction data.

Transaction end dwell time: Specify the amount of time in seconds that POS data stays on

a view screen before the next transaction.
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[Camera/Time Text]
B Print onvideo file: Enable this option to display camera ID and location name on the
recorded video file.

B Alignment: Select how you want the camera information to be aligned on a view screen.

[Set Font] Click the Set Font button to set up the font for POS and Camera/Time text. The
option Apply Stereo Font makes texts stand out from the background by giving white-edge to the

texts.

POS Field Filter

POS Field Filter allows you to create a column of a transaction item in System Log. It further filters
the transaction conditions based on your criteria, and displays the results under the created column.

To set up the function, follow these steps:

1. Click the Configure button, point to POS Application Setting, and then select POS Field Filter.

The following window appears.

POS Capture Data Setting x|

P051|

Mame | Type | keyword | F}

Mew

i dify |

LLase
Freventicn
Setting

(0] 4 Cancel

Figure 3-5 POS Capture Data Setting

2. Click the New button. The following dialog box appears.
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Caption Data Setting x|

— key Wiard
I Coke

—Capture Data Type

[~ with Comma (e.q.1,000)

v With Decirmal Sign I_

—MOB File Entry Mame
|ane

(014 I Cancel

Figure 3-6 Setting search criteria

[Key Word] Enter a meaningful keyword that matches exactly one of transaction items/texts in
the receipt. The field is case sensitive. Suppose we enter Coke. Every text matching to Coke

will be screened out.

[Capture Data Type] Select the type of data followed by the specified transaction item/text:
Numeric, Currency or Alphabetic. If the specified transaction item/text is followed by a price
amount, choose Numeric or Currency. If it is followed by alphabets, choose Alphabetic.

B With Comma: If there are commas in a price amount, check the option.

B With Decimal Sign: If there are decimal signs in a price amount, check the option.

B With Space: The option is only available when you choose Alphabetic. If there is space

among a series of characters, check the option.

[MDB File Entry Name] Enter a file name to store the data.

Click OK to apply the above settings.
4. Open System Log.

In System Log, for this example, you can see the last column created for the transaction item Coke.

The transactions matching the search criteria will be displayed under the created column.
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Live Log Browser - Recycle Log: 7,/20,/2004 11:42 ﬂﬁl
Muniturl Systeml Luginl Counter POS 2

: | Content | Ewent | Coke ;I

0/z2004 5:51:... Coke 1,00 Filterl 1

0/2004 5:51:... SUBTOTAL 1,00

0/2004 5:51:... ==========

0/2004 5:51:... TOTAL 1,00

0/2004 5:51:... IN EURO: 0,51

072004 5:51:... CASH 1,00

0/2004 5:51:... ITEMS PURCHASED: 1

0/2004 5:51:... Thank You

0/2004 5:51:... FOR TESTING AND 3AVING WITH U3

072004 5:51:... 3St:3TORE Rg:1l Ch:1234 Tr:3049

D;zDD.{l L:&l:... *‘k*‘k#*‘k*‘k*‘k*l?:5D#***#20;0?;00#**********

0/z2004 5:51:... Stop Tram...

072004 5:5Ll:i... -————--—---mmmmmmm Start Tra... [

0/z2004 5:51:... CALYP30 -

A | 1

Figure 3-7 A created column in System Log

Abnormal Transaction Alerts

When an abnormal transaction of the specified transaction item occurs, this function can automatically

activate the output device and send out assigned E-Mail/SMS/Pager alerts. To set up this function,

follow these steps:

1. Click the Configure button, point to POS Application Setting, and then select POS Field Filter

to display the POS Capture Data Setting window (Figure 3-5).

2. Click the Loss Prevention Setting button to display the following dialogue box.

DYD Player - Loss Preventin i[

—v Alarm Conditions

|p= | |1unuu

IAnd

E |1uunuu

—v Alarm Output

[moduet1 x| Joutput1 x|

—Alert Message

IAhnnrmaI Transaction

()4 I Cancel

Figure 3-8 Loss Prevention Setting

[Alarm Conditions] Check this option and define the price range for an alarm condition. For

this example, when the price amount in a transaction is great than or equal to (>=) 10000 and less

than or equal to (<=) 100000, the assigned alarm will be activated.
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[Alarm Output] Assign an installed output module for the application.
[Alert Message] Enter a desired alert message. To set up a notification type
(E-Mail/Hotline/SMS), refer to Send Alerts Approach in Chapter 1.

Codepage Mapping

This feature is to support special characters and symbols display. When your transaction text
appears on the screen incorrectly, your POS system may use different character code from

GV-System’s. To change a character code, follow these steps:

1. In Figure 3-3, enable Use Codepage Mapping, and then select a character code from the

drop-down list.

Note: The codepage is related to “Script” in the Set Font option (see Figure 3-4). When this

option is disabled, it means there are no codepages matching your script setting.

2. To verify the character code you selected, click the [...] button to preview its codepage.

x|

—From —Ta

[437 (OEM- United States) =l [1252 (NS - Latin 1) -1
ol1lz2|3[4|/5la|[7|al9|alB E|F ol1l2|3[4|5|al7|elg|alBlC E|F
iimjim]im]im]in]in]in]in]in] /=] Eni] =] =] iimjim]im]im]in]in]in]in]in] /=] Eni] =] =]
o o o o o o o o o o o o o o o o o o o o o o
2 [ I 3 Y =) I I 8 I I I Y 2 A EA R R N B S S I
alolr|z2fal4ls[al7lalaf: | l«f=]=]7 glolr|2[3)4]|s({6l7|8]9]: ]| |«[=]|>]|7
4l@lalB[CIDIEIF|IGIHIT|[J|K[L[M|IN|O 4l@la|B[CIDIE[F|IGIH|T|[I|K[L[M|IN|O
SlPlolr[S|TIUlv Wiy [Z| T[T~ SIPlolR[SITIUfv Wi |y [Z| T[T~
6| lalblc|ldlelflalhlililklilimin|o 6| |lalblc|dlelflalhlililk|ilimin|o
Flojalrfs|tlufviw|/s[wiz|f[1 ]~ Flojalrfs|tlufwviw| s[wiz|f[1 ]3]~
glclaleldlalaldlclalelalilililald glelOl. [Flo . Ti®] k5| EOZ[O
9lElz|&El6|ololalolvO|U]els £ QD"“”-——”I_”‘EH:BDEV
alalilalala|flalolsla]-lelw al [ilelel g | elal«|-]-lm|~
I IR IR TR ERES EY IR EREAEA(o'e-Tof | FYCNESENE fifelohalveluls
Clel=l=1+=-[+] [+ ][+]=-]-! = clalald|AlOwASEIEIEIEIT[T]T]T
Di-|-]=f+|+]|+[+]|+][+[+]|+]! il B DI N0 @ ooy e R
ElalR|G|n|S|s|ult|FIT|O|d[a 2ln Elalalalalaldl=lclelelelelili]i]i
Fl=l£l=1=1¢131+171°] | - |vinf2]! FlalfAloldldldlal+lelalaldlalviblv

0]:4 I Cancel

Figure 3-9 Codepage Mapping Preview

3. At the From side, locate and click one of the symbols or characters that couldn’t display correctly.
For this example, you can see its previous character code (From side: Ox9C) has been

transferred to the default equivalent (To side: OxA3).
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Searching POS Data

You can locate any desired POS data and videos during a transaction. In the Main System, click the
ViewLog button and then select Search POS Data to display the Quick Search window. When the
Quick Search starts, the latest transaction video and data will always be displayed. For the Quick

Search feature, see Figure 4-16 in Chapter 4

POS Live View

The POS Live View can display transaction data in a separate window instead of overlaying data on

the main screen. It features:

Fast access to transaction data without opening System Log.
The View is designed for high screen resolution of 1280 x 1024. When your monitor supports 1280
x 1024 and the main screen is set to 1024 x 768, you can juxtapose the main screen and the POS

Live View.

The POS Live View Window

On the main screen, click the ViewLog button, and then select POS Live View.

0000 ©
1P - 1A

FOS 1 ®
Milk 250 Al
Hot Diog 1,80
Jelky 1,20
Enog roll 1,25
ITEM VOID
Enog roll 1,28-

Figure 3-10
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The controls in the POS Live View Window:

No. Name Description

1 Previous Transaction Goes to the previous transaction data.

2 Next Transaction Goes to the next transaction data.

3 Freeze Suspends the current transaction data display. Clicking this

button again will restore to the live display.

4 Live View Menu Accesses the settings of POS Live View.

5 Exit Closes the POS Live View window.

Setting Up Live View
To change the display status on the POS Live View window, click the Live View Menu button (No.4,

Figure 3-10) and select Live View Setup. This dialog box appears.

Live Yiew Setup ll

—Wiew Setting

£ Max Transactions in Each View ; I 10 il
% Max Rows in Each View I 8 il

—hode Setting
f* Single View £ Wl ey

Save Customized Fosition |

cnis_|

Figure 3-11

[View Setting]

B Max Transactions in Each View: Enter the number of transactions you want to keep on the
POS Live View window. For example, if you enter 99, there are always 99 transactions kept on
the window. When the 100" transaction is entered, the oldest transaction data will be deleted to
remain the max. transaction number to 99.

B Max Rows in Each View: Enter the number of transaction rows you want to keep on the POS

Live View window, which includes any materials printed by POS System, e.g. data and time.

[Mode Setting]

Select one single POS Live View window or multiple windows to display on the screen.

Page 138



Chapter 3: Point-Of-Sale (POS) Application

B Save User Define Arrange Position: Allows you to freely place the multiple windows on the
screen. To use this feature:
(1) Drag the windows to the desired places on the screen.
(2) Open the Live View Setup dialog box, and click this option. When this warning message
appears: Are you sure to save User Define Arrange Position?, click Yes to save your

arrangement.

Whenever you want to place the POS Live View windows as your previous arrangement, click the

Live View Menu button, point to Arrange Views, and select Custom View.

POS Color Text

You can use different colors and time periods to identify any desired transaction items. When the
transaction item is identified, the feature can trigger the alarm and send out the alert message. The

identification is recorded in the System Log for later retrieval as well.

For example, if the liquor is prohibited from being sold in the midnight, a seller can use this feature to

prevent from any unintentional sale.

Setting Up POS Color Text

1. Onthe main screen, click the Configure button, point to POS Application Setting, and select
POS Filed Filter Setup. The POS Capture Data Setting dialog box (Figure 3-5) appears.

2. Click New. This dialog box appears.

Color Keyword Setting g]
Key Ward

| liquaor

Color

v anlywark hetween

|zz:00 =~ Jopoo

0K | Cancel |

Figure 3-12
[Key Word] Type the text to be identified in the transaction data. The keyword setting is case
sensitive.
[Color] Specify a color to identify the defined text.
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[only work between]

Specify the time period to identify the defined text in the transaction data.

3. To trigger an alarm when the defined text is detected during the transaction, click the Loss

Prevention Setting button in the POS Capture Data Setting dialog box (Figure 3-5).

box appears.

liquor, - Loss Prevention Setting E|
v Enahle Alarm
[v Alarm Output

Module1  ~| |oututt  +]

Alert Meszane

| Mot for sale

0]78 | Cancel

Figure 3-13

This dialog

Enable Alarm: Check this item to send out an alarm when the identified text is detected.

Alarm Output: Check this item and use the drop-down lists to select the connected module

and output device.

Alert Message: Type the message for the E-mail or SMS alerts to be sent out when the

alarm is triggered.

Click OK to save the above settings.

When the defined text is identified in the transaction data, the identification appears not only on

the Main Screen but also on the POS Live View window. It is also recorded in the System Log.

Live Log Browser - Recycle

ID | Time | Content

L
L

Wonitor | System | Login | Counter | POS 1| Devicet POS 8

3

120772006 3:34:51 . 116 kelloog's cereal $2.891
12/7/2008 3:34:51. 117 cheese  $1.99T

12/7/2008 3:34:52... 118 treeton juice  $2
. 1HT2008 3:34:52. 119 krizpy-

. 12/772008 3:34:53... 120 farmeriohn hotdoo $10

120772006 3:34:53. 121 Void

120772006 3:34:54 . 122 farmeriohn hotdoo-$10

120702006 3:34:54 . 123

12/7/2006 3:34:55. 124 Reqd582 16 Itern
. 1272006 3:34:55... 125 Total 21112170
. 12772008 3:34:56... 126 Cash 211170.70

120772008 33456

127 Change 4800
120772006 3:34:56.. 000 2006/12/07 15:37:28 BE
121772006 3:34:56.. 001 2005.09.14 17:54 Sho

1H720068 3:34:57 .. 002 1-000000
120742008 3:34:57... 003 coke Boack
.. 12/7/2006 3:34:58... 004 minute maid

GV-800 [1]2]3]4]s]6]7][s[e]tw]]12]13[1415]16

O mEBEEEEEREE

120772006 3 3459
1

. 12/7/2006 3:34:58... 005 oreo cookie  $10007
12/7/2006 3:34:59... 008 farmeriohn hotdog $10

ROEE rs1 &
TZminute maid  $1001  «
113oreccookie  §1000T
114 guaker oatmeal  $1.50T
Ma soup  §1.98T
M6 kellogg's cereal $2.99T
n"7 cheese  §1.99T
T8 ireetop juice  §2.99T

118 krispy- 50,497
1207farmerohn hotdog $1000T
121 Woid

122 farmerjohn hotdog-$1000T
123

124 Reg4582 16 lterm

125 Total 212170

126 Cash 21117070
127 Change 49.00

000 20061 2/07 15:37:28.890
001 2005.08.14 17:54 Shop:01
002 1-000000  (208)Page:1
003 coke Bpack $1000T
004 mindte maid ~ $100.T
005 oreo cookie §1000T
008 1 obn hotdog $1000T
007 fosters coffee $1000T
008 milky-ray chocolaty1 000T

Note:

Figure 3-14

009 void

You can set the maximum of 32 keywords for identification.
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Recorded files can be played back using five different software applications offered by the system —

ViewLog, Quick Search, Remote Playback System, Remote Playback System WebCam version, and

Q-View. Following is a comparison table for these applications. This is not a complete comparison

table, because many of these features are dealt with in details throughout the manual. However, this

table may help you to decide which application to use under a given situation.

Application Description

ViewLog Plays back video files on the servers and computers within the LAN, as
well as supporting the Backup function.

Quick Search A more convenient tool that allows you to search video files recorded

on motion, alarm, or POS events.

Remote Playback System

Plays back files through network connection. Offers most complete
playback features among the five. This application is a management
system itself. It can download and play back history video files from
several servers over Internet. See Playing Back over Internet Using
Remote Playback, later in this chapter.

Remote Playback System
WebCam version

No additional software installation is necessary. Just play back by
your web browser. See Remote Playback on WebCam in Chapter 6.

Q-View

Plays back files saved at the remote site. It comes with the
installation of any GV remote applications (Remote View, IP Multicast,
and Center V2) for instant playback. This feature is discussed in
Chapter 8.

This chapter discusses ViewlLog, Quick Search, and Remote Playback System in details.

Playing Back on ViewlLog

The ViewLog would play back recorded video files without affecting recording. There are two ways to

launch ViewLog:
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= Start Video Log from the GV-folder (Windows Start menu/Programs)
= Inthe Main System, click the ViewLog button and then select Video/Audio Log. Or press [F10]
on the keyboard.

99y

LaL"J:’u
j_%]
e
a6
- i)
o |
& 4/
—@
v ¢

Figure 4-1 The ViewLog Window

By default when you open ViewLog, it will play the last event of camera number 1. Without further
settings you could already play back the event by clicking the Play button (No. 12, Figure 4-1) on
Playback Panel. Click the View Mode button (No. 5, Figure 4-1) to switch the current view mode to a
multi-channel view. Use controls on Playback Panel to view the event in the way you want. Move

the slider in Playback Meter (No. 10, Figure 4-1) forward and backward to navigate video frames.

To play back multiple events, keep pressing [CTRL] on the keyboard and highlight the desired events
on the Video Event List (No. 4, Figure 4-1). Then click the Play button to play these events. To
select events from different dates, click the date from the Date Tree (No. 3, Figure 4-1). Events of that

date will be listed in the Video Event List.
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The controls in the ViewLog window:

No. Name Description

1 Camera Name Indicates the given camera name.

2 Camera View Displays the playback video.

3 Date Tree Displays date folders.

4 Video Event List Displays video events within a certain date folder.

5 View Mode Sets screen divisions: Single, Thumbnail, Quad or Multi View.

6 Camera Select Sets a desired camera for display.

7 Advance Accesses the basic or advanced search; see Searching a Video Event,
later in this chapter. And reloads video event list.

8 Event List Displays the date tree and video event list.

9 Function Panel Provides various settings for ViewLog.

10  Scroll Bar Scrolls forward or backward of the playback video.

11  Voice Enables audio playback.

12  Playback Panel Contains typical playback control buttons.

13  Function Icons A highlighted icon indicates an enabled function. From left to right are the A
to B Mode, auto playing of next events, the contrast and brightness
function, the light enhancement and equalization function, the sharpness
and smoothness function, the grayscale function, and reconnection to
Remote ViewlLog.

14  Playback Speed Indicates the playback speed. x1 represents normal playback speed.

15 Time Display Indicates the time of the playback video.

16  Date Display Indicates the date of the playback video.

17 Exit Closes or minimizes the ViewLog window.

OB .0

P
0 B e
0=

Figure 4-2 Function Panel
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The controls in the Function Panel:

No. Name Description

1 Sample Gives the examples of “Before” and “After” effects of contrast, brightness,
light enhancement, equalization, sharpness, smoothness and Grayscale.

2 Contrast/Brightness  Maodifies color contrast and brightness of the video image.

3 Light Enhancement/ Modifies light enhancement and equalization of the video image.

Equalization To remove the applied effect, click the Undo button.

4 Sharpen/Smooth Modifies smoothness and sharpness of the video image.
To remove the applied effect, click the Undo button.

5 Grayscale Switches between the color and black/white image.

6 Copy Copies the video image.

7 Undo Undoes the applied effects on the video image.

8 Backup Backs up video files.

9 Save AVI File Saves a video file as avi or exe format; see Exporting Video, later in this
chapter.

10  Save As Image Exports image files in bmp, jpg, gif, png, or tif format.

11 Print Prints out the image.

12  Print Setup Specifies various settings for printing.

13  Page Setup Adjusts the page layout.

14  Setting Sets up advanced functions for ViewLog; see Advanced Setup, later in
this chapter.

15 Tools Brings up these options: Object Search, Advanced Log Browser, Delete,

Remote ViewLog Service, Address Book, Full Screen and Tool Kit.  All
of them are explained later in this chapter.

Playback Screen Layout

Click the View Mode button to select the following screen layouts:

B Single View: Displays one playback channel only.

B Thumbnail View: Reviews images frame by frame in thumbnails. Only one camera at a time
can be selected for this function.
Quad View: Plays back in a quad layout.

Multi View: Plays back all available cameras.

Click the View Mode button (No. 5, Figure 4-1) any time when you want to change the current view
mode. The option of Thumbnail View is disabled while a video file is playing back. Wait until the

video ends or click the Pause button to make the option available.

In a thumbnail view, a video file is divided into a set of frames. The frames are displayed in 25

playback windows, shown as follows.

The key frame is in the center, with 12 video frames occurred before and after the key frame. This

helps to locate required frames you may otherwise miss by other viewing methods.
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Figure 4-3

Playback Control Buttons

Video files may be played back with or without audio. To play back with audio, check Voice, as shown

below. (Please note not all GV cards support the audio function.)

[~ Playback Scroll

Ll |

— - ; : : E A | . Voice
O ORI [ = e
| ;| ey — Iy | | /

Rewind Stop

Previous| End Zoom Real Time or Frame by Frame

Play Home Next Speed Ato B Mode

Figure 4-4
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A to B Playback Mode

When playing video events, you can set a starting and an ending frame for auto-playing:

To set the starting frame A, click the A to B Mode button (Figure 4-4). The message A to B Mode
(Set A) appears on the screen.
To set the ending frame B, click the A to B Mode button. The message A to B Mode (Set B)

appears on the screen.

ViewLog will start playing the set frames A to B repeatedly. To stop the playing, click the A to B Mode

button; the message A to B Mode (Cancelled) will appear.

Searching a Video Event

ViewLog offers two search methods: the Basic and the Advanced, allowing you to locate a video event

within a certain date, time or camera.

Basic Search

1.

Click the Advance button (No. 7, Figure 4-1) and select Basic Search to display the following
dialog box. Alternatively, press [CTRL] + [F8] on the keyboard to call it up.

Evert Titne
Search
‘@“2?1201 5 j ‘1 52633 =

Close

Depiction

WieweLog : Using Evert time selectar, # is possible to
jump straight to video archive from a specific paint in
Time.

Figure 4-5

Specify a desired date and time.
Click the Search button for the search. If the specified time can’t be found, a prompt will appear

for you to select a next or previous video event available.

Advanced Search

1.

Click the Advance button (No. 7, Figure 4-1) and select Advanced Search to call up the following

dialog box. Alternatively, press [F8] on the keyboard to call it up.
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Time Period Depiction
_— . = “iewyLog : Using Time Period selector, it is
SR M I@Z?.QD'I g j - |1 51268:33 = possible to display all available recordingl=)
. = hetween two specific points in time.
End Time : |1 02712015 j 2 |1 52633 =
Select Camera(s) =0}
Camera 1
Camera 2
Camera 3

Camera 4
Camera S
Catneta 6
Camera 7
Camera §
Camera 9
Camera 10
Camera 11
Camera 12
Camera 13
Camera 14
Camera 13
Camera 16

o8 | Close

Figure 4-6

2. Specify the desired date, time period, and cameras for search.
Click OK to start searching.
4. Inthe Video Event list, the events matching the search criteria will be highlighted in gray color.

Click the Play button to play back the highlighted events.

Timeline Search

In addition to Date Tree, the system provides you another graphical search method called “Timeline” to

locate the desired video events within a set period of time.

1. Select the desired view mode for playback by clicking the View Mode button. If you select
Single View, assign a camera from the Camera drop-down list.

2. Click the Advanced button (No.7, Figure 4-1), and select Timeline Search. This window

appears.
i T 2 3 ¢ 5 & T & 9 W 1 12 18 14 15 18 17 18 19 28 & 2 @8 |~
IPTTY PUS UTR POR U PR OO IR O A A T T P T TR DI I e AT e L
Camera 1
2006 Dec [=] =l |camers 2 Change ta minute made [ 10:54:00 ~ 10:54:59 1
Camera 3 Bl change to hour mode { 10:00:00 ~ 10:59:59 )
Sun [ Mion | Tue |Wed| Thu | Fr | Sat Camera 4
A Camera 5
3 [a [5 [56 |7 [s [0 Camera 6
1w 11 1z [13 14 [15 |18
17 18 18 Je0 |31 [z [e3 gamera;
24 (256 [a6 a7 38 [29 [a0 AMEra 3
Bl Camera 9
b4
_ [~ Display Audio Information Reswvind Play Cloze
Figure 4-7
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3. Select a date from the calendar.
® The date with recorded events is displayed in GREEN color.
® On the right panel, the BLUE blocks indicate which camera has recorded events on the
selected date and at which hour.
4. Move the mouse pointer on the desired BLUE block, and right-click it to have the sub Timelines of
hour mode and minute mode. Three types of timeline modes are available:
m  Changeto day mode: The default mode displaying at which hour the events have been
recorded.
m  Changeto hour mode: Opens the sub Timeline displaying at which minute the events have
been recorded.
®  Change to minute mode: Opens the sub Timeline displaying at which second the events
have been recorded.

5. Click on the BLUE block of the desired time, and then click Play or Rewind for playback.

Exporting Video
You can export a certain time period within a video event and play it back at the place where ViewLog

is not available. The maximum length of the exported file is 1 hour.

1. Locate a desired file from the date tree and video event list (No. 3 & 4, Figure 4-1).
2. Select the screen division from the View Mode button (No. 5, Figure 4-1).
3. Click the Save AVI File button (No. 9, Figure 4-2). This window appears.

Alternatively, press [S] on the keyboard to call it up.
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Save Avi File X

Pl Wiewy lSet[ing ]

Start-Time : 15:26:42- End-Time : 15:26:58 -

~Set Location-

CAGVBOMFile20181027162642.0
— Export with new Privacy Mask regian(s) Remove Recoverable Privacy Mask regionis)

 Un-recoverable 2 1D I 1

* Recoverahle ]| Password ‘*

QK | Cancel

Figure 4-8 Save AVI File

5. Drag the timelines to define a starting and ending time of the file.
If the video event has the Privacy Mask settings, and you want to retrieve the recoverable
block-out area(s) in the exported file, type a valid ID and password in the Decode Video Protection
field.
If you want to remain the recoverable block-out area(s) in the exported file, leave the field blank.
For details on Privacy Mask, see Privacy Mask Protection in Chapter 1.

7. Clickthel...... ] button in the Set Location section to assign a saving path.

8. Click the Setting tab to configure the exported video.  See AVI File Settings below.

9. Click OK to export and save the file.

Privacy Mask Settings
In case you forget to set the Privacy Mask at the Main System or need to add more Privacy Masks onto

the video for special requirements, you can do that in ViewLog.

1. Inthe Export with New Privacy Mask Region(s) section (see Figure 4-8), select Un-recoverable

and/or Recoverable.
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B Un-recoverable: The block-out area(s) in the recorded clips cannot be retrieved.
B Recoverable: The block-out area(s) is retrievable with password protection.
2. Drag the area(s) where you want to block out on the image. You will be prompted to click Add to

save the setting.

Using a valid ID and Password, you can retrieve the recoverable block-out area(s) in the exported file.

For details on the Privacy Mask, see Privacy Mask Protection in Chapter 1.

AVI File Settings

To configure the format of exported video, follow these steps:

1. Click the Setting tab on the Save AVI File window. This window appears.

Note that when you save the AVI file in single view mode, the window looks slightly different.

Save Avi File (X

Aui view Setting ]

Date / Time Camera(s) 0]
[v Show date on avi file

Camera Numhber
v Showe time on avi file Carmera 1

. v
rercaer: 2 camars
Carera 4

Marmal Carmera 5
Audio Export : |Audi0 1 j Carmera B

. Camera 7

E.l v Time merge Camera 8

Camera 9

E.l [~ Save as exe
Camera 10

r Camera 11

Camera 12

v Delntarlace Camera 13

Carera 14

Awi Size - ( Multi-Camera) @ Carmera 14

« B40x480 Carnera 16

(™ 800x600
" 1024%768
QK | Cancel
Figure 4-9

[Date/Time] Select whether to include date and/or time stamps. And select the stamp color.
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[Normal]

B Audio Export: This option is only available when your audio channels are set up.

Bm  Time Merge: Check to save a full-length video with recorded and non-recorded periods.

The non-recorded period will display a blank blue screen. This option is designed to

accurately reflect your recording status.

B Save as EXE: Check to save files as EXE format. Enable this feature if you want to play

back video at the computer without installing GV-System. This format allows you to

auto-play the files with any third-party player.

B Add Water Mark: Check to export the water marks. This option is only available when the

feature is set ahead.
B Deinterlace: Check to export the videos with deinterlacing.
[AVI Size] Select the screen size of the saved file.

[Camera(s)] Select which camera file for exporting.

2. Click OK to apply above settings.

Saving Images

You can save the current camera view as an image file.

1. Click the Save As Image button (No. 10, Figure 4-2). This dialog box appears.

Save As @@
Save in: |.L‘| My Documents LJ & & B
A ?i.ﬂMy Music
uﬁ ?.ﬂMy Pictures
My Recent |
Documents
rﬁ‘-‘&
Desktop

by Documents

5

My Computer
My Metwark, File name: | Li Save |
Places
Save az type: ]W’indows Bitmap [ *.bmp ) ﬂ Cancel
Stamp Text on the Image
v Hostname ¥ Camera name
v Date ¥ Tirne
v Delnterlace v Watermark

v Transparent Text

SetFont

Figure 4-10
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[Stamp Text on the Image]

Select whether to include host name, camera name, date and/or time stamp on the image.
Selecting Transparent Text will create the stamp on the transparent background.
Selecting Water Mark and Deinterlace will include the two features in the saved image.

Click the Set Font tab to set the font for the stamp.

[The image] Click on the image at the bottom to preview the stamp text. Click on the image
again to close the preview window.

2.  Name the file, select a file format, and then assign the location to save the image file.

Printing Images

You can print images in three layout styles: single view, quad view or multi view.

1. Click the View Mode button (No. 5, Figure 4-1) to decide the screen layout.
Note that Thumbnail View is not available for print.
2. Select an event in the Video Events list (No. 4, Figure 4-1), and then click the Print button. This

dialog box appears.

Page Setup

—lmage Ratio and Position

Height: | &00
L - v Align to center
e Fos¥: IW Pixels
lhﬂi PosY W Pixels
it [ [ ok |
Fage Setup | Cancel |

~Text Stamp and Position
¥ Print host name.
v Print carmera narme. © ﬁ © @
W Printimage date.

¥ Printimage time. o @ o @

[~ Ptint note.

! Set Font |

Figure 4-11

[Image Ratio and Position] Changes the size of the image and its position on the page. This
option is only available in Single View mode.
B Preserve aspect ratio: Click to maintain the aspect ratio when resizing an image.

B Align to center: Click to change the position of the image on the page.
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[Text Stamp and Position]
Select whether to include the host name, camera name, date and/or time stamp on the printed
image.
Select Print note to include a note below the image. Under the Print note field, type the text of
less than 64 characters.
B Stamp position icons: Sets the position where the stamp is printed.
B Set Font tab: Click to select the font type for the stamp.
3. Click OK to save the settings or Print to print out the page.

Object Search

This feature allows you to perform two functions: 1. Detect motion, missing objects or unattended
objects within a certain region of a recorded file. 2. Perform the counting function within certain
regions in a recorded file. The following gives an example of motion detection. For details on
missing objects, unattended objects and counting, refer to Configuring Object Counting and Detecting

Unattended and Missing Objects in Chapter 1.

1. Select a desired video file from the Video Event list for the search. Or select multiple files by
clicking on each file while keeping pressing [CTRL] on the keyboard.
2. Click the Tools button (No.15, Figure 4-2) on the function panel, and then select Object Search to

display the following window.

“ideo Process
Alarm -
ﬁ@ ——— Save Image
| Setup

Option
=
v Show Mazk
[¥ Find and Stop

l Fesult

18:43:45:265
— Show

Search Open View Log

Figure 4-12 Object Search
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3.
4.

10.

In the Video Process drop-down list, select Alarm.

Click the Setup button for further settings. The following window will appear.

setting x|
Option =
Sensitivity: 3 — J—
Search Speed: 3 — ﬁ
Figure 4-13

Use the mouse to outline a region for motion detection. You will be prompted to enter Alarm
Region.

Keep detection Sensitivity and Search Speed as defaults or adjust them if needed.

Click OK to finish the settings and close the window.

In the Option section, you have several options:

B Play All Events: Plays back the video segments found as a continuous series of images.

B Show Mask: Shows masks on the detection regions.

B Find and Stop: (recommended) Pauses the search process when motion is detected.

In the control panel, click the Search button for the search.

When any video segment matches the search criteria of motion detection, the Show button will be

available. Click Show to display the Event List window.

vides Pracess Eventust

Alarm -
‘ﬁ’é S 12192005 15:41:06:671

* 12972005 16:41:11:437
* 12872005 16:41:16:375
* 12802005 16:41:200854
B2 121872005 16:41:22:250
Lol 12082005 16:41:20:828

Option

¥ Play &Il Events
¥ Shaw Mask
™ Find and Stop

Resuft

I:)ut.: E *
[Srow
@

Figure 4-14

11. Expand the event folders to see the video segments inside. Or, enable Show Small Pictures at

the upper of window to access the thumbnail view.
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12. Select one video segment, and then click the Play button in the Object Search window to play it

back. Or, click the Open ViewLog button to play it with ViewLog.

Searching and Playing Back Motion, Alarm, and POS Event

1.

Click the Tools button, select Advanced Log Browser from the menu and the following dialog

box will appear.

Select a period to open

Advanced Log Browser -- Open Dal

|

| 1/10/2006 j .

| 11162006 j

Import Database Range: 1~7 Days.

O

Cancel

Figure 4-15

Specify a time range, click the OK button, and all events within the specified range will be

displayed on this Advanced Log Browser window.

©6 6 © 00600005 o6

11,/10/2006 to 1716,/2006 - Acdvanced Log Browset! ] |
W] Help
| T I I I I I
EEREE TN
Monitor Swstem Login  Courdsr  PO%

D | Time | Device | Information | Event ;I
46 1042006 21935 P Camera 1 (B Mation i
47 11042006 2:21:32 P Camera 1 [ Mation

43 11002006 2:25:16 PM Camera 2 Wideo Lost

43 1/10/2006 2:23:16 PM Camera 3 Video Lost

50 1/10/2006 2:29:16 PM Camera 4 Wideo Lost >
4| | 3
Ready ] =

Figure 4-16 Advanced Log Browser

The buttons on the Advanced Log Browser:

No. Name Description

1 Open Opens an event log.

2 Reload Selects Reload All Table or Reload Current Table to refresh
loaded data.

3 Filter Defines the search criteria.

4  Backup Selects All Tables to back up all log data, or selects Current
Table to back up the current log table you are at.

5 Print Prints the current log table.

6 Monitor Table Displays the monitor log.

System Table

Displays the system log.
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8 Login Table Displays user’s login/logout log.

9 Counter Table Displays the counter log.

10 POS Table Displays the POS log.

11 POS List Accesses one POS channel for log data.
12 Exit Exits the browser.

In the Advanced Log Browser Window, double-clicking the Monitor Log list or the POS Log list will

allow you to view related video in Quick Search Screen as shown in Figure 4-17.

Quick Search is a very useful tool for searching and playing back video files that were based on motion

detection, alarm, or POS events.

The following figure and table give you an overview on Quick

Search’s features and functional buttons.

Event

CASH

ITENS PURCHASED: 2
Thank You

[Fos =l
7 Camera 3 x>

3 4720098
FOR. TESTING AND SAVING WITH US
§t:STORE Rg:l Chil23d Tr:2063 11:43:57 <

AEERRERREERA L 2] A BRSO SR E RS E
¥
CALYPSD

DEMO VERSION CALYPSO 3.2
oM < trape—>

i Coke 1

(| woid

© 000000

? LK DN
| |

A 2 ala] Al
9 9 ¥l ¥ n ,

®

day hr. min.  sec.

®

Figure 4-17 Quick Search

The controls on the Quick Search window:

No. Name Description

1 Monitoring Window Displays video associated to the event

2 Camera Select Use the drop-down list to select camera

3 Day Select Use the drop-down list to select date

4 Time Select Use the drop-down list to select time

5 Go Button Click to search files that matches to the parameters set above.

6 Event Query Click to specify event query

7 Transaction Use the arrow buttons to select previous or next transaction event.

8 Void Use the arrow buttons to select previous or next void event.

9 Transaction Window  Displays POS transaction

10 Mode Switch Click these buttons to enable or disable Transaction Window and to
switch between 640x480 or 320x240 display.

11  ViewlLog Click to open ViewLog application.

12  Time Period Use these buttons to search event within the specified time.
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13 Playback Panel Includes Play, Pause, Previous 10 frames, Home, Next 10 frames, End
buttons.
14  Exit Click to close Quick Search screen

Click the Event Query button (No. 6, Figure 4-17) on the Quick Search window, and the following

dialog box will appear. Use this function to find POS events by a specific item, transaction, or date.

ﬂ 7
—

Start Time
|—‘;200311 726 x| 142402 =

{. j

Go I Cancel |

Figure 4-18

[Find Text] Enable this option to find video events that match to the key word.
[POS Event] Enable this option to find video events that match to the specified transaction type.
[Start Time] Enable this function and use the drop-down list to specify date and time

[Rule] Specify to search forward or backward from the set date.

Advanced Setup

The Setting button on the Function Panel allows you to configure (1) Quad View, (2) Play Setting, (3)
Display and (4) Cache. Click this button to open the System Configuration dialog box.
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[Quad View]
Select four desired cameras to display in Quad View mode.

System Configuration

Quad Yiew |P|ay Sefting | Display | Database | cache | muti view |

~To Be Activated in 2 Quad View —————— M}

IPC-1 - Camera 1
IPC-1 - Camera 2
PC-1 - Camera 3
IPC-1 - Camera 4

Cancel |

Figure 4-19

[Play Setting]

Quad view Play Setting |Display | Database | Cache | buti view

—General Play Method
[ Auto play next event

[ Auto play the lstest evert when Yiewlog starts

[ Default view mode when Yiewlog starts

Wiewe mode | Single View j

—Advanced Playback hMethod

€ Frame by Frame { without audio )
¥ Realtime

—Metwiork speed and butfering

Choose Connect Speed ILAN j

v “ideo download and playback simutaneously

Interwval : I 10 ERCONCE .

Cancel |

Figure 4-20
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[General Play Method]

Auto play next event: The next events can be put in sequence for auto playing.
Auto Play the latest event when Viewlog starts: The latest event starts playing when ViewLog
starts.

Default view mode when viewlog starts: Select the desired view mode at startup.

[Advance Play Method]

Frame by Frame (without audio): Plays back video frame by frame. This method delays
playback depending on bandwidth and computer performance, but all video frames are fully
played back.

Real time: Plays back video on real time. This method saves waiting time for rendering, but

drop frames to give the appearance of real-time playback.

[Network Speed and Buffering] This feature provides network-buffering options to meet your

bandwidth needs. This section is only available when the Connect to Remote ViewLog Service

feature is enabled. For Remote ViewLog Service, see Playing Back over Internet Using Control

Center Server, later in this chapter.

Choose Connect Speed: Select your connection speed for LAN, Broadband or Narrowband.
The selection will bring up default settings in the Advanced Play Method and Network Buffering
options.

Video download and playback simultaneously: This method is recommended for broadband
and busy network. It partially downloads and stores a file in a buffer before it begins to play.

Specify the interval between downloaded files.
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[Display]

Quad View | Play Setting  Display |Datahase| Cache |

—User Interface

Aspect ratio |4:3 j
Evert list |EvertTime |
r— Thumknzil

Frame Interval ; I 1 _l; framels])

[~ Show frame time

—Image
[+ Apply deirterlace render
[+ Apply scaling render
[~ Apply deblocking render ( single view: only 1

—Camera Setting
v Show camera name

v Apply text overlay's camera name and time render El
v Apply text overlay's POS [ G \Wiegand render

OK p—

Figure 4-21

[User Interface]

B Aspect Ratio: Select the ratio between the width of the image and the height of the image.

B Event List: Click the drop-down list to select the display layout of Video Event List. You can
select to display Event Time only, Event Time together with Total Frame, Event Time together with

Total Time, or Event Time together with File Size.

[Thumbnail]
B Frame Interval: Specify the number of frames between each video thumbnail.

B Show Frame Time: Displays time stamp on each thumbnail.

[Image]
B Apply De-interlace Render: Enable the De-interlace function, and then restart ViewLog to

apply it.

Note: This function requires DirectX 9.0C. The De-interlace only works in single view with the
resolution of 640 x 480 and 720 x 480.
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B Apply Scaling Render: Select to smoothen mosaic squares when enlarging a playback video.

Restart ViewLog to apply it for the first time.

Note: This function requires DirectX 9 and VGA card with the video scaling support. And the

scaling only works in single view.

B Apply deblocking render (single view only): Select to remove the block-like artifacts from

low-quality and highly compressed video, greatly increasing the overall quality of video.

[Camera Setting]

B Show Camera Name: Display the camera number and name on the screen.

B Apply text overlay’s camera name and time render: Displays the overlaid information of
camera ID, location name, date and time on the recorded files. For details, see Superimposing
POS Data onto Camera Screen in Chapter 3.

B Apply text overlay’s POS / GV Wiegand render: Displays the overlaid information of POS or
GV-Wiegand Capture on the recorded files. For details, see Superimposing POS Data onto

Camera Screen in Chapter 3.

[Database]

Specify the duration of event files to be loaded at ViewLog startup.

System Configuration

GQuad View | Play Setting | Display Database |Cache | i i |

—FRead Database when Viewlog starts [ Local Only )

" Display all Date and Time.
% Dizplay latest Date and Time.

Interval :

Ok | Cancel |

Figure 4-22
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B Display all Date and Time: Load all recorded event files.

B Display latest Date and Time: Check this item and select time length of the event files to be
loaded.

Note: If you check the Display latest Date and Time option, the Event List will not be refreshed as

the latest event is recorded. To refresh the List, click the Advance button and select Reload

database.

[Cache]
A cache is a memory location that is used to store data temporarily, when you are using the function of

Save AVI, Export DVD or Network Buffering.

System Configuration

Guad Wiew I Play Setting I Dizplay I Datshaze Cache |

—Path far cache

| CUMND ST emp!

I Default I

—Uze image inzstead of blue screen

I Replace blue screen during playing or merdging

iden clips
CAGVEIDNComimRe s WCamlogo bmg I
[8]8 | Cancel
Figure 4-23

[Path for Cache] If the default path does not have sufficient space for this temporary storage, assign

another path by clicking the [...] button.

[Use image instead of blue screen] Assigns an image to replace the blue screen during playback.

The blue screen is the default setting for no image in the recording.
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Recycling Option for Video Files

You can choose whether to recycle your video files. To apply this function, follow the steps below.

1. Select a desired video event from Video Event List, and then right-click it to call up a menu as

shown below.

ideo Events -
15:40:11
15:49:49
18:52:02

The never-

reCyC“ng ﬂag Save AviFile(s)

19i|:|4 The never-
19:03 Mark Mewer Recycle li ti
12:09 recycling option
1912

1912 Backop(Chrl+E)
1913 DeletefChr+D)

irdad

9 9 N N N KN RS 3 Y

Figure 4-24

2. Select the Mark Never Recycle option. A never-recycling flag will appear next to the video
event.
3. To disable the never-recycling function, right-click the video event again and select Unmark Never

Recycle.

Unmarking All Never-Recycling Flags

The above step 3 illustrates how to unmark never-recycling flag one by one. When you like to unmark

all the never-recycling flags in certain cameras, follow the steps below.

1. Shut down ViewLog and Main System if they are running.

2. Gotothe Windows Start menu, select Programs, point to the GV folder, and then click Repair
Database Utility. Avalid ID and a password are required.

3.  When the Select Camera for Repair Database dialog box appears, select the cameras of video
files that you want to unmark their never-recycling flags

4. Click OK to open the Repair Database dialog box. See Figure 5-14 in Chapter 5.

5. Click the Use Default Path button to unmark all the never-recycling flags.

Reserving Never-Recycling Flags
If you like to reserve all the never-recycling flags you marked on video events even after repairing the
database, check Reserve Never-recycle Flag on the Repair Database window before making repairs.

See Figure 5-14 in Chapter 5.
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Playing Back over Local Area Network (LAN)

Using LAN ViewLog, it is possible to play back video files across the Local Area Network (LAN). This
application provides access to file locations and allows playback in any local computer. Same tasks
would be accomplished by using Windows My Network Places but in a much more complicated

process.

Before you start, make sure both your system folder and to-be-view video files are made available to

network users, done through the proper setup in Windows Sharing And Security.

After the folders and files are made available, you must download LAN ViewLog and install GV codec

to your local computer first:

1. Atthe local computer, go to Windows My Network Places. Find the server where the
GV-System is located.

2. To download LAN ViewLog, locate LANViewLogCtrl.exe from the system folder (Figure 4-25-1),
and copy and paste this program to your local computer.

3. Toinstall GV codec, locate the Install Codec folder in the system folder, and run InstallCodec.exe.

To view video files:
1. Atthe local computer, execute LANViewLogCtrl.exe to bring up the LAN ViewLog Controller
window (Figure 4-25-2).

. E:I"..E'!'ESD - I DIEI E% LAN ViewLog Controller M=

o

',‘.' MName | Path | Comm...l

200 TEISLZT WTest2NgvEs0iewlLogs00.exe  Stand by
b |

File Edit ‘Wew Favorites

GBack - \_F)l - 'ﬁ'

fddress [ CHEveso j a G0
,tj kevReference_Viewlod.ipg ,’_«:I Lock:

EKeWiew.exe ,j Logo

& kzc.di | %] Maps

! LanYiewLogCtrl exe d

=] left. gif

%] LoadDEshareri,di % MDE | |

Kl [ i Add Delete Play
Figure 4-25-1 Figure 4-25-2
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2. Click the Add button to bring up the Add ViewLog dialog box.

[192.168.0.17 BigvES0/iewLog500.exel E| |

Detect I Cancel |

Figure 4-26

Click [...] the Browse button, and locate ViewLo0g500.exe in the server computer.

4. Click the Detect button to load video files from the server computer.
If you see a Red Cross sign instead of green checks (Figure 4-27), go back to your Windows
Sharing And Security in the server PC and check if you've made these folders shared for intended

PCs.
5. Click the Add button. A path to the server is now established.

Tasks I Status E= LAN ViewLog Controller
+ Check ViewLogh00.exe 0K
+ Loading DB file 0] 4 Marme Path | comm..|
' Check log file folder OK > - System B \\SystemB\gv650\ViewLog500.exe Stand By
" 1:EiData-E oK
v 2 :Fi\Data-F oK
v 3:G\Data-G 0K
[WTes127\gvB501ViewLog500.cxe i
iy | | OB
Figure 4-27

6. Highlight the path, and click the Play button to open ViewLog that is loaded with video files.

More paths may be added for fast access through the application.

Page 166



Chapter 4: Playing Back Video Files

Playing Back over Internet Using Control Center Server

Through a network connection, the Control Center Server enables access to the recorded files of a

remote GV-System and allows you to play back video by using the player ViewLog. It features:

® All functions provided by ViewlLog are available, such as Backup, Save as AVI, Object Search and
so on

® Capability of disabling certain camera connections under heavy network load

® Resuming file transfers for backup

Accessing the Remote ViewLog

Before you start, make sure the Control Center Server feature is enabled in the remote GV-System.
On the main screen, click the Network button, point to Control Center Server and select Remote

ViewLog Service to start the connection. At the local site:

1. On the function panel, click the Tools button (No. 15, Figure 4-2), and select Connect to Remote

ViewLog Service. This dialog box appears.

Connect to Remote Viewlog Service

[2) IPAddress: | j
Port: 65432 Default

D - |Guest

Passwiord |

[ Save Password

Host Type :
Add current entry to Address hook under
this group
Address book | Connect Cancel
Figure 4-28

2. Enter the IP Address, ID and Password of the remote GV-System. Keep the default port as 5552
or modify it if necessary.

3. Inthe Host Type, select DVR.

4. Click the Connect button.

When the connection is established, you will see the ViewLog appears on your screen. Then you can

use all ViewLog features for playback.
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Viewing Connection Status

You can view connection status of each camera, and disable certain camera connections when the

Internet is overloaded.

On the function panel, click the Setting button (No. 14, Figure 4-2), and then click the Mulit View tab.

This dialog box appears.

System Configuration
Guad View | Play Setting | Display | Database | Cache MUl View |
—To Be Activated in & Multi iew @-Q]—

Host Matme | Camera MName | Status | =
IPC-1 Camera 1 Ready

IPC-1 Camera 2 Reacly

IPC-1 Camera 3 Ready

IPC-1 Camera 4 Ready

Liocal Camera 5 Fail

Local Camera & Fail

Liocal Camera 7 Fail

Local Camera 5 Fail

Liocal Camera 9 Fail

Local Camera 10 Fail

Liocal Camera 11 Fail

Liocal Camera 12 Fail e
Local Camera 13 Fail

Liocal Camera 14 Fail LI

—Dizconnect
¥ Auto retry when connection has broken.
Irterseal : |1E| Zeconds
E, ............... O K ................ | Cancel
Figure 4-29

[Host Name column] Indicates the host name of a remote camera. Uncheck to disconnect from

one camera.

[Status column] The message Ready indicates an established connection while Fail means a failed

connection.

[Auto retry when connection has broken] When the connection is broken for a specified time, the

system will automatically re-connect to the remote ViewLog.

Resuming Backup

Backing up files from a remote ViewLog is possible via the Control Center Server. When the file

transfer is interrupted by a network error, you can even resume backup.
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When the backup is interrupted, this message will appear: There are x file(s) couldn’t be backup.
Do you want to keep a log file and backup them later?

Click Yes. You will be prompted to save the partial backup file as *lv format.

To resume backup, click the Resume button in the Backup dialog box, and then locate the partial
backup file to continue.

—Media — Time Frame

el it SO [-[ 114172008 0.00:00 ~ 1112272005 23 5559

[ Fres Space : 574 68 =

Brackup Folder Mame : I SIBK20081122

¥ Using CD /DVD

[or[cIGABYTE GO-RSZIZA cBSOMB] 7]
CD i DVD Burning Software

I CProgram Files\Aheadibleroinero exe I

€0 Using OS-Burning @

—Media Information

2 Il

| |Used Size 101 42 MB
Free Size: 545.55 MBI
Total Size 650.00 MB
Add time frame 1 | Resume I
Eraze Rewritable Disc | Wieww Backup Log |
@ I™ | Export to, D%D Farmst
O | Cancel |
Figure 4-30
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Playing Back over Internet Using Remote Playback

Remote Playback Client (RPB Client) allows client PCs to download history video files from server PCs
through Remote Playback Server (RPB Server). Before getting started, make sure the following

requirements are met:

oS Windows 2000, XP, Server 2003

CPU Pentium 500 (minimum)

Memory 128MB RAM

Hard Disk 20GB (minimum)

VGA NVIDIA GeForce Il 32MB, 800x600 screen resolution (minimum)
Network TCP/IP

Working with Remote Playback Server at the Server PC

To establish a connection, first activate RPB Server at one server PC. RPB Server comes with the

installation of Main System. Follow these steps to activate it.

1. GotoWindows Start, select Programs, point to the GV folder, and then select Remote

Playback Server. This RPB window appears.

=
Server  Oplion  Yiew
[—
[ -
Ready MM A
Figure 4-31

2. Click the Start Service button . Avalid ID and Password are required.

In the RPB window, you can see the message, for example, “1/4/2005 6:14:36PM Start Sever”,

indicating when the server is activated.

To stop a connection, click the End Server button Avalid ID and Password are required.

To minimize the RPB window in Windows taskbar, select Option from the menu bar, and then select

Hide When Minimize.
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Configuring RPB Server
To configure the RPB Server, select Option from the menu bar, and then select Setup. This displays

the following dialog box.

setup x|

¥ Auto Runwhen StartWindows
In} IRemntePIa\;Elau:k

PaSSWDrd I..............

[+ Sawe the Connective Record

Fath: | CiDocuments and Settingsitest-6NDeskiopRRI

Port: I 4066 Qefaultl

End connection when idle more than I 30 rminuteds).

Maximum LUsers: I 16
¥ Enahle IP white list Edit |

Maxirnum Speed: 100 KBytes | Sec.

¥ Enhance network security

Ok Cancel

Figure 4-32

[Auto Run when Start Windows] Automatically starts RPB Server at Windows startup. Enter an
ID and a password that are allowed to use the server.

[Save the Connective Record] Check to create a log that keeps the login and logout status of the
server. Type a storage path in the Path field.

[Port] The default port is 5066. To automatically configure the port on your router by UPnP
technology, click the Arrow button.  For details, see UPnP Settings, Chapter 6 in the User’s Manual.
[End connection when idle more than x minute(s)] Stops the connection after the assigned idle
minutes.

[Maximum Users] One RPB Server allows the maximum of 16 connections. You can determine
the maximum number of client PCs allowed to log in your RPB Server.

[Enable IP White List] Check the item and click Edit to create a list of IP addresses only which are
allowed to access the RPB server. For the setting details, see IP White List Settings in Chapter 6.
[Bandwidth Control] Check to prevent overloading on slow network. You can set the bandwidth
from 0 to 100,000 Kbytes to transfer in one second.

[Enhance network security] Enable to enhance Internet security. Please note when the feature is

enabled, the subscribers using earlier version than 7.0 cannot access the RPB any more.
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Working with Remote Playback Client at the Client PC

RPB Client software is to be installed at the client PC, and the software is included in the Surveillance

System Software CD. Install and execute Remote Playback Client Site.

Camera views from different servers may be displayed in a single 16-channel screen view. Clicking
the Page Select button turns the screen view to the next page. Maximum two pages (total 32

channels) may be displayed in one RPB Client.

TEST48 - Camera 1

5 666000006

=)

\

o 3 e

®

Figure 4-33
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The controls in the RPB Client:

No. Name Description

1 Camera Name Indicates the given camera name.

2 Camera View Displays playback video.

3 Connect Sets the connection to the RPB server.

4 Disconnect Closes all or selected connections to the RPB server.
5 Download (Play) Remote Video = Downloads and plays the remote video.

6 Play Local Video Plays back video files at the client computer.

7 View List Keeps record of connection activity.

8 Connection Record Keeps track of the connections.

9 Address Book Creates a quick connection to the RPB Server.

10 Preference Setting Sets download status, text display and panel resolution.

11 Save As AVI Saves a video file as avi or exe format. See Exporting Video
earlier in this chapter.

12 Save As BMP Saves a video image as bmp format.

13 Exit Closes or minimizes the RPB Client window.

14  Scroll Bar Moves forward and backward of the playback video.

15 Playback Panel Contains typical playback buttons.

16 Page Select Toggles between channels 1~16 and 17~32.

17 Screen Division Sets the screen divisions.

Connecting to RPB Server

Click the Connection button on RPB Function Panel (No.3, Figure 4-36).

Connect to dialog box.

Enter the login information.

This displays the following

—Connect To...
IP Address |EERIEAR =
D |
FPassword |
Port| 5066 | Default |
Connect Cancel
Figure 4-34

You may enter the IP address or the domain name of the RPB server.

Alternatively, you may click the drop-down list to find recently visited servers, or click the Browse

button to select a RPB server from the folder.

Disconnecting from RPB Server
Click the Disconnect button (No.4, Figure 4-36) and select to close all connection by choosing All

Connections, or close only the selected connections by choosing Select Disconnection.
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Downloading and Playing Remote Video
There are two options to download and play remote video: Normal and Advanced.

[Normal] Select Normal from the Download (Play) Remote Video button (No.5, Figure 4-36).

This displays the following Search & Download panels.

— Select RPB Server

PC3 [192.168%0 — Refresh Cameral | =]
[ 1351005 3.
— Close Panel | 1ms6:05 3
| 140108 2,
Download Button [ t4oee 2,
[« 14:11:06 2,
- 14:16:06 2,

| 14:21:08 S.J
[ 14:26:07 2,
- 14:31:07 7,
4 2]
144107 3
144608 4,

145108 5. _
14:-5A N7 ki

L 5

l@‘El"‘é‘lﬂi'l 4 | » |

I_l_l

Channel Select

Figure 4-35

Follow the steps to search desired files:
1. Select the desired RPB server from the drop-down selection field.
2. Choose the required date from tree folder.
3. Select the required camera from the Channel Select tab, and select the video files from Event List
Window.
4. Click the Download button to download by the four available options:
B Download & Play: Play the selected files while downloading into the RPB Client.
B Just Download: Download files only.
B Just Play: Play files without downloading them into the RPB Client.
B Download & Play (Period): Download files by frames. Select only one file at a time to

apply this function.

[Advanced] Select Advanced from the Download (Play) Remote Video button (No.5, Figure 4-36).
This displays this following dialog box.
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Select Sener
Select Camerais) | -
[ Caumnera 1
| |Camera 2
Camera 3
Select All Cameras | chmd =

Time Period

StartTime: [200210/28 = - [11:02:26 =

i

EndTime: faopzrioes [ — [11:02:26 [

| (]34 || Cancel

Figure 4-36

The files can be searched by time and date, and by camera. Follow these steps to select cameras to

load at specified times:

1. Select the desired RPB Server from the drop-down selection field.
2. Select the required camera from Select Camera(s) window, or click Select All Cameras button to
select all cameras.

3. Specify the time range. Click OK to start the search.

Note: Awarning message may appear if the downloaded file size is greater than the designated

storage space.

Playing Local Video
Atfter loading the video files from the server PC to the client PC, click the Play Local Video button
(No.6, Figure 4-36) to play back the files at the client PC through the RPB Client.

View List
The list keeps record of connection activity, and it is available in four listing options:

[Channel List] Lists all RPB Servers and their respective cameras. Click the Up and Down
buttons to move up and down the list. The Disconnect button ends the connection of the selected

camera. The Exit button closes the list while all connections remain.

[Connection List] Indicates the number of files currently engaged in the connecting activity. The
number shown in the Total Works field drops as connection completes. Click the Work List to show
the type of connecting activity engaged, listed in the Type field. Click the Back button to go back to

the list; the Disconnect button to end the connection; the Exit button to close the list.
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[Download List] Displays a list of files that is currently being downloaded to the RPB Client. The
Ratio field shows each file’s download progress and the Save Path field shows the location where files

are downloaded to.

[Download History] Displays a history list of downloaded files in the RPB Client. Double-click the

list will play back related files in the RPB monitoring window.

Connection Record
Connection Record keeps track of the connections, which makes your next connection more easily.

[Save Connective Status] Saves current connections to a path. When open the RPB Client next
time, click the Connection Record button and then select Load Connective Status (see descriptions

below) to look for this path for fast access to current connections.

[Load Connective Status] Loads connection status that was previously saved into a file by Save

Connective Status, described as above, into the RPB Client.

[Load Resume File] If the connections were ended, select this option to continue the downloading

process.

Address Book
The Address Book not only keeps connection information about the RPB sever, but also allows quick

connection and auto login to the RPB server. Follow these steps to create an entry in Address Book:

Click the Address Book button (No.9, Figure 4-36) to bring up the following dialog box.

Address Book

=4k Group 1
Y
‘gl Server 2

& Group 2

Server Kame:

ISer\reH

Server Address:

1D

IGuest

Password:

Fort:

|5055

Mew Group NewSer\rerl Delete | Cunnectl Close |

Figure 4-37
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Click the New Server button and provide information to the fields:

Server Name: Give a descriptive name to the server.

Server Address: Enter the IP address or domain name of the server.
ID: Enter an ID that was already created in the server.

Password: Enter the password associated with the ID.

Port: Use the default port 5066, unless otherwise necessary.

You may create a group (click the New Group button) before adding any user. Click on any group,

and then click the New Server button to add users to that group.

Click the Close button to finish the setup; Delete to remove the entry from Address Book; Connect to
connect the RPB Client to the RPB Server instantly.

Preference Settings

Setup

Download...
v Always overwrite files

[ Always tell me when download is finished

Channel Text...

v Show Channel Numher
v Show Serer Marme

v Show Camera Narme

Fanel Resolution...

Figure 4-38

[Download] The options allow you to specify how your files are saved when your storage space is
full.
[Channel Text] The selections determine the effect you want your camera view to display.

[Panel Resolution] Select the screen resolution of the RPB Client window.
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RPB Client Playback Control Panel

File Indicator Playback Status Panel

Local File

#1 11/29/2004 16:34:24 125 «1

<=2 Playback

| |r AN [;;Tﬂ o | o Meter
Play Pause Previous Last
Frame Frame
Disconnect First Next Speed Speed
Frame Frame up down
Figure 4-39
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Touch Screen Support

By the touch of a finger, the touch screen panel allows you to change screen divisions, switch to full

screen and close the ViewLog screen.

1. Click the Tools button, point to Tool Kit, select Touch Screen Panel, and click Panel Setup. This

dialog box appears.

Touch Screen Panel Setup g|
[w Activate
{* Activate when erter Full-Screen Mode only g
(" Ahways Active
Layaout
f= “ertically " Horizontally
ik Cancel |
Figure 4-40

2. Click Active to have these options:
B Active when enter Full-Screen Mode only: Launches automatically the panel when the full
screen view is applied.
B Always Active: Always displays on the ViewLog screen.
B Layout: Select a vertical or horizontal panel.
3. Click OK for the above settings.
4. To active the panel, click the Tools button, point to Tool Kit, select Touch Screen Panel, and click
Panel Active.
5. At the upper left corner of the screen, an information window indicating date, time and storage

space will appear. Right-click it to open this touch panel.

=006

2138

Figure 4-41
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Fast Key Reference

This feature lets you view the fast key window of ViewLog, giving you an instant reference. Click the

Tools button on the main screen, and then select Fast Key to display the window.

Key Function

Esc Exit

Enter Play/Pause

Back Rewind/Pause

Space Stop

Num 1-9, 0 and F1~F6 Switch the camera channel

Ctrl+Num 1-9, 0 and F1~-F6 Switch the audio channel

Ctrl+F8 Display/Hide the Basic Search dialog box

Ctrl+B Display/Hide the Backup dialog box
(select an event on the Event List)

Ctrl+D Display/Hide the Delete dialog box
(select an event on the Event List)

F7 Switch between single and mutli views

F8 Display/Hide the Advance Search dialog box

F9 Display/Hide the Event List window

F10 Connect to Remote ViewLog Service

Alt+"M” Turn the sound on/off

Alt+"N” Go to the next event

Alt+"P” Go to the previous event

B,b Display/Hide the Backup dialog box

D,d Display/Hide the Delete dialog box

F f Start/Stop full screen view

K, k Display the Fast Key Reference table

P p Print the image

Q.q Switch the screen division
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R, r Reload video event list

S, s Display/Hide the Save AVI File dialog box
Page Up Move one frame back
Page Down Move one frame forward
Home Go to the first frame

End Go to the last frame

+ Zoom in

- Zoom out

* Increase playback speed
/ Decrease playback speed
Delete Delete events
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Video files can be copied from the hard disk to external storage media, such as CD-R, DVD, MO, or
ZIP drives. Video files saved on the hard disk can be easily deleted as well. This chapter explains

how to back up and delete video/audio files using Backup System and ViewLog.

Backing Up Files Using Backup System

Video and audio files may be backed up to a CD-R through a third-party application, such as Nero or

EasyCD, as long as it contains the feature of “paste”. Nero is used as an example below.

1. Goto Windows Start, and then select Backup System from the system folder. The DMBackUp

window appears.

5 DMBackUp (=] ]
File Log Yiew

e

Start Date-Hour ¢ | End Date-Hour | Camerais) | Backup From | Backup Dake-Time I
Ready [ A

Figure 5-1 The DMBackUp Window

2. Click the Backup button on the toolbar to bring up the following Backup Log dialog box.

Alternatively, you may click Log and select Backup from the menu bar.
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zl

~Media

« @ CO/DWD Wiriter  Size IEdD [tilS] YI

(=) Harddisk MO/ZIP{JAZ, I vl
DD RW/CD-RWY driver

—Backup Time Period

Start Time < | 7/ 92004 ¥| - [00:00 = oo

End Time : | 7/ 92004 ~| - [23:59 =] 59

—Select Backup Camera(s)
Mi1lks e MI13T 170 207251 29

2B W10 V14 T 1810 2217 26 30

M3 W7 W Vs T8 251 27 73

M4lvg W12 VB T 20 24 7 28 52
Select All | Clean All

IVideo + Audio Event j v Eﬁ;zbase

¥ Only Never-Recycle Event :
0K I Cancel |

Figure 5-2 Backup Log

[Media]: Select the media where you want to back up the files.
[Backup Time Period]: Specify a time period for backup. The minimum time for backup is 1
minute.
[Select Backup Camera(s)]: Select desired cameras for backup
B Thedrop-down list: Select the types of video events for backup. Back up video and
audio events together, video events only, or audio event only.
Database Files: Check this item to back up the files from System Log.

Only Never-Recycle Event: Check this item only to back up the never-recycle events.

3. After the above settings, click OK to bring up the following window. It shows the information

about the backup files.

Backup Information x|

The selected backup range is used.

)

(7 [Select Date : DB/17/2004 16:04 - 06/17/2004 23:59.

=

i

w The backup log data size is : 120.53MB.

@ The backup media size is : B40.00MB.

Are you sure to backup?

coce_|

Figure 5-3 Backup Information
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4. Click OK if all the information stated is correct. This pastes all copied files to the CD writer.
5.  When the following message appears, click OK.

DMEBackUp X|

Ll
- | ) Flease paste the backup log files o COR-Writer prograrm,

Figure 5-4

6. Open your CD writer program. Right-click anywhere on the program interface to call up a menu,
and then select Paste.

%" Mero Express

JR=IE

Dizc Content

Add data ko pour disc.
@ My Disc j ‘ =
Marme Ak Size |T |MD... | o Add
@ Delete
Q) Play

Selech Al

Add Files=...
Create Folder

Ctrl+D

Tatal zpace uzed:

) ) ) B A A | [ ) B B I | [ ) B B I | I I B 1
i 0.0 MB
LMB 200ME 400ME GO0ME . SO00ME

0' g Mero | @ More = | H Save |

Figure 5-5 Pasting files

Mest gf.
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7. After pasting, you can see backup files pasted onto the CD writer program.

[ nerobrpress

Dizc Content

Add data to vour disc.

I@ My Disc j ‘ H

Name % [ sz 11 |t | 2| 3 Add
% 1024 _ViewLog B F9KE EBitmap ... 200.. -

(= 1024 _vi FOKE Bitmap.. 17247508 @ Delste
[ 1027 _B... FOKE Bitmap... 1/24/200...

") 1284 _viewLog_E... 79KE Bitmap... 1/24/200...

1024 _Viewlog_E... 79KE Bitmap... 1/24/200... " Play

1024_ViewLog_F... 31KE Eitmap... 7/28/200...
1024_Viewlog_F... S1KE Bitmap.. 7/28/200...
1024_ViewLag_F... S1KE Bitmap.. 7/28/200...
1024_ViewLag_F... S1KE Bitmap.. 7/28/200...
1024_ViewLag_F... S1KE Bitmap.. 7/28/200...
1024_ViewLogs..., ZME Bitmap... 11/14/20...
4_YiewLogsO. .. ZME Bitmap... 11/14/20...

ﬂlDZ i ZME Bitmap ... 11f14f20...
ﬂ 1024 _Vi ZME Bitmap ... 11/14 Total space used:
| 1024 _Viewlagar Bitrnap ... LI
L eees—— T b

1 R32 8 MB
LMB 200ME 400ME GOOME 1 S00ME

")l g Mero | % bare »» | H Save |

Mest |

Figure 5-6 The pasted files on the CD writer program

8. You can then start to copy these files onto your CD-R.

Backing Up Log Data Using System Log

Using the System Log, you can back up all log data or filtered data based on criteria.

1. To open the System Log, click the ViewLog button on the main screen, and select System Log.
2. To open the Advanced Log Browser, click [...] button at the top right corner on the System Log
window.

3. Click the Backup button on the toolbar. This dialog box appears.

B
Tahkle Cpti
e

= Current Tahle

[¥ Export with Video/Sudio data

L9L4 I Cancel

Figure 5-7

Page 186



Chapter 5: Backing Up and Deleting Files

[Table Option]
m All Tables: Backs up all log data.
B Current Table: Backs up only the log table you are currently at.

[Export with Video/Audio data] Backs up video/audio attachments with log data.

4. Click OK. The Backup dialog box (Figure 5-8) appears.

5. Inthe Media section, select the destination to back up the log files, and then click OK to back up.

Note:
1. To back up the filtered data, use the Filter function to define search criteria first.

2. To open the backup data, run EZSysLog.exe from the backup file.

Backing Up Files Using ViewLog

Using ViewLog, you have three backup options:

e Back up to hard disk

e Create CD/DVD using a third party software, e.g. Nero, Roxio, etc.
e Create CD using Windows XP/Server 2003 inbuilt burning software

To back up files:
1. On the function panel, click the Tools button (No.15, Figure 4-2), and then select Backup. This

dialog box appears.

Page 187



Chapter 5: Backing Up and Deleting Files

—Media — Time Frarme

¥ st i) s [#-{ (% 1141/2008 0:00:00 ~ 11/22/2006 23:53:59
| [ Free Space: 37468 =l

Backup Folder Mame ;| SIEH20081122

¥ Using D/ DYD
[ GiGaBVTE GO-RS2a2e cesoMB] v

CD r DD Burning Software

I CI\Program Files\shead\Meroinera exe I

" CD Using ©S-Burning @

—edia Informstion

2 W

| Used Size: 101 .42 MB
Free Size : 245,55 MB
Tatal Size : £50.00 MB
Add time frame I Rezume |
Etaze Rewwritable Disc | Wiesy Backup Log |
@ [ Expottto DD Fatmat
(824 | Cancel |
Figure 5-8

2. Select a destination media to back up files.
[Media]
B Using Hard Disk: Click to back up files to the hard disk you select.
B  Backup Folder Name: Enter a desired name for the backup folder.

B Using CD/DVD: Click to back up files to the CD or DVD media using a third-party software.

» Click the [...] button to assign the desired burning software (.exe file). When you click
OK on the Backup dialog box (Figure 5-8), the system will ask you to paste the backup
files to the CDR-Writer program (Figure 5-4), and call up the assigned burning software

for you to paste and backup files.

» If Nero software of version 6.6.0.1 or later is installed, the backup feature provides the
direct burn function. It allows you to directly burn the files onto CD/DVD without the steps
of assigning the burning software and pasting the backup files to the CDR-Writer

program.
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3.

» If Nero software of version 7.0 is installed, the backup feature allows you to directly burn

the files to blu-ray media.

B Using OS-Burning: This option is only available when you use Windows XP or Server
2003. It burns files using the inbuilt software of the operation system. Note that your hard

disk needs at least 1 G buffer space.

[Media Information] This section indicates free and used space on CD/DVD media or the local
disk.

Click the Add Time Frame button to define a time period for backup.

Select Backup Time
—Time Period —Select Camera(s) [=igml =
Start Time: 11202008 »| - |ocoooo = ] Camera 1 =
Camera 2 o+0
EneTine: 11212008 v - [235358 = e ol
Camera 4 n+0
@ Camera 5 n+0
Camera & o+0
—Information Camera 7 o+0
v
[~ Databaze Files SR WL
Camera 3 n+0
[~ Only Never-Recyole Event Camera 10 a+0
W] i Camera 11 n+0
Camera 12 o+0
Camera 13 n+0
Camera 14 o+0
— Camera 15 n+0
L;J Camera 16 o+0
Status Search End
Tatal Event : 1
Tatal MDE : ]
Total Chiect Index : ]
Uzed Size 12900 KB
ok S | [video + Audio Event =
Figure 5-9

[Time Period] Specify the time periods for backup.

[Select Camera(s)] Click to select the camera(s) for backup. The number of video and audio
files of each camera is indicated respectively, e.g. “Camera 1 1+0” means Camera 1 has 1 video
file and 0 audio file.

B Video + Audio drop-down list: Select the types of video events for backup.

[Information]

B Database Files: Click to back up the files from System Log.

B Only Never-Recycle Event: Click to only back up the never-recycle events.
B Object Index: Click to back up the Object Index files.
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B The Status and Search End section: Indicates the number of backup files and their total

size. (Total MDB refers to the System Log files.)

4. Click OK to add the schedule. You can repeat step 3 to create up to 10 periods of time.

5. Click OK on the Backup dialog box for backup.

Tip: If you just want to back up a specific event or several events of one day, select the event or
multiple events on the Video Event list, and right-click to select Backup. The Select Backup Time
dialog box will then appear, and you can follow the steps described above to back up files without

setting up the time period.

Note:

1. If you are unable to record a CD, make sure the CD recording is enabled in your CD burner: open
My Computer, right-click the CD Drive icon, click Properties, click the Recording tab, and then
check Enable CD recording on the drive.

2. The Export to DVD Format option, at the right bottom of Backup dialog box (Figure 5-8), outputs
your files in DVD movie format, meaning that it will play in any DVD player that supports writable
DVD disks. To enable this option, files recorded by the GV-Hybrid DVD card need to be selected

first (see the Select Camera(s) option), and a DVD+RW disk is required as well.
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Backing Up at the Client PC

The program DMBackUp500.exe, located in the system folder, makes it possible to back up video files
at a client PC. Before you start, make sure both your system folder (GV-650 folder, for example) and
video files you wish to save are made available to network users, and done through proper setups in

Windows Sharing And Security.  After the folder and files are made available, follow these steps:

1. Atany client computer, go to My Network Places in Windows.
2. Find the server computer where the GV-System is located, and then locate DMBackUp500.exe in

the system folder, as shown below (assuming that the system is running GV-650 on drive C:).

tddress | c:yaveso

Mame -/ | Size | Type

Deskkop, StringTable 9KE STRIMNGTABLE File
DME00Skartup, exe 144 KB  Application
DMActve. exe 256 KB application
DMAT.exe 196 KB  application
DMBacklps00,.exe 455 KB  application
dClp.exe 37ZKE  Application
DmHealthSwr . exe 164 KB  Application

Figure 5-10 Executing DMBackUp 500.exe

Double-click to run the program.

4. You should be promoted with the DMBackUp dialog box, as shown in Figure 5-1. Follow the
same steps as instructed in Backing Up Files Using Backup System. This backs up files to the
client PC.
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Deleting Files Using Backup System

To delete files using Backup System, follow these steps:
1. Inthe DMBackUp window, click the Delete button. Alternatively, you can click Log on the menu
bar, and select Delete to bring up the following Delete Log dialog box.

Delete Log x|

—Delete Time Period

Start Time : | 7/ 92004 ¥| - [00:00 = 00

End Time: | 7/ 92004 »| - [23:59 = 59

—Select Delete Camerais)

V12 WV3lV4iWVws WE W7 Vi
M9 FI0WF 11 12131 142151 16
=17 EHE 20T 200 210 F 227 25 7 24
=125 026 |27 T 28T 251 30T 5 52

Select All | Clean All |

[¥ Only Reserve Never-Recycle Event:

0K I Cancel |

Figure 5-11 Delete Log

2. Define a time period for the file deletion. The minimum time for deletion is 1 minute.

3. Select the desired camera channels for the file deletion.

4. If you like to reserve the never-recycling events after the deletion, check Only Reserve
Never-Recycle Event.

5. Click OK. This brings up the Delete Information dialog box, indicating how many files will be

deleted, and how much storage space will be free.

x
Camera | UnRead Log Numherl Delete Log Mumber &
T Camera 1 | 24 24
Camera2 23 23
MCamera 3 24 24
M Camera 4 24 24
Cameras | 24 24
T Camerab | 24 24 =
- - _ I_'l_I

Storage Size will be free  1.46GE

Are you sure to delete?

Ik | Cancel |

Figure 5-12 Delete Information

6. Click OK to start the deletion.
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Deleting Files Using ViewLog

To delete files using ViewLog, follow these steps:

1. On the function panel, click the Tools button (No. 14, Figure 4-2), and then select Delete. This

dialog box appears.

—Time Period
Start Time J11r1m00s |- [onoo:ze =
End Time : - -50: [—|
|1 1imos v |23.55.30 o
—Select Camera(s) @Q}
camerars) ‘ Files ‘ Status ‘ -
Camera 1 26 Ready
Camera 2 o Ready
Camera 3 o Ready
Camera 4 1] Ready
Camera § 1] Ready
Camera B 1] Ready
Camera 7 o Readly
Catmera 8 o Ready
Camera 9 o Ready
Camera 10 1] Ready
Camera 11 1] Ready
Camera 12 ] Ready
Camera 13 1] Ready
Camera 14 1] Ready -
Camera 15 o Ready
[P " S ;I
[viden + auste Event =
I~ Only Mever-Recycle Event
Total Evert : 23
Total Size 3841 KB
Delete | Close | wiew: Delete Log

Figure 5-13

2. Define the time period for file deletion.
Uncheck the cameras, which you don’t want to delete the files of.
4. Use the drop-down list to select the types of events to be deleted, e.g. video, audio or both
together.
5. If you only want to delete the never-recycle events, check the Only Never-Recycle Event option.
6. Click the Delete button.

Tip: If you just want to delete a specific event or several events within one day, select the event or
multiple events on the Video Event list, and right-click to select Delete. The Delete dialog box will
then appeatr, and you can follow the steps described above to delete files without setting up the time

period.

Note:
1. If you want to view the history of file deletion, click the View Delete Log button.
2. To view the information of files from a desired camera, right-click the camera and select Event

View.
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Repairing Damaged File Paths

The only way to correctly delete video and audio files is through the operation you've just performed in

the previous section. If you move or delete a video file using Windows Explorer or Windows File

Manager, GV-System will not know what you have done, unless you've run the Repair DataBase

Utility. This Utility comes with the installation of Main System. Follow these steps to repair the

paths:

1. Gotothe Windows Start menu, select Programs, point to the GV folder, and then select the
Repair DataBase Utility. TheA valid ID and password are required.

2. When the Select Camera for Repair Database dialog box appears, select the desired cameras to
fix the file paths.

3. Click OK. This dialog box appears.

i
~ Default Path Sta_tus Re_sult
CAGYEO0M

v Resere Mever-Recyole Flag

[~ Repairall information  twill spend long time )

© Use Default Path Search Hard disk Exit

Description

Search the user defined path for log to rebuild the database.

Figure 5-14 The RepairDB Dialog Box

4. Click the Use Default Path button to start the path re-building at the locations specified to save
the files in the Main System. For details, see Log Storage, in Chapter 1.

5. Click the Search Hard Disk button to search the entire PC, and then to re-build paths for the files
recorded by GV-System.

Note:

1. The repair and the search function will not apply to the files that have been renamed manually.

2. Use this Utility if encountering any of the following scenarios in ViewLog:
(1) A question mark appears right before a video file in the Video Event list.

(2) When you click the Playback button, no video is displayed even a file is selected.
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With Microsoft Internet Explorer at the remote PC, it is possible to view live videos, download and play
back video files, manage systems within the security network, control PTZ camera and 1/O devices via

the WebCam server.

Before starting the WebCam, make sure your system meets the following minimum requirements:

oS Windows 2000, Windows XP, Server 2003

CPU Pentium 4, 2.0G

Memory 256MB RAM

Hard Disk 60GB

VGA NVIDIA GeForce Il 32MB, 1024x768 screen resolution
Network TCP/IP

Web Browser IE6.0, Netscape Navigator (with limited functionality)
DirectX Version 9.0 or above

Configuring WebCam Server

GV-System is built-in with a web sever. Click the Network button, and then select WebCam Server

to display the following Server Setup dialog box.

WebCam Server Settings

The Server Setup dialog box contains these tabs: (1) General, (2) Server, (3) Video, (4) RPB, (5) Audio,
(6) JPG, (7) 3GPP and (8) Mobile.
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[General]

2% Server Setup

audio | upe | asPP | Mobie
Genetal l Server ] Yideo ] RFE

x
|
l

WiehCam Options
| Enhance network security @

[~ Enable IP white lizt

[w Enahle Remaote Cortrol

W Fun Wiewlog server;

Frame Page Title Colar

{« MNone " Black " White

Ok | Cancel Detault

Figure 6-1 Server Setup- General

[WebCam Options]

B Enhance network security: Check this item to enhance network security on WebCam.
Please note when the feature is enabled, the users using earlier version than 8.0 cannot access
WebCam applications any more.

B Enable IP White List: Create a list of IP addresses allowed to connect to WebCam. For
details, see IP White List Settings later in this chapter.

B Enable Remote Control: Check this item to use Remote Configuration and Enable/Disable
I/O functions on WebCam.

B Run Viewlog Server: Check this item to enable the Remote ViewLog Service. See Remote
ViewLog on WebCam later in this chapter.

[Frame Page Title Color] Select the color of date, time and camera stamps on the frame.
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[Server]

2% Server Setup

sudio | wre | 3oPP | Mobie
General Server Wideo ] RFPB

. )

[v Fun GeoHTTP Server @

[ Eniable SSL [43
HTTP Port E
Command Part IF
Data Port IF

Detect UPNP

Cancel Detfault

Figure 6-2 Server Setup- Server

[Run GeoHTTP Server] Enable Geo-developed HTTP server or use your own HTTP server.
Command Port is the port used to access WebCam, and Data Port is the port used to transfer data
over Internet.

[Enable SSL] Enable the Secure Sockets Layer (SSL) protocol to ensure the security and privacy of
Internet connection.

[Detect UPnP] For details, see UPnP Settings later in this chapter.
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[Video]

2% Server Setup

X]
|
l

pudio | wpe | 3ePP | Mobie
General ] Server Wideo l RFB
M. Channel(s) 120
Max. on-line time fori
[ i
o fuest users &0 e
Mz, Imsge size | J
Codec |Geu:| hipeod ﬂ
PTZ
Allowved PTZ camera |

Ok I Cancel Default

Figure 6-3 Server Setup- Video

B Max. Channel(s): Specify the number of channels allowed to access WebCam, with the upper

limit of 200 channels.

B Max on-line time for guest users: Specify the time length allowed for a guest user to connect

to WebCam. The time range is between 10 to 3600 seconds.

B Max Image size: Select aresolution. The default resolution on WebCam is 320 x 240. If you

want to apply the 640 x 480 (De-interlace) or 720 x 480 (De-interlace) resolution, you also have to

configure Video Source. Click the Configure button on the main screen, and then select Video

Source. Inthe Video Resolution field, select 640 x 240 or higher resolutions, and then click OK

to apply.

Codec: WebCam provides three codec options: Geo Mpeg4, Geo H264 and Geo Mpeg4 ASP.

Allowed PTZ camera: The option allows you to control selected PTZ cameras at a remote

computer. Click the button and select the desired PTZ cameras to work on WebCam.
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[RPB]
=% Server Setup
audio | e | serr | miokie |
General ] Server ] Yideo RFB

Max. Channel(s) 10

Max. speed 100 kBytesizec

Ok | Cancel Detault

Figure 6-4 Server Setup- RPB

This feature is used to prevent overloading on slower networks.
B Max. Channel(s): Specify the number of channels allowed to download to a client PC.
B Bandwidth Control: Enable and specify the rate of data to be transferred over network. The

option effectively controls the bandwidth being used by the WebCam server.

[Audio]

Connecting Audio Devices
Via WebCam, you can access live audio at a remote site and talk to the server site. This feature is
useful when the remote site requires speaking to the personnel at the server site in case of emergency.

Before using this feature, make sure all the necessary hardware are in place:

1. If you purchase a BNC connector GV-System, connect the audio extend card to the system (see
Chapter 2 in the Installation Guide). If you purchase a D-type connector GV-System, audio
extension cable lines should come available with the D-Type extension cables. For GV-1000,
the audio card must be purchased separately.

2. Make sure your sound card is already inside the computer. Connect a multimedia speaker to the
audio output of your computer’s sound card.

3. Connect a desktop microphone to the input of the audio extension card (or cable line).
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Audio Setup

=% Server Setup

General ] Setver ] Yideo ] RPBE
Audio ] ke | aoep | Moie

X]
|
|

[v Serverto Client

. Channel(s) 20

Codec Selection | Good(ADPCM) ¥ |

[v Cliert to Server

Max. Channel(s) 5

Codes Selection | Good(ADPCM) v |

Port G50

Cancel Detault

Figure 6-5 Server Setup- Audio

[Server to Client] Allows a client PC to access live audio from the server site.

Max. Channel(s): Enter the number of client PCs allowed to access live audio, with the upper
limit of 40 PCs.

Codec Selection: Select the audio codec. ADPCM requires 4KByte bandwidth, while G.723
requires only 0.66KByte bandwidth. But ADPCM offers much better audio quality than G.723.

[Client to Server] Allows a client PC to speak to the server site.

Max. Channel(s): Enter the number of client PCs allowed to speak to the server site, with the
upper limit of 20 PCs.
Codec Selection: The same as the above Codec Selection.

Port: The default audio port is 6550.

Note: If your server site is installed a firewall, configure the port settings in the firewall as 4550, 5550,

6550 and 80.
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[JPG]

2% Server Setup

General ] SErver ] Wideo ] RPB
Audio P ] 3GPP | Mobie
Iv Create JPEGAGIF file(=) @

[w FTP transfer JPEG filei

FTP Setup
JPEG Guality
1 1 |\]| 1 1 1 1 1 1
25
J
Ok I Cancel Default

Figure 6-6 Server Setup- JPG

B Create JPEG/GIF file(s):

Allows the connection to G-View (see Connecting G-View to

GV-Server, later in this chapter), i-Mode (see I-Mode Phone, later in this chapter), and JPEG

Image Viewer (see JPEG Image Viewer, later in this cheater).

If the feature is enabled, use the

slide bar to adjust JPG image quality. The bigger the number (sliding it towards right), the better

the image quality and the bigger image file size.

B FTP Transfer JPEG file:

details, see FTP Server Settings, later in this chapter.

Note:
Security in Figure 6-1.

Allows you to view the recording files in a folder tree structure.

For

The Create JPEG/GIF file(s) item will not be available when you enable Enhance Network

Page 203



Chapter 6: Viewing Live Video Using WebCam

[3GPP]
These settings allow you to stream video and audio on your 3G-enabled mobile phone. For more

information on 3G mobhile phone connection, please check our website.

2% Server Setup

General ] Server Yideo RFB ]
pudio | JPG IGPP Mabie |
[

RTSPITCP port Max. connections

| B5S4 |20

RTPRTCRIUDPE port | 17300 | 17330

Wideo

Bit rate (kbp=) |52 -

Yideo size GO (176x144) +|

FPS 110 |

Audio

Encoder Bit rate (kbp=)

AMR AL x|

Cancel Default
Figure 6-7

RTSP/TCP Port: The default communication port is 8554.

Max. Connections: Specify the number of users that can connect to this server. Set the number

to be between 1 and 20.

B RTP/RTCP/UDP Port: The number of ports is limited to 80 in order to enhance the security of
the WebCam server during the connection with the 3G-enabled mobile phones. The default
range of ports is 17300 to 17380.

[Video]

B Bit rate (kbps): Select a proper bit rate for video file transmission. Larger bit rate means better

quality, but it also required larger bandwidth.
B Video Size: Select QCIF (176x144) or sub-QCIF (128x96) for transmission. Larger video size
means better quality, but it also requires larger bandwidth.

B FPS: Specify the number of frames to be transferred per second.
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[Audio]

B Encoder: For narrowband users, select AMR; and for wideband users, select AMR WB.

B Bit rate (kbpts): Select a proper rate for audio file transmission.

Note: To enable 3G services on your mobile phone, consult your network operator.

[Mobile]

A separate Mobile Server is provided to integrate the configurations of the mobile phone applications.

2% Server Setup

General ] SEerver ] Widen ] RPE ]
pudio | wpe | 3R hokile
v

Faort baal o]

pr pgr‘[ 5511
liax. connection 20

Max. FPZS 10 -

*Far

SEVIewt2, SEVIew 3, Giiewy2,
M Wiewt2

Cancel Detault

Figure 6-8

Port: The default communication port is 8866.
Rpb port: This port is used for remote playback feature. The default value is 5511.

Max. connection: Specify the number of users that can connect to this server. Set the number
between 1 and 20.

For the details on the mobile phone applications, see “Remote Viewing with PDA” and “Remote
Viewing with Mobile Phone” later in this chapter.
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IP White List Settings

The feature lets you create a list of IP addresses only which are allowed to connect to the WebCam

server. To enable the function, follow the steps below.

1. On the main screen, click the Network button, and then select WebCam Server to display the
Server Setup dialog box (Figure 6-1).
2. Inthe General tab, check the Enable IP white list option, and then click the Edit button. This IP

White List window appears.

IP White List |

1231200 ~ 123420410
.0 .0 .0

Al Moddify | Delete |

Ok | Cancel |

Figure 6-9 IP White List

3. Click Add to enter an IP address or a range of IP addresses. For this example, only the IP range
from 123.12.0.0 to 123.12.0.10 is allowed to connect to WebCam.
4. Click Modify to change a created IP address. Click Delete to delete a created IP address.

Click OK to apply the settings.

UPNP Settings

WebCam Server supports UPnP technology (Universal Plug and Play) to allow automatic port

configuration to your router.

In order for UPnP to be enabled, the following must be true:
® Windows XP Service Pack 2 is required.
® Windows XP must be configured to use UPnP (see below)

® UPnP must be enabled on your router (consult your router’s documentation)
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Enabling UPnP in Windows XP

1. Go to Windows Start, click Start button, point to Settings, and select Network Connections.

This window appears.

3.

File Edt WView Favortes Tools Advanced Help

®. Network Connections

INTES

| &

) Feck - J - lﬁ' ‘ /.;)Searth |- Folders | & (¥ x n | -

Address IQ Merwork Connections

jGU

Type | Skatus

Device Name:

| Phone # or Host Address owner

Mame
LAN or High-Speed Internet

<LLoral Area Connection LN or High-Speed Inter...  Connected

Realtek RTL3139 Family ...

System

Figure 6-10

Right-click one Local Area Connection, select Properties, and click the Advanced tab.

This dialog box appears.

_L_ Local Area Connection Properties

Generall Authentication  Advanced |

2%

Windaws Firewall

Frotect my computer and network by limiting
ar preventing access to this compter from

the Internet

Figure 6-11

Click the Settings tab, and click Exceptions tab. This dialog box appears.

%= windows Firewall

Gereral  Exceptions |Advanced|
‘windows Firewall is turned off, Y'our computer is at risk of attacks and intrusions

from outzide sources such as the Internet. 'w'e recommend that you click the
General tab and select On.

Programs and Services:

X

Mame

[ File and Frinter Sharing
Femate Assistance

ote Desklon
LPnP Framework

Add Program... Add Port... Edit... Delete

W Dizplay a notification when wWindows Firewall blocks a program

what are the risks of allowing exceptions?

oK I Canecel

Figure 6-12

Check UPnP Framework, and click OK.
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Enabling UpnP in WebCam

1. On the main screen, click the Network button, select WebCam Server, and click the Server tab.
The Server Setup dialog box (Figure 6-2) appears.

2. Click Detect UPnP. This dialog box appears.

UFnP-hased Router
| (1) Linksys BEFSR41+3 -]
| Canfigure ‘ Exit ‘
IP Address
Narre Port P Address | NOTA
I WehCam Server - Hitp Port an 192.168.0.100
I WehCam Server - Comimand Port 45480 192168.0100
I WehCam Server - Data Port a54a0 192168.0100
I WehCam Server - Audio Port GEa0 192168.0100
| WWehTam Server- B5L Port 443 192.168.0.100
I WehCam Server - Mohile Paort ABER 192 168.0100
| WWehiZam Server - Mobile RPB Port 5511 182 168.0.100 v
< >
14:36:31- Find UPnP Device{1) _{Linksys BEFSR41v3) [P:[221.169.245.174]
14:36:22- Searching for UPnP enahled routers...
< >

Figure 6-13

Click Searching to search the UPnP-enabled routers.

4. If your server is installed with more than one router, select a desired one from the UPnP Router
drop-down list.

5. If you server is installed with more than one network adapter, select a desired one from the IP
Address drop-down list.

6. Click Configure to automatically configure the communication ports on the router.

Tip: If you don't use the default ports, modify the related ports in the Server Setup dialog box (Figure

6-2) and then click OK. Re-open the dialog box and follow above steps to configure your router.

Note: UPNP technology now is also available in other remote applications: Control Center, Center V2,
Remote Playback, Authentication Server, VSM and TwinDVR.
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FTP Server Settings

The option of FTP transfer JPEG file allows you to access the recording files in a folder tree at a client
computer installed with the FTP server. In Figure 6-6, select the FTP transfer JPEG file option, and

then click the FTP Setup button to display the following dialog box.

Setup FTP x|

—FTF
Server Host hMame Part
| 21
U=er Mame Pazsword
I SN0y Mo EkEREEERERERE

Remate File Path

I Transfer Camera |
¥ Send file delsy 0.1 B0

|v Connection retries:; | 0 Retry delay: |13|:|u e

oo |

Figure 6-14 FTP Setup

1. Inthe Server Host Name field, enter the IP address or domain name of the FTP server. Keep the
port setting as default at 21.

2. Enter a valid user name and password to access the FTP server.

3. Specify afile path to save the recording files on the FTP server.

4. Click the Transfer Camera button and assign which camera’s files to be transferred to the FTP
server.

5. Inthe Send File Delay field, specify the time of updating JPEG files from the GV-System to the
FTP server. The time range is from 0.1 to 10 sec.

6. Inthe Connection Retries field, specify the number of retries when the FTP connection fails
(Max : 999). Inthe Retry Delay field, specify the interval between each retries (Max : 9999 sec.).

7. Click OK to apply above settings.
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Network Port Information

The Network Port Information is designed for users to view and manage all network ports of the GV

remote applications.

On the main screen, click the Network button, and select Network Port Information. This dialog

box appears.

= Http Port - 80
= Command Port - 4550

= Data Port - 5550

= Audio Port - 5550

& 55U Port - 443

= Mobile Port - 8366

=% Mohile RPE Port - 5511

& 3G RTSP/TCR Port - 8554

s 2G RTR/RTCR/UDP Port - 17300 ~ 17380
+ ml Centeryz

+ ﬂ Contral Center Server

+ il Remate Plavback Server

+ ml TP Server

+ md MuUltiCast Server

+ md Twin Server

+ wd UPnP

+ ﬂ wWiegand Capture Server

Figure 6-15

The controls on the Port Settings:

No. Name Description
1 Modify Changes the port settings.
Save Saves the port settings.

) Employs UPnP technology (Universal Plug and Play) to allow automatic
3 Port Mapping ) )
port configuration to the router.
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Starting WebCam at the Client PC

Once the WebCam server at the GV-System is enabled, it is then possible to view images using a web

browser at a client PC or from a remote site. Microsoft Internet Explorer will be used as the browser

through the entire chapter.

1.
2.

To start the connection, open an IE browser.

Type the IP address or the domain name of the GV-System to display the following window.

Compression Selection:

llﬂ]_@

Mpeg4 Encoder YWiewer

" JPEG Image Wiewer

8 Femote Flay Back/viewlog

Ly

T P
=y Emap
Crik
L] POS Live View
]
LL]

Figure 6-16 WebCam Compression Selection

MPEG4 Encoder Viewer: Provides the most complete functionality of the WebCam
applications, allowing you to view up to sixteen cameras from different GV-Systems.

JPEG Image Viewer: Provides least features but is suitable for the users with limited
bandwidth, for example, users viewing with Apple Mac, and operating systems using
Netscape Navigator.

Remote Play Back/ViewLog: Downloads history files from the GV-System onto the client
PC. There are two choices of video players: Remote Playback and ViewLog.

Emap: Accesses the Emap files.

Remote Control: Accesses the GV-System settings.

In this example, select MPEG 4 Encoder, and then click the Submit button to display the following

window.
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Select Internet Connection:

)

MODEM

DSL/CABLE/T-1

& 1 Window

2 Windows

|
{|

e (W] |19 oJP

.=  Multi View
& 10241768 " 1280x1024
 1600x1200  1680x1050

" 1920%1200

Figure 6-17 Select Internet Connection

4. Select the type of Internet Connection you're using. Modem users are limited to Single Window,
while broadband users have the option of 2 Windows or Multi View. In this example, select 1
Window, and then click the Submit button.

5. Your IE browser starts loading the MPEG4 Encoder interface. When the loading is completed,

click the Play button and type a valid user ID and password.

D

(&>

fiz0] =)

Flease enter your user name and password

Usger Mame |1
Password I*
> Forgot Pagsword |

Change Password |
@I @ @I @I J QK I Cancel |

Figure 6-18 Entering a valid ID and password
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6. If the Enhance network security option was selected in WebCam Options (see Figure 6-1), you
will be prompted to enter a security code. In this example, type 4ghtfa, and then click OK.

If the connection is established, you will see video streaming in the MPEG4 Encoder Viewer.

Word Yerification

— Enter the characters as they are shown in the box below

[—

pa

Ok I Cancel

Figure 6-19 Enter a security code

Single View MPEG 4 Encoder Viewer

0000

d‘»tbé 0000

Figure 6-20 Single View MPEG4 Encoder Viewer
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The controls in the Single View Viewer:

No. Name Description
1 Option Brings up these options: Alarm Notify, Data Rate Configure, Remote
Config, Change Server, Show Camera Name and Image Enhance.
2 Change Camera Selects the desired camera for display.
PTZ Control Displays the two choices of PTZ control: PTZ Control Panel, PTZ
> Automation.
I/O Control Displays the two choices of I/0O control panels: 1/O Control, Visual
‘ Automation.
5 Full Screen Switches to full screen view.
6 File Save Saves live video in the local computer.
7 Change Quality Adjusts video quality in 4 levels.
8 Snapshot Takes a snapshot of the displayed live video.
9 Audio Enables live audio from the remote GV-System.
10  Microphone Enables speaking to the remote GV-System.
11  Stop Terminates the connection to the remote GV-System.
12 Play Connects to the remote GV-System.
13  Countdown Timer Indicates the remaining time when you log in as Guest.

When the time is up, you will be logged out automatically.

Administrating Host Server
This option allows you to add, edit, and remove a GV Server from the Host drop-down list. The
drop-down list is used to switch the connection to a different GV Server listed inside. Click the

Option button (No.1, Figure 6-20) to display the following dialog box.

Change Server x|
The Host e
drop-down list !New Server vl Default | ey Delete |
Host Name | Mew Server
IP Address |127.0.01
User Name |1
Password I*
Command Port |4550
Diata Port |5550
Audia Part IBSSD
Ok I Cancel

Figure 6-21 Change Server
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[Adding Host Server] To add a host server to the drop-down list, click the New button. In Host

Name field, type a hame to identify the designated GV Server. Type the IP address or domain name
of the GV- Server. Type a valid user name and password with privilege to use this function. Leave
all port settings as defaults at 4550, 5550, and 6550 respectively unless otherwise necessary. Click

the OK button. Then the created GV Server will appear in the drop-down list.

[Editing Host Server] Select the GV Server you wish to edit from the Host drop-down list.  All
information of the selected server will be displayed. Change the information in the fields as required
and click the OK button. Then the information is updated and connection is switched to the edited
GV Server.

[Removing Host Server] Select the GV Server you wish to remove from the Host drop-down list,

and then click the Delete button to remove it.

Taking a Snapshot from a Live Video
Click the Snapshot button (No. 8, Figure 6-20) to display the following Snapshot window. Click the

Print button to print out the displayed image. Or click the Save button to save this image in a client
PC.

2002412419 [14:24:19]

Figure 6-22 Take a Snapshot

Pop-up Setup
The Single View MPEG4 Encoder Viewer can be set to pop up as soon as motion is detected or /O

devices are triggered. To enable the function, follow these steps.

1. Click the Change Server button (No. 1, Figure 6-20), and then select Alarm Notify to display the

following dialog box.
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Alarm Notify |

[+ Motion Motify
v 1D Alarm Motify
IV Alert Sound

v Auto SnapShot

File Path

ChwinnbavIFiles Browser |
OK I Cancel |

Figure 6-23 Alarm Notification

Motion Notify: The Viewer will pop up as soon as motion is detected.
I/O Alarm Notify: The Viewer will pop up as soon as I/O devices are triggered.

Alert Sound: Enable the computer noise alarm on motion and alarm activation.

Auto Snapshot: The program will take a snapshot every 5 seconds on motion and alarm
activation.

B File Path: Assign a path to save the snapshots.

2. Click OK to apply the above settings.

3. Minimize your IE browser to test the pop-up function.

Exporting Video
Click the File Save button (No. 6, Figure 6-20) to save video in a client PC. Files saved in AVI format

are playable at third party viewers.

PTZ Control

Click the Camera Select button to select one PTZ camera, and then click the PTZ Control button (No.

3, Figure 6-20) to bring up the PTZ control panel.
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Figure 6-24 PTZ control panel

One PTZ camera only allows one user to control at a time. If several users are trying to control the
same PTZ camera at the same time, the Single View viewer will give the priority to the first login user
and then to the next user in queue. Each user will be given 60 seconds to control the PTZ camera.
The Timer at the upper right corner informs the user of the remaining time of control or the total waiting

time.

The supervisor is given the highest priority to control the PTZ camera and won’'t be restrained by

60-second time limit. When the supervisor logs in WebCam, the Timer shows 999.

The PTZ Speed button in the lower part allows you to configure the speed of a PTZ camera up to five

levels.

I/O Control
The new interface provides real-time graphic displays of camera and I/O status, and alarm event.
Additionally, you can force output, as well as enable and disable I/O devices to the remote GV-System.

Click on the I/O Control button (No. 4, Figure 6-20) to bring out the I/O control panel.
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The alarm status is displayed in three levels.

—ALARM LIST
R " EnableiDisable 1O |
ese |
— 0 DEYICE
ALARM LIST
=-[& 200812521 Thirer EEE] Sto |
: ]
=g 113316
g g 113319
g 113336 Clutput Feset |
EH;;' 11:33:37 T2 hodule 1
Lg#2 (Module 013 nput 1 S Input
&= Input 1
A Input 2
A= Input 3
Camera = L% Innutd
— =@ Output
g gamera 12 SC) Outnut 1
CZQEIZ 3 (@ Output2
Camera 4 @ Output 3
&k Camera & (@ Output 4
b Carnera g
& Carmera 7
§ Camera 8
&l Carnera 9 [
p Camera 10
Zh Camera 11
b Carnera 12 ;'
Figure 6-25 1/O Control

The first level indicates date, second indicates time,
and the third indicates alarm ID. Clicking the Reset button will clear the alarm list.

To initiate an output device, click the Enable button, highlight an output and then click the Output

button. The Timer functions the same as in the PTZ control panel. Each user will be given 60

seconds of control time while the supervisor has 999 seconds. Clicking the Stop button will stop the

operation and turn over the control privilege to the next user waiting online.

If you want to enable or disable I/O devices to the remote GV-System, click the Enable/Disable 1/0

button. For this, the remote GV-System must grant the privilege first. Enable the Enable Remote

Control option in Figure 6-1.
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Visual Automation

You can remotely change the current status of the electronic device by simply clicking on its image.

Moreover, you can manage the settings of Visual Automation.

This feature is only available when the Visual Automation is configured ahead on the GV-System.

» To access this feature, click the 1/O Control button (No. 4, Figure 6-20), and select Visual
Automation.

» Right-click the green 1/O icon on the left corner to manage the alert areas, such as displaying,
embossing and changing colors to alert areas.

» Click the alert areas on the image to force the outputs to be triggered remotely.

7
00,05 POEE),

Figure 6-26

Visual PTZ

Other than the PTZ control panel, you can display a Visual PTZ Control Panel on the image.

To access this feature, click the PTZ Control button and select Visual PTZ. For details on using the

Visual PTZ Control Panel, see Visual PTZ in Chapter 1.

Two-Way Audio

To make two-way audio possible, both hardware and software must be properly set up and installed.
For the instructions on setup and installation, refer to Audio Settings in this chapter. Click the Audio
button (No. 9, Figure 6-20) to access live audio from the server site, and click the Microphone button
(No. 10, Figure 6-20) to speak to the server site. When both buttons are enabled, you can perform

two-way communication between the client computer and the server site.
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Data Rate Configuration

When sounds seem to pause or break up, you can configure Data Rate to improve the situation.

Click the Option button (No. 1, Figure 6-20) and select Data Rate Configure to display the following
window. Moving the slide bar to the Low direction will decrease the frame rate but increase the audio
performance; moving the slide bar to the High direction will increase the frame rate but decrease the

audio performance.

x|
—%ideo Data Rate
18.57 kBISe:

High Loy

-

—Audio Data Rate

Feal Time Smuoath

b
1

Senerto Client 0.0 KBIiSe
Call Back 0.0 kKBiSec

] Cancel |

Figure 6-27 Data Rate Configuration

DirectDraw Setup
The DirectDraw setting is enabled by default. Some VGA cards might not support DirectDraw and
can produce distorted frames. In this case, disable the function from the Option button (No. 1, Figure

6-20).

Remote Configuration
Remote Configuration allows you to adjust video images, start/stop recording, enable/disable 1/0
monitoring and activate/deactivate schedules to the remote GV-System. For this, the remote

GV-System must grant the privilege first. See the Enable Remote Control option in Figure 6-1.
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Click the Option button (No. 1, Figure 6-20) and select Remote Config to display the following dialog
box.

Remote Config |

[Camera | Recard | Monitar |

Brighthess —F 123 Default |
Contrast ——F—— 128
Saturation —_—— 128
Hue .—J— 128

Close

Figure 6-28 Remote Config Dialog Box

[Camera] Move the slide bars (Brightness, Contrast, Saturation and Hue) to adjust video attributes.
Click the Send button to apply the changes to the remote GV-System.

[Record] Check the desired cameras to start or stop recording to the remote GV-System.
[Monitor] Enable I/O and Schedule monitoring to the remote GV-System. Click the Send button to
apply the settings.

Multi View MPEG 4 Encoder Viewer

Multi View is a multi-channel MPEG4 Encoder Viewer, allowing users to view 4, 8, and 16 live cameras
simultaneously. Because multiple channels require a large amount of data to be transferred over

Internet, this function is limited to broadband users only.
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Starting MultiView

You can install the MultiView over the Internet or from the Surveillance System Software CD. The

following is an example of installing and running the MulitView over the Internet.

1. Follow the instructions of Starting WebCam at the Client PC in this chapter until the Select Internet
Connection window appears.

2. Select DSL/CABLE/T-1, choose Multi View, and then click the Submit button. First time users
will be prompted to install the Multi View applications. Select Yes, and then follow the
instructions to complete the installation.

3.  When the Login dialog box appears, enter a valid user ID and password, and then click OK. This

displays the following Multi View window.

Host2

-[Bha 1. Camera

L 2. Cameta
3. Camera

[Bho 4. camera -
5. Camera

-[Bhn 6. Cameral
7. Camera’
£ Camerat

L 9. Camera!
10. Camers

i 11. Camers
12. Camerz

- [EDn 13. Camerz

| 14. Camers v

< | B3

£m),009)

Figure 6-29 The Multi View Window

The controls in the Multi View:

No. Name Description
Monitoring Window Displays live video.
Host Server Displays connected GV-Systems and their available
cameras.
3 UPnNP Device Displays all hosts on the same LAN.
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4 PTZ Control Displays the PTZ control panel.

5 I/O Control Displays the I/O control panel.

6 Channel Status Indicates the general information of the selected channel.

7 ViewLog Plays back recorded files of the remote GV-System by using
the video player ViewLog.

Configure Accesses system settings of the Multi View.
Edit Host Adds, deletes or modifies GV-Systems.
Camera Status Displays the camera status of the connected GV-Systems.

10  Host Information Displays the general information of the connected
GV-Systems.

11 Zoom in and out Zooms in or out the selected channel.

12  Add/Remove Channel Adds or deletes the channels for video polling. Click the
Add or Remove Channel button and then click the desired
channel to add to or remove from the video polling.

13  Full Screen Switches to a full screen view.

14  Video Polling Rotates through the selected channels.

15  Screen Divisions Sets screen divisions to 4, 8 or 16.

16  Exit/Minimize Closes or minimizes the Multi View window.

17  Speaker Enables speaking to a remote GV-System.

18  Microphone Enables live audio from a remote GV-System.

19  Stop Terminates the connection to a GV-System.

20 Play Establishes the connection to a GV-System.

21  Save Saves live video.

22 Quality Changes video resolution.

23  Snapshot Takes a snapshot of the selected channel.

24  Save Camera to Multiple Host Saves the selected cameras and to create a Multiple Host.

Working With the Host Server Window

The Host Server window displays a list of available GV Servers. The server icons indicate available

servers and the camera icons indicate all cameras included in the selected server. To connect to a

server site:

1.
2.

monitoring window.

Click a monitoring window, which will be highlighted in red frame.

Double-click on a camera icon, and then its corresponding video will be loaded to the selected

First time users will only see one server icon as no additional servers are created yet. For the details

of adding new servers to the Host Server window, refer to Creating a Quick Connection to a Host

Server, later in this chapter.
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Host ]Au
+
Server lcon
Bl 1. camara
Camera Icon Bl 2. Camera

By 3. camera
B 4. Camera -
By 5. camera:

Figure 6-30 The Host Server Window

Working with Hosts on the Same LAN

With UPnP technology, MutliView can detect all hosts on the same LAN, without the need of user

configuration.

1. On the Host window, click the UPnP Device tab for detection. The blue icon means WebCam
Server is activated at the host while the white icon means WebCam Server is not enabled

2. Double-click one host for connection. A valid ID and password are required.

Note: For UPnP detection, the host needs to open TCP port 5201 and the MultiView site needs to
open UDP port 5200.

Exporting Video
You can save live videos in a client computer. The files in AVI format are playable at the third party

viewer. Click the Save button, and then select all or several cameras to start recording. For the

folder path, see Figure 6-34.

Taking a Snapshot from a Live Video

Click a desired channel, and then click the Snapshot button to take a snapshot of live video.

PTZ Control

1. Select a PTZ capable camera from the monitoring window, or double-click it on the Host Server
window.

2. Click the PTZ Control button (No. 4, Figure 6-29).
Turn the switch to the ON position.

4. Use the directional, zoom-in, zoom-out, focus-in, focus-out buttons to control the PTZ camera.

The Timer has the same functions as the one in the Single View MPEG4 Encoder Viewer. The
supervisor is given the highest priority to control PTZ in Multi View and won't be restrained by

60-second time limit. When the supervisor logs in Multi View, the Timer will show 999.
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The Option button lets you direct the PTZ camera to a preset position and configure the speed of the

PTZ camera up to five levels.

.oN |X|

Switch —

— Timer

— The Option button

Figure 6-31 PTZ control panel

Output Control

1. Click the I/O Control button (No. 5, Figure 6-29).

2. Turn the switch to ON position,

3. Select a module from the drop-down list. Each module provides 4 to 16 connected relay output
devices.

4. Click the Output (x) button to enable the output device.

127.0.0.1 x|

Switch Bl —— Timer

Module 1 'I
Output 1
Output 2

.~ [Output 3

£ Output 4

Figure 6-32 1/O Control Panel
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Channel Status Information

When choosing a camera from the Host Server window or the monitoring window, the general
information of the selected camera will be displayed in the Channel Status Window as shown below.
Host name

Camera name

IP Address of the GV-Server

Bandwidth used for delivering this video

Displayed frame rate of the video

Status

Figure 6-33 The Channel Status window

Camera Polling Function

To add cameras to the polling group:

1. Click the Add Channel button, and then click the monitoring windows. The selected windows
will be framed in red color.

2. Click the Video Polling button. The application will rotate the selected cameras in the specified

time. To configure the polling time, see Figure 6-34.

To remove one camera from the polling group, click the Remove Channel button, and then click its

monitoring window.

Two-Way Audio
The two-way audio in Multi View functions similarly to the one in Single View MPEG4 Encoder Viewer.

See Two-Way Audio earlier in this chapter for further details.
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Multi View Configuration

Click the Configure button (No. 7, Figure 6-29) to display the following window.

— Startup
Initial Screen 16 =| Division Drefault |
—%ideo Polling

Folling time a0 *| Sec Default |

—Server Status

Server Status Refresh Time INever vl Minute Drefault |
—Camera Status

Camera Status Refresh Time INever vl Mirte Default |
—Save

Folder Path El4a6 Browse |
Max Video Clip 30 | Minute Default |

— Caption Enahble DirectDraw
[V Enable DirectDraw
[ Mo o
" Enable De-Black
¥ Name I ID+Name [~ Enable De-Interlace
—Auto Search Port Setting————  —Full Screen Quality—————
TCRIP |5201 IEleStQuaIity j
Multicast 5200 I Audin
Video Server 15001 View | ﬁm QK |

Figure 6-34 The Configure Window

Initial Screen: Select screen divisions at startup.

Polling Time: Specify the camera polling time from 1 to 60 seconds.

Server Status Refresh Time: Specify the refresh time to update the host information.
Camera Status Refresh Time: Specify the refresh time to update the camera information.
Folder Path: Specify a path to save recorded files.

Max Video Clip: Specify the maximum time length of each recorded file to be 30 or 60 minutes.
The default time length is 30 minutes.

Caption: Select what kind of caption to display on the monitoring window.

ID: camera ID; Name: camera name; No: no display.

Enable DirectDraw: The DirectDraw is enabled by default. Some VGA cards might not
support DirectDraw and can produce distorted frames. In this case, disable this function.
Fast Key: Click the View button to display the fast key table of the Multi View. Refer to Fast

Key Reference later in this chapter.
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Creating a Quick Connection to a Host Server

To create a quick connection to a new host server, click the Edit Host button (No. 8, Figure 6-29).

This displays the following window.

Host List Host Infarmations

THost 1 [" Host Protection |
{* Single Host " Multiple Host
Host Name |H09t2
IP Address 127.0.01
User Name ISuperviSDr
Password Iﬂ**-*
Command Port |4550
Diata Port 5440
Audio Part G450
HTTF Port IBU
Server Dectection
* DVR " video Server
Change Password |
Expart | Impart = Delete | Save |

Ok

d

Figure 6-35 The Edit Host Window

[Host List] When a host server is created, it will appear in the Host List section at the left side.
Each server can be identified by its given host name. Clicking on the host name and its information

will be displayed in the Host Information section.

[Adding Host Server] Click the New button and all fields in the window will be cleared. In the Host
Name field, type a hame to identify the designated GV Server. Type the IP address or domain name
of the GV Server. Type a valid user name and passwords with privilege to use this function. Leave
all port configuration as defaults at 4550, 5550, 6550, and 80 respectively unless otherwise necessary.
Click the Save button, and then the GV Server will appear in the Host List section with the given ID

name.

[Editing Host Server] Select the GV Server you wish to edit in the Host List section. Al
information of the selected server will be displayed in the Host Information section. Change the

information as required and click the Save button.

[Removing Host Server] Select the GV Server you wish to remove from the Host List section, and

click the Delete button.
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Creating a Multiple Host

You can create a multiple host including the camera channels all from different IP addresses. There
are two methods to create a multiple host: the manual creation of a multiple host; the quick creation of

a multiple host.

Manual Creation of a Multiple Host
1. Click the Edit Host button (No. 8, Figure 6-29) to display the Edit Host window (Figure 6-35), and
then click the New button to create a new host.

2.  Check Multiple Hosts to display the following window.

Host List Host Infarmation

Wultiple Hosts | [~ Host Pratection |

Single Host ¥ Multiple Hosts

Host Mame IMuItipIe Hosts
Password I

1.[[@ Edit 9. [[@ Edit
2@  Edi 10. 7@  Edit
3.0  Edi 11. @  Edit
4.8  Edi 12. 7@  Edit
5. (@  Edi 13. @  Edit
6.([@  Edi 14. 7@  Edit
7.[@ Edit 15, [[@ Edit
8. 7@  Edi 16. [f@|  Edit
Export | Import | = | Delete | Save I

Ok |

Figure 6-36 Creating a multiple host
In the Host Name field, enter a desired name to identify the multiple host.
4. To set up each camera channel of the multiple host, click the Edit tab one at a time.
Alternatively, you can click and drag the created camera channel from the Host Server window
(Figure 6-30) to each Edit tab.

6. When you click the Edit tab, you will see the following window.

x|
¥ DvR [ viden Server
IP Address |12?_n.u_1
Uger Narme IHUSH
Password I*‘*‘*‘*‘*
Camera Mo,

Cammand Port 4550

Data Port 5560

Audio Port 550

Ok I Delete | Cancel |

Figure 6-37 Camera Setting

A1
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7. Enter the IP address, user name and password of a remote host.

8. Inthe Camera No. drop-down list, select one desired camera channel from the remote host.
9. Let the port settings match those of the remote host, or keep them as defaults

10. Click OK.

The icon of the created multiple host in the Host Server window is yellow, while others are blue.

Quick Creation of a Multiple Host

1. Click on a desired monitoring window, which will be highlighted in the red frame.

2. Click and drag a camera from the Host Server window. The selected camera then displays in the
highlighted monitoring window.

3. Repeat the step 1 and 2 to configure other monitoring windows for different cameras.

4. Click the Save Camera to Multiple Host button (No. 24, Figure 6-29) to create the multiple host. .

Camera Status

To show the camera status of the selected GV Server, click the Camera Status button to display the
following window. “Camera ON” indicates the camera is active. “No Privilege” means you're not
authorized to view this camera. Clicking the View button will bring up a small window displaying the

selected camera’s video. Clicking the Refresh button will refresh the information in this window.

Host Informations
Host Mame |2.dipmap.com
I Address | 2.dipmap.com
User Name |1
rCamera Status
Refresh |
@ Camera 1 Camera ON View | Il_i] Camera 3 Camera ON Wiew I
(T8l Carnera 2 Camera OM Yiew | (T8l Carnera 10 Camera ON Yiew |
(T8 camera3 Camera ON Wiew | T8 Camera 11 Camera OM Wigw |
@ camerad Camera ON Wiew | @ camera12 Camera ON iew |
Eﬂ Carmeta s Carnera OMN Wie | @ Carmera 13 Carnera ON Wiew |
[fé) CameraB Carmera OMN Wi | [Té) Camera 14 Carnera ON = |
(T8 CameraT Camera OM View | (T8l Camera 15 Camera O i |
If_a Catmera 8 Camera ON Wiew | IT_E Cameta 16 Camera ON Wiew |
0K |

Figure 6-38 The Camera Status Window
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Host Information
Click the Host Information button (No.10, Figure 6-29) to display the following window. The Host
Information window contains the following three categories. Use the control tabs to toggle among

them.

Host Informations

Host Mame 127.0.0.1

IP Address 127.0.01

User Mame 1
Alarm List . alarm List Facet
B} Host Informations g
& Loy List = T #am

—1-IEf 20060214
€5 11:21.06

QK

Figure 6-39 The Host Information Window

[Alarm List] Displays a list of alarm events occurred in the selected GV Server. Clicking the Reset
button will clear the listed events. New events will be generated until the alarms of the local site are

invoked.

[Host Information] The upper section shows the general information of the connected GV Server.
The lower section shows the number of MPEG4, RPB, and audio channels currently serving over the

Internet.

[Log List] Displays a history of login and logout information.
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Remote ViewLog

More than simply playing back recorded video/audio files, the Remote ViewLog function allows you to

have full access to the ViewLog features of the connected GV-System.

Note: To use the Remote ViewLog for the first time, you need to install the Remote ViewLog
components on the local PC. Install the components from the Surveillance System Software CD, or

from the WebCam Compression Selection page (select Remote Play Back / ViewLog in Figure 6-16).

1. On the MultiView window, click the ViewLog button (No. 7, Figure 6-29). The Connect to
Remote ViewLog Service dialog box appears.

2. Type the IP Address, ID and Password of the remote GV-System. Keep the default port as 5552,
or modify it if necessary.
In the Host Type field, select DVR.

4. Click the Connect button.

When the connection is established, you will see the video player ViewLog appears on the screen.

Then you can access all ViewLog features for playback
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JPEG Image Viewer

JPEG Image Viewer is a cross-platform viewer, practicable on Mac OS, Netscape, and Microsoft |IE
browsers. Continuously receiving JPEG images from GV-System and limited to the single camera
view, the viewer is an ideal tool for the users with limited Internet bandwidth. For this application, the
Create JPEG/GIF File(s) option must be enabled (see Figure 6-6), while the Enhance Network

Security option must be disabled (see Figure 6-1).

To start the JPEG Image Viewer, follow these steps:

1. Open an Internet browser from a client PC.

2. Enter the IP address or domain name of the GV-System to display the WebCam Compression
Selection window (Figure 6-16).
Select JPEG Image Viewer, and then click Submit. A valid ID and password are required.

4. The JPEG Image Viewer window appears.

2]

View Selection Button

Scroll Button

Snapshot

Camera Select Button

a B <

Monitoring Window

Figure 6-40 JPGE Image Viewer
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Remote Playback on WebCam

The WebCam Remote Playback (RPB) is a web-based application, allowing you to play back recorded

video or audio files of the connected GV-System.

To start WebCam RPB:

1. Follow the steps in Starting WebCam at the Client PC earlier in this chapter until the WebCam
Compression Selection window (Figure 6-16) appears.

2. Select Remote Playback, and then click the Submit button to display the following RPB window.

3. Click the Play button to log in the application. Avalid ID and password are required here.

0,0006,0000
©6e O0OO 0O 060

Figure 6-41 The Remote Playback Window

The controls in the Remote Playback on WebCam:

No Name Description

1 File Tree Displays date folders.

2  EventList Displays the video events

3 Channel Select Tab Selects different channels.

4  Option Includes the Enable DirectDraw option.
5  Object Search Searches Object Index.

6  Get Event List Displays the Event List.

7  Smart Search Includes the Advanced Search option.
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8  Audio Enables live audio from the remote GV-System.
9 Pause Pauses the video file.

10 Play Plays the video file.

11 Stop Stops the video file.

12 Download Downloads the video file.

13 Snapshot Takes a snapshot of the displayed live video.
14 Full Screen Switches to a full screen view.

Searching and Playing Back Recorded Files

The WebCam RPB allows you to play back video and audio files. Audio files are only available when

your system is equipped with the optional audio recording function.

1.

4,
5.

Click the Get Data List button and then select Get Date List. This loads the recorded data from
the GV-System.

Select a date in the File Tree.

All video files recorded within the selected date range will be listed in the following Event List

window.

e R

Figure 6-42 Event List

Select one camera or audio channel from the Channel Select tabs.

Select one video file from the Event List, and then click the Play button to play it.

Synchronizing Audio with Video Playback

To synchronize audio with video playback, click the Get Data List button and then select Enable

Audio.
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DirectDraw Setup

The DirectDraw setting is enabled by default. Some VGA cards might not support DirectDraw and

can produce distorted frames. In this case, disable the function from the Get Data List button.

Searching Object Index

You can locate and play back the Object Index files through the WebCam RPB. For the details of

Object Index, see Retrieving Images Using Object Index in Chapter 1.

1. Click the Get Data List button, and then select Search Object Index. This window appears.

CAMERA (1) 2005/02,/03 08:00 - 08:30 == x|

— Dhject List

[ CAMERA (1)
&-(C3 2005/02102
229 2005/02003

08:10:03.968 081013312

08:10:15.830 08:10:37.078

]

0g10:48.281 08:10:51.593 0810:58.734

Search | 22 | =5 | Close |

Figure 6-43 The Search Object Index Window

2. Click the Search button. The Search window appears.

3. Select the desired cameras, and then click Search. The found files will display in the left side of
the Search Object Index window.

4. Expand the files to access the thumbnail view.

Double-click one displayed image. The related video will play on the RPB.
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Advanced Search

The advanced search function in the WebCam RPB lets you easily locate an event by search criteria.
The search results can be displayed in a text form and/or a statistic chart. Click the Get Data List

button, and select Advance Search to open the following advanced search window.

i
Data Query Display  Set Fonk
=5 | DID =R |
D | Start Time | End Time | caMERA ||

ICan‘t find record

Figure 6-44 Advanced Search

[Display] This option on the menu bar lets you choose which way to display search results: a text

form or a statistic chart.

[Data Query] To locate an event, click Data Query on the menu bar. The selections included inside
are: (1) Monitor, (2) System, (3) Login, (4) Counter and (5) POS. The five categories are based on
those of System Log in the Main System (see System Log in Chapter 1), so that you can locate any

event type recorded in System Log.

B Monitor/System/Login/Counter: The four selections let you locate an event about monitoring,
system, login/logout and counter status. The dialog boxes of the four selections are similar, so

we take Monitor as an example below.

Click Data Query on the menu bar, and select Monitor to display the following window. Define

your search condition in each field, and click OK to start searching.
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i
Event Type v Module —
’7|M0ﬁ0n j ICamera 1 j—‘ IModuIe 1 j
Date [z004mams -1
Time Jomomoo =~ 1moros =
Qk I Cancel

Figure 6-45 Locating a system event

B POS: The selection lets you locate a desired POS transaction event.

menu bar and select POS to display the following window.

Pos X
Date [zommze0 =]
Time foaoo =1~ [isanz =

Event Type Device

’7|.-'-\II | ’7|POS1 =

% Condition 1

[oore A F A

¥ Condition 2

|Coke I S

% Condition 3

[coke E- EE

v Statistic

|coke = @ sum " Average

oK I Cancel

Figure 6-46 Locating a POS event

Click Data Query on the

Restrict your search to a certain date, time, event type, POS system, transaction item (content), and

price amount (value).

Then click OK to start searching. For this example, we like to search all the

transaction types related to Coke, registered in the device POS 4, from 00:00:00 to 13:43:19 on

2004/07/13.
99.

Its price amount may be greater than or equal to (>=) 1 and less than or equal to (<=)

If we select the Statistic option and click OK here, we will get the sum or the average price of all the

discovered transaction events, not a list of these events.
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Remote ViewLog on WebCam

Through WebCam Server, you can remotely play back the recorded files by using the video player
ViewLog. This provides you another playback option other than the Remote Playback application (see

Remote Playback on WebCam earlier in this chapter).

1. The GV-System needs to allow the remote access first. Click the Network button, select
WebCam Server, and enable Run ViewlLog Server.

2. Atthe client PC, open a browser, and type the address of the remote GV-System. The
Compression Selection page (Figure 6-16) appears.

3. Select Remote Play Back / ViewLog, and click the Submit button. This page appears.

Select Internet Connection:

% O Remote Play Back
Ia 0] Wiewlag

(& 10248768

O 1280x1024

O 1600x1200

' 1680x1050

O 1920x1200

oy &5

Figure 6-47
4. Select ViewLog, select the desired screen resolution, and click the Submit button. This dialog

box appears.

Connect to Remote Viewlog Service

@ IPAddress: | ~|
— 5562 Defaul
IC |GU951
Password: |

[~ Sawe Pagsward

Host Type :

Add current entry to Address hook under
this group

Address hook ‘ Connect | Cancel

Figure 6-48
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5. Type the IP Address, ID and Password of the remote GV-System. Keep the default port as 5552,
or modify it if necessary.

6. Inthe Host Type field, select DVR.

7. Click the Connect button.

When the connection is established, you will see the video player ViewLog appears on the screen.

Then you can access all ViewLog features for playback.

POS Live View on WebCam

Through WebCam Server, it is possible to monitor the surveillance sites of POS or access control

systems. You can access not only live video, but also transaction data or cardholder information.

1. Open a browser, and type the address of the remote GV-System. The Compression Selection
page (Figure 6-16) appears.
2. Select POS Live View, and click the Submit button. The remote POS Live View window appears.

3. Click the Play button, and type the valid user name and password to start the connection.

The Remote POS Live View Window

Play TYTEE Coffee 1,50 & —o

= = Coke 1,00 —

2005.02 13 14, Wshop i - =l 3 ITEM VOID G0
— | ' lce Cream 5,00~ (e R — _9

SUBTOTAL 74,40
TOTAL 74,40

[N EURD 35,04
CASH 74,40
ITEMS PURCHASED: 31

Tha n‘k_ You

Figure 6-49
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The controls on the remote Post Live View window:

No. Name Description

1 Option Brings up these options: Show Camera Name and Enable DirectDraw.

2 Change Camera Selects the desired camera for display.

3 POS Live View Brings up these options: Next Transaction, Previous Transaction and

Freeze Event.

4 Zoom Switches to full screen view.

5 File Save Saves live video in the local computer.

6 Change Quality Adjusts video quality in 4 levels.

7 Snapshot Takes a snapshot of the displayed live video.

8 Stop Terminates the connection to the remote GV-System.
9 Play Connects to the remote GV-System.

Instant Playback

You can play back the video instantly by double-clicking on any suspicious transaction items or

cardholder’s information.

Remote Play Back

[P1 ay

2005.02 13 14.7shop:H
14000006,

TEoke Gpack

Figure 6-50
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Mobile Phone Applications

With the mobile phone capable of GPRS, 3G and Wi-Fi, you can receive live videos from your

GV-System. The GV mobile phone applications and their major features are listed below:

Handheld Device View

GView Version 2

OS Supported

Windows Mobile 5.0 and 2003 for Pocket PC

Port Data Port: 8866, RPB Port: 5511
Protocol TCP/IP (Streaming)
Functions Video streaming, GV-Video Server support, PTZ control, I/O device control, Remote

Playback (RPB) and etc

Handheld Device View

MSView Version 2

OS Supported

Windows Mobile 5.0, 2003 for Smartphone

Port Data Port: 8866, RPB Port: 5511
Protocol TCP/IP (Streaming)
Functions Video streaming, GV-Video Server support, PTZ control, I/O device control, Remote

Playback (RPB) and etc

Handheld Device View

SSView Version 2

OS Supported

Symbian 7.0 for Smartphone

Port Data Port: 8866
Protocol TCP/IP (JPEG)
Functions PTZ control, output control and etc.

Handheld Device View

SSView Version 3

OS Supported

Nokia S60 2rd

Port Data Port: 8866, RPB Port: 5511
Protocol TCP/IP (Streaming)
Functions Video Streaming, Remote Playback (RPB), PTZ control, output control and etc.

Handheld Device View

3GPP

OS Supported

Non-Windows Mobile phone

Port TCP Port: 8554, UDP Port: 17320-17380
Protocol TCP/IP (Streaming)
Functions Video Streaming, Remote Playback (RPB) and etc.

For the 3G-enabled mobile phone that is NOT based on Windows OS, you can receive live video from

the GV-System without installing the related mobile applications first.

For 3GPP configurations, see

WebCam Server Settings earlier in this chapter.

Page 242




Chapter 6: Viewing Live Video Using WebCam

PDA

G-View is a remote view application for Pocket PC device. It can run on PDA using Windows Mobile

5.0 and 2003.

G-View Installation
G-View V2 is included in the Surveillance System Software CD. This application should be installed

in a PDA device with Microsoft Pocket PC operating system.

1. Plug your PDA via USB or COM port to a computer installed with Microsoft ActiveSync (The
Microsoft ActiveSync program should come with your PDA software CD. Consult your PDA user’s
manual).

2.  Run Microsoft ActiveSync in the connected computer. Make sure both the PDA and computer
are synchronized.

3. Insert the Surveillance System Software CD to the computer. It will run automatically and pop up
a window.

4. Select the Install V 8.1.0.0 System item, and then click Microsoft PDA Viewer V2.

Follow the on-screen instructions to complete the installation.
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Connecting to GV-System
Once G-View V2 is installed into your PDA, you can use it to monitor your GV-System. Make sure

your PDA has wireless LAN adapter properly in place with access to the Internet.

1. Execute G-View V2 in your PDA.
2. Click the Connect button located at the lower left corner. This displays the Login screen.
3. Type the IP address of the GV-System you wish to connect, enter a valid username and password,

and then click the OK button.

If logging in successfully, you will see video streaming to your PDA. Clicking the Stop button can exit

the G-View application.

/g | welcome Griew  Gi» Ve 4< bk

IF

CE0-MMo

Port |E|866 vl

Lser Name |1 |

Password |* |

Giiew Ve SnapShot Path | |
Clear History | [ oK [[canceL]
&L
Figure 6-51 Starting G-View Figure 6-52 Entering GV-server Info
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Other Functions
The major functions of G-View V2 include live video monitoring, PTZ control, zooming control, and

shapshot.

[View Screen] [PTZ Screen]

=N [pos [rormer: e -1
TOEEYlAn 8 O+ * s * o
Figure 6-53 Figure 6-54
Buttons Description
d‘lﬂ Click it to stop the connection.
C] Click it for Focus-in and Focus-out control
& Click it for Zoom-in or Zoom-out control.
EE Click it to select the camera-preset positions.
79 Click it to adjust the image quality.
% Click it for I/O Module Setting or to force outputs.
L/ Click it to start or stop recording.
B Click it to display the camera status.

The supervisor is given the highest priority to control the PTZ camera
and won’t be restrained by 60-second time limit. When the
supervisor logs in, the Timer shows 999.

teception Use this drop-down list to switch cameras.
@ Click it to return to the previous page.
Use these buttons to control left, up, down and right of the PTZ
« T 2 9
cameras.
:- Click it to return to home.
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Viewing and Controlling 1/O Devices

To view and control the connected I/O devices, select the desired camera and click the E button

(see Figure 6-53).

[I/O Monitoring Setting / Monitoring]

a1 |-

Figure 6-55

The number on the toolbar indicates the connected module. To view and control the input and output

devices, click the number button.

[I/O Setting]

I o |-

Figure 6-56

“1": displays the status of triggered input devices. See Figure 6-57

“O": displays the connected output devices. See Figure 6-58.
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[Input/ Output Devices]

Welcome Gie

Aelcome «

B Alarm
- 2001/12/18

il 31 2 3 4 il
Figure 6-57 Input Devices Figure 6-58 Output Devices

On the bottom toolbar of the Output Devices screen , the numbers indicates the connected output

devices. Click the desired number to force the output.

[Camera Status ]

To view the camera status, click the button (see Figure 6-53).

Fr To 1< ok

Camera Status

01 Mormal 02 kormal

3 Inactive 04 Mormal

05 Inactive 06 Inactive
07 Inactive 08 Inactive
09 Inactive 10 Inactive
11 Inactive 12 Inactive
13 Inactive 14 Inactive
15 Inactive 16 Inactive

999 Ferention K

T O =

Figure 6-59

This screen displays the status of camera activity. Three messages indicate the current camera
status:

= Normal: The camera is turned on and not recording.

= Inactive: The camera is turned off.

= Recording: The camera is recording.
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I-Mode Phone

You can monitor your GV-System remotely with
® |-Mode phone, or

® Mobile phone supporting xhtml, chtml, or html and capable of GPRS

When using i-Mode services, you do not pay for the time you connected online, but will be charged by
the volume of data transmitted and/or received. Therefore, i-Mode will NOT receive live video
streaming; instead, it will receive one image at a time and will not receive another unless it is
requested to do so. To request another image, simply press the Enter key on your i-Mode phone.

The images are in GIF or JPEG format with resolution of 96x72 pixels.

Activating the i-Mode Function
In the Main System, click the Network button, select WebCam Server, click the JPG tab, and check
the Create JPEG/GIF file(s) as shown in Figure 6-6. Your GV-System must use a global IP address

and be accessible from the Internet.

Connecting to GV-System
After activating the i-Mode function, you can now receive live images from the GV-System via an
i-Mode phone. The interface and operation of your i-Mode phone may be different from the following

example since the interface may vary from model to model.

1. Open the i-Mode menu, and select Input Web Address.
2. Enter the IP address of your GV-System in the Address column, and then press OK.

@E @ Tl
Input Web Address

Address:
Login History

http://65.59.37.172

Return

Figure 6-60 Opening the menu Figure 6-61 Entering the IP address of GV-server

3. Type avalid user name and password, and then press Submit.
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4. Select the desired camera channel, and then press Enter.

Tl
User Name: Live View

L ] : - . Camera 1

o ds: . Camera 2
asswords: | . Camera 3

L 1 i . Camera 4
. Camera 5
. Camera 6

. Camera 7

Exit Laad Exit

Figure 6-62 Entering the use name and password Figure 6-63 Selecting a camera for live view

If you log in successfully, the i-Mode phone will start receiving live images from the GV-System.

Windows Smartphone
With the MSView application, you can monitor your GV-System remotely via a Windows-based

smartphone edition 2002, 2003 and 5.0.

Installing MSView
1. Insert the Surveillance System Software CD. It will run automatically and pop up a window.

2. Select the Install V 8.1.0.0 System item.

3. Select Microsoft Smart Phone Viewer V2, and then follow the on-screen instructions.

4. Locate MSViewV2.exe in the Smartphone Viewer V2 folder created in your computer. The
default directory is C:\ Smartphone Viewer V2.

5. Install MSViewV2.exe to your smartphone. (Consult your smartphone user’s manual for how to

install a program to the smartphone).

Activating the MSView V2 Function
You must activate the Mobile server (Figure 6-8) in the Main System to allow the smartphone

application.
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Connecting to GV-System
The following operations may vary slightly for different modules.

1. Execute MSViewV2.exe in your smartphone. Figure 6-61 appears.
2. Select Control and then Connect. Figure 6-62 appears.
3. Enter the IP address and port number of your GV-System, a login ID and password. Select

Control and then Connect.

Once the connection is established, the live image will appear. You can use the scroll key on your

smartphone to navigate camera channels. See Figure 6-63.

Welcome Msiiew Y t

mobile, diprmap.com|

Part -

IdzrMamme 1

. P d
MStien V2
Snap%glt:ﬁ Y shiapshiot

Camera |Reception -
Exit Conrect Cancel Contraol Shap | Conkral

Figure 6-64 MSView Main Screen  Figure 6-65 Entering GV-System Info Figure 6-66 Viewing live camera

Other Functions
In addition to live view, MSView offers the functions, such as zooming in/out a camera view and

rotating images. Select the MSView option to have these features.
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Symbian Smartphone

With the SSView V2 / V3 application, it's also possible to monitor your GV-System remotely via

Symbian-based smartphone.

Two solutions are provided for the Symbian Smartphone:
® SSView Version 2 for Symbian OS edition 7.0
® SSView Version 3 for Nokia S60 2™

Installing SSView Version 2/ Version 3

To install SSView Version 2 for Symbain OS edition 7.0:

1. Insert the Surveillance System Software CD. It will run automatically and pop up a window.

2. Select the Install V 8.1.0.0 System item.
Select Symbian Smart Phone Viewer V2, and follow the on-screen instructions.

3. Locate SSViewV2.jar in the Symbian Phone Viewer V2 folder created in your computer. The
default directory is C:\Symbain Phone Viewer V2.

4. Install SSViewV2.jar to your smartphone (Consult your smartphone user’s manual for how to

install a program to the smartphone).

To install SSView Version 3 for Nokia S60 2nd:

1. Insert the Surveillance System Software CD. It will run automatically and pop up a window.

2. Select the Install V 8.1.0.0 System item.
Select Symbian Smart Phone Viewer V3 (only for Nokia S60 2nd), and follow the on-screen
instructions.

3. Locate SSViewV3_2nd.sis in the Symbian Phone Viewer V3 folder created in your computer.
The default directory is C:\Symbain Phone Viewer V3.

4. Install SSViewV3_2nd.sis to your smartphone (Consult your smartphone user’s manual for how

to install a program to the smartphone).

Activating the SSView V2 /V3 Function
You must activate the Mobile server (Figure 6-8) in the Main System to allow the smartphone

application.

Connecting to GV-System
The following operations may vary slightly for different modules.

1. Execute SSView in your smartphone.
2.  When the message SSView V2 or SSView V3 appears, select Login. The Login screen

appears.
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3. Enter the IP address and port number of your GV-System, login username and password.

4. Select Connect. When the message Host Connected appears, it means you have connected to
your GV-System successfully.

5. Select Image View. The Camera List screen appears.

6. Highlight one camera, and then select Open Camera for live view.

My Server
You can create, edit and remove a list of servers for a quick connection. Select the My Server option,

and then select SSView to have these features.

Other Functions
In addition to live view, SSView offers other useful functions, such as changing camera channels,
zooming in a camera view, rotating images and seeing Server and WebCam information. Select the

SSView option to have these features.
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Fast Key Reference

The Multi View Window

Esc F1|F2|F3|F4|F5| F6|F7|F8|F9 [F10|F11|F12 Print | Scroll | Pause
~[1]2|3]4 6|7|8]9|0]|-|=|Back| |mset |Home| {& | [Num| ;| | -
TblQ|W|E|(R|T|Y|U|l|O|P|I]] Delete| End | p2%° 7|89,
Caps|l A|[S|D|F|GIH|J|K|L|; ™" Enter 4|5 |6
Shift X BIN|M|<|>|7]Sht|\ T 112 ] 3
Enter
Ctrl Alt Space Bar Alt Ctrl - l - 0
Key Function
Ctrl+z Minimize the MultiView window
Ctrl+l Open the Host Information window
Ctri+E Open the Edit Host window
Ctrl+C Open the Configure window
Ctrl+H Open the Camera Status window
Ctrl+X Close the MultiView
Ctrl+Q Switch screen divisions
Ctrl+F Switch to full screen view
Ctrl+S Take a snapshot
Ctri+M Turn the microphone on and off
Ctrl+L Turn the speaker on and off
F7 Start all recording
+ Zoom in the selected monitoring window

Zoom out the selected monitoring window
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PTZ Control in Multi View

Esc F1|F2|F3|F4| F5|F6|F7 |F8|F9 |F10[F11|F12 Print | Scroll | Pause
~[1]2|3]a|5]|6|7|8|9|0|-|=|cBack| |insert Home| "% | |num| -
Tab|Q |W|E|R|T|Y|U|[I]|O|P|I]] Delete| End | P2 | | 7| 8 .
Caps| A [ S |D|F K|L|:|®"| Enter 4|5
Shift | Z C|V|IB|N|M|<|>|?]Shift |\ T 1 | 2
Enter|
Ctrl Alt Space Bar Alt Ctd «— J — 0
Key Function
Home Zoom in
End Zoom out
Insert Focus in
Delete Focus out
— Right
<~ Left
t Up
\ Down
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E-Map displays the monitoring area on an electronic map, by which the operator can easily locate the
cameras, sensors and alarms triggered by motion or I/O devices. Topics discussed in this chapter
include: creating an E-Map file with E-Map Editor, working with E-Map in the Main System, working

with E-Map on the WebCam server and E-Map Server.

The E-Map Editor

The E-Map Editor program allows you to import a floor plan in BMP, GIF and JPG formats, and use the

icons of cameras and I/O devices to edit a map per your requirement.

The E-Map Editor program comes with the installation of Main System. Click the Windows Start
menu, point to Programs, select GV folder and click EMap Editor. The E-Map Editor window will

appear.
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The E-Map Editor Window
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Figure 7-1 The E-Map Editor Window

The controls in the E-Map Editor window:

No. Name Description

1 Up Goes back to the previous E-Map file.

2  Add Map Adds an E-Map file.

3  Add Host Adds a host folder of DVR and/or GV-Video Server.
4  Load Map Imports a floor plan.

5 Rename Renames an E-Map file and/or folder.

6  Delete Deletes an E-Map file and/or folder.

7  Map View Tree view of E-Map files and/or folders.

8  Host View Tree view of host folders.

9  Floor Plan The window displays the imported graphic file.
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Creating an E-Map File

To create and edit an E-Map file, follow the steps below.

1. Click the Add Map button (No.2, Figure 7-1) on the toolbar. A New Map file will be created in

Map View and the Floor Plan window separately, as illustrated below.

%' E-Map Editor
File Edit Map Hosk  Wiew

MNew Map

Figure 7-2 Creating a new map

2. Click the New Map file in Map View, and then click the Load Map button (No. 4, Figure 7-1) to
import a graphic file. The file will open in the Floor Plan window (Figure 7-1).

3. Double-click the local server folder in Host View. The program will automatically detect the
number of cameras and 1/O devices already installed at the server, and show up their separate
icons.

4. Drag and drop these icons from Host View onto the map in the Floor Plan window.
The E-Map Editor lets you set the orientation of camera icons and change the icons. Right-click
any camera icon to call up a menu, and select the direction where you want the camera points to.
Or change the camera icon into the dome icon.

6. Click File in the window menu, and select Save to DVR or Save to File to save the created E-Map

file.

Creating an E-Map File for a Remote Host

With E-Map Editor, you can create E-Maps for your local host, as well as remotely for other hosts.
E-Maps created for remote hosts are saved and viewable only at the server where they are created.

And they are only functional when connected to the WebCam server.

1. Click the Add Host button (No. 3, Figure 7-1) on the toolbar. A new host folder then is added in
Host View.
2. Right-click the Host in Host View, and then select Host Settings to display the following dialog

box.
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3.

4,

Host Settings

Location Narme: INEW “ark
Address: Iemap.dipmap.cnm
B of Cameraz: 16 -
# of Modules: q =
Module 1 FH—
# of Inputs: 16 -
# of Outputs: 16 -

Cancel

x|
| k. I
_ Cancel |

—wiebcam

Command Port: |455|:|

Data Part: |555|:|
Audio Paort: |555|:|

Figure 7-3 Host Settings

Type the remote host’'s name, IP address, how many cameras, /0 modules, inputs, outputs are

installed at the host, and port information.

Then click OK.

Follow the steps instructed in Creating an E-Map File to create a file for the remote host.
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Starting E-Map

After creating an E-Map file, go to the Main System. Click the ViewLog button and then select E-Map
to display the following E-Map Viewer window. Double-click any E-Map file of the local host to open it.

Note:
E-Map Viewer window but won’t function here.

If you have created the E-Map files for remote hosts, these files will also be displayed in the

They only work on WebCam that is discussed later.
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Figure 7-4 The E-Map Viewer Window

The controls in the E-Map Viewer window:

No. Name

Description

Popup Settings

Selects desired cameras and I/O devices for the pop-up map function.

Toggle Popup

Toggles between popup and non-popup function.

Tree View

The tree view of E-Map files and folders.

The flashing icon represents a triggered camera or an 1/O device.

Output Icon

Manually forces an output device.

1
2
3
4  Flashing Icon
5
6

Camera/Dome Icon

Views the live video associated with that camera/dome.
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Setting the Pop-up Map Function

The E-Map Viewer window can be set to pop up with the flashing icon indicating that a camera or an

input device is triggered. To set up the function, follow the steps below.

1. Click the Popup Settings button (No.1, Figure 7-4). Select desired cameras and input devices
for the application, and specify Dwell Time for the interval between two pop-up maps.

2. Click the Toggle Popup button (No.2, Figure 7-4) to enable the function.

3. Minimize the E-Map Viewer window. Once any camera or input device is triggered, the map will

pop up on your screen immediately.

Starting E-Map from a Remote Site

Activating and configuring E-Map over a web browser is possible by the WebCam server. To do so,

follow the steps below.

1. Atthe local server equipped with the GV-System, click the Network button and select WebCam
Server to display the Server Setup dialog box. Click OK to start the WebCam server.

2. Atthe client PC, open the web browser and type the address of the local server. Once the
connection is established, the WebCam Compression Selection window will appear.

3. Select EMap, and click Submit to display the E-Map window on the client PC.
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The Remote E-Map Window
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Figure 7-5 The Remote E-Map Window

The controls in the Remote E-Map window:

No. Name

Description

1 Login

Click to login up to 500 host servers.

2 Host Information

Click to view the information of incoming events upon motion detected

and I/O devices triggered.

3 Previous Click to go to the previous E-Map file.

4 Home Click to back to the top of the tree view.

5 Next Click to go to the next E-Map file.

6 ViewLog Click to access the Remote ViewlLog function.

7 Configure Click to configure the Remote E-Map window.

8 Tree List The list displays all created E-Map files and folders.
9 IP Address Displays the IP Address of the connected host.

10 Flashing Icon

The flashing icon represents a triggered camera or I/O device.

11 Output Icon

Click to manually force the output device.

12 Camera/Dome Icon

Click to view the live video associated with that camera/dome.
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Logging in Different Hosts

When the client PC connects to the WebCam server, all the E-Maps saved in the local server will be

downloaded to the client PC, with the E-Map files of 500 hosts at most.
remote hosts can only function on WebCam after you log in these hosts.

time. Click the Login button (No. 1, Figure 7-5) to display the following Login window.

|H05t Login |H05t Logout

Host Mame | Auto Login | Host Name
TEST101 TEST 102
TEST 103

TEST 104
TEST 104
TEST 106

Figure 7-6 Logging in different hosts

The E-Maps created for

You can login 500 hosts at a

Page 263



Chapter 7: E-Map Application

Configuring the Remote E-Map Window

Click the Configure button (No. 7, Figure 7-5) to display the following dialog box:

x

(Duwnluad EMap filt:s)l.

[~ Uselocal EMap files

CAProgram Fileswa10MEMapires CAProgram FileswB810MEMapires

“orowse ) “orowse )

Figure 7-7 The Configure window

[Download EMap files] Click to download E-Map files from the local server to the client PC. This

option can reduce network load when you want to view E-Maps of multiple hosts.

Use local EMap files: Once downloading E-Map files to the client PC, you can use these E-Map
files for connection.

Hide Tree List: Check to hide the tree list.

Enable DirectDraw: The DirectDraw is enabled by default. Some VGA cards might not

support DirectDraw and can produce distorted frames. In this case, disable the feature.

[Motion] / [I/O Input]

Alert Sound: Check this option and assign a .wav file to alert the operator when motion is
detected or I/O devices are triggered.

Camera Blink, I/O Blink: When cameras or I/O devices are triggered, their icons on the E-map
flash. Uncheck this option if you don’t want to see the flashing icons.

EMap Auto Popup: When cameras or I/O devices are triggered, the related map will pop up on
the screen instantly. Check this option and minimize the Remote E-Map window for the
application.

Show Event: Check to display motion or I/O triggered events on the Host Information window.
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Viewing Host Information

The Host Information window lists camera and 1/O device trigger information. Click the Host

Information button (No. 2, Figure 7-5) to display.

¥ TEST 102
# TEST 103
® TEST 104
M TEST 105

=R
Host Mame | Date | Time | Event Type | CAM... | hod... | [11] | Mame |
TEST1M 2008M1/.. 13:63:485 Maotion 1 [NIA [N Camera 1
TEST1M 200801/ 135341 Maotion 1 [HiA A Camera 1
TEST101 200801/ 13:45:34  Alarm TMiA 1 3 Input 3
TEST101 2006511/ 13:45:34 Alarm MNIA 1 2 Input 2
TEST10M 200811/ 13:45:34  Alarm IMIA 1 1 Input 1

B TEST 108
1 TESTIM
=-[@ Maduled-Inputi1): Inpi
=-[@ Module(!-Inputi2): Inp
@ Module(!}-Input(3): Inpt
g CAMERA(T}-Motion Det

Figure 7-8 Host Information

The Host Information window allows you to play back events happened in the host sites. Double-click

any camera event in the left hand list to display the remote playback window. With this window, you

can play back an event, speak to the host site and take a snapshot, as well as download the event to

the client PC.

E_-jﬁeovision Demo S... : Elevator

Figure 7-9 The Remote Playback Window

Page 265



Chapter 7: E-Map Application

Accessing Remote ViewlLog

On the Remote E-Map window, the ViewLog button (No.6, Figure 7-5) is designed for the Remote
ViewLog function, giving you remote access to the recorded files of DVR and playing back video by the

player ViewLog.

For details on using the Remote ViewLog service, see Steps 4-7, Remote ViewLog on WebCam in

Chapter 6.

E-Map Server

The E-Map Server is an independent application, designed to create E-Maps for different DVRs, and

run without the GV-System.

Installing E-Map Server

1. Insert the Surveillance System Software CD to your computer. It will run automatically, and a
window appears.
2. Select the Install V8.1.0.0 System item.

3. Click E-Map Server, and then follow the on-screen instructions.

The E-Map Server Window

Go to Windows Start, point to Programs, select eMapServer, and then click E-Map Server. This

window appears.

Marne Size
€ +ieMap1 37.17KB |
€ eMapz 0.00 KE

Figure 7-10
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The controls on the E-Map Server window:

No. Name Description

1 Start Service Starts the E-Map Server.

2 Stop Service Stops the E-Map Server.

3 New Creates a new E-Map file.

4 Rename Renames the E-Map file.

5 Delete Deletes the E-Map file.

6 Refresh Refreshes the E-Map Server window.

7 Accounts Creates user accounts of the E-Map Server.

Setting E-Map Server

Before starting the E-Map server, you have to create e-map files and user accounts.

1. Click the New button (No.3, Figure 7-10) to create e-map(s). For details on creating an e-map file,

see “Creating an E-Map File,” earlier in this chapter.

2. Click the Accounts (No. 7, Figure 7-10) button to create a user account that will use the server.

Remote Monitoring via E-Map Server

Via E-Map Server, you can monitor different surveillance sites on electronic maps from any computer

accessible to Internet.

1. Open the web browser and type the address of the E-Map server.

2. After entering the valid user name and password for login, you will be prompted to select the

desired e-map file (.emp file),

3. Click OK. The Remote E-Map window appears.

4. Click the Login button (No.1, Figure 7-5) to select the desired host(s) to access it videos and 1/0

devices.

Note: The host (DVR) needs to give the access privilege by enabling the WebCam Server.
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The system is supplied with two remote applications.
® Remote View System

® |P Multicast System

Remote View

Remote View is used to remotely monitor live videos from Main System, through modem dial-up or
TCPI/IP connection. Each Remote View is limited to only one login at a time. However, you may

open multiple Remote Views in one workstation and each login to a different main system.

Setting Up Remote View

The Remote View software is included in the Surveillance System Software CD. The application is to
be installed at the client PC with modem dial-up or TCP/IP network access. The following is the

minimum PC specifications for this application:

oS Windows 2000, XP, 2003 Server

CPU Pentium 500 (minimum)

Memory 128MB RAM

Hard Disk 20GB (minimum)

VGA NVIDIA GeForce 1l 32MB, 800x600 screen resolution (minimum)
Network TCP/IP, Modem Dial-up

Setting Up the Connection

Remote View allows two connection methods, and each are set up as follows.
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To set up modem connection:

1. Make sure modems at client PC and at sever PC are already setup. The system currently
supports only external modems.

2. Click the Network button on main screen and enable Modem Server from menu.

3. Click Preference and then select Configure Modem. Select the network to use from drop-down
list.

4. Click the Connect button from menu bar of Remote View, and then select Dial-Modem from

menu to bring up the Connect dialog box, as shown:

Disl Moder |
— Madem Login
Phaone Dial : |8,8?9?33??,?1 5
= Tone " Pulse

Lagin 1D : |-|
Password : Ix

V' Save password if connect success

Connect Status

Prezz 'Make Call' to Start Dialing.
Make Call - 9,87978377.715
Line Hang Up!

Line Reply...

Lagin...

Figure 8-1 Making connection to GV system through dial-up connection.

5. Inthe Phone Dial field, type the telephone number you wish to use (this column memorizes 10
most recently used telephone numbers).
6. Enter a valid user ID and password, and then click the Make Call button. Messages should

appear in the Connect Status window when the connection is established, shown in Figure 8-1.

To set up TCP/IP connection:

1. Make sure both your client PC and the sever PC have access to TCP/IP network.

2. Click the Network button on main screen and enable TCP/IP Server from menu.

3. Click the Connect button from menu bar of Remote View and select Internet/Intranet_ TCP/IP to

bring up the following dialog box:
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TnternetTntranet Lo gin I
i~ TCR/P Berver
IP Address: [lozte00187 |
Port: W Defanlt

Locate Server |
—Login Setup

LoginID [gest
Pazzwond © AR A

[¥ Save passwond i connect success

Login | Logout | AddeyFavnmel Close

Figure 8-2

In the IP Address field, type the IP address or domain name of the system you wish to connect to.

The field memorizes 10 most recently used addresses.

Type in port number in Port field. Use default value if you are not sure what to enter for this field.
Enter a valid user ID and password and then click the Login button. Video stream should appear

when connection succeeds, as shown:

5 MultiCam Remote Yiewer 5.2 ==

Connect My Favotite Wiew Browsslog Prefersnce Help
connest Wy EEvarte Stop Vel LG G Lock
Carera 1 & [ & Camera 2

Preferences

Ready

Figure 8-3

Functions of toolbar buttons are listed in following table:

Button Description

Connect Selects modem dial-up or TCP/IP connection.
My Favorite Adds to My Favorite

Stop Terminates network connection

Zoom In Enlarges video.

Zoom Out Shrinks video.

Lock Locks a particular camera.

Preferences Brings up the preferences setting window.
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Working with My Favorite

My Favorite provides for fast access to pre-set connection to main system. Several settings are

available for this feature.

To add a connection to My Favorite:
1. Click My Favorite button from menu bar.

2. Select Add to My Favorite from the menu. The Add to My Favorite dialog box appears.

Add to My Favonite

—IP Address:
TCR/IP Server |192.1BE.D.1B?

Fort: |355|:|
Login 1D: IRic:hard &
Passwaord: I*-H-*-m*

Title Marme:

024 Cancel |

Figure 8-4

3. Enter the proper information and give a name to the new connection, and then click OK.

To edit My Favorite:
1. To change information in My Favorite, click My Favorite button from menu bar.
2. Select Edit My Favorite from menu.

3. Select a connection you wish to edit.

[TCPRichard

~TCR/P Sermer

My Connectl

IP Address: |192.1BD.D.18?
Port: |355[|

Delete |Cnnnecthw| Close

Figure 8-5
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Go to My Favorite:

Once a connection is added, it is listed in menu. Click the connection from menu to login a system.

Camera Zoom Function

Click the Zoom In and Zoom Out buttons in the toolbar to enlarge and shrink a particular camera view,

here are the steps:

1. Click on the view screen you wish to zoom.
2. Click the Lock button from the toolbar to lock the camera.

3. Click either the Zoom In or the Zoom Out buttons, and then click on the locked camera.

Playing with Screen View Window Functions
All live video is displayed in the screen view window, shown as follow:

— Camera Description Rec Button

Cpmera 1
200201111

Icons appear in view screen represent:

Button Description

Time Indicator Indicates current date and time. Color of the text and the background

can be changed in Preferences.

Rec Starts, stops, pauses, and resumes recording.
Play/Save Plays and saves recorded video files.
Camera Lock Locks the image to apply zoom in, zoom out function.

Note: The Rec button saves the video files only temporarily as a buffer file, therefore saves only one
video clip at a time. If you wish to save the files permanently, use Play/Save to save the video clip in
AVI format.
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Playing Back Video Files in Q-View
Click Play/Save button found in the camera screen. This brings up the program Q-View, which is
used for instant playback for video files temporarily saved in the Temporarily Record Buffer, created

when Rec button is pressed.

[ Qview - C:\DOCUME~1'Nea'LOCALS~1'Temp'~rF.avi =10O] x|
File Wiew Operations Edit

Boo0 s @GS

15:46:28.000 ¢

[

Ready

Figure 8-7

Preference Settings

Click the Preferences button from the toolbar to bring out the corresponding dialog box, shown as:

Preference Setting x|

Connection | General I

— Login Setup

Laagir | Iguegt

Pazzward: I xxxxx

[ Save password if connect success

— Image Cuality
[~ Enhance Quality
1
. . / . .
1 2 3 4 3
[Fazter] [zlower)
ok I Cancel
Figure 8-8
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The following options are available on the Connection tab of the Preference Setting:
[Login Setup] Specify user name and password for Remote View.
[Image Quality] Specify the compression ratio of the video. Lower number gives higher

compression, smaller file size, but the image quality will suffer.

There are also options available on the General tab:

Preference Setting x|

Cormection General |

" Transparent  {* Opague  © Invisible

Temporan Record Buffer
Buffer Path;  |[C:ADOCUME~1%ADMINI~TALOCALS 1"

Bruwse

Text Display
11/11/2002 Test Color (Celerh!
16:4718 Background Color  Select |

v F'rompt Save

ok Cancel

Figure 8-9

[Text Display] Sets camera description’s text color and background color. 3 options are available
to present the camera description: Transparent (text only no background), Opaque (text and

background), and Invisible (no text and no background).

[Temporary Record Buffer] Determines a temporary folder that holds recording videos.

Remote PTZ and I/O Function

If you have installed PTZ or 1/O devices on the connected main system, then you will be able to control

these devices through TCP/IP or dial-up network.

To use remote PTZ control:
Select View, PTZ Device, from the menu bar to bring up the PTZ control panel. Use the PTZ select
buttons to choose the type of camera you wish to control. The control panel may look slightly

different depending on camera model.
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PTZ select button

—
03] &
]
Direction
LI H il control button
o

ﬂl [(+r—— Zoom

Focus

AF I__ Auto Focus

Auto Auto Pan

Pre=et Go |

PT Speed:

IN:::rmaI g— PTZ speed select
m—— ID address select

Figure 8-10

To use Remote I/O control:
Select View, /0 Module, from the menu bar to bring up the I/O control panel. Remote View allows

you to control only the output devices. Click on the Output signal buttons to send signal to the output

device.

_in || out B
ﬁn:-dule 1

Output 1
Output 2
Output 3
Output 4
Output 5
Output 6
Output 7
Output

— Output signal buttons

A

Figure 8-11
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Full Screen View

Click Connect button and select Full Screen Mode from the menu.

larger viewing area for the cameras.

that allows you to access to some of the basic functions.

IP Multicast

—— Start Monitor
—— Stop Monitor

—— Preferences

HDD Space

Figure 8-12

The full screen mode provides a

There are four functional buttons located at the right hand side

It is possible to monitor several GV-Systems within a LAN network, through the use of IP Multicast.

An IP Multicast allows maximum of ten connections at a time.

Multicast automatically connects to the Main System within the LAN network.

#, MultiCast Remote Surveillance System 5.2 NETES
Charnel Camera Preference Browsslog Help
Q A > .9 -
Search Bael Farard GoTo Stop Lock Camera Live Channel

Live 1 [TEST-24]

@y Camera 1
& Camera 2
@ Camera 3

Live 2

Live 3

Live 4

Live 5

Live 6

Live 7

Live 8

Live 9

Live 10

Live 2 0.0.0.0:0
Live 3 0.0.0.0:0
Live 4 0.0.0.0:0
Live 5 0.0.0.0:0
Live 6 0.0.0.0:0
Live 7 0.0.0.0:0

IREEEREEIE

|

Oy Channel | Server IP:Pork =

Live 1 192.168.0.222

il

B _ :

Camera 2

Figure 8-13

After the Live X button pressed, IP
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Setting Up IP Multicast

The IP Multicast software is included in the Surveillance System Software CD. The application is to
be installed at the client PC within LAN network access. PC requirements are the same as those for

Remote View, described in the previous section.

Starting IP Multicast

1. Make sure both the client PCs and the server PC are properly set up in local area network (LAN).

2. Click the Network button in Main System and select Multicast Server to allow connection from
client PC. Follow this same step to set up all GV-Systems you wish to connect to IP Multicast.

3. GotoWindows Start, Program, system folder, and then IP MultiCast System from menu. Run
the system at the client PC.

4. Click the Search button from toolbar so IP Multicast finds all GV-Systems available for connection
within the network. Systems connected to IP Multicast are listed at the lower-left pane with their
server IP.

5. Click the Live bar to view the desired system. You may be asked to enter Login ID and Password.
Make sure your ID is given the privilege to view. All cameras open to the ID will be displayed.

6. To end a connection, click the Stop button from toolbar.

Functions of toolbar buttons are listed in following table:

Button Description

Search Finds all main systems available for connection within the network.
Back Goes to previous surveillance screen.

Forward Goes to next surveillance screen.

GoTo Selects a specific system.

Stop Ends a connection.

Lock Camera Locks a particular screen view.

Live Channel Click to view or to hide a connection.

Icons found at the left pane represent:

Button Description
Live x Click to view available cameras in the selected system.
Flag Green flag represents the system is connected; red means disconnected.
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The rest of the functions in IP Multicast are much the same to those in Remote View. For details on
using functions in screen views, refer to Playing with Screen View Window Functions, earlier in this
chapter; to set the Preference dialog box, refer to Preference Settings; for features available for
full-screen, refer to Full Screen View. Video files are also played back in Q-View; refer to Playing
Back Video Files in Q-View.

Note: Since Q-View only saves one most recently viewed video file in the Temporarily Record Buffer,

following message may appear when try to record a second file:

Camera 1 Record file not saved yetl

I~ Mever prompt if record files not be saved. Cancel |

Figure 8-14

This message is to remind you that the video file previously played back has not been saved.
Clicking Continue would overwrite the previous file. To always save viewed video files to a

permanent location, use Play/Save button in screen view, instead of the Rec button.
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Central Monitoring by
Center V2

With Center V2, central monitoring station (CMS) can be deployed immediately because it brings
multiple GV-Systems together into an integrated interface, allowing the operator to manage several
systems from one point of control. The basic feature of Center V2 is to view live video, and receive
video evidence (in an attachment format) when any alerts are sent to the Center V2. This helps the

remote-end operator easily determine the nature of the alarm.

Installing Center V2

There are two versions of Center V2. The standard version, coming with the system software, can
serve up to 5 subscribers and 80 channels at a time. The professional version can serve up to 500
subscribers and 800 channels. For professional one, see CMS User’s Manual.

Before installation, make sure your computer meets the following minimum requirements.

The standard version:

0s Windows 2000, Windows XP, Server 2003

CPU Pentium 4, 2.0G

Memory 256 MB RAM

Hard Disk 60 GB

VGA NVIDIA GeForce 1l 32MB, 1024 x 768 screen resolution
Network TCP/IP

To install Center V2, follow these steps:

1. Insert the Software CD to your CMS'’s (Central Monitoring Station) computer. It will run
automatically, and a window appears.

2. Select the Install V 8.1.0.0. System item.

3. Click CenterV2, and follow the on-screen instructions.
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The Center V2 Window

After the installation, start the application from the Windows Start menu.

window will appear.

No i

The following monitoring

mages will appear until you add and connect to subscribers.

Oct. 16 14:59:46 |

I

= N
& Canrral
& Camera2
1 1T Modkde 1

@E)E
Je

Type | Mezzage

Marm
Marm
Marm

Camera 1. Scens Change
Camera 1. Scene Changs
Camera 1. Scene Changs

A5 2006 12846 PR

1152006 1:20:59 PM

System Start Monftoring Ml Type Bvents L2006 24 TMALZME ZA PR
System Sty 1O Monioring TI52006 244:35PM 11152006 2:44:35 PM
System Stanus cliane of monioring cameras. one 1, M 2 - 16 152006 2:44:35 PM 11152006 2:44:35 PM
Trigmie Madule 1 - lngnat 1 Trigaes TS 006 2:44:35 PM 11152008 2:44:35 PM
Trigges Video of Camesa 1 (By: Module 1. o 1) 115006 2:4 TAE2006 2:44:35 P

Aftachiment  Racard fibs of Camesa 1. L] TUASTO06 ZA005 PR 115006 31235 B
System

St Live View - [1] Camera 1 VIS0 ZA7 PR j
L | 1l =

\@J\@J

Figure 9-1 The Center V2 Window

The controls on the Center V2 window:

No. Name Description

1 Monitoring Window Displays live video.

2 Status Panel Indicates the date, time, remaining disk space, and the total number of
online channels versus available channels.

3 Find A Subscriber Type the desired ID in the Current Subscriber field and click this button to
search.

4 Subscriber List Displays subscribers’ ID names and online status.
Blue Icon: Indicates the subscriber is online.
White Icon: Indicates the subscriber is off-line.
Alarm Icon: Indicates either motion has been detected or the I/O has
been triggered at the subscriber’s site.

5 Event List Accesses Event Log and Event List.

6 SMS Configures the SMS service.

7 I/O Device Configures and forces output devices at Center V2.
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8 Screen Division In the 1024 x 768 resolution, you can select 6, 15, or 24 screen divisions for
a single monitor; 9, 25, or 36 screen divisions for dual monitors.
In the 1280 x 1024 resolution, you can select 6, 12, or 24 screen divisions
for a single monitor; 9, 20, or 42 screen divisions for dual monitors.
In the 1600 x 1200 resolution, select 6, 12, or 24 screen divisions for a
single monitor; 9, 16, or 36 screen divisions for dual monitors.
In the 1680 x 1050 resolution, select 6, 15, or 28 screen divisions for a
single monitor; 9, 20, or 42 screen divisions for dual monitors.
In the 1920 x 1200 resolution, select 6, 15, or 28 screen divisions for a
single monitor; 9, 20, or 42 screen divisions for dual monitors.
For resolution, see Layout Settings later in this chapter.

9 Host Info Displays the connection status of subscribers.

10  Preference Brings up these options: System Configure, Password Setup, E-mail Setup,

Settings Notification, Customize Alarm Report and Automatic Failover Support.

11 Exit Closes or minimizes the Center V2 window.

12 Accounts Adds, deletes or modifies subscriber accounts.

13  Refresh Channel Refreshes the connection status.

14  Next Page Displays the next page of camera views.

15  Previous Page Displays the previous page of camera views.

16  Flag Flags an event for later reference.

17  Clipboard Displays the Alarm Report dialog box.

18 Clip Indicates an event coming with an attachment.
Double-click the event to open the attached video file.

19 ID Indicates a subscriber’s ID.

20 Event Type Indicates the event type: Alarm, Attachment, Connection, Login/Logout,
Motion, System, and Trigger.

21  Message Indicates associated information for each event type.

22  Message Time Indicates when Center V2 receives an event.

23  Start Time Indicates when an event happens at the subscriber’s site.

A list of Types and Messages will be displayed on Center V2:

Type Message

Motion Camera xx detected motion.

Trigger Module xx triggered.

Connection Camera xx video lost; Module xx 1/O lost; Network abnormal; Fail to login to dispatch

server; Dispatch server is shutdown; Video signal of xx has resumed; Module xx has

returned to normal; Failed to login SMS server; Failed to send short message; SMS

server is shutdown.
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Alarm Disk Full; Restarted Failed; Multicam Closed; There isn’t enough space for recording;
Multicam Surveillance System has been closed; An unexpected error occurred in
Multicam Surveillance System. (Error Code: 1 or 2); There is an intruder;

Object Missing; Unattended Object; Alert Message of POS; Scene Change.

System Start/end service; IP change; Record failed; Status change of monitoring camera. On: xx
Off: xx /(By Schedule); Stop/start all cameras monitoring; Start/stop 1/0 Monitoring. /(By
Schedule); Schedule start; Schedule stop. All monitoring devise are stop too; Start
monitoring all type events; Stop monitoring all type events; Subscriber session is not
established. Wait-time expired; Unexpected logout before subscriber session is

completed.

Attachment Record file of Camera xx.

Note: Error Code 1 indicates a codec error; Error Code 2 indicates that users can'’t write or record

any data due to HD failure or user privilege.

Creating a Subscriber Account

Before starting Center V2, add one subscriber to the center at least. The standard version of Center
V2 only allows 5 subscriber accounts. On the Center V2 window, click the Accounts button (No. 12,

Figure 9-1). The Address Book window appears.

& F -' e {L [——1}
882 X [
&= Address Book o Mame Telephone (H) Telephane () Mobile Phone
=5ty London 1
e 1 admin Geovision 2-57978377
(Y 5 drin
i New York
-5ty Taipei P 3
Ready Group: 3 Subscriber: 3

Figure 9-2 Subscriber Information

The buttons of the toolbar:

No. Name Description

1 AddA Group Adds a group.

2 Add A Subscriber Adds a subscriber

3 View/Edit Subscriber Highlight one subscriber and click this button to open Subscriber
Address Book Address Book for viewing and editing.

4 Delete A Group/Subscriber Highlight a group or a subscriber and click this button to delete it.

5 Find A Subscriber Searches a subscriber account.

g 'mport/Export Imports or exports the address book data.
Address Book
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7 Subscriber Settings Highlight one subscriber and click this button to configure the

settings of video and alert formats.

8 Subscriber Schedule Sets up subscription schedules.

Creating a Subscriber

1. Click the Add A Group button (No. 1, Figure 9-2) to create a group.
2. Click the Add A Subscriber button (No.2, Figure 9-2). The Subscriber Address Book dialog box

appears.

Subscriber Address Book x|
LoginiD: [ TPE
Passward: I““" 2= | Cancel |

Mame: ITF'E

Address: | Meihu Rd, Taipei, Taiwan

E-Mail: |geovisinn@geovision.com.w
Country Calling Code: pefel

H | 587978335 0 | 87978377
; | 8397E3251 g) |

Fager: |

- Mote

=

H

Figure 9-3 Address Book of a subscriber

3. Enter alogin ID and password (required). Those will be the ID and password for the subscriber
to log in to the Center V2 (See Figure 9-15).
4. Enter the subscriber’s contact information in the rest of fields (optional).
»  If you wish to send e-mail alerts to this subscriber, enter its e-mail address. For e-mail
settings, refer to E-Mail Alerts, later in this chapter.
»  If you wish to send SMS alerts to this subscriber, enter its country code and mobile number.
For SMS server settings, refer to SMS Alerts, later in this chapter.

5. Click the OK button to save the above settings. You will be prompted to this dialog box.
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Subscriber Settings - 1

—Monitor Optian

Marmal

Image Size:

[+ Auto Record Yideo

~Record Mode
+ Live Mode

- Q)
Settings... |
_setinge.. |

= Attachrment Mode Settings...

" Both (Live & Attachment)

~Mote

Any changes of this property will be applied in next trigger.

—izalor of Channel Caption

JRR—

Ok I Cancell

Figure 9-4 Subscriber Settings

The options in the dialog box are discussed below. You may accept the default settings here,

and edit them later by clicking the Subscriber Settings button (No. 6, Figure 9-2) on the toolbar.

When you click the OK button, the subscriber account then is created.

Subscriber Settings

[Monitor Option]

B Image Size:

Sets the video size from the subscriber.

The following chart tells how the image

size set at the subscriber corresponds to different settings at Center V2. For example, if Center

V2 wants to receive 720 X 240 image, the subscriber must set the video resolution to 720 x 480 or

720 x 240.
Subscriber
640 x 480 | 640 x 240 | 320 x 240 | 720 x 480 | 720 x 240 | 720 x 576
Center V2
Normal 320 x 240 | 320 x 240 | 320 x 240 | 360 x 240 | 360 x 240 | 360 x 288
Middle 640 x 240 | 640 x 240 | 320 x 240 | 720 x 240 | 720 x 240 | 720 x 288
Large 640 x 480 | 640 x 240 | 320 x 240 | 720 x 480 | 720 x 240 | 720 x 576

B Auto Record Video:
Mode.
[Record Mode]
B Live Mode:

receive video in live.

Settings... button.

time is required to send the file over Internet.

Streams live video to Center V2.

Center V2 automatically records events based on the following Record

Make sure you have enough bandwidth to

To set the maximum time of a video clip to be sent to Center V2, click the

The more the set minutes, the bigger the file size; and therefore more
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B Attachment Mode: A defined time of event will be recorded before sending to Center V2. The
attachment will be sent out immediately once your subscriber is connected to Center V2.
The Attachment Mode also provides several options associated with the attachment. Click the
Settings... button to bring up the Record Settings — Attachment Mode dialog box. See

Attachment Mode Settings below for further setup.

B Both (Live & Attachment): Sends both live and attachment file.

[Color of Channel Caption]
Changes the color of channel headings. For further setup, see Changing the Color of Channel

Heading later in this chapter.

Attachment Mode Settings

In the Subscriber Settings dialog box (Figure 9-4), select Attachment Mode, and click the Settings...

button beside. This dialog box appears.

Record Settings - Attachment Mode

—Record Option (per camera)

Pre-Ret Total Frames: I 10 _|::' [x)
Pre-Rec FramesfSec. Limitation: I 2 _lj @
Matian FramesiSec. Limitation: I g _|:‘ @

Recording Qualty —

—Attachment Option (Record by Motion)

Max. Wideo Clip: I 30 j: Sec.

Fost-Rec Motion: ] _:I Sec.

Alerts Interval: I 10 _Ij i

—Attachment Option (Record by 'O Trigger)

Max. Wideao Clip: I 60 jﬁ Sec.

PostRec Motion: 10 _l Sec.

Alerts Interval: I 10 _Ij Min.
Defaultl Ok I Cancell

L

.

L

Figure 9-5 Recording Setting

[Record Options (per camera)]
B Pre-Rec Total Frames: Determines the total pre-recorded frames in a video attachment.

B Pre-Rec Frames/sec Limitation: Determines the frame rate in the pre-recorded period.

Note: Dividing the Pre-Rec Total Frames by Pre-Rec Frames/Sec Limitation, you will get total time of

the video attachment.
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B Motion Frames/sec Limitation: Determines the frame rate of the video to be sent as an
attachment.

B Recording Quality: Use the slider bar to adjust the video quality in 3 levels.

[Attachment option (Record by Motion)] Defines the duration of the video attachment delivered
upon motion.

B Max video Clip: Determines the duration of the video attachment.

B Pos-Rec Motion: Determines how many more seconds of video to be sent when motion stops.

B Alerts interval: Determines the interval between sent motion events

[Attachment option (Record by I/O trigger)] Defines the duration of the video attachment delivered

upon I/O trigger.

Changing the Color of Channel Heading

For easy identification, the channel headings can be as colorful as you wish. In addition to the change

of color and font of the channel headings, its background color can be customized as well.

1. On Center V2 window, click the Accounts button (No.12, Figure 9-1), select a subscriber, and
click the Subscriber Setting button on the toolbar. The Subscriber Settings dialog box (Figure
9-4) appears.

2. Click the Color of Channel Caption button. This dialog box appears.

Basic colors:

M NN
7.
e il
ENEEEEEN
EEEEEEENE
AT

Custam colars:

I |

Hue: 1ED Hed

ENEEEEE. SatEI Green255
Color5glid Lurm: Blue:
[ Add to Custom Calors ]
Figure 9-6

3. Set a color you wish to use, and click OK. The Color of Channel Caption button now displays
the color you selected.

4. On the Center V2 window, click the Preference Setting button (No. 10, Figure 9-1) and select
System Configure. The Preference dialog box (Figure 9-11) appears.

5. Click the General tab, and check the Use the subscriber setting color as background option.

Now the background color of the channel heading will be in the color you selected.
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r Channel Heading

Figure 9-7

Creating a Subscriber Schedule

The Center V2 operator can create schedules to monitor subscription status. When subscribers don’t

log in Center V2 on the programmed time, the operator and subscribers will get notified.

® When a subscriber doesn’t log in Center V2 on time, this message will appear on the Event List:
Subscriber session is not established. Wait-Time expired.
When a subscriber logs out suddenly during a service time, this message will appear: Unexpected

logout before subscriber session is completed.

® To activate the computer and output alarm to notify the operator while a SMS and E-mail message
being sent out to a subscriber, use the Notification feature. For details, see Notification Settings

later in this chapter.

To set up a schedule

1. Onthe Center V2 window, click the Accounts button (No. 12, Figure 9-1) to display the Address
Book window.

2. Highlight one subscriber, and click the Subscriber Schedule (No. 8, Figure 9-2) to display the

Schedule window.
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& schedule ll
Plan  Schedule
SE:::; < | 20061 Jan Today : 2006{1/18
SLIN MOMN TUE WED THU FRI SAT
1 2 3 4 5 4 7
a 9 10 11 12 13 14
14 16 17 18 19 20 2
22 23 24 25 26 27 28
29 30 kil
Ok

Figure 9-8

On the Schedule window menu, click Schedule, select Setup Wizard and follow the Wizard

instructions.

When the following dialog box appears during the instructions, drag the mouse over the Login

timeline to define the Start and End time.

Matification |

4 5 6 7 8 9 0 11 1Z 13 14 15 16 17 15 19 20 21 22 23 24
e e e b e )

|!|Ll]gil'l I””II”_I

Previous Mext Cancel

Figure 9-9
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The controls on the Setup Wizard:

No. Name Description

1 Include Displays task time.

2 Exclude Displays non-task time.

3 Add Draws task time.

4 Erase Erase task time.

5 Timeline Defines the time periods.

6 Login Displays the Login timeline.

7 Notification Displays the E-mail and SMS timelines.

5. Click Next when you finish the schedule. The Setup Wizard dialog boxes pops up again, and

then click Finish to exit.

Scheduling Alert Notification

Both e-mail and SMS natifications can be scheduled ahead. E-mails and SMS messages will be sent

out within the scheduled period of time.

1. On the Schedule window, double-click an established plan. This Plan dialog box appears.

x
=] ]

Application :

Login |
|N0tiﬁcati0n | HaneHnruiinaneansiersseodiemetians ot i e et A e Mt e A A
§ SMS I
E-Mail ]
Previous Mext Cancel
Figure 9-10

2. On this Plan window, click the Advanced Setting button . The Advanced Setting dialog box
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appears.
3. Expand the Notification folder, and check or uncheck the alert methods to be scheduled.
4. On the Plan dialog box, click the Notification button, drag the mouse over SMS and / or E-mail

timelines to define the Start and End time to send out alerts.

Note: Once you enable the schedule function, you will not be notified when events occur outside the

scheduled period of time.

Configuring Center V2

On the Center V2 window, click the Preference Settings button (No. 10, Figure 9-1), and select
System Configure to display the following Preference window. This window contains these tabs:
(1) General, (2) Layout, (3) Network, (4) Record and (5) Dispatch Server.

[General]

General | Layout | Metwork | Record | Dispatch Server

Monitor Option

(O Manual cloze channel

@EEIUSE the camera wiew when motion stopped

Past-matian: 5 Sec.

Camera send by [0 trigger will momitor: 10 Sec.

Camera send by Wiegand capture device will monitor: 10 Sec.
Image Quality: 2 Marmal
Enable Directdraw
Start-up

] Auta Fun when ‘Windows Starts
[ Login 5M5 Server when Start Service

Channel Caption

Font and Colar: Settings...

[ Use the subscriber setting color a3 background

l [1]8 H Cancel ]

Figure 9-11 Preference- General Settings

[Monitor Option]

B Manual close channel: Closes the triggered camera view manually.

B Close the camera view when motion stopped: Closes the triggered camera view
automatically when motion stops.
Post Motion: Specifies the duration of the camera view remaining on the monitoring window

after motion stops.
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Camera send by I/O trigger will monitor: Specifies the duration of the camera view remaining
on the monitoring window when an I/O device is triggered.

To keep the camera view remaining on the monitoring window even after the alarm is finished,
click the right-arrow button, and uncheck Latch Trigger. Then the camera view will keep
remaining on the monitoring window for the specified time. For example, the alarm is triggered for
5 minutes and you set 10 minutes, which means the total display time will be 15 minutes.

B Camera send by Wiegand capture device will monitor: Specifies the duration of the camera
view remaining on the monitoring window when the access control system, connected to
GV-Video Server, is triggered. For details, see Chapter 8 CMS Configurations in the GV-Video
Server User’s Manual.

B Image Quality: Adjusts the video quality. Moving the slide bar to the right side for the better
quality and the bigger image size.

B Enable Direcdraw: Enables an enhanced image performance for live video.

[Start-up]
B Auto Run when Windows Starts: Automatically runs Center V2 when Windows starts.
B Login SMS Server when Start Service: Automatically logs in SMS Server when Center V2

starts. You will be prompted to enter the IP address, Port, ID and Password of the SMS server.

[Channel Caption]
B Font and Color: Click the Settings.... button to change the font and color of the captions.
B Use the subscriber setting color as background: Checks the option to apply the caption

settings. For details, see Changing the Color of Channel Heading earlier in this chapter.

[Layout]

This function transfers the Event List window to a separate computer while the monitoring windows are
displayed in the current computer. For the application, your VGA card must support Twin View (see
Chapter 11 for details), and your Windows desktop must be properly set up for the display across two

computer monitors.
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-
Preference

General | Lavout | Network | Record | Dispatch Server
Lapout
Screen Resolution: 1280 | X 1024

Main Panel Resolution: | 1024 2 768+

=
Event List Pagtion: (5 Battormn () Right

Maote

Any changes of thiz property will be applied in next startup.

[ 0K l ’ Cancel

Figure 9-12 Preference-Layout

Screen Resolution: Detects the current screen resolution on your PC.
Main Panel Resolution: Sets the Center V2 panel resolution to 1024 x768, 1280 x1024, 1600 x
1200, 1680 x 1050 or 1920 x 1200. This function is only available when your PC screen

resolution is higher than 1280 x 1024. The new resolution is effective after next login.

Floating Event List: Moves the Event List window to a separate monitor at the bottom or right

side.
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[Network]

General | Layout | Metwork | Record | Dispatch Server

Metwork, Settings
Center Port: hh47
] Enhance Metwork Security

Accept the Connection of Yideo Server

Pot: | 5551

Mate
Any changes of this property will be applied in the nest startup

[ [1]4 l[ Cancel ]

Figure 9-13 Preference- Network Settings

B Center Port: Indicates the communication port used by the Center V2. To automatically
configure the port on your router by UPnP technology, click the Arrow button. For details, see
UPNP Settings, Chapter 6 in the User’s Manual.

B Enhance Network Security: Applies enhanced security for Internet. Note when the feature is
enabled, all subscribers using earlier version than version 7.0 cannot access the Center V2
anymore.

B Accept the Connection of Video Server: Enables the connection to the GV-Video Server. The

default port is 5551, or you can modify it to match the Center V2 port on the GV-Video Server.
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[Record]
The feature allows you to assign a path to store video files.

Click the Add New Path button to assign a path; click the [X] button to delete a path.

If the Recycle item is checked, the system will delete old files when storage space falls short of 800MB;

if not checked, Center V2 will stop recording when storage space falls short of 800MB.

Preference

Generall La_l,lnutl Metwork, Fecord I Dispatch Sewerl

IE v Recycle

Path |
|7 [r4Centery2-lag

] I Cancel

Figure 9-14 Preference-Record

Note: Every time when the Recycle function is activated, the files of 400MB will be deleted.
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Connecting to Center V2

To configure the GV-System in order to access the Center V2 remotely through a network connection,

follow these steps:

1. Inthe Main System, click the Network button, and select Connect to Center V2. This dialog

box appears.

Connect to Centery2

Center [P:

LlzerID: |1

Passwiord: |*

[ Save Password

' Mormal Mode {~ Panic Button

[T Login aﬂerl a0 second

v Maonitor all type events

Q‘L Connect Exit | 5dvance...|

Figure 9-15 Connect to Center V2

2. Enter the IP address of the Center V2, the user ID and password created in Center V2.
See Creating a Subscriber’s Account earlier in this chapter.
3. Click the Connect button. When the connection is established, Center V2 will start receiving

videos or attachments from the subscriber.

Normal Mode Setup
To further define the communication conditions between the subscriber and Center V2, select Normal
Mode on the Connect to Center V2 dialog box (Figure 9-15), and then click the Advance button for

setup. The setup window includes these tabs: (1) General, (2) Camera, (3) Other and (4) I/O Device.
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[General]
The settings define the retry modes and communication ports between GV-System and Center V2.

Advance Settings E|
General I Camera] Other ] 1/0 Device ]
Connection Broken Codec
M aximum Retries: l——J " Geo Mpegd
Retry Interval: ﬁ Seconds * GeoMpegd (A5F)
™ GeoH264

¥ Rety until connected

[~ Retry in the background

Connective Part

Center Part: IW Default
Command Part; IW Default
Data Port: IW Default
Audio Port: IW Default
Connection Port: IW Default

Temp Folder
Path: |C:\GYBO0V“CCTemp | m

Figure 9-16 Advance Settings

[Connection Broken]

Maximum Retries: Sets the number of retries if connection is not immediately available.

B Retry Interval: Sets the time interval between each retries.
B Retry until connected: Keeps GV-System on trying until connected to Center V2.
B Retry in the background: Hides the retries in the background.

[Codec] Selects Geo Mpeg 4 (default), Geo Mpeg 4 (ASP) or Geo H264 as the compression

method for video sent to Center V2. For details, see Recording Codec Options in Chapter 1

[Connective Port] Displays ports used for communication. It is recommended to keep the default
settings, unless otherwise necessary. The Center Port number must match the Center Port
assigned in Center V2, as shown in Figure 9-13.

To automatically configure these ports on your router by UPnP technology, click the Arrow button.

For details, see UPnP Settings in Chapter 5.

[Temp Folder] Attachments are temporarily stored in this folder while waiting to be sent to Center V2.
In case the connection is broken, attachments meant to be sent to Center V2 could be found here.

Once the connection is back to normal, events saved in the Temp Folder will be sent out immediately.
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[Camera]
The settings define which camera condition to notify Center V2. To configure the event type, first

disable the Monitoring all type events option in Figure 9-15.

Advance Settings x|
General Camera |Dther | 140 Device |

¥ Send to Center2 when Motion is Detected...; Set Camerals) |
Ewent Type: IEmergenc}' 'I

¥ Allow Center2 to View Live Camera.. Set Camerals) |
™| Al Centery2 to Contral PTZ Camera. . Set Camerals] | @

¥ Maotify Centery2 when the following events come up...
[Intruder, Missing Object, Unattended Object]

Ewent Type: I Emergency ¥ I

Cancel |
Figure 9-17 Advanced Settings- Camera

B Send to Center V2 when Motion is Detected: Sends the video to Center V2 when motion is

detected. Click the Set Camera(s) button to assign cameras for the application.

Event Type: If the subscriber wants Center V2 always to get notified of motion detection, select

Emergency. If the subscriber wants Center V2 to get notified of motion detection only when an

assigned input is triggered, select Normal.

B Allow Center V2 to View Live Camera: Gives Center V2 the privilege to view your cameras at

any time. Click the Set Camera(s) button to assign cameras for the application.
B Allow Center V2 to Control PTZ Camera: Gives Center V2 the privilege to control your PTZ
camera. Remember to properly set up camera mapping first. See Mapping PTZ Cameras in
Chapter 1.

B Notify Center V2 when the following events come up: Notifies Center V2 when any of these

alert events occur: Intruder, Missing Object, Unattended Object and Scene Change.

Event Type: If the subscriber wants Center V2 always to get notified of these alert events, select

Emergency. If the subscriber wants Center V2 to get notified of these alert events only when an

assigned input is triggered, select Normal.

Note: To set an input trigger for the notification of Normal events, see Security Service, [I/O Device]

later in this chapter.
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[Other]

Define other communication conditions between GV-System and Center V2.

Advance Settings E|

Generall Camera Other ll.n"D Device l
Audio

[v Allow Audio-Out to Centery %

[~ Accept dudio-n from Centery2

Other

[ Allow Centery2 to Get System |nformnation
[v Send Alert Message of POS's Loss Prevention to Centert2
[ Time spnchraonization with Centery2

[v Matify Centery2 when the storage space was full

ak. | Cancel

Figure 9-18 Advanced Settings- Other

[Audio] Appling any of these options here may generate privacy issues. Think before you make

any selection.

B Allow Audio-Out to CenterV2: Allows Center V2 to listen to the audio from GV-System.

B Accept Audio-In from CenterV2: Allows CenterV2 to use the talkback feature when
emergency occurs.

[Other]

B Allow Center V2 to Get System Information: Allows Center V2 to get system information on
your GV-System.

B Send Alert Message of POS’s Loss Prevention to Center V2: Notifies Center V2 about the
events of POS Loss Prevention.

B Time synchronization with Center V2: Enables the time increment/decrement of minutes and
seconds at the subscriber site to match the time at the Center V2.

B Notify Center V2 when the storage space was full: Notifies the Center V2 when the

subscriber’s storage space is insufficient.
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[I/O Device]
The settings define which 1/O condition to notify Center V2. To configure these settings, first disable

the Monitoring all type events option in Figure 9-15.

5
Generall Eameral Other 140 Device |
/0 Device

IMDduIe 1 vl ™ Allow Centery2 to Enable / Disable 1/0

¥ Send to Centery'2 when 120 is tiggered

IV “wiith Camerals)... Set Camerals) |
Ewvent Type: INormaI vl

v Dutput Module: IMDd. 1 ﬂ IF'in. 3 LI
Ewvent Tyupe: I vl

Input 4 jﬂ —

Cutput 1 jﬂ —

[ Allow Centery2 to force output

— Secunty Service
' Momentary Mode

¥ Start moritaring normal events when the selected pin iz higgered: IMDd. 1 LI IF'in. 1 j

¥ Stop monitaring normal events when the selected pin iz higgered: IMDd. 1 LI IF'in. 1 ;I
" Maintained Mode

™ Start monitaring normal events when the selected pin iz OH -
Stop montonng normal events when the selected pin s OFF IMDd' 1 LI IF'ln_ 1 LI

0K I Cancel |

Figure 9-19 Advanced Settings- I/O Device

[I/O Device] Notifies the Center V2 when I/O devices are triggered. Use the Arrow buttons to

configure each 1/O device, or click the Finger button to apply to all I/O devices.

B Allow Center V2 to Enable / Disable I/O: Allows Center V2 manually arm/disarm any 1/O
devices at the subscriber’s site without interrupting the monitoring.
For example, when an alarm is triggered at the subscriber site, the Center V2 operator can turn it
off remotely before arriving at the site. Meanwhile, GV-System still remains on monitoring.

B Send to Center V2when I/O is Triggered: Notifies Center V2 when any selected input is
triggered.
With Camera(s): Sends the camera video to Center V2 when the selected input is triggered.

Click the Set Camera(s) button to assign cameras for the application.

Event Type: If the subscriber wants Center V2 always to get notified of the input trigger, select
Emergency. If the subscriber wants Center V2 to get notified of the input trigger only when an
assigned input is triggered, select Normal.

Right Arrow button: Sets the delay time to notify Center V2 of input trigger. This feature is

only available when the Normal type is chosen.
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® Exit Delay: While the system is activated, this feature provides an interval of time for the
subscriber to exit the premises. During this time, the specified input (e.g. an exit/entry door)
is inactive. Once the exit delay expires, the input will be fully armed.

® Entry Delay: While the system is activated, this feature provides an interval of time for the
subscriber to entry the premises. During this time, the specified input (e.g. an exit/entry door)
is inactive so that the subscriber can disarm the system. If the subscriber fails to do, once
the entry delay expires, Center V2 will get notified of the input trigger.

B Output Module: Enables the assigned output module when the selected input module is

triggered.

For this example, when the I/O Device (Module 1, Input 4) is triggered, the Output (Module 1, Pin

3) will be activated simultaneously.

Right Arrow button: Sets the delay time to trigger the assigned output module.

Event Type: If the subscriber wants Center V2 always to get notified of the output trigger, select
Emergency. If the subscriber wants Center V2 to get notified of the output trigger only when an

assigned input is triggered, select Normal.

Note:

1. To set an input trigger for the naotification of Normal events, see [Security Service] below.

2. The delay settings in Send to Center V2 when /O is triggered and Output Module allow you to
enter your premises and disable input/output module before it is activated.
To disable prior I/O settings, the subscriber may exit the connection to Center V2 or use the Stop

monitor normal event when selected pin is Triggered feature in Figure 9-19.

B Allow Center V2 to Force Output: Allows Center V2 to manually force output devices installed

at the subscriber’s site.

[Security Service] Supports two types of access control systems: Momentary and Maintained

Mode.

B Momentary Mode: Pushbutton switches that are normally open and stay closed only as long as
the button is pressed. Momentary switches allow turn-on or turn-off from multiple locations.
For example, certain premises have a designated entry/exit door. When the staff enters the entry
door, the system starts monitoring. When the staff leaves from the exit door, the system stops

monitoring.

B Maintained Mode: Push-on/push off button switches that stay open until thrown, and then stay
closed until thrown again. Maintained switches are convenient for only one switch location.
For example, in the business hour when the door is opened, the system stops monitoring; in the

non-business hour when the door is closed, the system starts monitoring.
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Panic Button Setup

You may set up a panic alarm button at your GV-System. In case of emergency, press the button
immediately to send the associated video to Center V2. To set up a panic alarm, select Panic Button

in the Connect to Center V2 dialog box (Figure 9-15), and click the Advance button. This dialog box

appears.
Settings for Panic Button
—Panic Button... — Connective Port

Trigger by IX0: IMnd.1 jIPirH j Center Part: |554T Defaultl
W OutoutModule: [mod.3 ~|[Pine x| 1o [s5e8 Defaultl

_Send thh Camera(ﬁ) tD CEHIENE...— Data Pl:lrt I 5549 DEfaUIt |
i1 &5 8 13

M2 Fs B0 7 Select Al Audia Part: | 5546 Defaultl

F3 F7 11 15
Clear Al C tion Port | 5545 |
|7 4 |7 g p 12 p 16 annection Fo Default

] Cancel |

Figure 9-20 Settings for Panic Button

[Panic Button] Assigns an installed input device to be the panic alarm button.
B Trigger by I/0: Assigns an input module and a pin number.
H  Output Module: Enables an assigned output module when the panic button is pressed.
For this example, when the panic button (Module 1, Pin 1) is pressed, the output module (Module

3, Pin 4) will be triggered simultaneously.

[Send which Camera(s) to Center V2] Select which camera video should be sent to Center V2

when the panic alarm button is pressed.

[Connective Port] The communication ports used by Center V2. It is recommended to keep all

defaults, unless otherwise necessary.
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Detecting Input Status

The feature is designed to monitor all inputs for a change of state whenever the subscriber starts the

Center V2 monitoring. A change from the previously defined state (N/O to N/C or N/C to N/O) will

activate an alarm condition.

Click EL-: ‘| on the Connect to Center V2 dialog box (Figure 9-15).

Status in Chapter 2.

Event Log Browser

The Event Log Browser allows you to locate a desired event coming from subscribers.

For details, see Detecting Input

On the Center

V2 window, click the Event List button (No. 5, Figure 9-1) and select View Event Log to display the

following window.

Tip: You can quickly access the Event Log of a specific subscriber, instead of filtering all events.

Right-click one subscriber on the Subscriber list (No. 4, Figure 9-1), select Event Log and then click a

desired log type.

=l
2 =D | - o] A
38T H e @
w7 | | d | D | Type | Message Message Time w Start Time
System System Start Live View - [1] Camera 1 11152006 11:33:46 AW
System System Start Live View - [1] Camera 1 11152006 11:32:35 AW
1 System Start /0 Monitoring 11/15:2006 11:32:13 AM 11/15:2006 11:32:13 AM
] 1 System Status change of monitoring cameras. On: 1, Off: 2 ~ 16 111152006 11:32:13 AM 11/15:2006 11:32:13 AM
1 System Stop 1/0 Monitoring 111152006 11:31:51 AM 11/15:2006 11:31:51 AM
e 1 System Stop all cameras monitoring 111152006 11:31:51 AM 11/15:2006 11:31:51 AM
1 System Start 10 Monitoring 111152006 11:31:36 AM 11/15:2006 11:31:36 AM
1 System Status change of monitoring cameras. On: 1, Off: 2 ~ 16 111152006 11:31:36 AM 11/15:2006 11:31:36 AM
w 1 Attachment  Recordfile of Camera 1. [Live] 111152006 11:31:26 AM 11/15:2006 11:31:16 AM
1 Trigger Video of Camera 1 (By: Module 1 - Input 1) 111152006 11:31:16 AM 11/15:2006 11:31:16 AM
1 Trigger Module 1 - Input 1 Trigger 111152006 11:31:16 AM 11/15:2006 11:31:16 AM
1 System Stop all cameras monitoring 111152006 11:31:16 AM 11/15:2006 11:31:16 AM
] 1 System Stop 1/0 Monitoring 111152006 11:31:16 AM 11/15:2006 11:31:16 AM
1 System Start Monitoring All Type Events 111152006 11:31:16 AM 11/15:2006 11:31:16 AM
1 LoginlLogout Login 111152006 11:31:16 AW
System System Start Service 11152006 10:37:59 AW
System System Stop Senvice 11152006 10:36:01 AM
System System Start Service 11152006 10:35:58 AW
Ready [Total data list: 15 [ e [
Figure 9-21 Event Log Broswer
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The buttons on the Event Log Browser:

No. Name Description

1 Open Opens an event log.

2 Reload Refreshes the event log manually

3 Start/Stop Synchronous EventLog Refreshes the event log automatically.

4  Filter Defines the search criteria.

5 Refresh the Filter Result Refreshes the filter result.

6 Backup Exports the current event list and video files.

7 Page Setup Creates header and footer on the printout of Event Log.
8 Print Prints the current event list.

9 Exit Exits the browser.

Opening the Event Log

Click the Open button (No. 1, Figure 9-21) to launch the following Open DataBase dialog box. Define
a time period, select the type of log, and click OK for search. Events matching the search criteria will

be loaded to the Event Log Browser window.

Open DataBase 5'

—Selectthe period of databasze to open

Ima:znna j - Imarznna j

Mote: Select only between 1~62 days.

—pen Type Option
f+ Systermn Log = Backup Log

Path: |CiCentery2iEventLogl |

Figure 9-22 Open Database

Filtering the Event Log

Click the Filter button (No. 4, Figure 9-21) to bring up the following Event Log -- Filter window. This

option allows you to perform a search based on criteria.
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Fiter x|
—¥ Read v —— v % v —v 1D Match whole ward [~ —
[res == F | e 2] Jres =T
v Type v M e
ISystem j I @)
v 18 Time —v Start Time
" Date ¢ Time @ Both " Date ¢ Time @ Both
|11r1 52008 | |11:33:5? = - |11:1 82006 | |12:30:00 = |11r1 52006 | |11:33:5? = - |11r1 82006+ | |11:33:5? =
Add Mew Command | Remove Selected| Cammand | Export | Impart | QK I Cancel |
Read | |+ [ 8 | ID | Type Message [ MessageTime | Start Time |
Yes 2] e oAl Yes System 11152006 11:33:57 ~...  11/15/2006 11:33:57 ~ .

Figure 9-23 Eventlog-Filter

Filters

Read: Searches the events read in Center V2.
Clipboard: Searches the events with alarm reports.

Flag: Searches the events flagged important.

Clip: Searches the events containing video attachments.
ID: Searches the events from a specific subscriber.

Type: Searches the events based on the nature of events.
Message: Searches the events by keywords.

Message Time: Searches the events by the arriving time or date to Center V2.

Start Time: Searches by the starting time of the events occurred at the subscriber site.

Applying Multiple Filters
This option allows you to define several filter commands for search. Click the Add New Command
button to add a new filter command. When you click OK, all events matching the defined commands

will be listed on the Event Log Browser.

Removing Filters
Select the filter command you wish to remove from the filter list, and then click the Remove Selected

Command button to remove it.

Event Log Settings

On the Center V2 window, click the Event List button (No. 5, Figure 9-1), and select Event Log
Setting to display the following dialog box:
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—Ewent List

Auto Impart: I 1 Days
—Event Log

KeepDa\,rs:I a0 El :‘ﬁ |7 @

Log Path: | CicenteryiEventLo) |

) failable: 455.9 MB

O I Cancell

Figure 9-24 Event Log Settings

[Event List]

B Auto Import: Specify the number of days to be loaded when Event Log Browser is launched.

[Event Log]
B Keep Days: Enter the number of days to keep log files.
B Recycle: Delete the files of the oldest day when storage space is lower than 500MB.

B Log Path: Click the [...] button to assign a storage path.

Page Setup

You can create the Footer and Header on the printout of Event Log.

1. Onthe Event Log Browser, click the Page Setup button (No. 7, Figure 9-21) to display this dialog
box.
2. Check the items and type the information you want to print out.

3. Click OK to apply the settings.

Creator
T J.
o - User-defined text
2 0 | a» a|
s T LHe @
v a D Type Message

System System Start Service

Header

Bl T

[ Uzer-defined data
Monthly repart

Footer
[ Printtime

VT SO O ITET T TTIYS TESTTe:

- s~ == Print time and date
Printout

Figure 9-25
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Monitoring and Managing Subscribers

This section describes how to monitor and manage subscribers in these parts: (1) Showing I/O Status,
(2) 1/0 Activation (3) Camera/Audio Control, (4) Camera Monitor (5) Viewing Subscriber Information

and (6) Subscription Service Options.

Showing I/O Status

You can view the status of input devices at the subscriber’s site, as well as forcing the outputs.

On the Subscriber List (No. 4, Figure 9-1), right-click one online subscriber, and then select Show 1/0O

status to display this window.

. =

/0 Status - 1 x]

Madule: | [GlIsEEN] v

Input

Ingut 1 Ingut 2 Input 3 Input 4
i, M i i,
M, MiA A M,
MiA, i, i, Mg,
Status

Mormal % Trigger

Output

Pin: | Output 1 3 @

Figure 9-26

[Module] Select a module from the drop-down list.

[Input] Indicates the status of input devices of the selected module. The blue icon means the input
is deactivated; the red lightening icon means the input is activated.

[Output] To force an output installed at the subscriber site, select a desired output pin from the
drop-down list and then click the Force Output button.

For this, the subscriber must grant the privilege to Center V2 first. See the Allow Center V2 to Force

Output option in Figure 9-19.

I/O Enable Setting

The Center V2 operator can manually arm or disarm any I/O devices of subscribers without
interrupting the monitoring.  For this, the subscriber must give the privilege first. See the Allow
Center V2 to Enable/Disable 1/0 option in Figure 9-19.
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To arm or disarm 1/O devices

1.

2.

On the Subscriber List (No. 4, Figure 9-1), right-click one online subscriber and select I/O Enable

Setting.

Check the Input/Output to arm or uncheck the Input/Output to disarm the device(s).

Camera/Audio Control

This feature allows two-way audio communication between CenterV2 and the subscriber, as well as

PTZ control.

On the Subscriber List (No. 4, Figure 9-1), right-click one online subscriber and then select

Camera/Audio Control to display this window. Click the Play button to start the application.

Figure 9-27

The controls on the Camera/Audio Control:

No. Name Description

1 Close Closes the Control window.

2 Play Plays live video.

3 Stop Stops playing video.

4  Microphone Enables speaking to the subscriber. The subscriber must grant the privilege
first. See the Allow Audio-Out to Center V2 option in Figure 9-18.

5 Speaker Enables live audio from the subscriber. The subscriber must grant the
privilege first. See the Accept Audio-In from Center V2 option in Figure
9-18.

6 Change Camera  Switches camera channels.

PTZ Control

Includes PTZ Control Panel and the PTZ Automation function.
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Camera Monitor

Use the Camera Monitor window to define the following:

3.

Enable and disable live display

(The subscriber must give the privilege first. See the Allow Center V2 to View Live Camera

option in Figure 9-17)

Define the interval between incoming events triggered by motion detection and video lost

On the Subscriber List (No. 4 in Figure 9-1), right-click one online subscriber and select Camera

Monitor.

The Camera Monitor window appears.

@ A

Camera Monitor g|
Camera Mame Live Suspend ... Suspend .. Status
Camera 1 Flay 1] 1] -

Camera 2 Stop 1] 1] Wideo Lost
Camera 3 Stop 0 0 Wideo Lost
Camera 4 Stop 1] 1] Wideo Lost

Camera 1

Live: i

Suspend Maotion Monitaring: ] Min. -
oK

Suspend Video Lost Manitaring: ] Min.
Cancel

Figure 9-28

B Live drop-down list: Highlight one camera, and select Play (enable live display)
(disable live video).

B Suspended Motion Monitoring: Highlight one camera, and set the interval betw

or Stop

een

incoming events triggered by motion detection. Alternatively, you can right-click one live

camera channel on the monitoring window and select Suspend for the same settin

g.

B Suspend Video Lost Monitoring: Highlight one camera, and set the interval between

incoming events triggered by video lost.

B Status column: Displays the status of video lost from cameras or disconnection.

Click OK to apply the settings.

If the camera is enabled for live display, you will see in the upper right corner of its monitoring

window; otherwise, you will see .
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Viewing Subscriber Information

To view the general information about your subscribers, click the Host Information button (No. 9,
Figure 9-1) on the Center V2 window to display the Host Information window. Choose a subscriber

from the list, and click the View Information... button to view its related information.

@ =
Host Information rg|
Wiew Information... [Server Info]
Server Update time=2001/01/04 15:39:96
Recycle Log=2000/1 2126 1522
R
¥} Russia Camera On=01
o Bpain Camera Ofi=None
= g Talwan Camera Signal Losi=02 03 04
‘\J- 10 Device=Naormal
d;g UK Module01 Input Alarm=kNone
d% = [Last 100 1O Events]
Event001=2001/01/04 14:37:23 Module01 Pin01
Ewent002=2001/01/04 14:37:24 Modulel Mone
< | >
Figure 9-29

Subscription Control

The Center V2 operator can disable its services to an individual subscriber when subscription expires.
On the Address Book (Figure 9-2), right-click one subscriber and select Disable. To restore the

subscription, right-click again to select Enable.

Instant Recording and Playback

You can enable live view in a more convenient way, and start and stop recording instantly to any

live-view camera.

Enabling Live View

® You can enable live view of any camera by right-clicking it in the subscriber’s list, and then

selecting Live View.

1 - Camera 1

8= Cenkeryz
= |_:i 1

| v Live Wiew Eaﬁmteﬂr alzli

# 1% Module 1

Figure 9-30

Page 312



Chapter 9: Central Monitoring by Center V2

® \When a subscriber is in focus, you can enable live view to all its cameras. Click a subscriber in the
list and select Focus on this subscriber only. When the subscriber is in focus, click the
subscriber again and then select View All Cameras (Live). All cameras of this focused subscriber

display live view.

18:07:38

1-Camera 2 R - camera 1 [ g >

| 85 Centervz
= T
Cancel Focus f
: - Era 1
V!n_a.w Al Carner = braz
o Module 1

o

= I

Figure 9-31

Recording and Playing Back Instantly

® \When a camera is enabled for live view, you can start and stop recording by clicking the
button on the channel heading.

® As soon as you stop recording, you can double-click the attachment of the event in the Event List

for instant playback.

Output Alerts

When alert conditions occur, you can activate the output devices installed either at the Center V2 site

or at the subscriber site.

Forcing Outputs of Center V2

To configure output devices at the Center V2 site, click the I/O Device button (No. 7, Figure 9-1) on the
Center V2 window and then select I/O Device from the menu. Currently the application only supports
GV-IO modules. For setup details, see Setting Up I/O Devices, Chapter 2 on the Surveillance
System Software CD.

To automatically force outputs when alert conditions occur, see Notification Settings later in this

chapter.

To manually force outputs, click the 1/0 Device button (No. 7, Figure 9-1) on the Center V2 window,
and then select Force Output to display the Force Output of Local I/O Device window. Select a

desired module and then click Finger buttons to activate outputs.
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Forcing Outputs of a Subscriber

See Showing /O Status earlier in this chapter.

Notification Settings

Center V2 can automatically activate the assigned computer and output alarm to notify the operator
while a SMS and e-mail message being sent out to subscribers, when alert conditions occur.  For this
application, click the Preference Settings button (No. 10, Figure 9-1) on the Center V2 window and

select Notification to display this window.

r Rl
Alarm Setfings Eg]
Alert Approach
B video Lost - e
IO Madule Last Inwake Alarm: Siren vl P
WO Trigaer {(Marmaly
WO Trigger (Emergency) OutputModule: [Mod. 1 v | |[Pin1 v

Connection Lost

Subscriber Login

Subscriber Logout

Camera Motion

Surveillance System Abnorm:

[]5end SMS Alerts:

Intruder
Missing Ohject Text Farmat of SMS
Unattended Object w ;

Figure 9-32

[List box] Select an alert condition for configuration. The alert conditions include: (1) Video Lost, (2)
I/0 Module Lost, (3) I/O Trigger (Normal), (4) Trigger (Emergency), (5) Connection Lost, (6) Subscriber
Login, (7) Subscriber Logout, (8) Camera Motion, (9) Surveillance System Abnormality, (10) Intruder,
(11) Missing Object, (12) Unattended Object, (13) Scene Change, (14) POS Loss Prevention, (15)
Disk Full, (16) Stop all camera monitoring, (17) Stop I/O Monitoring, (18) Start Monitoring All Type
Events, (19) Stop Monitoring All Type Events, (20) Wait-Time Expired and (21) Unexpected Logout.

[Alert Approach]

B Invoke Alarm: Select a computer alarm from the drop-drown list. Or, select User Define from
the list to import one desired .wav sound. Click the Arrow button beside to test the assigned
alarm.

B Output Module: Select an installed output model and pin number to alert the Center V2
operator.

B Send E-Mail Alerts: Enables e-mail alerts to send e-mails to subscribers. Click the Edit button
to edit a message. For E-Mail settings, see E-Mail Alerts later in this chapter.

B Send SMS Alerts: Enables SMS alerts to send SMS messages to subscribers. Click the Edit

button to edit a message. For SMS Server settings, see SMS Alerts later in this chapter.
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[Text Format of SMS] ASCII for English text, limited to 160 characters. Unicode for other

languages, limited to 70 characters.

Note: For E-mail and SMS alerts, ensure to set up e-mail addresses and mobile numbers for each

subscriber in the Subscriber Address Book (Figure 9-3).

SMS Alerts

You can send SMS messages to subscribers when alert conditions occur.

Setting SMS Server

Before sending SMS messages to an individual subscriber, you need to define SMS Server correctly.

1. Onthe Center V2 window, click the SMS button (No. 6, Figure 9-1) and then select SMS Setup to
display this dialog box.

SMS Setup 3
Connection Setup hohile Setup SMS Option
Connection
Server | 127.0.041 O Local
Server Port: | 6886 (*) Remote
Laogin 1D 1

Password: | ees

Ok ] [ cancel

Figure 9-33

2. Type the IP address, communication port, Login ID and Password of the SMS Server.

3. If the SMS Server is installed at the same computer with the Center V2, select Local. If not,
select Remote.

4. To set up three mobile numbers of Center V2 operators to get notified when Center V2 loses

connection to SMS Server, click the Mobile Setup tab to display this window.
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x)

SMS Setup

Connection Setup tohile Setup | SMS Option

HotLine List
[+] Add to SMS List

Country Code: | 886 |

E Mabile Mumber: |925854?21 |

Flease select a mobile to edit the Hotline List

I Ok ] [ Cancel

Figure 9-34

5. Select one mobile icon, check Add to SMS List, and type country code and mobile number.
6. To set time intervals between each SMS message when alert occurs, click the SMS Option tab to

display this window.

SMS Setup )

Connection Setup hohile Setup SMS Option |_

5SS Alert Setup

ShiS Alert Interval: 1000 | Min.

Ok ] [ cancel

Figure 9-35

7. Inthe SMS Alert Setup field, set the interval between 0 and 1440 minutes.

For details on SMS Server, see Chapter 10 “Short Message Service" in this manual.

Connecting to SMS Server
On the Center V2 window, click the SMS button (No. 6, Figure 9-1) and then select Connect to SMS

Server for connection.
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Sending SMS

Once the connection of SMS Server and Center V2 is established, there are several ways to send

SMS messages to subscribers. See the Center V2 window for the following selections.

Click the SMS button (No. 6, Figure 9-1) and select Send Short Message. This sends SMS to
an individual subscriber manually.

On the Subscriber List (No. 4, Figure 9-1), right-click one subscriber and select Send Short
Message. This sends SMS to an individual subscriber manually.

On the Event List, double-click one Event Type, except Attachment, to call up a message window.
Click the Send Short Message icon on the window. This sends SMS to an individual subscriber
manually.

Right-click one display channel and select Send Short Message. This sends SMS to an
individual subscriber manually.

Click the Preference Settings button (No. 10, Figure 9-1), and select Notification to display the
Alarm Settings window. Check the Send SMS Alerts item. This sends SMS to subscribers
automatically when set alert conditions occur. For details, see Notification Settings earlier in this

chapter.

E-Mall Alerts

You can send e-mails to subscribers when alert conditions occur.

Setting Mailbox

Before you can send e-mails to a separate e-mail account, you need to define your mailbox correctly.

To setup the mailbox

On the Center V2 window, click the Preference Settings button (No. 10, Figure 9-1), and then
select E-Mail Setup. This dialog box appears.
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o M 0N

Mail Setup
Setup Test
Charset: éWEstern E“m'f'?a” @Nindow? v_: E-Mail To; . geo-taidgeovision.corm tw
E-Mail From: gea@yeavision.com tw | sSubject | Test
SMTP Server: geovision.com.bw . Mail Content: ? Test Mail
SMTP Server requires authenitication Test
Account 1D 123
Fassward | snane
Alert Setup
E-Mail Alertinterval: | 10 | Min. ok || cancal

Figure 9-36

In the Charset field, select the set of characters and symbols that the e-mail uses.

In the E-Mail From field, enter your e-mail address.

In the SMTP Server field, enter the outgoing server address.

If your e-mail service provider requires authentication for sending e-mails, check SMTP Server
requires authentication, and define the account ID and password of your SMTP.

If you want to set time intervals between each e-mail message when alert occurs, in the Alert
Setup field, set the interval between 0 and 60 minutes.

Click OK.

To send a test e-mail

After setting up your mailbox, you can use the Test section and send a message to your own e-mail

account for testing.

1. Enter your own e-mail address in the E-Mail To field.
2. Enter a subject for the e-mail

3. Type the desired message in the Mail Content field.
4. Click the Test Mail button.

Sending E-Mail

There are several ways to send e-mail alerts. See the Center V2 window for the following selections.

On the Subscriber List (No. 4, Figure 9-1), right-click one subscriber, and then select Send E-Mail.
This sends the e-mail to an individual subscriber manually.
Right-click one display channel, and then select Send E-Mail. This sends the e-mail to an

individual subscriber manually.
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3. Onthe Event List, double-click one Event Type, except Attachment, to call up a message window.
Click the Send E-Mail icon on the window. This sends the e-mail to an individual subscriber
manually.

4. Click the Preference Settings button (No. 10, Figure 9-1), and select Notification to display the
Alarm Settings window. Check the Send E-Mail item. This sends e-mails to subscribers

automatically when set alert conditions occur. See Notification Settings earlier in this chapter.

E-Map Alerts

You can configure an instant E-Map alert to lay out the locations of triggered cameras, sensors and

alarms within a floor plan.

For this application, subscribers must already create their own E-Maps using the E-Map Editor and

activate WebCam Server.

To configure E-Map alert at the Center V2, right-click one online subscriber on the Subscriber List (No.

4, Figure 9-1) and select E-Map.

For details on E-Map, see E-Map Application, Chapter 7 on the Surveillance System Software CD.
Alarm Report
For every event, the Center V2 operator can generate a report to evaluate certain conditions.

Creating an Alarm Report

1. Inthe Event List window, select an event and click on the report column. This dialog box appears.
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Managing Alarm [20061017-000024] 3
Subscriber ID; 2 [ %
&l

essage Time: 10/ 772006 2:27:43 PM
Message: Record file of Camera 3. [Live]

# | Procedure Report Time Real Time

Mote

Figure 9-37

2. Inthe Reporter field, type the name, and click Start to begin the report.
3. There are 6 report categories. Click the desired category tabs for report.
B Event Type: Select atype to classify the event.
B Description: Select a description for the event.
B Notification: Select the authority being notified, and enter the notified time.
B Arrival: The button becomes available after you select a notified authority. Enter the arrival
time of the authority.
B Measures: Select the measure taken to deal with the event.
B Other: The button is available only when the e-mail and /or SMS alert are configured.
4. When you finish the report and will not change the contents anymore, click the End Report. Or

click Save to edit later.

Editing Alarm Report Categories

The items in each category of the Alarm Report can be customized and edited to meet your needs.

The changes made here are permanent, and will be available for the report creation.

1. On the Center window, click the Preference Settings button, and select Customize Alarm

Report. This dialog box appears.
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Customize Alarm Report E|

[ Add H Modify H Delete ] l Ok H Cancel ]

EVEHTTYFJE|DescriptiUn Measurement Taken | Patral

Accidental Alarm

Feal Alarm

False Emergency Alarm
Ermergency Alarm

Video of Accidental Alarm
Yideo of Real Alarm

Figure 9-38

2. Click the category tab (Event Type, Description, Measurement Taken, Patrol) to make the
necessary changes.

3. Click OK to save the changes.

Colorful Flags

The flags of various colors are provided to distinguish different events. You will find them useful not

only when browsing in the Event List but also when using the Filter function to search the desired

events.
¥ a
Red Flag :
__ ¥ Blue Flag Login
% vellow Flag System Start Monitoring All Type Events
¥ Green Flag System Stop 1'0 Monitoring
¥ Orange Flag System Stop all cameras monitoring
N ¥ Purple Fla Motion Camera 1 detected motion
F 5 Motion Camera 2 detected motion
" Flag Complete Attachment  Record file of Camera 1. [Live]
Clear Flag
Setup
Figure 9-39

Marking the Events with Colorful Flags

You can flag any events in the Event List for later reference. There are 6 kinds of flags and one check

mark for you to signify the events.

Page 321



Chapter 9: Central Monitoring by Center V2

1. Onthe Event List window, select one event, and right-click on the flag column. Alist of 6 kinds of
flags in different colors (Red Flag, Blue Flag, Yellow Flag, Green Flag, Orange Flag and Purple
Flag), one check mark (Flag Complete) and two setting options appears.

2. Select the desired flag or check mark for the event.

To unmark the events, simply click the flag icon. Or right-click the flag icon and select Clear Flag.

Editing Colorful Flags

You can name the colorful flags with the provided texts or change the texts to meet your needs.

1. Onthe Event List window, select one event, and right-click in the flag column. The Flag list
appears (Figure 9-39).
2. Select Setup. This dialog box appears.

[ Modify text H Set as default H oK H Cancel ]

Red Flag (Default)

% Blue Flag

% vellow Flag
¥ GreenFlag

¥ Qrange Flag
¥ Furple Flag
" Flag Complete

Figure 9-40

3. Select the desired flag, and then click the Modify text button. A list of text options appears.
4. Select one desired text (Pending, Assigned, In Process, Progressed, Resolve and Reject) or

select User Define to customize your own flag text.

Backup Servers

You can configure up to two backup servers in case of the primary Center V2 server failure. Whenever
the primary fails, the backup server takes over the connection from subscribers, providing

uninterrupted monitoring services.

1. To import the subscribers’ accounts from the primary server to the backup server, click the Import
/ Export Address Book button (No. 6, Figure 9-2) on the Address Book toolbar, and select
Import to transfer the address book data.

2. Onthe Center V2 window, click the Preference Settings button (No.10, Figure 9-1), and select

Automatic Failover Support. This dialog box appears.
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== Automatic Failover Support

¥ ServerlP SererPort | Fort (Video ..

Add 0K H Cancel ]

i Flease add one aor mare Center2 Server for redundancy
. purpose in case this server is not available orwas offline.

Figure 9-41

3. Click the Add button to add one server. This dialog box appears.

Automatic Failover Support

Serser |P:

| |
Server Port:
| 5547 H Default ]

Fort {¥idea Server):
| 5551 |[ Defautt |

Figure 9-42

4. Type the IP Address of the backup server. Keep the default port settings or modify them if
necessary.

5. Click OK.

Note: Once the primary server is ready to resume the services, it is required to close the backup

server so the connection from subscribers can move back to the primary.
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Via a GSM/GPRS modem, GV-System lets you send SMS (Short Message Service) messages when
an alert condition happens. The modem can be installed at either a separate server, or the same

computer/server equipped with GV-System. This chapter introduces how to manage a GSM/GPRS
modem with the GV-developed SMS Server program, and how to configure the Main System to send

out SMS alerts.

Installing SMS Server

To install the SMS Server application, follow these steps:

1. Insert the Surveillance System Software CD to the PC connected to a GSM/GPRS modem. It
will run automatically, and a window appears.

2. Select the Install V 8.1.0.0 System item.

3. Click SMS Server, and follow the on-screen instructions.
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The SMS Server Window

Run the SMS Server program from the Start menu. The following window appears.

| 0066 06 0
g : é 10|

@

Device Information ——

Device:  GMB62 PGS agﬂﬂﬂ

Band: G5 90001 200 MHz

ShS Status: [Queue: 0]

[Send: Success(0), Failure{ 0]

Figure 10-1  The SMS Server Window

The controls in the SMS Server window:

No. Name Description

1  Start/Stop Service Starts or stops the SMS Server.

2  SMS Log Setting Sets up the SMS Log.

3 Account Setting Creates and edits accounts.

4  Server Setting Sets up the SMS Server.

5  Device Setting Sets up the GSM/GPRS modem.

6  Exit Logs out administrator, changes password or exits the SMS server.
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SMS Server Setup

Before starting the SMS service, you must configure these three settings: (1) Device Settings, (2)

Server Settings, and (3) Account Settings.

Device Settings

1.

Click the Device Setting button (No. 5, Figure 10-1), and then select GSM Module. The

following dialog box appears.

X

COM Port: Im vI Detect |
Device Infarmation:
Mame: Telit
mModel: GMBEZ PCS
SIM: Feady
SelectBand: | 1900MHz |
] Cancel

Figure 10-2 GSM Module Setting

Select the COM port connecting to a GSM/GPRS modem.

Click the Detect button to detect the modem.

» If the connection between the modem and the computer is established, the message will

show in the Device Information field: Name: (Manufacturer), Module: xxx, SIM Ready.

»  If the connection fails, the display will be shown as: No usable device in COM xxx.

If you are using a tri-band modem, select 1900 or 1800 MHz from the drop-down list of Select

Band.
Click OK to apply above settings.
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Server Settings

Click the Server Setting button (No. 4, Figure 10-1) to display the following Server Setting dialog box.

There are three major tabs in the dialog box: (1) General, (2) Message Filter, and (3) Notify

[General]

[Network]

configuration to your router, click the Arrow button.

[Security]

h Server Setting

General |Message Filterl M atify I

— Metworlk
Pat:  [68%6 Diefault |
— Security

¥ Enhance network security

— Startup

¥ Awito Start Service when Server Startup
¥ Minimize to Spstem Tray after auto start service

W auta zave the PIN number after start service

o |

Cancel

Figure 10-3  Server Setting-General

Define the port of the SMS Server, or leave it as default. To use UPnP for automatic port

For details, see UPnP Settings in Chapter 6.

Enable to apply enhanced Internet security. Please notice when the feature is enabled,

the subscribers using earlier version than 8.0 cannot access the SMS Server anymore.

[Startup]

starts.

system tray when it starts.
Auto save the PIN number after start service:

SMS services start.

Auto Start Service when Sever Startup: Automatically starts SMS services when the program

Minimize to System Tray when auto start service: Minimizes the SMS Server window to

Automatically saves the PIN number when
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[Message Filter]

[h. Server Setting El

General Message Fier | Moty |

—Allove Mezzage Tepe

Yideo Lost P
[/0 Module Lost

[/0 Trigger

Camera Motion

Intruder

Mizzing Object

IJnattended Object

POS Logzs Prevention

Dizk Full

Recording abnormal detected [WR]
Survelllance system abnormality [Centery2 M SM]
Connection Logt

Subzcriber Login

Subzcriber Logout

I zer-defined

hd
M1 Cmmimm Tl —mmemm

(] I Cancel |

Figure 10-4  Server Setting-Message Filter

Check the desired alert conditions to send SMS messages.
The user-defined condition refers to the SMS messages sent manually in Center V2 and VSM. See
Sending SMS in Chapter 1 and Chapter 3 in the CMS User’s Manual.
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[Notify]
x
Generall Meszage Fiker  Motify |
— Check [ntermet Connectivity
Reference IP: |163.95.1.1 Test |
v Send 55 notification when no connectivity
lﬁ 1 Country Code 386
ob2
0ofh s tobile Mumber |EIE|39234I39?1
] I Cancel
Figure 10-5 Server Setting-Notify

[Check Internet Connectivity]

your SMS Server can access Internet.

[Send SMS notification when no connectivity]

Assign any available IP address and click the Test button to know if

Sends SMS notification to the three defined mobile

numbers when the SMS Server cannot access Internet.

| Mobile Icon:

Check the icon and define the number for the SMS notification.

Up to three

recipients can receive the SMS simultaneously.
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Account Settings

Click the Account Setting button (No.3, Figure 10-1) to display the following window.

06009

Account Setting

& 8 X 2

= 4= Address Book

E‘dfd Group 1
- X

Xl

—Account Information

M ofify Yes

Mahile 1 B8E-920632919 o
Maohile 2 08E-H35261462

Mahile 3 886-930715856

Lagin IFP 127.0.01

Login Time 1/5/2006 4:06:52 PM

4] | ]

e—-|8tatistics: [Group: 1] [Client: 37 5000]

Figure 10-6  Account Setting

The controls in the Account Setting window:

No. Name Description

1 Add A Group Creates a group.

2 Add A Client Creates a client.

3 Delete A Group/Client Deletes a created group or client.

4 View/Edit A Client Highlight one client and click the button to view or edit its
information.

5 Find A Client Searches a client.

6 Address Book Lists the created groups and clients.

7 Account Information Displays the highlighted client’s account information.

8 Statistics Displays the number of created groups and clients. The

SMS Server can serve up to 5000 clients at one time.
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Creating a client:

1.

5.

Click the Add A Client button (No. 2, Figure 10-6).

This dialog box appears.

Client Information

H|

Lagin 1D | Host1 Save I
Password: I-"" Cancel |

~ Infarmation
Mo, | Country Code Mohile Mumhber |
1 886 22318098
2 886 28759603
3 886 5354231

Telephone: |2228098

FAR: | 2228087

E-tnail: |gv1 e ovigion.com.w

Address: Meihu Rd, Taipei, Taiwan |=]
 Mote
~ Motify Setting

Send SMS notification ta the client's network administratars
[¥ when connection is abnormal.
{Setup three maoakile numbers in above Infarmation section)

Send EME notification ta the client's aperatars when @
connection is abnormal.

Figure 10-7 Client Information

Type a login ID and password. They will be the ID and password for the client to log in the SMS

Server (Figure 10-11).

In the Information section, type the client’s related information.

You can specify three mobile numbers of the client’s network administrators for SMS notification.

In the Notify Setting section, you can send a SMS to the client in the case of:

> Internet disconnection between the client and the SMS Server, or

» Improper program shutdown in the client.

The recipients can be:

> The client's network administrators: define three mobile numbers in above Information

section.

» The client’'s operators: See Setting Mobile Numbers, later in this chapter.

Dispatch Server and Vital Sign Monitor, refer to the CMS User’s Manual.

Question mark can view the specified mobile numbers at the client site.

Click Save for above settings.
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Disabling a client:
You can disable subscription services to an individual client when subscription expires.
In the Account Settings window (Figure 10-6), right-click the desired client and then select Disable.

To restore the service, right-click the desired client and then select Enable.

SMS Log

Setting SMS Log

Click the SMS Log Setting button in the SMS Server window (No. 2, Figure 10-1), and select SMSLog
Setting to display the following dialog box.
9-21 in Chapter 9.

The settings are similar to Event Log Settings in Figure

Viewing SMS Log
Click the SMS Log Setting button in the SMS Server window (No. 2, Figure 10-1), and select View

SMSLog to display the SMS Log Browser. The browser is the same as Event Log Browser in Figure

9-18 in Chapter 9, except the following two unique features:

SMS Event Log

=
Clicking the SMS Event Log button on the toolbar, you can monitor senders (ID), mobile numbers,
text messages, sent and failed SMS. This can be beneficial as you may charge your clients by

the amount of SMS messages they sent.

centerve
centerve
centerve

+1555654321
+1555123456
+1555123456

test message

11132005 3:199:41 PM
1 1114 PM

I Event lists From 1,/11,/2005 to 1,/26,/2005 - SMSLog Browser - 5'|
File Tools Wew Help
EREF G
G o
j(x] | Mobile Mumber | SMS Contents Server Receive Time | Send SMS Time | Skatus
D¥R1 +001555123456 1/13/2005 15:18:30 SMS Alert From DYR-TEST?S Camera 3 Mation 1/13/2005 3:22: 10 PM 1/13/2005 3:22:14 PM Failure
DYR1 +H66932073920 1j13/2005 15:25:25 SM3 Alert From DVR-TEST?2 Camera 3 Motion 1/13/2005 3:29:06 PM 1j13/2005 3:29:09 FM Success
centerve +1555123456 Video Lost Test message 11132005 3:48:13 PM 1/13/2005 3:48:16 PM Success

1/13({2005 3:43:44 A1
113, Fi
1j13/2005 3:51:06 FM

TPE: Camera 1 detected motion. At 1/13(2005 3:46:14 PM 1/13/2005 3:51:03 PM Success

centerve +1555123456 TPE 1/13/2005 3:51:24 FM 1j13/2005 3:51:27 FM Success
WS +1555123456 Video Lost Test message 11132005 4:04:39 PM 1/13/2005 4:04:42 PM Success
wEm +1555123456 ‘ideo Lost Test message 1/13(2005 4:05:09 PM 1/13{2005 $:05:11 PM Success
wSm +15551 23456 DWR1 1/13/2005 4:05:30 PM 1/13/2005 4:05:32 PM SuCcess
WS +1555123456 D¥R1: Camera 1 Video Loskat 1/13/2005 4:01:28 FM 1/13/2005 4:05:52 FM 1j13/2005 4:05:55 FM Success

1 +EB860935506047 The connection of client[1]IP:127.0.0.1) is abnormal at HD 1/14/2005 3:43:43 PM 1/14/2005 3:43:46 PM Failure

SuCCess

Figure 10-8
System Event Log

=
Clicking the System Event Log button on the toolbar, you can monitor the server activities, client

login and logout, and connection problems.
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nt lists From 1/11/2005 to 1/26,/2005 - SMS5Log Browser
[ools  Wiew Help
VY 2Py @ @
G A (7)
(o] | Type | Message | Message Time
System System Change server setting (Server Setting) 1/26/2005 1:46:25 PM
System Account Add Client [1] 1/26/2005 1:46:45 PM
System Account Madify Client [1] 1/26/2005 1:46:52 PM
System Syskem Change server setting (Server Setting) 1f26/2005 1:47:05 PM
1 LoginfLogout 1 (IP:127.0.0.1) login 1JZ6/2005 1:47:19 PM
1 LoginfLogout 1 (IP:127.0.0.1) logout LIZ6[2005 1:47:19 PM
i Login/Logout 1 (IP:127.0.0.1) login 11262005 1:47:21 PM
System Syskem Change server setting (Server Setting) 1/26/2005 1:48:25 PM
1 Connection The connection of dient [1]{IP:127.0.0.1} is abnarrmal 1/26/2005 2:09:50 PM
1 Lagin/Logaut 1 (IP127.0.0.1) logaut /262005 2:09:50 PM
1 Lagin/Logaut 1 (IP127.0.0.1) login 1/26/2005 2:10:05 PM
1 LoginfLogout 1 (IP:127.0.0.1) logout 1f26/2005 2:10:21 PM

Figure 10-9

Password Security

To prevent unauthorized users from changing your settings, set up an administrator password. To

apply the password security, follow these steps:

1. Click the Exit button (No. 6, Figure 10-1), and then select Change Password to set a password.
2. Click the Exit button, and select Logout Administrator to lock the SMS Server window.
3.  When you want to log in, click the Exit button and select Login as Administrator. A valid

password is required.

Connecting GV-System to SMS Server

To connect the GV-System to the SMS Server, follow these steps:

1. Inthe Main System, click the Configure button, and then select System Configure to display the
System Configure window.

2. Inthe Send Alerts Approach section, click the right arrow button to display this dialog box.

Send Alerts Approach Setup x|

™ E-Mail + Hotline

v Alternative Alert Approach

v SMS  Interval |1':I _l:j tin

Accourt Setting... | Test Account! |

Cancel |

Figure 10-10 Send Alerts Approach Setup

3. Check the Alternative Alert Approach item to enable other options.
4. Specify the Interval of two sent-out messages. The Interval time can be set up to 1440 minutes.

Any alert condition will be ignored by the system during the interval.
Page 334




Chapter 10: Short Message Service

5. Click the Account Setting button to display the following window.

sMasetwp x|
Connection Setup | Maobile Setup |
—Connection
Server P Igeoken.dipmap.com " Local
Server Part: IEEBE Default || Remote
Lagin 10 |jnvcechang
Fassword: I**********
0]78 I Cancel

Figure 10-11 SMS Setup- Connection Setup

Server IP:  Enter the IP address of the SMS Server.
Server Port: Enter the server port of the SMS Server, or keep it as default.
Login ID & Password: Enter a valid ID and password registered in the SMS Server (Figure
10-7).

B |ocal: Ifthe GSM/GPRS modem is installed at the same server with the GV-System, select
this item.

B Remote: Ifthe GSM/GPRS modem is installed at a separate server, select this item.

6. Click OK to apply above settings.
7. Click the Test Account button (Figure 10-10). If the connection of both devices is established,
the message will appear: Login SMS Server OK! If the connection fails, the message will appear:

Connect to SMS Server Fail.
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Setting Mobile Numbers

The Main System allows you to configure three mobile phone numbers for the SMS service. When an

alert condition happens, the SMS messages will be sent out to the three assigned mobile phones

simultaneously.

1. Open the Send Alerts Approach Setup dialog box (Figure 10-10).

2. Click the Account Setting button. This displays the SMS Setup dialog box (Figure 10-11).

3. Click the Mobile Setup tab in the upper of the window. The following dialog box appears.

Connection Setup hobile Setup

—HuotLine List

v Addto SMS List

Makile Murmber: | 87078377

E Country Code: | a6

[Please select a mohile to editthe Hotline List

X

Ok

Cancel

Figure 10-12 SMS Setup- Mobile Setup

4. Click one mobile phone icon, and then check the Add to SMS List item for the mobile phone

setup.

5. Type Country Code and Mobile Number.

Click other mobile phone icons, and follow step 4 and 5 to set up the rest of two mobile phone

numbers separately.

7. Click OK to apply above settings.

Note: To configure an alert condition of sending out SMS messages, see Send Event Alerts in

Chapter 1 for details.
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This chapter discusses some advanced level features and utilities that could help administrator to

maximize system performance in a security network.

Dynamic DNS

The Dynamic DNS is an application that allows users to register domain names that always point to
their GV-Systems. This application is only necessary when your GV-System is using a dynamic IP
address. If so, the DDNS will update GV-System’s IP address to DNS Server in every 10 minutes.
Therefore, even if your GV-System’s IP address changes, you can still locate it by using the registered

domain name.

Dynamic DNS supports Windows XP, Windows 2000, and Windows Server 2003 only, but not supports
Windows 95/98 or ME.

Dynamic DNS uploads IP address over the Internet through ports 80 and 81. If your GV-System is
connected behind a router or firewall, make sure ports 80 and 81 are open. Dynamic DNS will only
upload global IP addresses. If your GV-System is using virtual IP, NAT port mapping should be done

first.

Installing Dynamic DNS

To install Dynamic DNS, follow these steps:

1. Insert the Surveillance System Software CD to your PC. It will automatically run, and a window
appears.
2. Select the Install V 8.1.0.0 System item.

3. Select Dynamic DNS Service, and follow the on-screen instructions.
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Registering Domain Name with DDNS

1.

5.

Go to Windows Start, point to Programs, select DDNS, and then run Dynamic DNS Service to
bring up the DNSClient dialog box. Click Register and the following Dynamic DNS register page
will appear.

Type a username in the Username field. Username can be up to 16 characters. Username will
accept “a ~ z", “0~9”, and “-“, but will not accept space or “-* as the first character.

Enter a password in the Password field. Passwords are case-sensitive and must be at least 6
characters. Re-enter the password in the Re-Type password field for confirmation.

In the Word Verification section, type the code within the box. In this example, the code you

should enter is NAGN. Word verification is not case-sensitive.

DynamicDNS

Register

. Username
Username: Dynamicdns

Username is 16-character maximum;
Password; *rresssses username may not start with spaces or
minus signs ('-"). Username will be your
hostname,

Re-type Password: *HREwsweses

Password

The password is case-sensitive.

Enter the characters as they are shown in the Mondivenitieation

box below, MN4GH This step helps us prevent automated
registrations.

| Send || Refreshl

Figure 11-1

Click the Send button, and the system will display the following message if the registration is

completed successfully.
| e

s Usermname: dynamicdns

s Hostname: dynamicdns. dipmap. com

o [P Address: 218160637

Your hostname will be activated in 2 minutes.

Tour hostname will be deleted of vou don't update your host address for 20 days.

Figure 11-2
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”

B Username: The username you registered. In this example the username is “dynamicdns

B Hostname: The hostname you created.  Hostname is made by registered username and
“dipmap.com”. In this example the host name is “ http://dynamicdns.dipmap.com ”. This

will be the domain name you use for login to GV-System.

B |P Address: Your GV-System’s current IP address. This IP address will be updated every

10 minutes.

In the DNS Client dialog box, enter the registered username and password, and then press the Save
button. The system will show the connection information as illustrated below. The DNS Client
program is now activated. However, it will not upload IP address unless one of the following
applications is running: the Main System, Center V2, VSM, Dispatch Server, Twin DVR, and SMS
Server. If the IP address of your GV-System is not updated for more than 30 days, your host name

will be deleted automatically.

Check Run at startup if you wish to auto run Dynamic DNS AP on the next Windows start-up.

i

Usgermarne: ID_l,lnamic:dnS

Pazaword: I---------

¥ Fun at startup

Beagizter

Status Update successful{02)

Hostname | dynamicdns. dipmap.com

IP

address 218.1a60.63.7
Time 18:23:7
Figure 11-3
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TwinDVR System

TwinServer is an external application that helps sharing the networking liability from the GV-System.
A complete TwinServer concept requires at least two computers: a TwinServer, which should be run on
the computer where GV-System is installed, and a TwinDVR, which should be run on a separate
computer connected to the same LAN as the TwinServer. The TwinServer sends video stream to
TwinDVR, while TwinDVR acts as a WebCam Server and serves all WebCam clients over the Internet.
One TwinDVR can serve approximately 200 channels over the Internet. Multiple TwinDVRs can be

added to the network as online traffic increases.

There are two ways to connect TwinServer and TwinDVR: TCP/IP mode and Multicast mode. Both

have its advantages and disadvantages; choose the one that suits your application mostly.

TCP-IP Mode

TCP/IP is a simpler and cost-effective solution. In the TCP/IP mode, the TwinServer and TwinDVRs
are connected in a point-to-point connection. It means that video streams are sent from TwinServer
to TwinDVR-A, then TwinDVR-A duplicates the video streams and sends them to TwinDVR-B. If the
connection between TwinServer and TwinDVR-A is broken, TwinDVR-B will not be able to receive

video streams as well.

_

GY-Systemn Twin DVRE-B

L J |

Router

£ ¥
WiehCam Client

Figure 11-4

Page 341



Chapter 11:  Useful Utilities

MultiCast Mode

Multicast Network is more complicated and expensive to setup. In the Multicast mode, the
TwinServer transmits video streams in packets to a virtual buffer of the Multicast network. The virtual
buffer then broadcasts the video streams to all TwinDVRs under the network. Each TwinDVR should
be installed with two network cards. One is for the hub where TwinServer is plugged in, and the other
for a DSL or ISDN modem with dedicated ISP service to the Internet. Each TwinDVR serves its own

group of WebCam Clients.

YWiehCam Client

Twin DVRE-C

Figure 11-5

Starting TwinServer

1. Inthe Main System, click the Network button, and then select TwinServer. This TwinServer

setup dialog box appears.

ITIT TwinServer EI

—Semer Setting

Port |955|J Default |

i se TCRIP

= Use Multicast Setting |

—Yideno Quality Setting

Medium

\
1

Start Exit

Figure 11-6 TwinServer Settings
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The default port 9650 is for video transmission. Keep it as default or modify it if necessary.
Using UPnP for automatic port configuration to your router, click the Arrow button. For details,
see UPnP Settings in Chapter 6.

Select the type of network to be used: Use TCP/IP or Use Multicast. If Use Multicast is
enabled, click the Setting button to display the Multicast Setting dialog box. See Multicast
Settings below.

Use the Video Quality Setting slider to adjust video quality for Low, Med, or High.

Click the Start button to activate the TwinServer.

Multicast Settings

MultiCast Setting x|

~Multicast
Group P (Z) | 220 228 227 226

Group Port I 18650 Diefault |

—Serer Option

Bind IP: |192.158.D.1DB

Iv Assign P[RR R el ~

ik I Cancel

Figure 11-7 MultiCast Settings

[MultiCast]

Group IP: Displays the IP address for the virtual buffer that stores the video streams in
Multicast network.
Group Port: Used for transferring video streams over the Multicast network. To enable the

UPnNP function, click the Arrow button. For details, see UPnP Settings in Chapter 6.

[Server Option] Only necessary if more than one network card is installed in your GV-System.

Check Assign IP and select one network card. This will automatically bring up Blind IP of the network

card.
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Installing TwinDVR

The TwinDVR is included in the Surveillance System Software CD. This application should be
installed in a separate PC within the same Local Area Network as the TwinServer. Before installation,

make sure your PC meets the following minimum system requirements:

(O8] Win 2000, XP, Server2003
CPU Pentium4 2.0GHz (minimum)
Memory 256 MB RAM

Hard Disk 40 GB (minimum)

VGA NVIDIA GeForce Il 32MB
Network TCP/IP

1. Insertthe Surveillance System Software CD to the PC where TwinDVR will be installed. It will run
automatically, and a window appeatrs.

2. Select the Install V 8.1.0.0 System item.

3. Click TwinDVR System, and follow the on-screen instructions.

During the installation, you may be prompted to install GeoMPEG4 codec; simply press Yes.

Starting TwinDVR

1. Run TwinDVR.exe. This displays the TwinDVR dialog box.

2 TwinDV¥R 1ol
—Setting
Connect
Server P |12?.D.D.1
Server Port |955El Detaut || 2 System
— Metaark

¥ rietwork Server | € Setting |

Shovviden Statis | TesWidenl

Figure 11-8 TwinDVR Setup

2. Type the IP address of TwinServer in the Server IP field.
3. Keep the server port in default, or it should match the TwinServer port. See Figure 11-6.
4. Click the Connect button to establish the connection between TwinDVR and TwinServer. A valid

user ID and password are required.
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If the connection is established, the Network Server, Show Video Status, and Test Video buttons will

be available.

Testing Video Stream

Starting WebCam Server at TwinDVR
Setting Multiple TwinDVRs in TCP/IP Mode
Setting Multiple TwinDVRs in Multicast Mode

Testing Video Stream
This function allows you to test the video transmission between TwinServer and TwinDVR. Click the

You can now use them to set up TwinDVR for:

Show Video Status button to display 16 monitoring windows beneath the TwinDVR dialog box. Click

the Test Video button and video streams from the connected TwinServer will be streamed to the

monitoring windows for 10 seconds.

monitoring windows.

= TwinDYR -- User ID: [1] =10 x|
— Setting
Connest
Server IP |192.158.D.1QD
Server Port IQESD Diefault | 2] system
— Metwark

Metwork Sener | & Setting |

Hide Yideo Status | TestVideul

Yideo Source: 320 % 240

Figure 11-9 Testing Video Stream

You may click the Hide Video Status button to close the
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Starting WebCam Server at TwinDVR
Click the Network Server button, and then select WebCam Server to display the Server Setup dialog
box (Figure 6-1).

Setting Multiple TwinDVRs in TCP/IP Mode

Click the Network Server button, and then select Extended Server. The Extended Server is to
duplicate TwinServer’s video stream and transmit it to the next TwinDVR in the same network. If
there are five TWinDVRs in the network, you should activate the Extended Server function in TwinDVR
1, 2, 3, and 4 respectively. It's not necessary to activate TwinDVR 5 since there are no more
TwinDVR running behind it.

Setting Multiple TwinDVRs in Multicast Mode

Click the Network Server button, and then select Use Multicast Mode. The Multicast mode is now
activated. The Multicast Server is to instruct TwinDVR to obtain video streams from the virtual buffer.
If there are five TwinDVRs connected to the network, all TwinDVRs will be required to select the Use

Multicast Mode option.

TwinDVR Settings

Network Card Settings

In Figure 11-8, click the Setting button, and then select Network Setting to display the following
dialog box. The Network Setting option is only necessary when your TwinDVR has more than one
network card. Check Assign IP and select one network card. This will automatically bring up Blind
IP of the network card. The network card will be used for connecting to TwinServer; the other network
card will be assigned for connecting to Internet. If you want the TwinDVR to automatically reconnect

to TwinServer, check Retry until connected and set the time interval.

TwinD¥R Setting

— Metwark Setting

Bind IF; |192.158.u.1na

I AssignIF  [NDIS 5.0 driver =]

—Connection Braken

¥ Retry until connected:

Retry Interval: | 10 Sec.

0K I Cancel

Figure 11-10 TwinDVR Setting
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System Settings
In Figure 11-8, click the Setting button, and then select System Configure to display the following

dialog box. The option is only available when TwinDVR is connecting to TwinServer.

System Configure |

— Startup Setting

v Extended Server
v WehCam Server

— Bystem Setting

@)

(0]58 I Cancel |

Figure 11-11 System Settings

[Startup Setting]
B Extended Server: Activates Extended Server on TwinDVR startup.

B WebCam Server: Activates WebCam Server on TwinDVR startup.

[System Setting]

B TwinDVR resume: Resumes TwinDVR connection when the system shuts down unexpectedly.
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Watermark Viewer

You can make a watermark proof to protect videos from unauthorized alteration or manipulation. In
Main System, click the Configure button, select System Configure, and then check Use Digital
Watermark Protection option. This allows all recorded videos to be marked with a permanent and

inseparable image.

The watermark is invisible to naked eyes. In order to see it, the video stream must be open in a

watermarking verification program by following these steps:

1. Go to the system folder, and locate WMProof.exe.

=]
Ele Edit Wiew Favorktes Tools Help ‘ .';'
eBack - '\_) ™ lﬁ /__j Search I~ Folders
Adrress [ D:\Gve50 | e
[ %) vamh.di
[#]zc_s122.d1
C]zoom\n.gif

|::| zoomout, gif
) zum 3t di

=
8 xswr Exe

[LC]

Figure 11-12

2. Double-click to open the program. This displays the following Watermark Viewer window.

0000000

=101

Check sum

Fass

File Mame | Pass | Failed | Checksum
Fbulticam lagicamO1icam0iv 208\Event20051 2061408280 |7 I_ Fazs
Fimulticam logicam0icam0111 208\Event20051 2061411480 |7 I_ Pass
Fimulticam logicam01icam01 208 Event20051 2061411550 |7 I_ FPass
Fbulticam lagicamO1icam0iv 208\ Event20051 2061412140 |7 I_ Fazs
Fbulticam laglcam01y 01 4\ Event2005101 4155634001 avi |_ |7 Mo Pass
143/ 166{Current  Total frame) |12,|’6,|’2005 14:12:00,531 |

Figure 11-13
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The controls in the window:

No. Name Description

1 Open File Finds a video file to play.

2 First Frame Goes to the first frame of the file.

3 Play Plays the file.

4 Previous Frame Goes to the previous frame of the file.

5 Next Frame Goes to the next frame of the file.

6 Previous Watermarked Frame Goes to the previous frame that contains watermark.
7 Next Watermarked Frame Goes to the next frame that contains watermark.

The Watermark Viewer displays the verifying result as follows:

B Check sum: If the video stream has not been tampered, the Check Sum section displays a
message: Pass. Otherwise a message: No Pass will appear.

B Original vs. Extracted: The Extracted section should have the same icon displayed as
that in the Original section. If not, it indicates the video may have been altered.

Click the Open File button (No.1, Figure 11-13), select a video file and click Open.

The video file

is then listed in the status field of the window. Also, you can drag multiple video files directly from

storage folders to the status field.

Highlight the file and double-click it to play.
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Twin View Display

You can display Main System and ViewLog in two separated monitors.

possible, your system must equip with VGA card having dual video outputs.

connected to its own monitor display.

1. Right-click on the Windows desktop and select Properties.

dialog box.

2. Select Settings, enable Extend my Windows desktop onto this Monitor, and then click the

Apply button.

Display Properties

Themesl Desktopl Screen Saverl Appearance  Settings |

1]2

21

Drag the monitor icons to match the phpsical arangement of your monitors,

Dizplay:
|2, [Default Moritor) on ATI RADEON 9600 Series Secondary =l
Screen resolution LColor quality
Less More || [Highest (32 bil =l
B00 by GO0 pixeds 7 ' 'm
[ Use this device as the primary monitor.
¥ Estend my Windows desktop onta this moritar,
Identify | Troubleshoot. . | Adwanced |
K I Cancel | Apply |
Figure 11-14
3. Go the system folder and locate DMPOS.exe.
_|ol x|
File Edit ‘iew Favorites Tools  Help | z"
@ Back - O - l.ﬁ p Search H___ Folders
)
ElbexDlldi
LvwebCam. exe eMap.emp
Dos2kreg.exe : eMap.exe
E dawn, gif eMap.StringTable
CrawFrm.dl eMapWiewz.ocx
[ i

Figure 11-15

To make this operation

This displays the Display Property
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4. Double-click the program to display the Set Application Function Position window.

=
Sereen Setup | MuliCam | Viewlog | RPE | E2ViewLoa | LPR | DMMuliview |
— Displayer Setup — Select Monitor
Dizplaver tMode : ITwinView 'I
Screen Resolution |12BU s |1|324
- Select Fasition
[0,0) Screen origin Xi=
v () IE E] '
+
€+
~ = (=] -
= Wser define
W= I
Y= I
kdamitar 1
ak. I Cancel |
Figure 11-16

© © N o O

ViewLog should appear in monitor 2.

In the Screen Setup tab, select TwinView from the Displayer Mode drop-down list.
In the MultiCam tab, select Monitor 1 from the Select Monitor drop-down list.
In the ViewLog tab, select Monitor 2 from the Select Monitor drop-down list.

Click the OK button and start GV-System, which should appear in monitor 1.

Click the ViewLog button on the main screen and select Video/Audio log from the menu.

Note: The Select Position option allows you to determine where to position GV software on

Windows. Itis only necessary if your GV-System is set at 800x600 panel resolution but your

Windows desktop is set at 1024x768 or higher. It is recommended that both GV software and

Windows desktop to be set at the same resolution. For details on how to set the resolution for

GV-System, refer to Panel Resolution in Chapter 1.
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Windows Lockup

This feature helps you to secure your PC while away from your workstation. You may lock up the
Windows desktop while launching a customized GV-desktop. The GV-desktop is where operators are

limited to run the GV-System and the selected programs.

The GV-desktop Screen

The GV-desktop program is included in the installation of Main System. Go to the system folder and

execute Desktop.exe.

& D:GY6S50 ] ] 4
File Edit Mjew Favorites Tools Help ‘ ﬁ.
@Back - o - l@ pSearch H__:‘ Folders
Address |@ D\ GYes0 j G0
Drermno i @DM.ﬂctive.exe
erno_Traffic, avi %DMF\T.exe
@ DMBacklJpS00.exe
kkop. StringTab E. dmClp.exe
# DMSO0SEartup, exe mDmHealtthr.exe
1 d i
Figure 11-17

The following GV-desktop screen will appear.

&
o

O
O
o1&
O
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Figure 11-18
The controls in the GV-desktop screen:
No. Name Description
1 Programs Accesses programs.
2  Settings Adds programs to the programs menu.
3  Log Off Logs off GV-desktop.
4  Shut Down Shuts down the computer.
5  Task Manager Click to view the tasks currently running on your computer.

GV-desktop Features

The five buttons on GV-desktop are discussed below.

Programs

Click the Programs button to see the program menu. The default programs are Multicam
Surveillance System (Main System), ViewLog, Backup System, Repair Database Utility, Remote
Playback Server, and eMap Editor. You can add or remove new programs to the menu. For the

example below, Paint is a new program added to the menu.

T Multicam Surveilance Syskem
ﬁ YWideo Log

fﬂ Backup System

‘Al Repair DataBase Ukility

Fte Remate Playback Server

k& eMap Editor

M Paint

Figure 11-19
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Settings
Click the Settings button to display the following window. A valid ID and password are required.

settings x|

ID: 1 Paszward.. | Export Taken... |

— System menu

ﬂ Mulbicam Surveillance Spstemn j

— Cuztomize menu

' %’ Paint

s
s

Add. Eemoyve Edit...

— Desktop Type

Figure 11-20

[Password] Click to change the password. For the option of Allow Removing Password System,

see Setting up Password in Chapter 1.

[Export Token] This option is discussed in Token File for Save Mode later in this chapter.

[System Menu] The menu lets you rename system programs. Select a desired program and click

the Edit button to change its name.

[Customized Menu]  The menu lets you add other programs to the Programs menu. Click the
Add button to display the following window. In the Target field, type a path or click the button next to
the field to assign a path. Then enter the program name, comment, or even change an icon for the

program. Finally, click OK to add the program.
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Shorteut x|
Mame: [Paint
Target: |C:\W’INNT\systemSZ\MSPAINT.EXE _l
Camment: |Micmsf0t Paint
% Chanhge lcon... |
(0] 4 I Canicel
Figure 11-21

[Desktop Type] Select Windows or GV-desktop (Multicam) from the drop-down menu. The

selected desktop will launch the next time when you log in to PC.

Log Off
Click the Log off button to log off GV-desktop. A valid ID and password are required.

Shut Down

Click the Shut Down button to shut down your computer. A valid ID and password are required.

Task Manager
Click the Task Manager button to view the programs currently running on your computer. When you
minimize a program, it will be hiding and working in the background. Double-click the program listed

in Task Manger to bring the program back to desktop.

Task Manager x|

fom Multicam Survellance System B.0
{-’I untitied - Paint
YiewLog B.1

Figure 11-22
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Token File for Save Mode

This option in the Settings section lets you export a token file.

In case you enter safe mode and are in

the status of the GV-desktop. This token file will let you exit from the GV-desktop and enter the

Windows desktop. To export a token file and apply it, follow the steps below.

1. Click the Export Toke button to display the following dialog box.

Enter Token Code |

2

Taken Code: |123

In"Safe ModedBoof)", users must locate
"Token File" and enter "Token Code" to
exit from the Multicam-Deskiop.

Enter the Code up ta 32 characters with the
combination of alphabetsdagnoring case) and

digits.
Ok I Cancel
Figure 11-23

2. Type a code in the Token Code field.
3. Click OK to display the Save As dialog box.

Savein I ::{j Deskiop

% My Docurnents
= My Computer

_Shortcut to Joyce on File-server

File: name: |desktc-|:- token

Save a3 lupe: ISafeModeToken[".smt]

Save I
j Caticel |

4

Figure 11-24

4. Locate a path, and enter a desired name in the File Name field.

5. Click Save to save the file.

When you enter safe mode and are in the status of the GV-desktop:

6. Click the Settings button on the desktop. You will be prompted to locate the stored token file and

enter the set token code.

7. When the Settings window (Figure11-20) appears, select Windows in the Desktop Type field, and

then exit from the window.

8. Click the Log Off button to log off the GV-desktop and enter the Windows desktop. The token

code and file are also required here.
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Authentication Server

The Authentication Server allows a remote server to restrict access to the password settings of local
GV-Systems. When the Sever is working, the previous password settings in local GV-Systems will be

invalid. Local GV-Systems will submit to the full control of the Server.

Installing the Server

To install this application in a remote sever, follow these steps:

1. Insert the Surveillance System Software CD. It will run automatically, and a window appears.
2. Select the Install V 8.1.0.0 System item.

3. Click Authentication Server, and follow the on-screen instructions.

The Server Window

Go to Windows Start, point to Programs, select AuthServer, and then click AuthServer. This window

appears.

=) DVR List Client Name | clientip |
E-% London TESTZY 170,04 | -

Client Mame: TEET27Y
Client IP:127.0.0.1
Client Tel:

Client FA:

Client Address: @
Login Time: 124/6/20058 51793 FPM

Status: [ Client: 1 54 ]

Figure 11-25 The Authentication Server Window
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The controls in this window:

No. Button Description

1 Exit Exits this window; Logs out Administrator; Changes
Password, exports account information.

2 Log Sets up the Authentication Server Log and opens the log
browser.

3 Password Setup Configures passwords and grants permissions to clients.

4 Server Setup Configures the Authentication Server.

5 Start/Stop Service Starts/Stops the Authentication Server.

6 Find A Client Finds an existing client.

7  View/Edit A Client Select a client from the DVR List, and click to view /edit it.

8 Delete An Area /Client Deletes an existing group or client.

9  AddAClient Creates a client account.

10 AddAnArea Creates an Area group.

11 DVR List Lists the created clients and area groups.

12 Connected DVR List Lists the connected GV-Systems.

13 DVR Information Lists the information of the selected GV-System.

Creating a DVR List

You can arrange your clients’ GV-Systems into different groups for a better management. To create a

DVR list, follow these steps:

1. To create a group, click the Add An Area button (No.10, Figure 11-25).
2. To create a client under the group, click the Add A Client button (No.9, Figure 11-25). This

displays the Client Information dialog box.

Client Information x|
Mame: | IPC-1
TEL [ 0938234680
Eos |
Address ;I

o]

Figure 11-26 Client Information

Cancel |

3. Type the client’s information.
4. Click OK.

The Name must match that of local GV-System.
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Editing a User

The Authentication Server operator can create users; can grant, deny, or modify permissions; and can

allow access to local GV-Systems listed in the DVR list.

1. Click the Password Setup button (No.3, Figure 11-25) to display the Password Setup window.
The window is the same as the Password Setup window in Main System (see Figure 1-29), except

the following section.

v Accountis disabled

10 Guest
Fassword

Hint: i
Lewel : Guest

;1
.
valid Group: |4 All DVR =

Group Setting |

Figure 11-27 Password Setup

2. To create and edit a user, refer to Setting up Password in Chapter 1.
3. To grant access to local DVRs:
a. Click the Group Setting button in the window. The Valid Group List window appears.
b. Click the New Group button. The DVR Group Information window appears.
c. Give a DVR group name, and check the desired DVRs into the group.
d. Go back to the Password Setup window. Use the Valid Group drop-down list to select the

created DVR group.

o

Yalid Group List

& B X

Group List

o a1
alz
ENeX

VR Group infarmation |

ei_ Gioup Harre [TPE

a1

&2
B IFC

[Fman ]| Urseectan | ok | cencel | M

Figure 11-28 Valid Group List and DVR Group Information

Note: Inthe Password Setup window of Authentication Server, the Fast Backup & Restore tab is

not available.
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Starting the Server

To configure the server and start the service, follow these steps:

1.

2.
3.

Click the Server Setup button (No. 4, Figure 11-25). This dialog box appears.

£ Server Setup x|

— Metwork Setting

Sener Part: |3553 Default |
—Security Setting

Autharized 1D | 1

Authorized Passward I-
[~ Enhance netwark security EI

[~ Enahle IP Yhite List Edit |

—Semer Setting

[~ Auto start service when server startup

v Motify when DYR disconnected from serer

Ik Cancel

Figure 11-29 Sever Setup

[Network Setting] The default port number is 3663. Using UPnP for automatic port

configuration to your router, click the Arrow button. For details, see UPnP Settings in Chapter 6.

[Authorized ID and Password] The ID and password entered will be those for the local DVRs to

log in the server.

B Enhance network security: Enable to enhance network security on Authentication Server.

B Enable IP White List: Create a list of IP addresses allowed to connect to Authentication
Server. For details, see IP White List Settings in Chapter 6.

[Server Setting]

B Auto start service when server startup: Starts automatically the service when Windows
starts.

m Notify when DVR disconnected from server: Notifies the Authentication Server with a

pop-up window when the DVR and server loss connection.

Click OK to apply above settings.
Click the Start/Stop Service button (No. 5, Figure 11-25) to start the connection.
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Connecting GV-System to the Server
To configure the GV-System in order to access the Authentication Server remotely through a network

connection, follow these steps:

1. Click the Configure button, point to Password Setup, and then select Remote Authentication
Setup. This dialog box appears.

Setup Remote Authentication Server 5[

v iJse Remote Authentication:
—¥When Remote Authentication Server off-line

v Allowe local supervisor to Stop Use Remaote
Authentication System.

v Allow user to use local account login remaote
application {eq. Webcam, Remote Wiew).

(0134 Cancel

Setup Server |

Figure 11-30 Setup Remote Authenticator Server

B Use Remote Authenticator: Enable the connection with the Authentication Server.

B Allow Local supervisor to stop use remote authentic system: Allows the local supervisor
to stop the Authentication application when the connection fails. If the option is disabled and
the connection fails, the dialog box won't be accessible until connection resumes.

B Allow user to use local account login remote application: Allows the local users to
access other remote applications with their previous password and ID settings when the

connection fails.

2. Click the Setup Server button in Figure 11-30. This dialog box appears.

PassClient Setting x|

—Metwork Setup
Server P
Serer Port W Default |
LoginID | 12345
FPaszsword I*’""""*

Ok I Cancel

Figure 11-31 PassClient Setting
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3. Enter the IP address and port of the Authentication Server. Enter the valid ID and password
created in the Authentication Server (Figure 13-29).
4. Click OK to start the connection. When the connection is established, the previous

password settings in the GV-System will be invalid.
5. Press [L] on the keyboard to call up the Login dialog box. The icon ==! indicates the connection

is established.

Login - Remote Authentic System

Fasswaord ; |

P

@ Forgot Password |
ik I Cancel'_ﬂ

Figure 11-32

6. Type avalid User ID and password for login.

As long as the Authentication sever is working, every time when you start the GV-System, the Login

dialog box will appear.

Note: When the disconnection icon appears, there might be three reasons:

1. The valid ID and password created in the Authentication Server (see Figure 11-29) don’t match
those in the GV-System (see Figure 11-31).

2. The client’s given name (see Figure 11-26) doesn't match the GV-System’s.

3. The network media has traffic problem.

Backup Servers

You can configure up to two backup servers in case of the primary server failure. Whenever the
primary fails, the backup server takes over the connection from subscribers, providing uninterrupted

services.

1. Import the subscribers’ accounts from the primary server to the backup server.
2. Onthe Authentication Server window, click the Server Setup button. The Server Setup dialog box

(Figure 11-33) appears.

Page 362



Chapter 11:  Useful Utilities

3. Check the Automatic Failover Support option, and click the Setting button. This Automatic
Failover Support dialog box appears.

4. Click the Add button. The Automatic Failover Setup dialog box (Figure 11-33) appears.
Type the IP address of the backup server. Keep the default port setting or modify it if necessary.
Type the Authorized ID and Authorized Password matching to those of the Security Setting in the
Server Setup dialog box. If the information is inconsistent, the connection to the backup server

cannot be established.

£ Server Setup E|

Metwark Setting ——S_—S——_—_——
Server Port | 3863 i Default
! Server [P:

[] Autamatic Failover Suppart | | Cancel

Server Port:

i

Security Setting

[ Defaut

|3553

i el [ | |

[[]Enhance netwark security @ Authorized Password

| |

Authotized ID

[JEnable IP White List

Server Setting
Type the same ID and Password here.
[JAuto start service when server startup

[] Motify when OWR disconnected fram server

0K H Cancel l

Figure 11-33

Note: Once the primary server is ready to resume the services, it is required to close the backup

server so the connection from subscribers can move back to the primary.
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Fast Backup and Restore

With the Fast Backup and Restore (FBR) solution, you can change interface skin and customize
features to suit personal preference, as well as back up and restore your configurations in Main

System.

Installing the FBR Program

1. Insert the Surveillance System Software CD. It will run automatically, and a window appears.
2. Select the Install V 8.1.0.0 System item.

3. Click Fast Backup & Restore Multicam System, and follow the on-screen instructions.

Running the FBR Program

Run Fast Backup & Restore main System from the Start menu. This window will appear.

<2 Fast Backup & Restore MultiCam System o ] oA |

Fast Backup & Restare Digital Surveillance System's Settings
Please choose ane afthe selections below:

Select Skin Style

Customize Features

Backup System Settings

Figure 11-34 FBR Window
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Selecting a Skin

The GV-System provides two skin options: silver (default) and conventional. The skin change will only
apply to the screens of Main System, ViewLog and remote applications. The dialog boxes won't be

affected.

You can also change the screen image of startup splash, non-active video and video lost.

Changing the Skin Syle

1. Inthe FBR window (Figure 11-34), click the Select Skin Style icon. The option menu appears.

2. To use one skin style for all applications, simply select All use Conventional Style or All use
Silver Style.
To change the skin style of a single application, point to the desired application, and then select
the skin style you want to apply.

3. Close the FBR window, and start the GV-System to see the change.

Customizing the Screen Images
You can replace the screen images of Startup Splash, Non-Active Video and Video Lost with your own.

Before you start, remember that each screen image has its specified size. Create your own image
according to these specifications:

® Startup Splash: Bit Depth 24, Width 319, and Height 272.

® Non-Active Video: Bit Depth 24, Width 720, and Height 576.

® Video Lost: Bit Depth 24, Width 270, and Height 576.

To customize the screen image, follow these steps:
1. Inthe FBR window (Figure 11-34), click the Select Skin Style icon, point to DVR, and then select

Custom Logo.... This window appears.
zl
Intraduction | File Path |
[ Startup Splash %DVR%ACommRes\Splash.bmp
[ Mon-Active Yideo %DVR%A\CommResicamlogo.bmp
[ Video Lost %OVR%A\CommRestLost. bmp

Cancel

Figure 11-35
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2. Click a desired screen image to be replaced with an imported image.

3. Exit the FBR program, and start the GV-System to see the change.

Customizing the Features

Not every feature may be of equal interest to you. You can now specify which features are to be

displayed at system startup.

1. Inthe FBR Window (Figure 11-34), click the Customize Features icon to display this dialog

box.
Customize S5y stem Functions il
Feature: Description:
Bl Devices = Applications with 10 Module ﬂ
PG PTZ Dome in=talled
----- [0 Mocule

..... Madem

----- Wave-in Device
Pobe POS Device
- ¥ Functions

----- Monitor

----- Schedule
- Configure | |
- M viewlLog

- Camers Scan

[ W] Metwork LI ﬂ

Detault 0,8 Cancel

Figure 11-36

[Devices] Expand this folder, and select the device applications you want to enable in the
GV-System.

[Functions] Expand this folder, and select the functions you want to enable in the GV-System.
The gray checked boxes indicate that the functions are enabled by default. No changes can be

made to these functions.

2. Click OK to apply the settings.
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Backing up and Restoring Settings

You can back up the configurations you made in Main System, and restore the backup data to the

current system or import it to another GV-System.

Backing up the settings

1.

In the FBR window (Figure 11-34), click the Backup System Settings icon.

appears.

Backup System Settings

<= Fast Backup & Restore MultiCam System o ] oA |

Fast Backup & Restore Digital Surveillance System's Settings
Please choose ane ofthe selections below:

Genersl
5 FOS
(- M etwork

> | A A

Figure 11-37

This dialog box

Check which settings you want to back up, and press the Next Step button .= | The SaveAs

dialog box appears.

Select the destination drive to store the backup file.

will appear: Successfully Backup MultiCam System Settings.

When the backup is complete, this message
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Restoring the System
You can restore the current system with the backup of configuration file. Also, you can copy this

backup file to configure another system with the same settings as the current system.

1. Open the backup file (*.exe) you previously stored. A valid ID and password are required to
display this window.

<= Fast Backup & Restore MultiCam System o o] |

Fast Backup & Restore Digital Surveillance Systermn's Settings
Flease choose one ofthe selections below:

Restore Backup Settings @.i Restore MultiCam System

to Current MultiCam
System

2]

Figure 11-38

2. Click the Restore Multicam System icon, and then check which backup settings you want to
restore.

3. Press the Next Step button Eﬂ to start restoring.
When the restoration is complete, this message will appear: Successfully Restore MultiCam
System Settings.
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Hot-Swap Recording

The program Media Man Tool provides a hot-swap feature, allowing a non-stop recording. You can
add and remove a hot-swap or portable hard drive to the GV-System while the monitoring keeps on.

When the new drive is added, it will be configured to the recording path automatically.
Additionally, you can back up ViewLog player and files to play back at any computer.
Note: The hot-swap feature supports the disk capacity of 800 MB at least.

The Media Man Tool Window

This program comes with the installation of Main System. Run MediaMenTools.exe. The following

window will appear.

e Dt} ‘ g EN

-l
e Fil Media Type : Local H Free Space
e Gl
File System : FATI2
I, S B DVR Used e
Free Space 79917 MB
8 MDE Used
Total Spece 5.85CGH
Status Unused Ml goed
DR Event Infarmation
Path : EADATA-EY
Size and Cournt ; 1283 MB [ 3 Files )
Cldest event AA 22001 155443

( Mewer recycle everts are excluded )

Latest event : 1122001 15:59.08

MDE Information
Path : EDATA-EiDatabazel
Size and Court B9.98 MB [ 83 Files )

Ohiject Index Information

coo0 o

Path : Etnpty
Size and Count : 0 Bytes (0 Files )
Wienwlog Information
Peth : Ermpty
Figure 11-39
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The controls on the MediaMan window:

No. Name Description
1 Refresh Updates all data information on the window.
2 Copy ViewlLog Selects a hard drive to copy ViewLog files.
3  Disk List Selects a disk.
4 Disk Properties Indicates disk information.
In “Media Type,” two messages may appear:
* LAN: indicates a hard drive is connected.
* Local: indicates a local hard drive is connected.
In “Status”, three messages may appeatr:
e Standby: indicates the hard drive already specified as the recording
path.
e Unused: indicates the hard drive not specified as the recording path.
e Recording: indicates the files are being recorded to the disk.
5 DVR Event Info Indicates the path, size and number of recorded events; the dates of
the oldest and latest events.
6 MDB Info Indicates the path, size and number of System Log files.
7 Object Index Info  Indicates the path, size and number of Object Index files.
8 ViewLog Info Indicates the location you have backed up the EZ ViewLog player.
Note: The DVR Event Info updates every one minute. The MDB Info, Object Index Info and

ViewLog Info update as data changes.

Adding a Disk Drive

1.
2.

appears.

Find some partitions, What do you want ?
O
Free Space 21090 B

Tatal Space ! 279.46 GB
Add to recording path

Delete all everts

Recording Folder :

JData-I

Run MediaManTools.exe.

Insert a hot-swap hard drive or plug a portable hard drive to your computer. This dialog box

Figure 11-40
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B Add to Recording: Adds the hard drive to the recording path.

B Delete all events: Deletes the recorded files already on the hard drive.

3. Click OK to automatically configure the hard drive to the recording path.

To verify the hard drive is added successfully, select the drive in the MediaMan Tools window and see if
“Status” in Disk Properties displays: Standby. Or, in Main System, click the Configure button and

select Set Location to confirm the new recording path.

Removing a Disk Drive

On the Disk List, right-click the hot-swap or portable hard drive, and select Stop for recording. The

“Status” in Disk Properties will display: Unused. Then you can remove the hard drive safely.

Note: Removing the hard drive will affect ViewLog database. To restore these events, add the hard

drive back to the system and run Repair Database Utility.

Backing Up ViewLog Files

You can export ViewLog player and files to play back at any computer without the system.

On the Disk List, right-click the hot-swap or portable hard drive to have these options:
B Copy ViewLog: Exports the ViewLog player and files to the hard drive.
B Recreate ViewLog database: When the ViewLog player is already on the hard drive, select this

option to update the ViewLog files.

To play back files at another computer, simply run EZViewLo0g500.exe from the created ViewLog

folder on the hard drive.
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Troubleshooting

Hardware

1. Messages “Can't find keypro” and “Card Setup Fail” appears when GV-System starts.

>
>
>

Verify the video capture card drivers (See Chapterl in the Installation Guide).

Insert the video capture card to a different PCI slot to see if this fixes the problem.

If you are using the video capture card V1, attach an appropriate Keypro to the PC’s
parallel port and run Dos2kreg.exe in the GV-System folder.

If your system is upgraded to version 8.0 or above, an appropriate USB dongle is

required.

2. A message “Video Lost” appears.

>
>
>

Check video connection.

Make sure the video device is turned on.

Make sure the video standard in your country matches the setting in GV-System (See
Choosing Video Source in Chapterl).

Check AGC setting (See Adjusting Video Attributes in Chapter 1).

Switch the cable from the functional channel to the non-functional channel, and vice
versa. If the previously non-functional channel is now able to deliver video, check the

video device itself and its related cables.

3. Amessage “Can't find I/O Module:1, Address:1, in Com1” or “Not GV-IO in COM1" appears.

>
>

Check the RS-485 connection between GV-Net Card/Box and GV-10 Box.

Check whether the power adapter is properly connected to GV-10 Box.

4. A message “No PTZ Device Installed” or “Default PTZ Device not Activate” appears.

>

Make sure the Active option is enabled in Main System (See PTZ Control Panel in
Chapter 1).
When multiple PTZ cameras are installed, make sure to activate each PTZ camera

individually.
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Software
1. How to upgrade to the latest version?
» Download the latest version from GeoVision website:

http://www.geovision.com.tw/english/5 0.asp

2. Recycle mode doesn’'t work, and recording stops.
»  Exit Main System, and run RepairLog500.exe from the system folder to fix this problem.
» Check Properties of the folder used for saving video files. Make sure the Read Only

option is disabled.

3. Passwords are lost. Cannot access my GV-System.

» See Setting Up for Password in Chapter 1 for details.

4. A message “Directdraw overlay fail” appears.

» Make sure your VGA card meets the GV-System’s minimum requirement that is NVIDIA
GeForce Il MX 32MB.

» The driver included in your VGA card package may not be the latest and might not
support Directdraw. Visit related websites and upgrade your VGA driver to the latest
version.

» Disable the Directdraw feature if you do not wish to upgrade your VGA card or driver

(See Configuring Global Recording Parameters in Chapter 1).

5. Shifted horizontal lines appears in the 640x480 video image.
» Enable De-Interlace Render (See Configuring Global Recording Parameters in Chapter
1). This feature requires the VGA card of DirectX9. Make sure to upgrade your VGA

card driver and DirectX version.

6. Unable to record audio, even though all setups and configurations are done correctly.
» Audio recording is not available in the 640x480 video resolution (See [Wave-In Device],
Camera/Audio Install in Chapterl).

7. Can'tinvoke hotline alerts.
»  GV-System only supports external modem using Zyxel or Lucent chipset.
» Make sure Modem Device and Com Port are set up properly (See [Modem Configure],

Configuring Hotline/Network Notification in Chapterl).
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8. A"“?"mark appears in the ViewLog's event list window.
» These files may already been deleted in the previous Recycle run. Exit Main System

and run RepairLog500.exe under the system folder to remove these files from the

database.

9. Unable to play back audio in ViewLog
» The video you select may not have any audio records.
» The speaker icon at the lower right corner is not enabled (See Figure 4-1 in Chapter 4).

» Audio can only be played back at 1X speed.

Remote Application
1. Remote View is unable to display video from GV-System.
»  This symptom may appear when Remote View is installed in Windows XP SP1 or later.
Windows XP no longer includes Wavelet decoder after Service Pack 1. You may
download a Wavelet codec at this link.

http://geo-support.dipmap.com:100/remote/waveletcodec.zip

» GV-System version 6.0 is not compatible with Remote View version 5.4.0.1 or earlier.

Make sure your GV-System and Remote View are both version 6.0 or later.
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2. Network ports used in the remote applications:

WebCam

Http = 80

FTP=21

Command = 4550

Data = 5550

Audio = 6550

Remote Control = 3389
SSL =443

Mobile = 8866

Mobile RPB = 5511

3G RTSP/TCP = 8554
3G RTP /RTCP UPP = 17300-17380

RemotePlayBack

RPBSvr = 5066

RemoteView

TCPSvr = 3550

VSM Server = 5610
TwinServer Server = 9650
Multicast =19650
TwinDVR Http = 80
FTP=21
Command = 4550
Data = 5550
Remote Control = 3389
IP Multicast DMMCast = 3650
Authentication Server Server = 3663
SMS Server = 6886
CenterV2 Center = 5547

Command = 5548
Connection Port = 5545
Data = 5549

Audio = 5546
Connection = 5545

Dispatch Server

Server = 21112

GeoCenter Server = 20001
DMIP FTP=21
DDNS Server = 80 and 81

Control Center

Command Port = 3388
Data Port = 5611
Log Port = 5552

TCP Server

Server = 3550

UPnP

TCP/IP = 5200

Wiegand Capture Server

Server = 5612
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WebCam

1. A message "can't connect to server" appeared when GV-System is connected.

>

YV V. V V V

Check ports 4550 and 5550 are enabled in Firewall.

Check whether ports 4550 and 5550 are occupied by other applications.

Check NAT port mapping is correct.

Check whether the dynamic IP address of GV-System is changed.

Check Ethernet adapter (ADSL modem must use the PPP/SLIP device).

Check whether Web server changes download timing. (Dynamic Lan IP =1 min,
Dynamic WAN IP =5 min)

2. Unable to use the two-way audio feature.

>

YV V VYV V

Check whether port 6550 is available.

Check the client PC’s sound card driver.

This feature requires DirectX 8 or later. Perform upgrade if necessary.

This feature requires Internet Explorer 6.0 or later. Perform upgrade if necessary.
Check GV-System’s audio signal by using the Camera / Audio Install function (See
Camera/Audio Install in Chapter 1).

3. Unable to run MPEG4 Encoder Viewer and WebCam RPB.

>

The security level of your IE browser may prevent WebCam components from
downloading to your PC. Start IE browser and go to Tools/ Internet Options/
Security/Custom Level. In Active X controls and plug-ins options, select Enable or
Prompt, and then click OK. Log in to GV-System again and WebCam components

should be downloaded properly.

4. What version of OS does G-View support?

>

G-View of V6.0 or above supports WinCE 3.0, Pocket PC2002, Pocket PC2002 Phone
Edition, Pocket PC2003, and Pocket PC2003 Phone Edition.
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