Feature Guide for
V8.1 GeoVision Surveillance System

Welcome to the Feature Guide for V8.1 GeoVision Surveillance System.

This Guide provides an overview of key features in V8.1 GV-System. It also includes
information about how the features differ from similar features in earlier versions.

Important Notice
The version 8.1 only supports the following GV video capture cards:

e GV-250 All Series

e GV-600(S) V3.20 and later
e GV-650(S) V3.30 and later
e GV-800(S) vV3.30 and later
e GV-1120 All Series

e GV-1240 All Series

e GV-1480 All Series

e GV800-4AV3.10 and later
e GV-2004

e (GV-2008

For more information on the upgrade, please visit our website at
http://www.geovision.com.tw/english/5_0.asp, or contact your dealer.



http://www.geovision.com.tw/english/5_0.asp
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1. Main System

Main System

This chapter introduces the new features of Main System.

1.1 Password Expiration and Management

For a better password management and security, now the GV-System can “expire”
and “disable” a user’s account after a set period of time. Additionally, the system
allows users to change the given passwords.

To access this feature, click the Configure button, point to Password Setup and
select Local Account Edit. This dialog box appears.

Password Setup

X

§

Guest
User
Powerlser
2z

Supervisar
1

MNemw | Remove| Search|

Passward :
Hint
Level : Fowerlser

[v Expirein day (s)

[~ Usercannot change passward
[~ Force Passwoard change at next logan
|v Disable userif do not login after

day (s)

[~ Exportthis ID for IR Remote Contral (GY-Keyhoard)

[+ Maritor Start
I+ b cnitor Stop
v Metwark Start
v Netwark Stop
v Schedule Start
¥ Schedule Stap
I¥ Input State

v Dutput Cartrol
WPTZ

I¥ System Setting
v idea Attribute
Iv Object Tracking

I Edit Password(Supervisar Only) W 2 B 10+ 14

¥ Minimize or Logout
¥ FullScreen Enter
¥ FullScreen Exit
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W 1V 5 3 13
W 2V &6 10 14
V 3V 7V 11V 15
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¥ Snapshat
tMulticam | Multicast ] igwlog ] Remote iew ] Wwebcam ]
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Figure 1-1

m  Expire in xx day(s): The account will expire and be disabled automatically after
a set number of days. The number you set will count down automatically.

m User cannot change password: The user is not allowed to change the set
password.
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m Force Password change at the first logon: The user must change the
password when logging in first time.

m Disable user if do not login after xx day (s): When the user does not log in the
system after a set number of days, its account will be disabled automatically.

Changing password when logging in the GV-System

1. When you log in the GV-System, click the Change Password button in the Login
dialog box. The Change Password dialog box appears.

Change Passwornd g|

e taipei

Password

v Mew Password
|| J MNew Password
D v
Confirmation
Passward :
T = newhint
Faorgot Passwoard
% area code
| Change Password ]
cantel Gy [ e
Figure 1-2

2. Type the new password information, and click OK to save the changes.

Note: If the user is not given the right to change password, the message Change
Password (Hint) False appears.

1.2 Different Text Alignment for Each Channel

Instead of the same text alignment for all 16 channels, you can align text overlay,
photo overlay and camera/time stamps to different positions for each channel.

To access this feature, click the Configure button, select Text Overlay Setting to
display the Text Overlay Setting dialog box, and click one Camera tab to define
various alignments.

In addition, you can even change the alignment of text and photograph while the
monitoring of POS or access control keeps on.
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Text Overlay Setting &l

Camera 1 ] Camera £ ] Camera 3 ] Camera 4 I Camera b ] Camera B I Camera ¥ ] Camera 8 I

Camera 9 ] Camera 10 Camera 11 ] Camera 12 ] Camera 13 ] Camera 14 ] Camera 15 ] Camera 16 I
POS /weigand Owverlay Elbiect Camera/Time Text 3=

TEHE Hoieaey v Print an video file

Print bext on videa file
¥ ar on screen with
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[¥ Print om screen

photograph
Iv Print on POS Live Yiew W Print on POS Live Yiew - IE E -
Alignment Alignment
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Figure 1-3

1.3 Stopping Video Lost Watchdog

When the video signal is weak, the software watchdog will try to recover the lost
video by restarting the system and even rebooting the computer. However, if the
video lost watchdog feature is not required, now you have the option to disable it.

To disable this feature, click the Configure button, point to Video Signal Diagnostic,
and select Disable Video Signal Weak Watchdog.

Note: This option is only available for GV-600, 650, and 800 Cards.

1.4 Higher Screen Resolution Support

Now the GV-System supports higher screen resolution of 1920 x 1200, 1680 x 1050
and 1600 x 1200.
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To access this feature, click the Configure button and select System Configure to
display the System Configure dialog box. Under the Startup section, enable Panel
Resolution to have the three resolution options.

[v Panel Besolution:
11320x1200 |
0244768 A

[ 123041024
16801050
1 B0 200
19201200 v

Figure 1-4

1.5 Face Detection

The Face Detection is a new feature that GV-System employs to identify and record
human faces. This feature captures human faces only, ignoring other body parts,
objects or background views. Moreover, it can capture each face separately when a
group of people comes in the view together.

1. On the main screen, click the Configure button, and select Object
Index/Monitor Setup. The Camera Applied Object Index/Monitor dialog box
appears.

2. Select the desired cameras for setup, and then click the Configure tab. This
dialog box appears.

Video Object Setup

Object Index | opject Monitor |
¥ camera

Camera 1
Mask Filter:
m (el

Storage

Awailable: 4 38GB

Set Location |

¥ Recycle W Keep Days 30

Video Player
|Quu:k Search j

Setup

" Object Index
@ Face Detection @)

™ Show Object

Cancel

Figure 1-5
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3. Inthe Object Index tab, select the desired camera from the drop-down list, and
enable Camera for setup.

4. Check Face Detection in the Setup section, and click OK to save the
configurations.

5. Start the monitoring of configured camera(s).

6. On the main screen, click the ViewLog button and select Live Object Index.
When the faces are detected, the thumbnail images will appear on the Object
Index Live Viewer.

7. Double-clicking one thumbnail image can play back its related video.

Object Indes Live Viewer
Camera 1 Camera 1
17:87:08 178825
E )
Camera 1 Camera 1
178829 17.68:44
C-amera 1 Camera 1
17:589:08 178813

Figure 1-6

Note:

1. Only faces tilting within the range of 15° vertically and 30° ~ 45° horizontally can
be detected.

2. The face to be detected must cover at least 1/10 of the screen.

3. Only full-face images can be detected.
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1.6 E-mail Alert Enhancements

In addition to motion detection, now the e-mail alert with attached image will be sent
out when these events occur: Scene Change, Intruder Event, Missing Object,
Unattended Object and POS Loss Prevention.

Information:
Camera 1-Scene change detected!

n Fr, 24 Wov 06 19:07:17 Taipet Standard Time

Figure 1-7

For details, see “Sending Alerts thru E-mail Accounts,” Chapter 1, User's Manual on
the Surveillance System Software CD.

1.7 System Log Enhancements

In this version, System Log includes the following enhancements.

New log messages

When the e-mail or SMS alerts are sent out, these activities will be recorded in
System Log for later retrieval.

ive Log Browser - Recycle Log: 9/25/2006 16:32

Monitar  System } Lagin ] Counter]

D Time Ewent Device Mode ~
16 9/25/2006 4:45:02 PM Send SM5 Alert Local

17 9/25/2006 4:45:03 PM Send Email dlert Local -
18 9/25/2006 4:45:13 PM Send SMS Alert Local

19 9/25/2006 4:45:23 PM Send SMS Alert Local

20 /25,2006 4:45:30 P Stop Monitor Al Local b
< | >

Figure 1-8
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Importing / Exporting Filter Configurations
In this version, you can import or export the filter configurations.

1. Click the Advanced Log Browser button on the right corner (see Figure 1-8) to
open the database.

2. On the toolbar, select the desired type of log table (Monitor, System, Login,
Counter, POS), and click the Filter button. This dialog box appears.

Monitor Filter X
v Device [v Information [v Event
|Camera 1 j |Mndule 1 ﬂ |Ml:|ti0n j
v Time
© Date (" Time (¢ Both
| 9262006 w|0o0m00 < v | 92672008 v ||23sgs - cancel
Add Mewvy Command | ‘ Impart | Expoart |
Time Device | Infarmation | Evverit |
QU2ES2006 ~ SS2652006 11:59:53 P Camers 1 Moddule 1 iotion

Mote: all commands are operated by 'OR!

Figure 1-9

3. Click the Import or Export button to start the file import / export.

Note: This feature is only available in version 8.1. If you want to export the
configurations to the older version, it is not applicable.

POS Filter Enhancements

In this version, the POS Filter has been improved with three added features:

m  Filter the conditions in below to the selected POS table: Apply the filter
configurations to the selected POS devices.

m Period between: Set the employee IDs or names for filtering.

m Import / Export: Import or export the POS Filter configurations.
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To open the POS filter, see Steps 1-2 in Importing / Exporting Filter Configurations
above.

Iv Filter the condictions in below to the selected POS table
M1z [C3 a4 s s 7 [ s Sathy D Z
9 w1 1z 130 140 15[ 16 Clear All | Select Al |
v Content

| Iv Period betwesn: | ~

[ Ewvent [v Mote
| =l

[ Time

(" Date (" Time {* Both

|2006marms < |ooonon <~ |00eman7 v ||2aswss - p—

Tis

Advance Search

| | =l A =

Add Mewy Cammaned | ‘ Imgart | Export |

Time Content |  Event | hote
HEEENGE ~ AT E00E 11-55 55 PR

4 3

Mote: all comimands are opersted by 'OR'

Figure 1-10

1.8 Quad Spot Monitors Controller

The Controller integrates the GV-Multi Quad Card with TV monitor (spot monitor)
applications. It features:

e Upto 5 TV monitors can be controlled.

e TV Monitor 1 supports up to 16 screen divisions, and TV Monitor 2 to TV Monitor
5 support 1 and 4 divisions.

e Different screen divisions can be set up on each monitor.

e The channel sequence of screen divisions is user-defined.

Note: The Controller does not support the videos from GV-Video Server.




Setting up the Controller

Main System

On the main screen, click the Configure button, and select Quad Spot Monitors

Setup. This window appears.

TV Quad Setting
16 LA ]E] ve | rvs | gl ve| gl Tvs|

W1 s wa w13

Yideo Enable DI 1

W2 WE |10 ¥ 14 _  SeElectAl

W3 W7 Wil w15 Clear Al

W4 W& V12 v 16

Scan Setting Yideo Format

Irterval: 10 Sec. + NTSC
Scan by Manual - " paL

Setting

Camera Popup; Setting El

Video Attribute: |_ |_
T Setting: Sefting

RN

T =

x)

s DIV1G

R
5
5 fio i [z
i i s i

Ok

Cancel |

D g i DMNE
P

DA " DIv 10 " DIv12
:
a2
S S OO A o
° [FFFe || B

|

Figure 1-11

[Video Enable] Check or uncheck the desired channels displayed on monitor screen.

[Scan Setting]

m Interval: Enter the interval between the scanned pages. Set the time between 1

and 999 seconds.

m Scan by: Select Auto to scan the channels automatically or Manual to scan at

your speed.

[Video Format] Select NTSC or PAL. The video standard may vary from country to
country. Check the video standard in your country first.

[Setting]

m Video Attribute: Click the Setting button to display this dialog box.
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Video Setting El
Camera 1
Wiclen Attribute
Brightness : — W
Coritrast : —J ——— W
Saturation : e el e
Hue : = —— W
Apply to Al | Default ‘
Ok | Cancel ‘
Figure 1-12

Select a desired camera from the drop-down list to adjust image attributes, such
as Brightness, Contrast, Hue and Saturation. Use the slide bar to make
adjustments.

m  Camera Popup: See Setting Pop-up Camera Windows below.

m TV Setting: Click the Setting button to display this dialog box.

TV Setting E|
T 1 |
Adjust TV
]
Ll R
o]
Default

05D Setting

[v Show Camera Mumber

Color: w - @
QI I Cancel |
Figure 1-13

Use the drop-down list to select the TV monitor, and press the 4 direction
buttons (U, L, R and D) to adjust the positions of the divisions on the monitor
screen.

To display the camera number on the TV monitor, select the desired TV monitor,
and check the Show Camera Number option. To display the camera numbers
on all connected TV monitors, check the Show Camera Number option, and
then click the finger button.

To change the color of the camera number indicator on the TV monitor, use the
Color drop-down list to select the desired color.

10
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[DIV 1-16] In the TV Quad Setting window (see Figure 1-11), there are screen
division options. You can modify the channel sequence by typing the number directly
on each division. Click OK or Apply Current TV Setting to apply your configurations.

m  Right Arrow Button: Sets the channel sequence of each scanned page. Click
the arrow button to display this dialog box.

Div 16 - Page setting E|
Page 1 =
|1 | 2 |3 | 4 Defaul |

|5 |E |:'r |8 Empty page
ERRECREEE RE
113 |14 |15 |16 canel

Figure 1-14

©® Screen Division: Displays the channel sequence. You can modify the
seqguence by typing the number directly on each division.

® <> buttons: Navigates pages.

® Empty page: Clears up the channel sequence on the open page.

Setting Pop-up Camera Windows

The pop-up camera windows on the screen notify users of the current event, whether
it is motion or 1/O devices being triggered. You can decide to have pop-up cameras
on computer screen, TV monitor or both together.

Activating Pop-up Camera Windows

1. Onthe Main System, click the Configure button, and select Camera Popup
Settings. This dialog box appears.

11
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Camera Popup Setting E|

Drwvell Time: Sec.

1
Irterrupt Interval: 9 Sec.

Camera Mation Invake

W1 W s a9 [ 13
W 2 W& W10 [ 14
W 3 W7 W11 [ 15
W 4 W a3 W12 [ 16

Check &ll | Clear Al |
tod. 1 JJ Clear Al
Injut 1 i

v Input Invoke: W
Ok | Cancel |

Local Monitar Qnly

Spot Manitar Cnly

v apply to Bokh

Figure 1-15
2. Check the cameras to be alarmed with pop-up windows when events occur.

3. Click the Arrow button in the bottom right corner, and select the method of
displaying the pop-up camera windows.

m Local Monitor Only: Camera windows pop up on the computer screen.
m  Spot Monitor Only: Camera windows pop up on the TV monitor.

m  Apply to Both: Camera windows pop up on both computer screen and TV
monitor.

4. Click OK to apply the settings.

Setting Pop-up Camera Windows on TV Monitor
If you want the selected cameras to be alerted with pop-up windows on TV monitor,
you need to set up those cameras by following these steps.

1. On the main screen, click the Configure button, and select Quad Spot Monitors

Setup. The TV Quad Setting dialog box (see Figure 1-11) appears.
2. Click the Setting button of Camera Popup. This dialog box appears.

12
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Camera Popup Setting Pz|
TV 1 ]Tvz | tva |Tva |Tvs |
Time Setting
Ciwvell time : 5 Sec. Interrupt time ; 2 Sec.
Irevoke Popup Camera
¥ 1 |Motion Only 7| W3 [wtion only d|
v o2 |uoony | ¥ 10 [wotion only |
v 3 |Both | ¥ 11 [wotion ony =l
W 4 |Motion Ony | w12 |motion only |
W 5 |wation Oniy | W 13 [motion only =l
[v B |Ml:|ti0n Cnly j [v 14 |M|:|ti0n Cnly j
¥ 7 |Motion Only 7| ¥ 15 [wotion ony d|
¥ & |Motion Only | W 15 |motion only |
Select All | Clear Al |
Ok | Cancel |
Figure 1-16

m  TVtabs (TV1to TV5): Click the TV tab to select the TV monitor on which the
selected camera is alarmed with pop-up windows.

m  Dwell Time: Specify how long a pop-up camera window remains on the
monitor screen when an event occurs. Set the time between 1 and 120
seconds.

m Interrupt Time: Specify the interval between pop-up camera windows when
events occur. Set the time interval between 1 and 60 seconds.

m Invoke Popup Camera: Select the camera(s) to be alarmed with pop-up
windows when events occur, and use the drop-down list to select the type of
alert events.

There are three types of alert events:

©® Motion Only: Motion is detected during the monitoring.

©® 1/0 Only: 1/O devices are triggered.

© Both Invoke Popup: Alerts of motion and triggered 1/O devices.
5. Click OK to apply the settings.

6. Start monitoring so that camera windows pop up when events occur.

Tip: All cameras can be repetitively setup on different TV monitors. If one camera is
selected on more than one TV monitors, it can be set with different alert events.

13
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Displaying TV Quad Panel on the Main Screen

On the Main System, click the TV-Out button . This panel appears.

|5

e
Eﬂ
é

ééééé

&

13[14/15[16

Figure 1-17

The controls on the TV Quad Panel:

No. Name Description

1 Monitor Selects the monitor to be controlled.
5 Scan Automatically or manually rotates channels, and stops
rotation.

Sets screen divisions. Only TV 1 can support screen
3  Screen Division divisions up to 16, and TV 2 to TV 5 supports 1 or 4 screen

divisions.
4  Channel Menu Displays the desired channel for single view.
5 Exit Closes the TV Quad Panel.
6 Previous Page Scans the previous page.
7  Next Page Scans the next page.
8  Settings Displays the TV Quad Setting window.
9  Switch Displays or hides the channel menu.
After single view, click this button to return to the first
10 Zoom Esc scanned page or return to the last channel when the screen

division is set to 1.

Note: If the DSP Spot Monitor function is enabled at the same time with the Quad
Spot Monitors, the TV-Out button has two options: Spot Monitor Panel and TV Quad
Panel. Select the desired panel to be displayed on the screen.

14
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Running the Quad Spot Monitors Controller Alone

Without starting the Main System, the Quad Spot Monitors Controller can be run
independently. Find the QuadTV.exe in the GV folder and double-click it. The TV
Quad Panel will appear (see Figure 1-17).

1.9 Visual Automation

The Visual Automation helps you automate any electronic device by triggering the
connected output. You can intuitively click on the image of the electronic device to
change its current status, e.g. light ON.

Setting Up Visual Automation

1. On the main screen, click the Configure button, and select Visual Automation
Setting. This dialog box appears.

Visual Automation SetlUp

v Enahle

Camera 1 j

Set Color |

Delete Al Sets |

Show Stile

" Mormal

Ok | Cancel |

Figure 1-18
2. Select the desired camera from the drop-down list, and check Enable.

3. Drag the area on the image of the desired device. This dialog box appears.

15
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Machule1 -]
|Output 1 -

[ote

Cancel|

Figure 1-19

4. Select the connected module and output device. In the Note field, type a note to
help you manage the device. Click OK to save the configurations.

5. To change the frame color of the set area, click the Set Color button.

6. To emboss the set area, check the Float Up option; or keep them flat by checking
the Normal option.

Using Visual Automation

1. On the main screen, click on the desired Camera Name on the top left corner of
every channel, and select /0O Automation. This separate View appears.

Figure 1-20

2. Click on the image of the desired electronic device to change its current status.

3. To change the style of the set areas, right-click the green 1/O icon on the Visual
Automation View to have these options:

m  Show All: Displays all set areas.
m Rect Float: Embosses all set areas.

m Set Color: Changes the frame color of all set areas.

16
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1.10 Virtual I/O Control

In this version, the GV-System can work with the GV-Video Server and GV-Wiegand
Capture, and the integration allows the GV-System to control their connected 1/0
devices respectively.

On the main screen, click the Configure button, select I/O Application, and then
select Virtual I/O Setting. This dialog box appears. The 1/0O device settings are
similar to those of the Main System. For details, see “I/O Applications”, Chapter 2,
User’'s Manual on the Surveillance System Software CD.

Virtual | / O Device Setting X
Select Yirtual 110 Device Mgt 1 jﬂ
Device: |GV ideo Server D j Mame Signal Type
Input 1 (+ r ]
Remave
Modity Monitor Input
|| ¥ Rec Video: 3 Sec |Camerai hd
fdaciule Device Dezcription
| E | ¥ Irevake Alarm; [[:]l])) Matify =
2 GY Video Serve... WS-02(192165.0...
W Imvoke to Send Alerts

W Output Madule: Mod. 1 w||Pnt -

v Register Input Evert

Output 1 j j

Mame

Ctpt 1 Force Cutpt

Signal Type
= i i

& s S EEE
:

Figure 1-21

1.11 Creating Shortcuts

You can create up to 20 shortcuts on the main screen to a program or file.

17
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1. Run Fast Backup & Restore Main System from the Windows Start menu. This
window appears.

= Fast Backup & Restore MultiCam System

Fast Backup & Restore Digital Surveillance Systerm's Settings
Please choose one ofthe selections helow:

Select Skin Style ﬂ Select Skin Style

Customize Features

E Backup System Settings

“a

Figure 1-22

2. Click the Select Skin Style button, point to DVR, and select User Define Setting. This
dialog box appears.

User define rz|

Application File Parameter

014 Cancel

Figure 1-23
3. Click the Add button. This dialog box appears.

18



Add New Item

Application

File

Parameter

| Pairter

| CORMMNDONS sy stem3I2mspaint exe

| To modify images

]

Cancel

Main System

&

o

Figure 1-24

m  Application: Names the desired application to be pointed to.

m File: Assigns the path to the desired application.

m Parameter: Sets the command information for the application.

4. Click OK to save all the configurations.

5. Run the Main System. The shortcut button

1.12 PTZ Idle Protection

When the PTZ remains stationary for a certain time, the camera can automatically
activate the auto mode, move to the designated preset point or start the preset tour.

appears.

1. On the main screen, click the Configure button, and select Camera Mapping
PTZ Dome. This dialog box appears.

Camera Mapping Setup

Camera 1 lcamera 2 ] Camera 3 ILI_’l

x)

Mame: |

Device: |panasonic(iy-CSE50) |

Address: |Addr: 1

[v PTZ Inactivity

Idle awer: B0 _I;I SEC.

& f@isl  [sutopan v
" Preset

" multi Position Tour

[

o |

Cancel ‘

Figure 1-25
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2. Select the desired camera from the Device drop-down list, and check PTZ
Inactivity.

3. Set the idle time after which to start the protection mode.

4. Select Auto, Preset or Multi Position Tour as protection mode.

Setting Multi Position Tour

You can create a PTZ tour with up to 16 preset points

1. Select Multi Position Tour on the Camera Mapping Setup dialog box (see Figure
1-25), and click the Setting button. This dialog box appears.

User define Multiple Preset Tour X
Tour Zetting
Pre=set Ol
Crnvell Time: 5 _|:| Cancel
Al | |
Na. | Preset No. | Dwell Time ~
1 1 5
2 2 4
] 3 4
4 4 5
=] =] 4 I
[=3 [=3 [=
< b3

Figure 1-26
2. Select a Preset as a start point.
3. Set the Dwell Time that the PTZ will remain in a preset.

4. Click Add and repeat Steps 2-3 to build more points in the tour.
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1.13 PTZ Automation

Other than the PTZ control panel, you can now display a separate Visual PTZ
Control Panel on the image.

S Visual PTZ Control Panel

Figure 1-27

1. To control the PTZ, you must map one channel to the PTZ camera first. For this,
click the Configure button and select Camera Mapping PTZ Dome.

2. To access the new control panel, click on the desired Camera Name on the top
left corner of every channel, and select PTZ Automation. A separate PTZ control
window will appear.

3. To change the panel settings, click the green PTZ button on the top left corner of
the PTZ control window to have these options:

[PTZ Control Type]

Type 1: In this mode when you place the mouse arrow on the four directions,
ex. north, south, east, west, the speed indicator of five levels will appear. Click
and hold on the required level of movement and the camera will move as per
the specific speed.

Type 2: In this mode with the mouse click, the PTZ control panel will appear.
The movement of the camera will depend on the speed of the mouse
movement.

[Configure]

Set Color: Changes the color of the panel. Three kinds of colors are available:
Red, Green and Blue.

Transparent Degree: Adjusts the transparency level of the panel. Ten levels
range from 10% (fully transparent) to 100% (fully opaque).
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1.14 Video Server Support

The GV-System can monitor and manage the cameras and I/O devices connected to
the GV-Video Server. For details, see GV-Video Server User’'s Manual.

)

TCP/ IP
e
GV-Video Server

|

|

|

| >
|

| Video Data
|

|

1

ﬁ — GV-System with
16-channel Display
o

GV-Video Server

Figure 1-28

1.15 POS Color Text

The POS Color Text feature allows you to use different colors and time periods to
identify any desired transaction items. When the transaction item is identified, the
feature can trigger the alarm and send out the alert message. The identification is
recorded in the System Log for later retrieval as well.

For example, if the liquor is prohibited from being sold in the midnight, a seller can
use this feature to prevent from any unintentional sale.

Setting Up POS Color Text

1. On the main screen, click the Configure button, point to POS Application
Setting, and select POS Filed Filter Setup. The POS Capture Data Setting
dialog box appears.
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3.

Click the New button. This dialog box appears.

Color Keyword Setting §|

Key Word

| liquor

Colar

_le

[v onlywork hetween

7300 =~ |ooo0 =

(0] | Cancel

Figure 1-29

Main System

[Key Word] Type the text to be identified in the transaction data. The keyword

setting is case sensitive.

[Color] Specify a color to identify the defined text.

[only work between] Specify the time period to identify the defined text in the

transaction data.

To trigger an alarm when the defined text is detected during the transaction, click
the Loss Prevention Setting button in the POS Capture Data Setting dialog box.

This dialog box appears.

liquor - Loss Prevention Setting
W Enable Alarm
v Alarm Output

Module 1 | |outputt |

Alert Message
‘ Mot for zale

0] | Cancel

3

Figure 1-30

23



Q GeoUision:

m Enable Alarm: Check this item to send out an alarm when the identified text
is detected.

m Alarm Output: Check this item and use the drop-down lists to select the
connected module and output device.

m Alert Message: Type the message for the E-mail or SMS alerts to be sent out
when the alarm is triggered.

4. Click OK to save the above settings.

5. When the defined text is identified in the transaction data, the identification
appears not only on the Main Screen but also on the POS Live View window. It is
also recorded in the System Log.

@OEE rst &
TZminuie maid — $100T ]
113 oreo cookie  $1000T
114 quaker catmeal  §1.50T
1148 soup  §1.99T
118 kellooo's cereal $2.93T
"7 cheese  §1.997
118 treetop juice  $2.98T
-|— 2lx) || 119 krispy- $0.44T
Mumlur| Syslem| Lugm| Cuunler| POS1 | Devicel POS8E 120 farrerjohn hotdog $1000T
| Time | Content - || 121 void

12/7/2008 3:34:51... 116 kellooo's cereal $2.991 11133 mimerjonn hatdog-§10007
cheese  $1.89T
18 treetop uice  $2.99T il
19 krizpy- $0497 ||124 Regd582 16 lem

1
1
1 $
120 farmeriohn hatdog $10.

272006 3:34'53... 121 Void 128 Total - 211121.70

3454

1
1
1

2
21 Vai
22 farmeriohn hotdog-$10 || 1368 Cash 211170.70
23 127 Change 49.00
24 Reo4582 16 Iterm

25 Tatal 21
20772006 3:34:86... 126 Cash 2

127 Chanoe 48.00 -
2712006 3:34°56... 000 2006/12/07 15:37:95 g || 0021000000 (Z08)Face:
2772008 334°56. 001 2005.08.14 17°59 Sho . || 003 cake Bpack  §1000T
272006 3:34°57... 002 1-000000  (208)Pac.. | ong minute maid $100T
2779006 33457 003 coke boack 100" mine matd - §
272006 33458 004 minote maid ~ $1001 || 005 ere0 cookie  $1000T
= 33, %ggggg ggjgg 005 oreo cookie $1D$DDT 008 farrerohn hotdog §1000T
006 farmeriohn hatdog $10.
2772006 334°69.  DO7 fosters coffee $1000° ||D0F DSters eofies &1000T
008 milky-way chocolaty1 000T

33
wvso0 Ll el BNl EIE | 2 e
e Lo L0 008 void
@ mEEEEEIEDE J | | T A Reag - |

Figure 1-31

1121.70 000 2006/ 2107 15.37:28.880
1117070 001 2005.08.14 1754 Shop:01

Note: You can set the maximum of 32 keywords for identification.
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2. ViewlLog

This chapter introduces the new features of ViewLog.

2.1 Backup with Direct Burn

Using Nero software, this version allows you to directly burn the files onto CD/DVD
without the hassle of calling up the software and making the copy and paste.

This direct-burn feature supports CD, DVD and blu-ray media. For CD and DVD
burning, Nero version 6.6.0.1 or later is required to install in your PC. For blu-ray, you
need at least Nero version 7.0.

1. Click the Backup button @ This dialog box appears.

If the required Nero version has been installed in your computer, you should see

o

the Nero mark == | in the Media Information section.

hiedia Time Frame

L L enoiari b= [#-[% 1142006 0.00:00 ~ 11/22/2005 23:59:53

| 2 o I
Backup Folder Mame \

(* Using CD / DVD

|G GIGABYTE GO-RSZ328  :ESOMB] |

CD J %D Burning Software :

| CProgram Files\theadiNera'nera.exe

(' CO Using OS-Burning @
Media Information
o I
[ Used Size: 101.42 MB
Free Size: 54558 MB
Total Size : E50.00 MB
, .............. Addtlmeframe\i Resume ‘
Eraze Rewvritable Disc ‘ iew Backup Log |
Ok ‘ Cancel |
Figure 2-1

2. Click the Add Time Frame button to define a time period for backup.
3. Click OK on this Backup dialog box. The system will burn the files onto CD/DVD
directly.
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2.2 Timeline Search

In addition to Date Tree, this version provides you another graphical search method
called “Timeline” to locate your desired events within a set period of time.

1. Select the desired view mode for playback by clicking the View Mode button. If
you select Single View, assign a camera from the Camera drop-down list.

2. Click the Advanced button , and select Timeline Search. This window

appears.
Camera I ¢t 3 4 3 & T & ¢ 10 1 12 15 14 15 16 1T 14 19 2 U 2 B A
LIFS S R IS RPN IR PR PR AR P B P B B B EPRS P IPR P P I LIS I RN IR PO AR PR BN (P P B P B B PR I PR BV PRI P P B
Camera 1
2005 Dec ﬂ Camera 2 Change ko minuke mode { 10:54:00 ~ 10:54:59 )
- Camera 3 II Change to hour mode ¢ 10:00:00 ~ 10:59:59 )
Sun | hon [ Tue [ied | Thu [ Fri [ Sat Camera 4
b Camera 3
3 Ja s l6 |7 [a [a Camera 6
1w [ [z 1z (14 [15 [16
17 J1g [1g [z [z1 [z2 [23 gamera?
24 |25 |36 [o7 |28 (20 [a0 amera
2 Camera 9 v
< ¥
_ [~ Display Audio Information Rewind Play Close
Figure 2-2

3. Select a date from the calendar.
e The date with recorded events is displayed in GREEN color.

e On the right panel, the BLUE blocks indicate which camera has recorded
events on the selected date and at which hour.

4. Move the mouse pointer on the desired BLUE block, and right-click it to have the
sub Timelines of hour mode and minute mode. Three types of Timeline modes

are available:
m Change to day mode: The default mode displaying at which hour the events
have been recorded.

m Change to hour mode: Opens the sub Timeline displaying at which minute
the events have been recorded.

m Change to minute mode: Opens the sub Timeline displaying at which second
the events have been recorded.

5. Click on the BLUE block of the desired time, and then click Play or Rewind for
playback.
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2.3 Privacy Mask

The Privacy Mask, which was earlier only available at the Main System, is now
added to ViewLog in case you forget to set the Privacy Mask at the Main System or
you need to add more Privacy Masks onto the video for special requirements.

1. Click the Save as AVI button. This dialog box appears.

Save Avi File X

Al View l Setiing ]

Start-Time : 17:00:82 End-Time : 17:01.57

Add
Delete

Set Location

CAGY14800File200611061 70052 )
- Export with new Privacy Mask region(s) Remove Recoverahle Privacy Mask region(s)
 Un-tecoverable @) ID:
@ Recoverable 2) Password
QK | Cancel
Figure 2-4

2. In the Export with New Privacy Mask Region(s) section, select Un-recoverable
and/or Recoverable.

m Un-recoverable: The block-out area(s) in the recorded clips cannot be
retrieved.

m Recoverable: The block-out area(s) is retrievable with password protection.

3. Drag the area(s) where you want to block out on the image. You will be prompted
to click Add to save the setting.

Using a valid ID and Password, you can retrieve the recoverable block-out area(s) in
the exported file. For details on the Privacy Mask, see “Privacy Mask Protection”,
Chapter 1, User’s Manual on the Surveillance System Software CD.

27



Q GeoUision

2.4 Deblocking Render

The Deblocking Render can remove the block-like artifacts from low-quality and
highly compressed video, greatly increasing the overall quality of video.

To enable this feature, click the Setting button to display the System Configuration
dialog box, click the Display tab, and check Apply deblocking render (single view

only).

System Configuration

Quad View | Play Setting  Display ]Database | cache |

Uzer Interface
Aspect ratio : |4:3 j
[

Evert list |Event-Time

Thumbnail

Frame Interval @ 1 framels])

[T Show frame time

Imzge
v &pply deinterlace render
[v &pply scaling render
r ?Apply deblocking render ( single wiew only %

Figure 2-5

2.5 Touch Screen Support

By the touch of a finger, the touch screen panel allows you to change screen
divisions, switch to full screen and close the ViewlLog screen.

1. Click the Tools button, point to Tool Kit, select Touch Screen Panel, and click
Panel Setup. This dialog box appears.

Touch 5creen Panel Setup E|

[w Activate
{* Activate when enter Full-Screen Mode only %

(" Alwvays Active

Layout
f* ertically (" Horizontally

Ok Cancel |

Figure2-6
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. Click Active to have these options:

m Active when enter Full-Screen Mode only: Launches automatically the
panel when the full screen view is applied.

m  Always Active: Always displays on the ViewLog screen.
m Layout: Select a vertical or horizontal panel.
. Click OK for the above settings.

. To active the panel, click the Tools button, point to Tool Kit, select Touch Screen
Panel, and click Panel Active.

. At the upper left corner of the screen, an information window indicating date, time
and storage space will appear. Right-click it to open this touch panel.

OO

32158

Figure 2-7
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3. WebCam

This chapter introduces the new features of WebCam.

3.1 Network Port Information

In this version, an easy option is provided to view and manage all network ports of
the GV remote applications.

On the main screen, click the Network button, and select Network Port Information.
This dialog box appears.

= Http Port - 80
= Command Port - 4550
= Data Port - 5550
= Audio Port - 5550
& 55U Port - 443
= Mobile Port - 8366
=% Mohile RPE Port - 5511
& 3G RTSP/TCR Port - 8554
% 3G RTR/RTCR/UDP Part - 17200 ~ 17280
+ ml Centeryz
+ ﬂ Contral Center Server
+ il Remate Plavback Server
+ ml TP Server
+ md MuUltiCast Server
+ md Twin Server
+ wd UPnP
+ ﬂ wWiegand Capture Server

Figure 3-1

The controls on the Port Settings:

No. Name Description
1 Modify Changes the port settings.
2 Save Saves the port settings.

Employs UPnP technology (Universal Plug and Play) to

3 Port Mapping . . .
allow automatic port configuration to the router.

3.2 New Codec Option

This version provides one more video codec option Geo Mpeg4 ASP, offering a
smaller compressed file size than previous Geo Mpeg4.
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To select the codec, on the main screen, click the Network button, select WebCam
Server, and click the Video tab.

2% Server Setup

sudio | e | EePp | mokie |
General ] Server Wideo l RPE ]
Mz, Channel(s) 120

Max. on-line time far

o guest users e

Mz, Image size

Codec Geo Mpegd -
Geo Mpegd

Ze0 HLbS |

Geo Mpegd ASP

PTZ

Allowed PTE camera

Ok | Cancel | Defautt |

Figure 3-2

3.3 3G Setting Enhancement

To enhance the security of the WebCam server during the connection with the 3G
supported mobiles, the number of RTP/RTCP/UDP ports for use is now limited to 80.

To set the range of RTP/RTCP/UDP ports, on the main screen, click the Network
button, select WebCam Server, and click the 3GPP tab.

=% Server Setup

General ] Server RPBE ]

fudic | JPo Mokile |
v
RTSPITCP port Maix. connections
| 8554 |20
RTPRETCRAUDP port 17300 _ | 17380
Idea
Bit rate (kbps) 22 -
Yideo size QCIF (17Ex144) -~
FFPS 10 -
Audio
Encoder Bit rate (kbps)
AR x| Jres |

Ok | Cancel | Defaut

Figure 3-3
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3.4 Enhanced Mobile Phone Applications

This version includes several new features in the GV mobile phone applications. The
three major features are the change of video format, an independent mobile server
provided for configurations, and the third version of SSView exclusively designed for
Nokia S60 2nd platform.

Viewing Applications New Features

Video streaming, GV-Video Server support, PTZ
control, output control, Remote Playback (RPB),
etc.

GView Version 2
for PDA

Video streaming, GV-Video Server support, PTZ
control, output control, Remote Playback (RPB),
etc.

MSView Version 2
for Microsoft Smartphone

SSView Version 2

for Symbian Smartphone PTZ control, output control, etc.

SSView Version 3 Video Streaming, Remote Playback (RPB), PTZ
For Nokia S60 2nd control, output control, etc.

Change of Video Format

Instead of receiving JPEG format images, now the users of GView (for PDA) and MS
View (for Microsoft Smartphone) will experience live video streaming, which offers
them better video quality.

The 3" version of SSView

The third version of SSView is exclusively designed for Nokia S60 2nd edition
software. SSView Version 3 provides the features of video streaming, remote
playback, PTZ control and output control. For the device model based on S60 2nd
edition software, please consult Nokia’s website:
http://www.forum.nokia.com/devices/matrix_all_1.html
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Mobile Server

WebCam

A separate Mobile Server is provided to integrate the configurations of the GV mobile

phone applications.

1. On the main screen, click the Network button, select WebCam Server, and click

the Mobile tab. This dialog box appears.

2 Server Setup

General ] Server l Wideo
pudio | e | 3R
v

Paort 8866

Rph port 5511

Mz, connection 20

*Far
SSWiEwWW2 SSViewW S, GWiew'2,
S i 2

Max. FPS 10 -

QK | Cancel |

Drefault

Figure 3-4

2. Check the box in the up left corner to enable this function.

» Port: The default communication port is 8866.

= Rpb port: This port is used for remote playback feature. The default value is

5511.

= Max. connection: Specify the number of users that can connect to this

server. Set the number between 1 and 20.

» Max. FPS: Specify the number of frames to be transferred per second.

For details on the mobile phone applications, see “Remote Viewing with PDA” and
“Remote Viewing with Mobile Phone,” Chapter 6, User's Manual on the Surveillance

System Software CD.
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3.5 Remote ViewLog Support

Through WebCam Server, you can remotely play back the recorded files by using the
video player ViewLog. This provides you another playback option other than the
Remote Playback application.

1. The GV-System needs to allow the remote access first. Click the Network button,
select WebCam Server, and enable Run ViewLog Server.

2 Server Setup

sudio | e | ae | Monie |
General ] Server ] iden ] RPE ]

WebCam Options
[~ Enhance network security @

[ Enable IP white lizt

[ Enable Remote Cortrol

Frame Page Title Calor

{* Mone " Black " White

QK | Cancel | Drefault

Figure 3-5

2. Atthe local PC, open a browser, and type the address of the remote GV-System.
This page appears.

Compression Selection:

O Mpeg4 Encoder Yiewer

i oy e

= ()  Remote Play Back/ViewlLog
T —0]
o4 © Emap

POS Live Wiew

S O

=, 2

Figure 3-6
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3. Select Remote Play Back / ViewLog, and click the Submit button. This page
appears.

Select Internet Connection:

% » Remote Play Back
@ () YiewlLog

() 1024x768

() 128021024

O 1600x1200

() 1680x1050

O 1920x1200

o =

Figure 3-7

4. Select ViewLog, select the desired screen resolution, and click the Submit
button. This dialog box appears.

Connect to Remote Viewlog Service

(2] IFAddress: | j
Port: ’F Default
0 |GUESt

Password : |

[~ Save Passward

Host Type :

Add current entry to Address book under
this graup

Address hook | Connect | Cancel

Figure 3-8

5. Type the IP Address, ID and Password of the remote GV-System. Keep the
default port as 5552, or modify it if necessary.

6. In the Host Type field, select DVR.
7. Click the Connect button.

When the connection is established, you will see the video player ViewLog appears
on the screen. Then you can access all ViewLog features for playback.
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3.6 POS Live View Support

Through WebCam Server, it is now possible to monitor the surveillance sites of POS
or access control systems. You can view not only live video, but also transaction data
or cardholder information.

1. Open a browser, and type the address of the remote GV-System. The
Compression Selection page appears (see Figure 3-6).

2. Select POS Live View, and click the Submit button. The remote POS Live View
window appears.

3. Click the Play button, and type the valid user name and password to start the
connection.

The Remote POS Live View Window

Coffes 1,50 &
Coke 1,00
2 ITEM YOID
1-000005, ((208)P . : HTEN B o
z_a‘aheapkgjc‘! 517 — \ Ice Cream 5,00~
: A SUBTOTAL 74,40

[Play

ooo

TOTAL 7440
Ik EURO: 33,04
CASH 74,40

Figure 3-9

The controls on the remote Post Live View window:

No. Name Description

Brings up these options: Show Camera Name and Enable
DirectDraw.
2 Change Camera Selects the desired camera for display.

1 Option
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3 . _ Brings up these options: Next Transaction, Previous
POS Live View ,
Transaction and Freeze Event.
4  Zoom Switches to full screen view.
5 File Save Saves live video in the local computer.
6 Change Quality Adjusts video quality in 4 levels.
7  Snapshot Takes a snapshot of the displayed live video.
8 Stop Terminates the connection to the remote GV-System.
9 Play Connects to the remote GV-System.

Instant Playback

You can play back the video instantly by double-clicking on any suspicious
transaction items or cardholder’s information.

Remote Play Back

.F'Iay

2005.02 13 14.3Mshop=H1
1000006. ({ !
fE6ke Gpack!

(=0

Figure 3-10

3.7 MultiView Enhancements

In this version, the MultiView includes the following new features.

Easy Installation of MultiView

The MulitView is now included in the Surveillance System Software CD. You can
install the program easily without accessing the Internet.
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1. Insert the Surveillance System Software CD to your computer. It will automatically
run and a window appears.

2. Select the Install V 8.1.0.0 System item.
3. Select MultiView, and follow the on-screen instructions.

When the program is installed successfully, a shortcut of the MultiView will be created
on the desktop.

Higher Screen Resolution Support

The MulitView supports higher screen resolution of 1920 x 1200, 1680 x 1050 and
1600 x 1200.

Select Internet Connection:

O MODEM
%l ) DSL/CABLE/T-1

O 1 Window
| —
Q) 2 Windows

@) Multi View
@) 10241768 O 1280%1024
(160021200 O 168021050
(192021200
o) &9
Figure 3-11

Remote ViewLog Support

More than simply playing back recorded video/audio files, the added Remote
ViewLog function allows you to have full access to the ViewLog features of the
connected GV-System.

Note: To use the Remote ViewLog for the first time, you need to install the Remote
ViewLog components on the local PC. Install the components from the Surveillance

System Software CD, or by following the steps 2-4 described in 3.5 Remote ViewlLog
Support .
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1. On the MultiView window, click the ViewLog button . The Connect to
Remote ViewLog Service dialog box appears (see Figure 3-8).

2. Type the IP Address, ID and Password of the remote GV-System. Keep the
default port as 5552, or modify it if necessary.

3. Inthe Host Type field, select DVR.
4. Click the Connect button.

When the connection is established, you will see the video player ViewLog appears
on the screen. Then you can access all ViewLog features for playback

3.8 SingleView Enhancements

The SingleView supports the two new features in the Main System: Visual
Automation of 1/0 and PTZ.

Visual Automation

You can remotely change the current status of the electronic device by clicking on its
image, as well as managing the settings of Visual Automation.

This feature is only available when the Visual Automation is set ahead in the Main
System. To access this feature, on the SingleView window, click the I/O Control
button, and select Visual Automation. For details on using Visual Automation, see
1.9 Visual Automation.

Visual PTZ

Other than the PTZ control panel, now you can display a Visual PTZ Control Panel
on the image.

To access this feature, on the SingleView window, click the PTZ Control button and

select Visual PTZ. For details on using the new control panel, see 1.13 PTZ
Automation.
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4. Center V2

This chapter introduces the new features of Center V2.

4.1 New Codec Option

This version provides one more video codec option Geo Mpeg4 ASP, offering a
smaller compressed file size than previous Geo Mpeg4.

To select the codec, on the main screen, click the Network button, select Connect
to Center V2, and click the Advance... button.

Advance Settings rg|
General ]Camara] Other ] 1/0 Device I
Connection Broken Codec
Maximurn Retries: ’——J " Geo Mpegd
Retylnterval [ 5 —] Seconds  Geo Mpagd [A5P]
W Retry until connected ™ GeoH264
™ Retryin the background

Connective Port

Center Port: ’W Default
Command Port: ’W Default
Data Port: ’W Drefault
Audio Port: ’W Default
Connection Port: ’W Drefault

Temp Falder
Path: |C\GVa00Y-CCTemp ] ®

Cancel

Figure 4-1

4.2 Higher Screen Resolution Support

Center V2 supports higher screen resolution of 1600 x 1200, 1680 x 1050 and 1920 x
1200.
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1. On the Center V2 window, click the Preference Settings button, select System
Configure, and click the Layout tab. This dialog box appears.

General Metwork | Fecord

Lapout
Screen Resolution: 1680 | = 1080

tain Panel Resolution: | LLE0EREN

Maote

Any changes of thiz property will be applied in nest startup.

[ ] ] [ Cancel

Figure 4-2

2. Select the desired resolution from the Main Panel Resolution drop-down list.
The new resolution is effective after next login.

4.3 Backup Servers

You can configure up to two backup servers in case of the primary Center V2 server
failure. Whenever the primary fails, the backup server takes over the connection from
subscribers, providing uninterrupted monitoring services.

1. Import the subscriber accounts from the primary server to the backup server. For
details on the Import feature, see 4.8 Address Book Import / Export.

2. On the Center V2 window, click the Preference Settings button, and select
Automatic Failover Support. This dialog box appears.
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=7 Automatic Failover Support

#| Server P Server Port Fort (video ...

Add Remove Modify oK H Cancel ]

p Flease add ane ar more Centery2 Server far redundancy
s purpose in case this server is naot availahble arwas offline.

Figure 4-3

3. Click the Add button to add one server. This dialog box appears.

Automatic Failover Support

Server [P

| |
Server Port:

- 5547 || Defautt |

Port {Wideo Server):
| a541 HDefauIt] l Cancel ]

Figure 4-4

4. Type the IP Address of the backup server. Keep the default port settings or modify
them if necessary.

5. Click OK.

Note: Once the primary server is ready to resume the services, it is required to close
the backup server so the connection from subscribers can move back to the primary.

4.4 Instant Recording and Playback

Now you enable live view in a more convenient way, and start and stop recording
instantly to any live-view camera.
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Enabling Live View

You can enable live view of any camera by right-clicking it in the subscriber’s list,
and then selecting Live View.

|85 Centery2
=

= o,

=+ 12 Module 1

When a subscriber is in focus, you can enable live view to all its cameras. Click a
subscriber in the list and select Focus on this subscriber only. When the
subscriber is in focus, click the subscriber again and then select View All
Cameras (Live). All cameras of this focused subscriber display live view.

1- Camera 2

| 83 Certervz
— — L

Cancel focus
| Wiew Al Cameras iLive) |

ral
ra g
= 5 Module 1

Figure 4-6

Recording and Playing Back Instantly

When a camera is enabled for live view, you can start and stop recording by
clicking the £l button on the channel heading.

As soon as you stop recording, you can double-click the attachment of the event
in the Event List for instant playback.
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4.5 Enhanced SMS and E-Mail Alerts

In this version, you can set time intervals between each e-mail and SMS message
when events occur. Moreover, you can schedule the e-mails and SMS messages to
be sent out within the set period of time.

Setting Alert Interval for E-Mails

1. On the Center V2 window, click the Preference Setting button, and select E-mail
Setup. This dialog box appears.

Mail Setup [Z|
Setup Test
T 3

Charset |Western Eurapean (Aindows) "| E-Mail To: | geovisiong@yenyision.corm w |
E-Mail From: | geovision@geovision.com tw | subject | Test |
SMTF Server: I geovision.com b | Mail Content: @ Test Mail

SMTP Server regui iticati [Test

guires authenitication |

Account 1D ! gemvision |

Fassword | ooooooo |
Alert Setup
E-Mail Alertinterval: | 0 | Min, | ok [ cancel

Figure 4-7

2. Inthe Alert Setup section, set the interval between 0 and 60 minutes.

Setting Alert Intervals for SMS

1. On the Center V2 window, click the SMS button, select SMS Setup and click the
SMS Option tab. This dialog box appears.

SMS Setup 3
Caonnection Setup iohile Setup ShS Option |_
ShiS Alert Setup

ShS Alert Interval: fin.

[ Ok ] I Cancel

Figure 4-8
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2. In the SMS Alert Setup section, set the interval between 0 and 1440 minutes.

Scheduling Alert Notification

In this version, both e-mail and SMS notifications can be scheduled ahead. E-mails
and SMS messages will be sent out within the scheduled period of time.

1. On the Center V2 window, click the Accounts button. The Address Book window
appears.

2. Highlight one subscriber, and click the Subscriber Schedule button. The
Schedule window appears.

3. On the Schedule window, double-click an established plan. This Plan window
appears.

BB Zle T
Application Motification
NDlIﬂCaTIDn DI 1I 2I ?r 4} 5| GI T{ EID QI 1|0 1‘1 1|2 1|3 1|4 1§ 1IB 1|7 1|8 1? 2|D 2|1 2|2 2? 2|4
1 SMS [ ]
| | BE-Mail ——
Ok ] l Cancel
Figure 4-9

4. Click the Advanced Setting button T The Advanced Setting dialog box

appears.

5. Expand the Notification folder, and check or uncheck the alert methods to be
scheduled.

6. On the Plan window, click the Notification button, drag the mouse over SMS and
/ or E-mail timelines to define the Start time and End time to send out alerts.
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Note: Once you enable the schedule function, you will not be notified when events
occur outside the scheduled period of time.

4.6 Colors Added to Channel Headings

For easy identification, the channel headings can be as colorful as you wish. In
addition to the change of color and font of the channel headings, its background color
can be customized as well.

Channel Heading

Figure 4-10

1. On Center V2 window, click the Accounts button, highlight a subscriber, and click
the Subscriber Setting button on the toolbar. This dialog box appears.

Subscriber Settings - 3

Maonitar Option

Image Size:

[v] Auto Record Video

Record Mode

O Attachment Mode

() Both {Live & Attachment)

Mote
Any changes ofthis property will be applied in next trigger.

b | Co [oaw )

Figure 4-11

U Colar of Channel Captian
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2. Click the Color of Channel Caption button. This dialog box appears.

Basic colors:

M e R
HMTEENNN
ENNEENNEN
HENEEEENN
AN EEEEENR
EEEENT N

LCustom colors:

e | |
ol ol 1] Bed{70)

Sat: EI Green:
Drefine Custom Calars »> Calealld] Blue:

[ Add to Custom Colors ]

Figure 4-12

3. Set a color you wish to use, and click OK. The Color of Channel Caption button
now displays the color you selected.

4. On the Center V2 window, click the Preference Setting button and select
System Configure. This dialog box appears.

General | Layout | Netwark | Record |

tonitor Option

() Manual cloze channel

(%) iCloze the camera view when mation stopped

Pozt-riotion: Sec.
Camera zend by 1/0 trigger will manitar: Sec.

Camera zend by Wiegand capture device will monitar: Sec.

Image Quality: " Nomal
Enable Directdraw
Start-up

[] &t Fun when 'wWindows Starts
[]Login M5 Server when Start Service

Channel Caption

Fant and Calar: Seftings...

|Jze the subscriber zetting color as background

I (]S l [ Cancel

Figure 4-13

5. Check the Use the subscriber setting color as background option. Now the
background color of the channel heading will be in the color you selected.
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4.7 Colorful Flags

In this version, the flags of various colors are provided to distinguish different events.
You will find them useful not only when browsing in the Event List but also when
using the Filter function to search the desired events.

% a Type Message
Red Flag Tl Start Service
¥ EBlue Flag LoginLogout  Login
% Vellow Flag System Start Monitoring All Type Events
¥ Green Flag System Stop 110 Monitoring
% Orange Flag System Stop all cameras monitc:‘rrinu
¥ Purple Flag Maotion Camera 1 detected motion
Motion Camera 2 detected motion
" Flag Complete Atachment  Recordfile of Camera 1. [Live]
Clear Flag
Setup
Figure 4-14

Marking the Events with Colorful Flags

You can flag any events in the Event List for later reference. There are 6 kinds of
flags and one check mark for you to signify the events.

1. On the Event List window, select one event, and right-click on the flag column. A
list of 6 kinds of flags in different colors (Red Flag, Blue Flag, Yellow Flag, Green
Flag, Orange Flag and Purple Flag), one check mark (Flag Complete) and two
setting options appears.

2. Select the desired flag or check mark for the event.

To unmark the events, simply click the flag icon. Or right-click the flag icon and
select Clear Flag.

Editing Colorful Flags

You can name the colorful flags with the provided texts or change the texts to meet
your needs.
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1. On the Event List window, select one event, and right-click on the flag column.

The flag list appears (see Figure 4-14).

2. Select Setup. This dialog box appears.

[ Modify text H Set as default ” oK H Cancel ]

% Blue Flag

¥ vellow Flag
¥ Green Flag

¥ Orange Flag
¥ Purple Flag
" Flag Complete

Red Flag {Default)

Figure 4-15

Center V2

3. Select the desired flag, and then click the Modify text button. A list of text options

appears.

4. Select one desired text (Pending, Assigned, In Process, Progressed, Resolve

and Reject) or select User Define to customize your own flag text.

4.8 Address Book Import / Export

You can import or export the Address Book.

1. Onthe Center V2 window, click the Accounts button. The Address Book dialog

box appears.

[ Address Book

8 82 X 3%; &=

Click the Import / Export Address Book button on the toolbar, and select
Import or Export to transfer your address book data.

& Address Book | Import Manme Telephane (H) -~
'._...J . 1 Excport geavision w
= ¥l | i< >

Expart address Boaok, Group: 0 Subscriber: 3

Figure 4-16
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4.9 Alarm Report

For every event, the Center V2 operator can generate a report to evaluate certain
conditions.
Creating an Alarm Report

1. Inthe Event List window, select an event and click on the report column. This
dialog box appears.

Managing Alarm [20061017-000024] 3]
Subscriper Il 2 [ @
Message Time: 100 7/2006 2:27:43 PM
Message: Recard file of Camera 3. [Live]

#  Procedure Report Time Real Time
Mote
Figure 4-17

2. In the Reporter field, type the name, and click Start to begin the report.
3. There are 6 report categories. Click the desired category tab(s) for report.
= Event Type: Select a type to classify the event.
= Description: Select a description for the event.
» Notification: Select the authority being notified, and enter the notified time.

= Arrival: The button becomes available after you select a notified authority.
Enter the arrival time of the authority.

= Measures: Select the measure taken to deal with the event.

= Other: The button is available only when the e-mail and /or SMS alert are
configured.
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4. When you finish the report and will not change the contents anymore, click the
End Report. Or click Save to edit later.

Editing Alarm Report Categories

The items in each category of the Alarm Report can be customized and edited to
meet your needs. The changes made here are permanent, and will be available for
the report creation.

1. Onthe Center V2 window, click the Preference Settings button, and select
Customize Alarm Report. This dialog box appears.

Customize Alarm Report fgl

I Add H todify H Delete ] l OK H Cancel ]

EVEHTTYFJE|DescriptiUn Measurement Taken | Patral

Accidental Alarm

Real Alarm

Falze Ermergency Alarm
Emergency Alarm

Video of Accidental Alarm
Wideo of Real Alarm

Figure 4-18

2. Click the desired category tab (Event Type, Description, Measurement Taken,
Patrol) to make the necessary changes.

4.10 Filter Enhancements

The Filter in Event Log Browser includes the two new features.

e New Search Criteria. The flags of different colors and Alarm Reports are added

to the search criteria in the Event Log Browser.
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[¥] Read ¥ g VW " D Match whole word [
|NU v| |iJﬂAII V‘ ‘WAM V| | |
[¥] Type [¥IMessage
|System v| | | ]|
[¥] Message Time

Obate  OTime  ®Bath ODate  OTime @ Both
[11r 2006 v |[11ami0 &]~ [ @006 v |1t 2] [0 e2006 | 1nemio o]~ (100 @006 v |[11eg00 2

Remove Selected Command [ Export ] I Import ] I Ok l [ Cancel ]

Read s '] In} Tyne Message Message Tirme Start Time

Mo jJJ All W‘ All System 182006 11:49:10 ~1.. 110852006 11:49:10 ~1...

Figure 4-19

e Importing / Exporting Filter Settings. You can import or export the Filter
settings. To access this feature, click the Import or Export button in the Filter

dialog box (see Figure 4-19).

4.11 Video Server Support

The Center V2 can monitor and manage the cameras connected to the GV-Video
Server. For details, see GV-Video Server User’'s Manual.

.

o

3=

o 2T

TCP/IP
Fofig. B
GV-Video Server
| 2
: Video Data £
I >
: Text Data
| I E=
! Center V2
GV-Video Server
Figure 4-20

52



Center V2

To enable connecting to the GV-Video Server, click the Preference Settings button,
select System Configure to display the Preference dialog box, click the Network tab,
and check Accept the Connection of Video Server. Keep default port as 5551, or
modify it to match the Center V2 port on the GV-Video Server.

Gereral | Metwork | Record

Metwork, Settings

Center Port:

] Enhance Network S ecurity

Accept the Connection of Yideo Server

Port | 5551

Mote

Any changes of thiz property will be applied in next startup.

[ Ok ] [ Cancel

Figure 4-21

4.12 Virtual I/O Support

If subscribers enable the Virtual I/O function to control the I/O devices connected to
GV-Video Server and GV-Wiegand Capture, the Center V2 can also control these
added 1/O devices during the connection. For detail, see 1.10 Virtual /0O Control.
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S.

Dispatch Server

This chapter introduces the new features of Dispatch Server.

5.1 Backup Servers

You can configure up to two backup servers in case of the primary server failure.
Whenever the primary fails, the backup server takes over the connection from
subscribers, providing uninterrupted services.

54

Import the subscribers’ accounts from the primary server to the backup server.
For details on the Import feature, see 5.3 Address Book Import / Export.

On the Dispatch Server window, click the Server Setting button. The Server
Setting dialog box appears.

Check the Automatic Failover Support option. The Automatic Failover Support
dialog box appears.

£ 2 Dispatch Server Setting

Metwork Setting Dispatch Setting

Server Port: 21112 Default (&) Group First

[]Autarun server service upon startup © Balance Only

[J#utamatic Failaver Support

Dispatch Log

Figure 5-1
Click the Add button. The Setting dialog box (see Figure 5-2) appears.

Type the IP address of the backup server, and change the default port settings if

necessary.
Type the Identification Code matching to that in CenterV2 Identification Setting
(see Figure 5-2). If the information is inconsistent, the connection to the backup
server cannot be established.



&% Dispatch Server Setting

Metwark Setting Dispatch Setting

severport | 21112 | [ Defaunt J[B] @ Group First

[ Autorun server service upon startup O Balance Only

[Clitwtomatic Failover Support

Dispatch Log

Keep Days: El

Log Path: | CiaDispatch ServeriLogh

Available space: 5.31 GB

@
L]

Centerv2 Event Log
Enable Real-Time Center2 Event

Keep Days: El

Log Path: | CiaDispatch ServenCentery2logh

Availahle space: 5.31 GB

@
L

_"ﬁ [RrecycleLog  [(I)

Centery? Identification Setting

3

ldentification Code: |

|

Dispatch Server

Another Dispatch Server

Server IP:

| | ’ Cancel
Senver Port:

(21112 Default |

Fort (¥ideo Server)

| 5541 || pefaut |

[ allow unidentified Centery2 Sereer login

[ &llow videa Server login as subscriber frarm port: |:|

[ QK ] [ Cancel

I

\/

Figure 5-2

Identification Code:

|

Type the same Code here

Note: Once the primary server is ready to resume the services, it is required to close
the backup server so the connection from subscribers can move back to the primary.

5.2 Colorful Flags

In this version, the flags of various colors are provided to distinguish different events.

You will find them useful not only when browsing in the Real-Time CenterV2 Event

List window but also when using the Filter function to search the desired events.

Message
1 Systermn Start Manitoring All Type Events
1 System Stop 1O Monitoring
Red Flag Stop all cameras monitoring
Blus Flag Trigger Module 1 - Input 1 Trigger
Vellow Flag Trigger Module 1 - Input 2 Trigger
Green Flag Trigger Module 1 - Input 3 Trigger
Orange Flag Tngge_r Module 1 - Input 4 Trigger
Purple Flag cannect!on Camera 2 Video Lost
Connection  Camera 3 Video Lost
Flag Complete Connection  Camera 4 Video Lost
Connection  Camera 5 Video Lost
Clear Flag Connection  Camera 6 Video Lost
Setup Connection  Camera 7 Video Lost
1 Connection  Camera 8 Video Lost
1 Connection  Camera 9 Video Lost
<

Message Time

TTA02006 11:42:04 AM
T 0N2006 11:42:04 AM

11/10/2006 11:42:04 AM
11/10/2006 11:42:04 AM
11/10/2006 11:42:04 AM
11/10/2006 11:42:04 AM
11/10/2006 11:42:04 AM
11/10/2006 11:42:09 AM
11/10/2006 11:42:09 AM
11/10/2006 11:42:09 AM
11/10/2006 11:42:09 AM

11/10/2006 11:42:09 AM
11/10/2006 11:42:09 AM

D Type =

Start Time )
1102006 11:42:04 AM
11002006 11:42:05 AM
1111072006 11:42:05 AM
11/10/2006 11:42:05 AM —
11/10/2006 11:42:05 AM
1171072006 11:42:05 AM
111072006 11:42:05 AM
11/10/2006 11:42:09 AM
111072006 11:42:09 AM
111072006 11:42:09 AM
2006 11:42:09 AM
2006 11:42:09 AM
2006 11:42:09 AM
2006 11:42:09 AM
111072006 11:42:09 AM .,

| =

Figure 5-3

This feature is the same as that of the Center V2. For details, see 4.7 Colorful Flags.
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5.3 Address Book Import / Export

You can import or export the Address Book.

This feature is the same as that of the Center V2. For details, see 4.8 Address Book
Import / Export.

5.4 Filter Enhancements

In this version, the Filter in Event Log Browser includes the two new features: new
search criteria and importing / exporting Filter settings

These features are the same as those of the Center V2. For details, see 4.10 Filter
Enhancements.

5.5 Video Server Support

The Dispatch Server can manage the videos connected to GV-Video Server, and
distribute them to the Center V2. For details, see GV-Video Server User's Manual.

e
TCP/ IP

‘ L
X 2 M_nm-

GV-Video Server . .Center Vé

| |

| Video Data :

! |

: Text Data :

I |

ﬁ X2 1 ' Dispatch Server '

GV-Video Server
Center V2
Figure 5-4
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To enable connecting to the GV-Video Server, click the Server Setting button on the
toolbar, and enable Allow Video Server Login as Subscriber from Port. Keep the
default port as 5551, or modify it to match the Center V2 port on the GV-Video Server.

gk Dispatch Server, Setting, ﬁl

Metwork Setting Dispatch Setting

Server Part 21112 Default (& Group First

[l Auto start server when startup O Balance Only

[l Automatic Failover Support

Dispatch Log

Keep Days li] @ Available space: 4 44 GB @
Lag Path DiDispatch Servenloo E]

Centery2 Event Log
Enable Real-Time Centerv2 Event

Keep Days an @ Available space: 4.44 GB @

Log Path; | DiiDispatch SevencCentery2Logh E]

:‘ﬁ Recycle Log @

Centerd2 [dentification Setting
Identification Code

[ Allow unidentified Centery2 Server login

[“]iAllow videa Server lagin as subscriber fram port: | 5551 [ Diefault ]

| oK H cancel I

Figure 5-5
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6. Vital Sign Monitor (VSM)

This chapter introduces the new features of Vital Sign Monitor (VSM).

6.1 Backup Servers

You can configure up to two backup servers in case of the primary VSM server
failure. Whenever the primary fails, the backup server takes over the connection from
subscribers, providing uninterrupted monitoring services.

To access this feature, on the VSM window menu, click Service, and select
Automatic Failover Support. This feature is the same as Center V2’'s. For details on
setup, see 4.3 Backup Servers.

6.2 Colorful Flags

In this version, the flags of various colors are provided to distinguish different events.
You will find them useful not only when browsing in the Event List but also when
using the Filter function to search the desired events.

This feature is the same as Center V2's. For details, see 4.7 Colorful Flags.
6.3 Address Book Import / Export
You can import or export the Address Book.

This feature is the same as Center V2's. For details, see 4.8 Address Book Import /
Export.

6.4 Enhanced SMS and E-Mail Alerts

In this version, you can set time intervals between each e-mail and SMS message
when events occur. Moreover, you can schedule the e-mails and SMS messages to
be sent out within the set period of time.

This feature is the same as Center V2's. For details, see 4.5 Enhanced SMS and E-
Mail Alerts.
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6.5 Filter Enhancements

In this version, the Filter in Event Log Browser includes the two new features: new
search criteria and Importing / Exporting Filter settings

These features are the same as those of the Center V2. For details, see 4.10 Filter
Enhancements.

6.6 Notification of Insufficient Storage Space

When the subscriber’s storage space is insufficient, the VSM operator can get
notified.

1. Inthe Main System, click the Network button, and select Connect to VSM. The
Connect to the Vital Sign Monitor dialog box appears.

2. Click the Advance button, and then select the System Information tab. This
dialog box appears.

Advance Settings El
General] Camera  System Information l 140 Device ]
Yideo / Audio Log
[~ Motify ital Sign Monitor when the keep daps of video/audio log is lower than dayz.

Starage Information
[~ Allow Vital Sign Monitor to inquire the storage information
I™ Feport the total amount of free storage space o Yital Sign Manitor

Fieport Interval: _|:| Hours

Jv iMotity Yital Sign Monitor when the total amount of free storage space iz lower thare
1 GE

[w Motify ital Sign Monitor when the storage space was full

Adjust Time

[ Time synchronization with Yital Sigr Moritar

Loss Prevention of POS

[ Send Alert Message toYital Sign Maoritor

Ok | Cancel

Figure 6-1

3. Check the Notify Vital Sign Monitor when the total amount of free storage
space is lower than ( ) GB option, and set the space limit. The space limitis 1
GB at least.
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6.7 Video Server Support

The VSM can monitor and manage the cameras connected to the GV-Video Server.
For details, see GV-Video Server User's Manual.

)

TCP/IP
".
“ X2
GV-Video Server
1 5
| .
I -
1 >
: Text Data
1
ﬁ X 2 ] ! VSM
“ x2
GV-Video Server
Figure 6-2

To set the appropriate port connecting to the GV-Video Server, click Configure on
the window menu, and select System Configure to display this dialog box. Under
the Connective Port for Video Server item, keep the default port 5609, or modify it to
match the VSM port on the GV-Video Server.

System Configure

Startup
[CJituto Run when Windows Starts!

[] =tart Service when Vital Sign Manitar Starts

[JLogin SMS Serverwhen Service Starts
Connective Port

Connective Port for Video Server

5609 Default
Camera Motion
FPost-Motion: Seconds
[ alerts Interval: I:I Minutes

Security
[l Enhance netwark security

Figure 6-3
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6.8 Alarm Report

For every event, the VSM operator can generate a report to evaluate certain
conditions.

This function is the same as that of the Center V2. For details, see 4.9 Alarm Report.

6.9 Virtual I/O Support

If subscribers enable the Virtual I/O function to control 1/0O devices connected to GV-
Video Server and GV-Wiegand Capture, the VSM can also control these added 1/0
devices during the connection.

For details, see 1.10 Virtual 1/O Control.
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7. Control Center

This chapter introduces the new features of Control Center.

7.1 New Codec Option

This version provides one more video codec option Geo Mpeg4 ASP, offering a
smaller compressed file size than previous Geo Mpeg4.

To access the codec, open the Control Center Server window, click Configure on
the menu bar, and then select Network Settings.

Metwork Settings gl

Command Part | 3388 Default

Data Part: G611 Default

Log Port; 5452 Default

[]Enahle [P ¥White List

Codec: | Geo Mpegd (ASFY  w @

Cancel

Figure 7-1

7.2 Toolbar Enhancements
The Control Center toolbar includes the two features:
e |t automatically minimizes to the taskbar when the Control Center is started.

e |t always stays on the top of all windows.

To access the two features, on the Control Center toolbar, click the Configure button,
and select System Configure. Check Minimum when startup to minimize the
toolbar, or Always on Top to keep the toolbar on the top of other windows.
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& System Configure
140 Central Panel || bl atrie || Remate Desktop

General | Metwork || Rematel'R || Remate YiswlLog

Startup
[idsutorn when Windaws Starts

<]

| Minimurn when startup |
1140 Central Panel @

[ Matis Setting.. L]

Lapaut
Digplay host narne in the Group List

[ S ave ‘Window Position and Size

Always On Top

[ k. ] [ Catcel

Figure 7-2

7.3 Live View Toolbar

Control Center

A toolbar is added to the Live View window, providing more functions to manage the

live video.

To access this feature, right-click any camera on the Host List or Group List, and
select Live View. Or click the Camera Information button on the toolbar and

then select Live View. The Live View window appears.

Figure 7-3
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The controls on the Live View window:
No. Name Description

Changes the size of the Live View window. The size
_ corresponds to the video resolution set at the DVR site. The
1 Change Size ) , . . L
size choices are only available when the video resolution is

higher than 320 x 240.

Audio Starts this function to receive the sounds.
Microphone Enables speaking to the remote DVR.
Setting Changes the audio and video setting of live view.

Activates the PTZ control by selecting PTZ Panel or PTZ

5 PTZ .
Automation.

Start this function, and right-click on the window to display
the control menu. This button is only available when the
Visual Automation is set at the DVR site.

Show all: Displays all alert regions.

Rect Float: Embosses all alert regions.

Set Color: Sets the frame color of alert regions.

6  Visual Automation

Snapshot Takes the snapshot of the displayed live video.

Zoom Enlarges the video by selecting 1.0x, 2.0x and 3.0x.

7.4 Matrix View Enhancements

In this version, the Multi View includes the following new features.

Higher screen resolution

The Matrix View supports higher screen resolution of 1280 x 1024, 1600 x 1200,
1680 x 1050 and 1920 x 1200.

Due to support for higher screen resolution, the maximum number of channels Matrix
View provides is increased from 64 to 96. Each screen resolution provides the
different number of channels as listed below:

e 1280 x 1024 and 1600 x 1200 support up to 64 channels.

e 1680 x 1050 supports up to 80 channels.

e 1920 x 1200 supports up to 96 channels.
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To change the screen resolution, click the Configure button on the Control Center
toolbar, select System Configure and click the Matrix tab. The four Matrix windows

can be set at different screen resolutions.

& System Configure E|
General Metwork. RematelvR Fiemate YiewlLog
140 Central Panal M atris: Remate Desktop

Pozition/R ezolution
# b4 ¥ Rezolution =TI ¢
12 g g 10244768, v gg ¥
= s W
1024 = 763
i g g 1280 » 1024 gg *
1530 1050 ¥
1600 = 1200
15820+ 1200
Mate: Secreen Resolution is 1024 2 768, El
[ oK ] [ Cancel
Figure 7-4

The PTZ button is added to the toolbar for PTZ control. Click this button to display
the PTZ control panel. Or you can right-click the connected channel and select PTZ

Control.

© LEEEEE

| EEESEETE) @

PTZ Button

Figure 7-5

POS Live View

The POS Live View feature now is also available on the Matrix View. It allows you to
view POS transaction data or cardholder information of access control.

e To use this feature, the client DVR must allow the remote access first by enabling
the WebCam Server.
e To open the POS Live View window, click the ViewLog button and select POS

Live View.
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e To have the instant playback, double-click on any suspicious transaction items or
cardholder data.

e [ TEST140 Camera 1-152.168.0.232 (%4
E|

CALYPEO
DEMO WERSIOM CALYPSO 3.2

Cake 1,00
Coffee 1,580
Crange Joice 3,00
Orea Cookie 2,580
Hot Dog 1,80
Milk: 2,50
ITEM WOID

Coke 1,00-
Crange Joice 3,00
Hot Dog 1,80

Wﬂ

Figure 7-6

For details on POS Live View, see “POS Live View”, Chapter 3, User's Manual on the
Surveillance System Software CD.

Instant Playback

When monitoring through Matrix View, you can instantly play back any suspicious
videos of a certain time length. Time length choices include 10 seconds, 30 seconds,
1 minute and 5 minutes.

e Toinstantly play back the events of all channels, click the ViewLog button, select
Instant Play, and then select the time length.

e To instantly play back the event(s) of one single channel, click on the Camera
Name, and select the time length.
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7.5 Remote Desktop Enhancements

In this version, Remote Desktop includes the following enhancements.

Narrowband Connection Support

The Remote Desktop now supports two kinds of narrowband connections: Modem
(56 Kbps) and LAN (10 Mbps or higher).

To select the connection speed, click the Configure button on the Control Center
toolbar, select System Configure, and click the Remote Desktop tab.

B System Configure E|
Gerneral tetiworl, RemotelR Remote WiewlLog
140 Central Panel b atrix | Femote Deskiop

Connection Speed

[ Ok ] [ Cancel

Figure 7-7

File Transfer

With the Remote Desktop feature, you can now transfer files easily between the
Control Center and client DVR.

1. Run the Remote Desktop. For details, see “Remote Desktop”, Chapter 4, in GV-
CMS Series User’s Manual.

2. Click the File Transfer button @ on the upper left corner of the Remote

Desktop. The File Transfer Service dialog box appears.
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3. Select the desired file to transfer to Local (the Control Center) or Remote (the
client DVR)

‘% File Transfer Service [‘;|§||5_(|
Ready
Local Rermote (192,168.0.254)
[ 1
| D3, b | @ |C:‘; V| @
Marne Size  Modify Time E] IHarne Size  Modify Tir
@ @.
| CammPes1024 of12/2016 S [ Docurments and Settings 12/2a6f201
[ARECYCLER S/25/2016 4, 3 FOUMD, 000 12f26/201
[ Systemn Yolume Informa... Bf24/2016 9; CAMWIDIA 12f2af201
[ Test pragram of11/2016 4 A Prograr Files 12{26f201
[dRecycled 1226201
[Asystemn Yolume Infarma... 12/26f201_
[ WINDOWS 12/26/201
= AUTOEXEC.BAT 000KE 12/26f201
0.24 KB 911/200€
@ 0S0KE 12/26/201
|=| COMFIG.5YS 0.00KE 12/26/20] «
< - > o | i | ¥
X 14 & AL
# Harme Size  Progress | Local +*  Remote
@l 1 BOOTSECT.DOS 0.50 kKB 100%%: Dy [ CABOOTSECT. DOS
£ 2
Figure 7-8

Note: The size of one single file for transfer cannot exceed 4G, but multiple
selections of files do not have size limit.
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7.6 E-Map Support

The Control Center now can create E-Maps for client DVRs to monitor the
surveillance sites on an electronic map.

1. First create E-Maps for client DVRs.

e Select E-Map Editor within the Control Center folder from the Windows Start
menu. Or,

e Click the Configure button on the Edit toolbar and then select E-Map Editor.

For details on creating an E-Map, see “Creating an E-Map File,” Chapter 7, User’s
Manual on the Surveillance System Software CD.

2. On the Host List, click the Remote E-Map button to connect to the DVRs. Once
the connection is established, the Remote E-Map will appear on the Control
Center desktop.

Host List X
W F X 42 = [ 2l 4
= gty DVR List
Figure 7-9

7.7 Virtual I/O Support

If subscribers enable the Virtual I/O function to control the I/O devices connected to
GV-Video Server and GV-Wiegand Capture, the Control Center can also control
these added I/O devices during the connection.

For detail, see 1.10 Virtual 1/O.
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8. E-Map

This chapter introduces the new features of E-Map.

8.1 E-Map Server

The E-Map Server is an independent application, designed to create E-Maps for
different DVRs, and run without the GV-System.

Installing E-Map Server

1. Insert the Surveillance System Software CD to your computer. It will run
automatically, and a window appears.
2. Select the Install V8.1.0.0 System item.

3. Click E-Map Server, and then follow the on-screen instructions.

The E-Map Server Window

Go to Windows Start, point to Programs, select eMapServer, and then click E-Map
Server. This window appears.

EEX
e e
& ieMap1 A7 KE |
 emapz 0.00 KB
Figure 8-1
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The controls on the E-Map Server window:

No. Name Description

1 Start Service Starts the E-Map Server.

2  Stop Service Stops the E-Map Server.

3 New Creates a new E-Map file.

4  Rename Renames the E-Map file.

5 Delete Deletes the E-Map file.

6 Refresh Refreshes the E-Map Server window.

7  Accounts Creates user accounts of the E-Map Server.

Setting E-Map Server

Before starting the E-Map server, you have to create E-map files and user accounts.

1. Click the New button to create e-map(s). For details on creating an E-map file,
see “Creating an E-Map File,” Chapter 7, User’s Manual on the Surveillance
System Software CD.

2. Click the Accounts button to create a user account that will use the server.

Remote Monitoring via E-Map Server

Via E-Map Server, you can monitor different surveillance sites on electronic maps
from any computer accessible to Internet.

1. Open the web browser, and type the address of the E-Map server.

2. After entering the valid user name and password for login, you will be prompted to
select the desired E-Map file (.emp file).

3. Click OK. The Remote E-Map window appears.

4. Click the Login button , and select the desired host(s) to access its videos
and 1/0O devices.

Note: The host (DVR) needs to give the access privilege by enabling the WebCam
server.
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8.2 Remote ViewLog Support

On the Remote E-Map window, you can find an added ViewLog button @ The

button is designed for the Remote ViewLog function, giving you the remote access to
the recorded files of DVR and playing back video by the player ViewLog.

For details on the Remote ViewLog function, see “Remote ViewLog Support,” 3.7
MultiView Enhancements.

72



n Authentication Server

9. Authentication Server

This chapter introduces the new feature of Authentication Server.

9.1 Backup Servers

You can configure up to two backup servers in case of the primary server failure.
Whenever the primary fails, the backup server takes over the connection from
subscribers, providing uninterrupted services.

1. Import the subscribers’ accounts from the primary server to the backup server.

2. On the Authentication Server window, click the Server Setup button. The Server
Setup dialog box (see Figure 9-1) appears.

3. Check the Automatic Failover Support option, and click the Setting button.
This Automatic Failover Support dialog box appears.

4. Click the Add button. The Automatic Failover Setup dialog box (see Figure 9-1)
appears.

5. Type the IP address of the backup server. Keep the default port setting or modify
it if necessary.

6. Type the Authorized ID and Authorized Password matching to those of the
Security Setting in the Server Setup dialog box. If the information is inconsistent,
the connection to the backup server cannot be established.

73



Q GeoUision:

# Server, Setup
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Figure 9-1

Note: Once the primary server is ready to resume the services, it is required to close
the backup server so the connection from subscribers can move back to the primary.
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10. TwinDVR System

In this version, the TwinDVR system also supports the two new features of the
WebCam server: 3GPP service and Mobile Server.

For details on 3GPP services, see “WebCam Server Settings, Chapter 6, User’s

Manual on the Surveillance System Software CD. For details on Mobile Server, see
3.4 Enhanced Mobile Phone Applications.
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